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Product Overview

AP Manager Il is a convenient software tool used to manage the configuration of your wireless network from a central computer. With AP Manager
[l there is no need to configure devices individually.

AP Manager Il allows you to configure AP settings, update the firmware, and organize and sort your APs into manageable groups.

System Requirements

« Computer with Windows® 2000/XP/2003/Vista®
« Aninstalled Ethernet Adapter
« At least 128MB of memory and a 500MHz processor

Minimum Software Requirements

« PostgreSQL Server
+ PostgreSQL © ODBC Connector (psqlodbc)

Access Point Requirements

« SNMP must be enabled on Access Points used with AP Manager Il
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Software Installation

Install PostgreSQL Server

Before installing AP Manager Il on your computer, you must first install PostgreSQL Server and PostgreSQL© ODBC Connector. During the AP
Manager Il install process, AP Manager Il will check if these PostgreSQL programs have been installed. If they are not found, you will be reminded
to download them.

The PostgreSQL® software and documentation can be found at the following links:

PostgreSQL®° Server:
http://www.enterprisedb.com/products/pgdownload.do#windows

PostgreSQL° ODBC Connector:
http://wwwmaster.postgresql.org/download/mirrors-ftp?file=%2Fodbc%2Fversions%2Fmsi%2F

Install AP Manager Il

Once the PostgreSQL Server and PostgreSQL ODBC Connector programs have been installed, proceed with the AP Manager Il installation. To launch
the AP Manager Il installation, double-click the installation package icon:

APManagerllexe
o1 D-Link
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As the installation begins, a welcome screen appears and recommends you end all other
programs running before continuing with the installation. Click Next to continue.

Choose Destination Location

By default, AP Manager Il will be installed in the C:\Program Files\D-Link\AP Manager
Il directory. Click Browse to select a new location to install the software or click Next to

continue.

Select Program Folder

By default, the setup process will install the program in a folder called AP Manager Il. You
can keep this setting, type in a new folder name, or choose one from the list of existing

folders. Click Next to continue.

AP Nanager IT Setup

‘Welcome to the InstallShield Wizard for AP
- Manager Il

The InetallShield? wizard will install AP Manager Il on pour
computer. To continue, click Mest.

AP Nanager IT Setup

Choose Destination Location

Select folder where setup will install files.

another folder.

Destination Folder

C:4Pragram Files\D-Link AP Manager Il

Setup will install AP Manager [ in the following folder,

Toinstall bo this folder, click Next. To install o a different folder, click Browse and select

Browse...

< Back H

Mext > |[ Cancel ]

AP Nanager IT Setup

Select Program Folder

Flease select a program folder,

Setup will add program icons to the Program Folder listed below. You may type a new folder
name, or select one fram the existing folders list. Click Mext to continue.

Existing Folders:

Adobe Frametd aker
Adobe llustrator

Adobe Reader

Microsoft Office

Muozilla Firefox:

Metw aiting

PostareSHL 8.3

WinRAR b
< Back H Hext > l[ Cancel ]
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Configure PostgreSQL Connector

To configure the PostgreSQL Connector, enter the IP Address of the PC running the
PostgreSQL server, the root username and password and database name. These settings
are configured during the PostgreSQL Server install process. Click Next to continue.

If the PostgreSQL Connector is configured properly, you will get a message confirming
the setup was successful. Click OK to continue.

Restore your database
Select backup file where setup will restore database. Click Next to continue.

Configure PostgreSQL-8.3 Connector El

Configure PostgreSAL Connector
Selling the connection parameters

Setup has completed copying files. Befare you run AP Manager |, please
configure the PostgreSOL-8.3. Enter the settings of you PostgreSOL Server.

Sarver |\ocalhost

User |Dostgres

Passward |m

Database |apm2db

| Next » | Cancel

onfigure PostgreSQL-8.3 Connecto

Configure PostgreSAL Connector
Setting the connection parameters

Setup has completed copying files. Befare you run AP Manager |, please
configure the PostgreSOL-8.3. Enter the settings of you PostgreS 0L Server.

Information

-
1 ) PostgresCL Connectar has been configured successfully.

Database |5Pm2db

Mext > Cancel |

AP Manager Il Setup

Restore your database
Select backup file where setup will restore database

Click the browse button, select pour backup file, then click Mext to complete the restore. You alzo click
Mesxt ighore this restore

Backup File Mame

Browse..

D-Link AP Manager Il Software User Manual



Install Complete! AP Nonager 1 Setup
When the InstallSheild Wizard has completed, Click Finish to complete the installation. InstaliShiold Wizard Complete

Please install the module which you want to manage before
nning AP Manager Il

After the installation of AP manager I, you need to install the managed AP modules by
double-click the module installation packages.

¢ Back Cancel

Double click the AP Manager Il icon, the program will launch and you will be prompted
with a login screen. The default user name is admin and the default password is admin.
Continue to the next section in this manual, “Using AP Manager II".

0K | Cancel
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Using AP Manager |l

To launch AP Manager Il
+ Go to the Start Menu
« Select Programs
+ Select D-Link AP Manager Il
- Select AP Manager Il

@ Set Program Access and Defaults llﬂ VideoL &M 3
&5 windows Catalag D-Link AirPremier AG DWL-AG530  #
& windows Update [F@) vistaBootPRO 3.3 4

& Program Updates

) Accessories 3
@) Administrative Tools 4
@) Games 3
DrLink »

[T D-Link AirFremier AP Manager »

The main AP Manager |l screen will appear as shown below:

.. AP Nanager IT

System View HetTool Help

=3 Model
(2] DHL-3200AF
(11 Categoryl
([0 categoryz
({1 Categoryd
#-C MultiConfiguration
&3 Fault Manager
=-E3 Tool
=1 Report
#-{] Association
(1 Security
(20 Mtilization
(L1 Channel
(I3 Rogue &P
(1 SysLog
(I3 Custom
(2 Momi tor

BB E %S0 i BE2

Ready

Access Point Report

Legend

1 B magea 26

Accass Boint | Station Raport | Modsl Report | Band Report

Statiom Detail

Mac Address Alias Aecess Pomt Band Anthentication

[
[
[
[
[

06/05/2010 15:26:27.687 ]Search Device:192.168.0.51

06/05/2010 15:27:07.703 JFind devices:192.168.0.51(SNMPClass) SNMP request timed out!
06/05/2010 15:27:09.703 ]Discover Cormpleted!

06/05/2010 15:30:30.546 JDiscover Completed!

06/05/2010 15:30:32.703 Dewvice: 192.166.0.50 SHMP Ping TimeOut!

Loglser

admin
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General View
Discovering Devices

Before you can manage and monitor Access Points using the AP Manager Il, you must create a list of Access Points. The AP Manager can automatically
search for and “discover” Access Points on your LAN using the Discovery process.

To initiate the discovery process, right-click anywhere on the All Space > Group view window and select Discover from the drop-down menu, as
shown below.

OO0 D B0k G 25 4G
L i B = =
All Space IP Address Model Mame | Mac Address MetMask,
[ ceneral
« S
+-[_7 MulbiConfiguration e~
+-[_] Fault Manage Delete
+-{3 Tool Refresh
- [:I Report
+ I:l Azsociakion Sign Rague &P
[:l Securiby
€3 Utiization Configuration ¥
[C3 channel Sart by »
I:I Rogue AP View -
I:l Syslog
[:l Cuskorn Properties
I:l Manikar

The following dialog window will appear during the Discovery process.

I ﬁ\ Discovenng devices.._..
=

At the end of the Discovery process, the window will close and any Access Points discovered will be added to the All Space > Group View window.
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Advanced Discovery

The standard discovery can only discover the APs in the same sub network. To discover the APs in the other network segments, highlight the All
Space > Group View window, click the Discover/Advanced Discover icon g in the tools bar and select Advanced Discover from the drop

down menu, as shown below:

Method

Start [P | 192 . 168 . 0 . 50 Start

Cancel
End IP: | 192 . 168 . 0 . 100 amee
Comurnuty |

TirmeChit |

Enter the start/end IP, and then click the Start button to search the APs that can be managed by AP manager Il in this IP range. Every detected AP
is added an icon at the front of the record according to its type.

Explanation of icons:

Icon Description

E New found AP.

Managed AP.

The AP that cannot be ping, but its IP can be modified.

The AP is offline or its SNMP engine is off.

open, the device can be specified as Rogue AP by right-clicking the AP and select
the Sign Rouge AP item from the drop-down menu.

. The AP is specified as a Rogue AP. When the AP is online and its SNMP engine is

D-Link AP Manager Il Software User Manual 8



Access Point Report

The General View > Access Point window, as shown below, displays the current list of access points that the AP Manager Il has discovered. These
Access Points are divided into Managed APs and Unmanaged APs and the results are displayed graphically. The Managed APs are listed in the
Station Detail table below the Access Point Report.

EEECEY

General
(3 Group Access Point Report

#-(_1 MultiConfiguration
Legend
t | o

#-(_] Fault Manage
AccessPoint | Station Report | Model Feport | Band Report |
Statiom Detail

(3 Monitar

Mac Adivess | Alias [ Access Point | Band Authentication | BSS1 | SSID | Power Save Mods

17/02/2008 14:08:07 734 |Device: 192.168.0.50 SNMP Fing TimeOut!
17/02/2008 14:08:34.859 |Discover Completad!
17/02/2009 14:09:19.718 Discover Completad!
17/02/2009 14:10:31 390 ]Discover Cormpleted!
17/02/2009 14:10:46 656 ]Discover Cormpletedl

3

[E3]

Station Detail

The Station Detail table lists the MAC Address, Alias, Access Point, IP Address, Band, Authentication type, RSSI, SSID, and Power Save Mode of all
stations connected to the Managed APs.

Mac Address | iliss | hccess Point | Band | Authentication | Rss1 | ssID | Powrer Save Mode |

002131 7EFFAS 152.163.0.50 202.11g Opendystem

The Station Detail table allows you to kick off the station from its associated AP.To remove a station from the AP, right-click the station in the Station
Detail list and select kick off item from the drop-down menu.
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Also you can give a tag to the associated station for better identification. To create an alias, right-click the station in the Station Detail list and select
Alias item from the drop-down menu. In the alias management window, double-click the records and then type the alias, shown as below:

MacAddress Aliaz
002191 FEFFAZ |
Delete ] Cancel

Below the Station Report table is a real-time display of the SNMP report exchange between AP Manager Il and Managed APs.
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Station Report

The General View > Station Report displays a graphical representation of the associated wireless stations, as shown below. It classifies the stations
by bands, and shows the station numbers of every band.

COE B0k GE

= . all Space
b | General .
+.[13 aroup Station Report
+1-1 MultiConFfiguration
+-[_] Fault Manage
+-] Tool
= D Repork Lagand
+-_1 Association 1
23 Security W sz
(23 Utilization
23 cChannel
[:l Rogue AP
D Syslog
D Cuskam
D Monitar
diccessPoint  Station Report |Model Report I Eand Report I
Station Dretail
Mlar Address | alias | decess Point | Band Amthentication | RSST 331D Fower Jave Mode
[17/02/2009 14:08:07.734 ]Device: 192.168.0.50 SMMF Fing TimeOut! »~
[17/02/2009 14:08:34.853 ]Discover Completed!
[17/02/2009 14:08:19.718 ]Discover Completed!
[17/02/2009 14:10:31.390 IDiscover Completed! 3
[17/02/2009 14:10:46.656 1Discover Completed! v
Ready LogUser |admin
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Model Report

The General View > Model Report displays a graphical representation of the numerical distribution of models the AP Manager Il has discovered

and is currently managing.

FEE & %S0 la BE

= - all Space
3
+ D Group

+1-21 MultiConFfiguration

+-[_1] Fault Manage

+-_7 Toal

--[_7 Report

+-_7 Association

22 Security
123 Utilization
123 Charnel
D Rogue AP
D Syslog
23 Custam
23 Monitor

Ready

Model Report

Legend

1 [
AocessPomt J Station Report  Model Report | Band Report
Station Dretail
Mac Addvess | Alias | docessPoimt | Bama Authentication | FSSI SEID | Pover Save Mode

[
[
[
[
[

17/02/2009 14:08:07.734 1Device: 192.168.0.50 SNMP Ping TimeOut!
17/0242009 14:08:34.859 1Discover Completed!
17/0242009 14:09:19.718 1Discover Completed!
17/02/2009 14:10:31.390 1Discover Completed!
17/02/2009 14:10:46.656 1Discover Completed!

|

LogUser |admin
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Band Report

The General View > Band Report displays a graphical representation of the distribution of WLAN bands (802.11a,802.11b/802.11g and 802.11b/g/n)
currently being used by the APs the AP Manager Il is managing. It shows the AP numbers of every band.

FEE & %0 i BE

- - All Space
3
w1 Group Band Report
+-[_1 MultiConfiguration
+-[_7 Fault Manage
+-_7 Toal
--[_7 Report Legend
+-_7 Association 1
123 Security W 1wy
123 Utilization
23 cCharnel
D Rogue AP
|23 SysLog
23 Custam
22 Monitar
AccessPoi.nt] Station Report J Model Report  Band Report
Station Dietail
Mac Addvess | Alias | hccess Point | Band Authentication | RSSI SSID | Povrer Save Mode
[17/02/2003 14:08:07.734 1Device: 192.168.0 50 SNMP Ping TimeOutl »
[17/0242009 14:08:34.859 1Discover Completed!
[17/02/2009 14:08:19.718 ]Discover Completed!
[17/02/2009 14:10:31.390 IDiscover Completed! 3
[17/02/2009 14:10:46.656 1Discover Completed! v
Ready LogUser |admin
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Group View

The Group window, as shown below, displays the APs the AP Manager Il has discovered and is currently managing. You can group these APs by
model or into categories that can make their distribution easier to visualize.

The AP Manager Il can actively monitor and manage several models of D-Link Access Points. The models are installed as the form of plug-in under
the installation directory of AP Manager ll, it is flexible to add or remove a supported model.

APs that are detected during the discovery process will be listed in the main window of the AP Manager.

FOE*S0a BE 24 - L&

= - all Space IP Address Model Mame | Mac Address MetMask P werd
L General W 197,163.0.51 DAP-7553 O00SSDS593A0  255,255,255.0 1.20
- .a B 192, 168.0.200 DAWL-32004F SC1122334455 255,255,255.0 V2,05
-1-[_ Model
[ Dap-2553

[ DwL-32004P
+ [:l Categaryl
D CategoryZ
[ Category3

To delete the APs from the group view window, highlight the AP and select the Delete item from the right-click menu.

Note: To view a list of the supported access points, please go to the Frequently Asked Questions page on http://support.dlink.com/faq
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Configuration

Any Access Point that the AP Manager Il has discovered can be configured by right-clicking on that Access Point’s icon, displayed in the Group or
Category View - as shown below

B

FEE®BO I GE 24 53-8

All Space IP Address Model Name | Mac Address MekMask FW version
D General = 192.168.0.51 DAP-2553 i e £55.255,255.0
= a B 197,165.0,200 DwL-3z00aF  Discover £55.295.255.0 vZ,55
(] Model Delete
(] DAP-7553 Refresh
0 I;:II: DWL'?ZDDP‘P Sign Rogue AP
+ akegory
[ categoryz Configurakion Sek IP
[ Category3 ot b R Ilpdate Config
+-[_7 MulkiConfiguration F'r ¥ R Ilpgrade Firmware
+-[_7] Fault Manager View 5
- [:l Taal Propertiss Web Management
=[] Report P Telnet
* % :ssc":.i:tin:-n Change Access Password
ecuriby
[ utilization Snmp Enable
[ channel Zonfig Comparison
I:l Fogue AP

Under the Configuration menu entry, you can select Set IP, Update Config, Upgrade Firmware, Web manage, Telnet, Change Access Password,
Snmp Enable and Config Comparison. Each of these options is described in the pages that follow.
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Set IP

You can manually set the IP Address of a selected Access Point. Selecting Set IP will open the following dialog box

Set IP X
IP &ddress 168 . 0 . &0
Subnet Mask | 255 . 265 . 285 . 0
Default Gateway | 192 . 168 . 0 . 1
lTl Cancel
Get gateway done SCRL

For each Access Point the AP Manager Il has discovered, you can use this function to assign a new IP address, Subnet Mask and Default Gateway to
the device. Enter the new IP address, subnet mask and default gateway in the appropriate field and click the OK button.

IF address Maodel Mame Mar Address MetMask, P version Lacation ackion Result
192,163.0,50 CwL-320048P 001 34aF0DE4FS 255,255,255.0 w250 Access Poink Reset ! S1%:

Action column shows the executing operation, for example: Set IP, Reset, and OK (Operation successful), and Result column shows the executive
progress by percentage. You can set the IPs of multi devices at the same time.

If the operation is failed, please check whether the device and AP manager Il are logically connected and the username and password are correct,
for more information, refer to Set Password section.

When the selected Access Point’s IP address has been set, this window will close and the IP address and Net Mask information presented in the
Group view table will be changed to reflect the update.
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Update Configuration

When updating the device configuration, a new window specific to the AP being updated opens, which allows you to configure settings but does
not actually apply the settings to the device unless you click the Apply button. You can also save and load configuration files from this window.
When you load a configuration file, you must click Apply if you want the settings to be applied to the selected device(s).

B pap-2590 MS1E3
Home EBasic Advanced Maintenance Status  Configuration  Swstem  Help
Home
; ] A
\9 System |nformation =,
Infarmation todel Hame DAP-25490
System Time 1243141999 18:35:22
Up Time 2:39:23.00
Firmware YWerzion 1.15
IP address 192 168.0.130
Operation Mode Access Point
System Mame D-Link DAP-2530
Location
MAC Address O02E5445B 033
Bazic
Advanced
I aintenance
Status L
Syztem W
ikl

Note: See the section “Configuring 802.11g APs with AP Manager II” and “Configuring 802.11n APs with AP Manager II” for more information on
updating the configuration of an AP.
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Upgrade Firmware

For each Access Point the AP Manager Il has discovered, you can use this function to
upload a new firmware file to the device.

Click Edit to select the update firmware file from the appropriate field.

Click the OK button to upload the firmware.

When the selected Access Point’s firmware has been updated, this window will close and
the firmware version information presented in the Group view table will be changed to
reflect the update.

UP Firmware rz|
Moduls Hame | Firmvrare [ Eait |
DWL-32004F Edit
Co
Open E

Laak ir: | 1) Firmware

00AP-Firmyware-v310-r0103.tFp

~| & B cF E-

File name: | DL 32004P-fimware-v31 040103 tp
Files of type: |firmware file(".tfp) ﬂ Cancel
[~ Open as read-only
UP Firmware [gl

CrDomiments

Settings\Banjamin.c...

Cancel
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Web Management

Selecting Web Manage from the drop-down menu will open your PC’s web browser and automatically direct it to a selected Access Point’s IP
address. This will allow you access to the Access Point’s built-in web-based manager. The first window to open will be the Windows User name and

Password dialog box, as shown below.

LOGIN

Login to the Access Point:

User Marne ||

Password |

H Login ]

Enter the appropriate User name and Password into the fields above and click the OK button. Your PC’s web browser will open and the Access
Point’s IP address will be entered into the address field. You can the configure the Access Point using its built-in web-based manager as you would

normally. There is no difference in using an Access Point’s web-based manager initiated by the AP Manager Il or any other method.
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Telnet

Selecting Telnet from the drop-down menu will open your PC’'s command line interface and automatically direct it to a selected Access Point’s IP
address. This will allow you access to the Access Point’s built-in Telnet CLI manager. The first window to open will be the Telnet console. Enter the
appropriate User name and Password and press the Enter key, as shown below.

% Telnet 192.168.0.130 -

login: admin

Password:

WAP->

Change Access Password

Selecting the Change Access Password option will allow you to set a new login password for the AP being configured. The screen shown below will
pop up, enter a new password and click OK.

Note: The username and password must accord with the one entered in the web login, or the execution of Set IP function will be failed.

Change the User Name and Password @

Zet the user name and passaord for AP

Mser Hame
Passwrord |
ok Cancel
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SNMP Enable

Selecting the Snmp Enable option will allow you to enable snmp function for the AP being configured. The screen shown below will pop up, check
the Enable SNMP box and click OK.

Note: You can modify the public and private strings in Public/Private textbox.

SMMP Enable

The selacted AF " 192.1862.0.50 " didn't enable SHMP, AP Manager have to
manage &F through SHMP Protocol Do wouwant to enable SHMP Procotol

Please Modified the conmnity string

Public | public

Private | prvate

Currently, oy conmumuty string 15 defaalt wabie mzzest wou change another
string different from defalt vahie.

OF Cancel
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Config Comparison

Selecting the Set Password option will allow you to set a new login password for the AP being configured. The screen shown below will pop up,
enter a new password and click OK.

Note: The username and password must accord with the one entered in the web login, or the execution of Set IP function will be failed.

RTSLength=2346
TransmitPower=1
[2.4GHz_WirelessSettings]
APmode=5

_— T =] :
DDD«#B0Wm S 8% LG
—EMISML“ #AJ grd
) Gamaral H = v =
02 oo Open Device :192. 168.0.63 Ok | [Bpen Dewice 192, 166.0.200 Ol
4 ] MaltiConfiguration [System] [System] o)
4 ] Fault Manage DHCPclient=1 DHCPclient=1
= Tesl SubMask=255.255.255.0 SubMask=25%5.255.255.0
[ Topelogy Gateway=192.168.0.1 Gateway=1.2.3.6
[ Site Planning Username= Usermname=
=] Password= Password=
1 Beport. Telnet=1 Telnet=1
¥ ] hzzeciation Timeout=180 Timeout=180
0 Security S8H=1 5SH=1
] ilization [5GHz_WirelessSettings] [SGHz_WirelessSettings)
[ Channel APmode=5 APmode=5
[ Rogue AP S51D=dlink S5ID=dlink
(3 SysLeg Channel=6 Channel=6
3 Custon AutochannelScan=1 AutochannelScan=1
[ Memi tor DataRate=31 DataRate=31
Beaconlnterval=100 Beaconinterval=100
DTIM=1 DTIM=1

RTSLength=2346
TransmitPower=1
[2.4GHz_WirelessSettings]
APmode=5

SSID=dlink SSID=dlink

Channel=6 Channel=6

AutochannelScan=1 AutochannelScan=1

DataRate=31 DataRate=31

Beaconinterval=100 Beaconintersal=100

DTIM=1 DTIM=1

RTSLength=2346 RTSLength=2346

Apgly |___ Export

[0612/2008 03:00-40.921 1{2908] OLIT -~
[06/12/2008 03:00:40.921 ]{2908] 220 Bye
[0612/2008 03:00:40,937 1[2908] Client disconnected from 192.166.0.200
[06/12/2008 03:00:40.937 12908 Client disconnected from 192.168.0.200,
[06#12/2008 03:00:40 968 1Config download 192, 168.0. 200:(DISKMP++) Ok ~
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Sorting

You can sort the order the Access Points that have been detected by the AP Manager Il by IP address, by Location, or by Status - as necessary - by
right-clicking anywhere on the Group view window and selecting Sorting followed by the sorting criteria.

DO e300k B 8% a9

= - all space IP Address Model Name MetMask Fi version
2 meneral 32004F e 5.0
S| croup | Dy Discover 255,255.255.0 1.20
=1-{_1 Madel Delete
- efres

([ Dap-2553 Refresh
(10 pwL-3zo0ep )

+- (] Categoryl Sign Rogue AP

% CategoryZ Configuration  »

Category3

+-Z1 MultiCanfiguration 1P Address
+ [:I Fault Manager Wiew 4 Location
=1 Tool ) Type

(2 Topology Properties Madel Name

(21 Site Planning
{2 Config Comparison

Explanation of sorting types:

IP Address: Sorting by IP Address column.

Location: Sorting by Location column.

Type: Sorting by specified AP types, the types are: Unmanaged, Managed, and Rogue AP.
Model Name: Sorting by Model Name of the AP.

You can classify the APs to the different groups, right-click one of the three sub items category 1, category 2, or category 3 of Group, and select
Create Group from the drop-down menu to create a new group, as shown below.

all Space IP Address Madel Mame
I:l General
- I:I Group
+ I:l MModel

|:| Categ Create Group

Rename

+-[27 Toal
- |:| Report
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In the group creation window, enter a description in the Group Name and choose the members in the Manager members, then click OK button to
create a new group.

Basic Info

Group Hame |

Craate Date —  Create By

Remark

Management member

Available member Selected merher
[Everyeme Everyone
-
-
o

You can add APs to the sub-group by dragging the APs from the main group view list to the group you created under the category sub item, as
shown below.

- - All Space
[ General
- I:l Group
+-{_] Model
= I:l Caktegoryl
Sy
I:I Cateqgoryz
I:l Caktegory3

The type of the AP will be changed to Managed and the icon will be changed to & .

all Space IP Address Model Mame | Mac Address MekMask Fily wersion Location
D General B 192,168,0,50 DWL-3Z00AP 001 346FDE4FS 2585,255,255.0 w2, 50 Access Poink
= [:l Group
+-[Z1 Model
= D Cakegaryl

S
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View

You can also change the way the list of Access Points detected by the AP Manager Il are displayed by right-clicking anywhere in the Group View
window and selecting View By followed by Icon, Small Icon, List, Report, Show Active, or Show All - as shown below.

DO E&®B0I S &85 MU G

All Space IP Address Model Mame | Mac Address NetMask FW version Location
21 General S 192.168.0.50 NL-3200AP Discvr = 255.0 Access Point
- a Delete
+-_ Model
[ Categary1 Refresh
3 oh Sign Riogue 4P

23 cateqaryz
D Category3
+1-20 MultiConfiguration
+1-{Z1 Fault Manage
+-{_] Tool
= D Report
+-{[_] Association
(21 security
(13 utiization Show Active
(3 channel Show Al
D Rogue AP
D Syslog
D Cuskam

D Manitar

Configuration  »

Sort by 3
Ican

Small Icon
List
Report

Properties

Property

You can also view the properties of Access Points detected by the AP Manager Il by right-clicking the AP in the Group View window and selecting
Property - as shown below.

Basic Information

Model Haime |

MAC Address |

IP Address | 192 . 188 . 0 . 50

Location

Cancel ‘

You can enter a description string in the Location textbox to describe the AP and then click the Set button to apply the change.
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Configuring APs with AP Manager |l

When updating the device configuration, a new window specific to the AP being updated opens, which allows you to configure settings but does
not actually apply the settings to the device unless you click the Apply button. You can also save and load configuration files from this window.
When you load a configuration file, you must click Apply if you want the settings to be applied to the selected device(s).

B pap-2590

Home Basic Advanced Maintenance Status  Configuration  Swstem  Help

) A
\9 Syztem |nformation —
Infarmation Model Mame DAP-2530
Suatern Time 1243141993 18:39:22
Up Time 2:39:23.00
Firrware Yergion 1.15
IP address 192.168.0.130
Operation Mode Arccess Point
Syztem Mame D-Link DAP-2530
Location
MAC Address 00265445B038
Basic
Advanced
Maintenance
Status 3
Spstern w
Okl

Navigate the AP configuration using the menu on the left side of the window. This menu contains the following sections, Home, Basic, Advanced,
Tools, Status, and System. These sections and their menus will be discussed in detail in the following pages.

D-Link AP Manager Il Software User Manual 26



Home
Information

The Home > Information page contains basic configuration information about the access point being configured. This information includes the
Model Name, System Time, Up Time, Firmware Version and IP address.

There will be minor differences when using AP Manager Il with a single band AP and a dual band AP. This manual refernces both 802.11g and
802.11n configuration settings.

B par-2590 =3

Home EBasic Adwanced Maintenance Status  Configuration  System  Help
o=
~
Syztem Information =,
Model Name DAP-2590
Syztem Time 12/31/1999 18:39:.22
Up Time 233:23.00
Firmnware Yersion 1.15
IP address 192.168.0.130
Operation Mode Access Point
Spstem MName D-Link DAP-2590
Location
MAC Address 002654456038
Baszic
Advanced
Maintenance
Statuz |
Syztem w
Okl
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Wireless Band:

AP Mode:

SSID:
SSID Visibility:

Channel:

Basic
Wireless

I pap-2590 =13

Home Basic Advanced Maintemance Status  Configuration  System  Help

Wireless ~

E

Wireless Band 2.4GHz e
Mode Access Point -
Metwork Hame [S5I0) |d|ink
S510 Visibility Enable hd
Channel Width 20 MHz e
Charnel ¥ Auto Channel Selection
Authentication |Dpen Syztem ﬂ
Key Settings b
Encryption Disable Key Size
Walid Key Key Type
PalErEEs) Netwark, ey |
Maintenance Confirm Key |
Status
Syztem w
Refresh OK!

Select the wireless band to configure: 802.11g for G access points and 5GHz or 2.4GHz for N access points.

There are 3 AP modes: Access Point, WDS with AP, and WDS. IEEE 802.11n access points will also include Wireless Client
mode.

The Service Set (network) Identifier of your wireless network.
Enabled by default, selecting Disable allows you to disable the broadcasting of the SSID to network clients.

Allows you to select a channel or set ap to auto scan the channel. The channel of an 802.11g network may not be set manually
in certain regions (e.g. Europe and USA) in order to comply with DFS (Dynamic Frequency Selection).
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Open System:
Shared Key:
Open System/Shared Key:

Authentication:

Wireless Authentication

advanced Mantenance Status  Configuration  System  Help

-
‘Wireless Band 2.4GHz hd

Mode Access Point -

Metwark Mame (5510) ‘dlmk
551D Visibity Ensble -
Channe| Width 20MHz -

Chaning|

¥ Auto Channel Selection

Authentication
Key Seftings

Enciyption
Vald Key
Metwark Kep

Confiim Key

The key is communicated across the network.

Limited to communication with devices that share the same WEP settings.

The key is communicated and identical WEP settings are required.

Select Open System/Shared Key to allow either form of data encryption.

Select WPA-Enterprise to secure your network with the inclusion of a RADIUS server.

Select WPA-Personal to secure your network using a password and dynamic key changes. (No RADIUS server required.)

Select WPA2-Enterprise to secure your network with the inclusion of a RADIUS server and upgrade the encryption of data
with the Advanced Encryption Standard (AES).

Select WPA2-Personal to secure your network using a password and dynamic key changes. No RADIUS server required and
encryption of data is upgraded with the Advanced Encryption Standard (AES).

Select WPA-Auto-Enterprise to allow the client to either use WPA-Enterprise or WPA2-Enterprise.

Select WPA-Auto-Personal to allow the client to either use WPA-Personal or WPA2-Personal.
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AP Mode

Access Point

WDS with AP

WDS

Wireless Client

Security

Authentication Available

Open System

Shared Key

Open System/Shared Key
WPA-Enterprise
WPA-Personal
WPA2-Enterprise
WPA2-Personal
WPA-Auto-Enterprise
WPA-Auto-Personal
802.1x

Open System

Shared Key

Open System/Shared Key
WPA-Personal
WPA2-Personal
WPA-Auto-Personal

Open System

Shared Key

Open System/Shared Key
WPA-Personal
WPA2-Personal
WPA-Auto-Personal

Open System
WPA-Personal
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WEP Encryption (AP Mode)

B pap-25%0 =S

Home Basic Adwvanced Maintenance Status  Configuration  Swstem  Help

Wireless »

e

‘ireless Band 2.4GHz hd

Mode Access Point hd

Metwork Mame [S5I0] |dlink

SSID Visibility Enahble -
Channel ‘Width

Chanrel ¥ Auta Channel S election
Authentication | Open System j
Kew Settings n
Encryption - Key Size G4 Bits -
Walid Key First - Kew Type HEX -
Advanced Metwark Key |
Maintenance sl (e |
Statuz
System w

Refresh OK!

Authentication: Select from the drop-down menu the type of authentication to be used on the selected device(s). In this example you may select
Open System, Shared Key, or Open System/Shared Key.

Encryption: Enable or Disable encryption on the selected device(s). This option will only be available when security is set to Open System
or Open System/Shared Key.

Valid Key: Select which defined key is active on the selected device(s). This option will only be available when security is set to Open System,
Shared Key, or Open System/Shared Key.

Key Values: Select the Key Size (64-bit, 128-bit, or 152-bit) and Key Type (HEX or ASCII) and then enter a string to use as the key. The key
length is automatically adjusted based on the settings you choose. This option will only be available when security is set to Open
System, Shared key, or Open System/Shared Key.
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Personal/Enterprise:
Cipher Type:

Group Key Update Interval:

RADIUS Server:
RADIUS Port:
RADIUS Secret:
Accounting Mode:

Accounting Port:

Accounting Server

WPA/WPA2 Enterprise (AP Mode)

~
“wireless Band il

AP Mode Access Point hd I
550D |dlink-32008P
551D Broadcast Enable  »
E 2482 GHz W AutoChamnel Scan
Authentication |WPA—Enle|prise j
Radius Server Settings
Ciphet Type Lt - F}E&gggsgspfate Interval 1800
Primary radius server settings
Radius Server . . . Radius Port (1-55535) 1812 o
Radius Secret |
Secondary radius server settings
Secondary BADIUS Mode | Dizable =
Advanced
Todls Radius Server Radius Part (1-65535]
Status - B
Get CK,
Select Auto, WPA or WPA2.

Select Auto, TKIP, or AES from the drop-down menu.

Select the interval during which the group key will be valid. 1800 is the recommended setting. A lower interval may
reduce transfer rates.

Enter the IP address of the RADIUS server.
Enter the port used on the RADIUS server.
Enter the RADIUS secret.

Check to enable the accounting funtion.
Enter the port used on the Accounting server.

: Enter the IP address of the Accounting server.
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WPA/WPA2 Personal (AP Mode)

Home Basic Advanced BEEGIEwEw=-M Status Configuration Systern Help

Wireless ~

E

Wireless Band 2.4GHz 7

Mode Access Point hd

Metwork Mame [S510) |dlink

551D Visibilty [Enabe  ~]

Channel ‘Width 20 MHz hd

Charinel m [~ Auta Channel Selection

Authentication b/ PA-Personal

PassPhrase Settings

WP, Group Kep Update Interval 1800 £
Auta [wWPA or'wPAZ) > | (300-9399939 seconds]
Cipher Type Auto -

PassPhraze |

T Canfirm PassPhrase |

Maintenance

Status

System w

Refresh OK!

Personal/Enterprise: Select Auto, WPA, or WPA2.
Cipher Type: Select Auto, TKIP, or AES from the drop-down menu.

Group Key Update Interval: Select the interval during which the group key will be valid. 1800 is the recommended setting. A lower interval may reduce
transfer rates.

Passphrase: Enter a PassPhrase between 8-63 characters in length.
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WDS Mode
Home wireless~ |

Basic 2
: ‘Wireless Band
AP Mode Wwhs -
55ID |dlink-320MP
5510 Broadcast Enable =
e i vl 2442 GHz T
WwDS
Remote AP MAC Address
Site Survey T
Type | Channel | Signaljz) | B5SID | Security | 5510 L sean
Advanced
Tools
Statuz B
Gek Ok,

WDS: AWireless Distribution System that interconnects so called Basic Service Sets (BSS). It bridges two or more wired networks
together over wireless. The AP wirelessly connects multiple networks without functioning as a wireless AP.

Remote AP MAC Address: Enter the MAC Addresses of the other APs you want to connect to using WDS mode.

Site Survey: Click the Scan button to search for local APs.
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WDS with AP Mode

Wireless ~

L

Home

Basic
; Wwireless Band
AP Mode WS with AP - Il
SSID |dlink-32DUAF'
SSID Broadcast Enable
Channel 7 ~| 2442 GHz I
WIS with AP

Remote AP MAC Address

Site Survey
Type | Channel | Signal(z) | BSSID | Security | 55ID L sean
Advanced
Toolz
Status B
System v

Get 0K,

WDS with AP: Wireless Distribution System with Access Points. APs in a network are wirelessly wired together and connected via a Distribution
System. The AP wirelessly connects multiple networks, while still functioning as a wireless AP.

Remote AP MAC Enter the MAC Addresses of the other APs you want to connect to using WDS mode.
Address:

Site Survey: Click the Scan button to search for local APs.
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Wireless Client (802.11n Only)

Wireless ~

4

Wireless Band 24GHz >

Mode [wieless Clent ~_~|

Metwork Mame [S510) |d|ink

SEID Visibilty [Eneble =]

Channel width [futn 20M40MHz =]

Chanmel l—_l r

Site Survey

Channel | Signal (%] | BSSID [ Security 55D Cean B

Advanced
PEAEREREE Clonie MAC Address -
Status
Enable r MALC Source
Syztem - 1 - b

Get OF,

Wireless Client: The device acts as a wireless client station to connect APs. Provide a wireless connection for the non-wireless device.

Site Survey: Click the Scan button to search for local APs.

Clone MAC Address: Assign a mac address to the AP which is set to AP Client mode, for the communication with another AP as a network card. You
can entry any address or choose an address in the scan list if select “manually”. “Auto” means to assign the first mac address in

that AP detected.
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LAN
Dynamic (DHCP)

ome Basic Adwvanced Tools Status  System  Help

I
Home

Bazic
L& Settings

Get IP Fram | Dynamic [DHCP) ~|

Apply

Advanced

Tools

Status

Syztem

Ok

GetIP From: When set to Dynamic (DHCP) the AP(s) will function as a DHCP client(s). This allows them to receive IP configuration
information from a DHCP server.
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Static (Manual)

ome Basic Adwvanced Tools Status  System  Help

I
Home

Bazic
L&M Settings

Get IP Fram | Static [Marual) ~|

IP address | 192 . 168 . 0 . &0

Subret Mask | 255 . 295 . 295 . 0

Diefault G ateway | o .o .0 .0

Apply

Advanced

Tools
Status

Syztem

Ok

Get IP From: When set to Static (Manual) the access point(s) must have a static IP address assigned to them.
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Home

Advanced
Performance (802.11qg)

Basic Advanced Wireless Settings 25
advanced Wireless Band | J
\9 Frequency 2442 GHz Advance Data Fate Settings
Performance Data Rate |Aut0 j [” Enable Data Rate Control
Q Beacon Interval (20 - 1000 [100 Hb/sec =
DTIM (1 - 255) i 2hb/sec =l
_ Fragment Length (255 - 2346) 2346 5.3Mb/s=c
Q RTS Length (256 - 2348) 2346 Thib/sec =
B i Tranzmit Power | Full ﬂ Etbizec l—_|
Channel | J tbizec l—_|
Wireless [an | | 12Mbrsec
wihdbd |Enable ﬂ 18hb/sec
Super Mode |Disable j 24mbisec
MRS Intemnal Station Connection |Enable ﬂ 36Mbisec l—_|
Wireless B/G Mode [Mised <] | dabbrsee [Frete <]
Toolz Preamble |Sh0rt and Long j Bakb/zec l—_|
Status IGMP Snooping | Disable ~| )
Spstem w

Frequency: Displays the current frequency of the wireless band.

Data Rate: Set to Auto by default, use the drop-down menu to select the maximum wireless signal rate for the selected device(s).

Beacon Interval Beacons are packets sent by an access point to synchronize a network. Specify the beacon value for the selected device(s) here.
(20~1000): The default value of 100 is recommended.

DTIM (1~255): DTIM (Delivery Traffic Indication Message) is a countdown informing clients of the next listening window for broadcast and
multicast messages.

Fragment Length This sets the fragmentation threshold (specified in bytes). Packets exceeding the value set here will be fragmented. The default
(256~2346): is 2346.
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RTS Length (256~2346): The RTS value should not be changed unless you encounter inconsistent data flow. The default value is 2346.

Transmit Power: Choose full, half (-3dB), quarter (-6dB), eighth (-9dB), minimum power. This tool can be helpful for security purposes if
you wish to limit the transmission range.

Channel: Display the channel available for wireless networking .
Wireless: Select ON or OFF.

WMM: (Wi-Fi Multimedia) Improves the user experience for audio, video, and voice applications over a Wi-Fi network. WMM is
based on a subset of the IEEE 802.11e WLAN QoS standard.

Super Mode: Selectto enable a wireless signal rate of up to 108Mbps. Turbo is a group of performance enhancement features that increase
end user application throughput in a 802.11g network. Turbo is backwards compatible with standard 802.11g devices. For

ideal performance, all wireless devices on the network should be Turbo capable.

Internal Station Enabling this allows wireless clients to communicate with each other. When this option is disabled, wireless stations are not
Connection: allowed to exchange data through the access point.

Wireless B/G Mode: Select Mixed, 11g Only, or 11b Only.
Preamble: Select Short and Long (recommended) or Long-Only.

IGMP Snooping: Select Enable to allow IGMP Snooping.
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Performance (802.11n)

Bl pap-2590

o]

Home Basic Advanced Maintenance Status  Configuration  System  Help
Hoe
Basic Performance Settings ~
Advanced
Q Wirelsss Mods B02.11n Orly
Perfarmance Wireless |Dn ﬂ Connection Limit Dizable =
Q Data Fiate (Mbps]  User Limit 0- 64) 0
Filters Beacan interval [25-500] 100 o o7 <]
Q DTIM interval [1-15] L
DHCP Server Transmit Power |'IDD % ﬂ
WM (wi-Fi Multimedia) |Enable ~]
Shert G |Enable =l
IGMP Snaoping | Disable =]
Ack Time Out (2.4GHz, 48~200) 48 fis]
Iktrusion H
taintenance =
Status
Syztem “
Refresh QK

Wireless Mode: Select the wireless mode from the drop-down menu.
Wireless: Select On or Off.
Data Rate: Set to Auto by default, use the drop-down menu to select the maximum wireless signal rate for the selected device(s).

Beacon Interval (25~500): Beacons are packets sent by an access point to synchronize a network. Specify the beacon value for the selected device(s)
here. The default value of 100 is recommended.

DTIM (1~15): DTIM (Delivery Traffic Indication Message) is a countdown informing clients of the next listening window for broadcast
and multicast messages.
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Transmit Power: Choose the percentage of transmit power. This tool can be helpful for security purposes if you wish to limit the
transmission range.

WMM: (Wi-Fi Multimedia) Improves the user experience for audio, video, and voice applications over a Wi-Fi network. WMM
is based on a subset of the IEEE 802.11e WLAN QoS standard.

Short Gl: Select Enable to allow the Short Gl.
IGMP Snooping: Select Enable to allow IGMP Snooping.
ACKTime Out: Set the maximum time of ACK session.
ConnectionLimit: Select Enable to limit the connections by the user limit or network utilization.
User Limit: Set the maximum users that can connect to AP. Only available when Connection Limit is enabled.

Multicast Rate for 2.4G band: Use the drop-down menu to select the maximum multicast rate for the selected device(s).
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Filter (Wireless MAC ACL)

s

Haome

Basic @ Wireless MAC ACL £ WLAN Partition
Advanced

g ‘wireless MAC ACL
Perfarmance izt e :|
\(& Arccess Contral Dizable

Filter
AL dddress
Q MAL Address

Grouping 8] | AL Address

Multi-SS10

Tools

Status
_I “

System

Refresh...

Wireless Band: Display the wireless network to apply the access control filter to.

Access Control: When disabled access control is not filtered based on the MAC address. If Accept or Reject is selected, then a box appears for
entering MAC addresses. When Accept is selected, only devices with a MAC address in the list are granted access. When Reject is

selected, devices in the list of MAC addresses are not granted access.

Access Control List: Add or Delete MAC addresses in the Access Control List.

Current Client The table lists the current associated clients. Click the Add button to add the client into access control list.
Information:

Upload ACL File: Use a ACL file to apply the access control filter to. Click the Browse buttons to locate the ACL file on your local computer. Use
the Upload button to upload the files to the AP. Click Download button to save the ACL control settings to a configuration file.
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Filter (WLAN Partition)

Home Basic Advanced Maintenance Status Configuration  System  Help

-
™ whireless MAC ACL {* wLAN Partition =

Home
Basic
Advanced

\ O

WLAN Partition Settings

Wireless Band

Performance
Link Integrity Dizable -
Ethernet to WLAN Access ¥ Enable

Internal Station Connection

Prirnary S510 * Enatle " Disahle " Guest mode
Muli-5 510 1 o 8 ~
Multi-351D 2 g e o
Multi-55ID 3 e o o
Muli-551D 4 o - - B
S - | Multi-551D 5 g e ol
Maintenance MUIL-SSID & o ~ ~
Statuz
St Multi-551D 7 g o o S

Ethernet to WLAN Enabling this option allows Ethernet devices to communicate with wireless clients. When this option is disabled, all data from
Access: Ethernet to wireless clients is blocked. Wireless devices can still send data to the Ethernet devices when this is disabled.

Internal Station Check the “Enable” box to allow communication between devices on the network.
Connection:
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Grouping (AP Grouping Settings)

Harne: m_
Basic AP Grouping Settings
Advanced

g Load Balance m
Performance User Limit [0 - 4]
\9 Link Integrate Dizable -

Filter

9 Apply

Grouping

.

Multi-5510

Tools

Status

Syztem

Get OK.

Load Balance: Disabled by default, select Enable to activate load balancing among the APs.

User Limit: Enter a user limit amount, between 0-64.

Link Integrate: If enabled, when the uplink of AP is off, the connected wireless client will be disconnected.

D-Link AP Manager Il Software User Manual



DHCP Server (Dynamic Pool Settings)

B pap-25%0 Eo&

Home EBasic Advanced Maintenance Status  Configuration  System  Help

Home DHCP Server ~

i -
Basic DHCF Server Settings —
Advanced f* Dynamic Paol Settings (" Static Poal Settings " Currert IP Mapping List
\9 Function Enable/Disable hd
Perfarmance
Dynarmic Fool Settings
\9 IP Azzigned Fram | 192 188 . 0 . 20
Filkers
The Range of Fool [1-254) 238
Subret Mask | 255 . 255 . 255 . O
Gateway | 0 0 o0
NS | oo .0 .10
OMS | o .0 .0 .0
Cromain Mame |dlink-ap
Lease Time (60 - 31536000 sec) |BU4BUU
Maintenance D
Status
Spstem . -

Dynamic Pool Settings: Click to enable Dynamic Pool Settings. Configure the IP address pool in the fields below.
Function Enable/Disable: Enable or disable the DHCP server function.
IP Assigned From: Enter the initial IP address to be assigned by the DHCP server.
Range of Pool (1~255): Enter the number of allocated IP addresses.
SubMask: Enter the subnet mask.

Gateway: Enter the gateway IP address, typically a router.
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WINS: WINS (Windows Internet Naming Service) is a system that determines the IP address of a network computer with a dynamically

assigned IP address, if applicable.
DNS: The IP address of the DNS server, if applicable.
Domain Name: Enter the domain name of the AP, if applicable.
Lease Time: The period of time that the client will retain the assigned IP address.

Status: This option turns the dynamic pool settings on or off.
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DHCP Server (Static Pool Settings)

- Static IP Pool Adding 3

Static Pool Settings

Huost Marne |

Azsigned P | | .

Azsigned MAC Address |

S bt Mask | 255 . 255 . 255 . 00
Gateway | o .0 a a
WINS 0.0 .00
DNS 0.0 .00
Dramait Mame |d|ink-a|:l

Save

Dynamic Pool Settings: Click to enable Static Pool Settings. Use this function to assign the same IP address to a device at every restart. The IP addresses
assigned in the Static Pool list must NOT be in the same IP range as the Dynamic Pool.

Enable/Disable: Enable or disable the DHCP server function.
Assigned IP: Enter the IP address to be statically assigned by the DHCP server.
Assigned MAC Address: Enter the MAC Address of the wireless client.
SubMask: Enter the subnet mask.

Gateway: Enter the gateway IP address, typically a router.
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WINS: WINS (Windows Internet Naming Service) is a system that determines the IP address of a network computer with a dynamically
assigned IP address, if applicable.

DNS: The IP address of the DNS server, if applicable.
Domain Name: Enter the domain name of the AP, if applicable.

Status: This option turns the static pool settings on or off.
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DHCP Server (Current IP Mapping List)

% DWL-B200AP EoX

Home Basic Adwvanced Tools Status  System  Help

DHCP Server ~

Basic DHCP Server Settings
Advanced

Home

" Dynarnic Pool Settings " Static Pool Settings " Curent P Mapping List

\9 Current DHCF Dynamic Poolz

Performance

2

Filker

\

Grouping

Index | Current Dynamic MAC | Current Dynarnic Assigned IP | Current Dynamic Lease

Current DHCP Static Poals
Index | Current Static: MALC | Current Static Assighed IP |

Tools

Refrash

Statuz

Systern

This screen displays information about the current DHCP dynamic and static IP address pools. This information is available when you enable the
DHCP function of the AP and assign dynamic and static IP address pools.

Current DHCP Dynamic Pools: These are IP address pools to which the DHCP server function has assigned dynamic IP addresses.
Current Dynamic MAC: The MAC address of a device on the network that is within the DHCP dynamic IP address pool.
Current Dynamic Assigned IP: The current corresponding DHCP-assigned dynamic IP address of the device.
Current Dynamic Lease: The length of time that the dynamic IP address will be valid.

Current DHCP Static Pools: These are IP address pools to which the DHCP server function has assigned static IP addresses.
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Current Static MAC: The MAC address of a device on the network that is within the DHCP static IP address pool.

Current Static Assigned IP: The current corresponding DHCP-assigned static IP address of the device.
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Enable Multi-SSID:
Enable VLAN State:
Enable Priority:
Band:

MSSID Index:

Ethernet Without Tag:
VLAN ID:

MSSID Index:

Multi-SSID

Home Basic Advanced Maintenance Status  Configuration  Systemn  Help

Home

|*

Basic Mult-35I0 Settings

Advanced IV Enable MuliSSID: I Enable Priarity
\g Band Wwikdbd [wi-Fi Multimedia)
Performance MESID Index | Frimary 5510 ~| 55D |
g Security I
\ Fricrity
Filters
F.ey Settings
\g ey Size Fey Index

DHCF Server Network Key Key Type
\g Confirn Key

Multi-5510

\g Multi-5510

_ Indes S50 | Band | Encruption =
Inirusion g Primary dlink 24GHz None

Maintenance

Status

Syztem v

Save COK!

When Multi-SSID is enabled, you can configure your SSIDs for 11g networks.

Check to enable VLANSs.

Check to enable priority.

Select the wireless band. When configuring an 802.11n access point, select 2.4GHz or 5GHz.

Service Set Identifier (SSID) is the name designated for a specific wireless local area network (WLAN). The SSID factory default
setting is dlink. The SSID can be easily changed to connect to an existing wireless network or to establish a new wireless network.

Check to set ethernet without tag. Only available when VLAN State is enabled.
Enter a VLAN number (0 - 4094). Only available when VLAN State is enabled.

You can select up to 7 MSSIDs per band, the default MSSID is the primary, which puts the total to 8 MSSIDs per band.
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SSID: The Service Set (network) Identifier of your wireless network.
Security: Select the security level from the drop-down menu.
Enable SSID Broadcast: For each SSID, select to enable or disable the broadcast of the SSID.
VLAN Tag Mode: Dispalys the VLAN tag mode.
WMM: Check to enable WMM.

Priority: Select a priority level for the selected SSID. Only available when Priority is enabled.

WEP Encryption
Key Index: Select which defined key is active on the selected device(s).
WEP Key: In the Key Type drop-down menu select HEX or ASCII. Select the level of encryption (64, 128, or 162-bit) from the key Size
drop-down box, and then enter the WEP key in the box.
WPA/WPA2 Personal
Cipher Type: Select Auto, AES, or TKIP.

Group Key Update Enter the Group Key Interval (1800 is default).
Interval:

Passphrase: Enter the WPA passphrase (between 8-63 characters).
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Rogue AP

£

Hame

Easle Fogue AP Detection

Advanced BSS Type

\('&  « | © BPBSS  ( AdHoc 5 Both

Band

. ¥ 11b M 11a
F’ Security
Grauping
W OFF |v wWEF [V WPA-Enterprise v wPA-Personal W WPAZ-Enterprise
\9 WV WPAZ-Personal v WPA-Auto-Enterprise WV wWRA-Aue-Personal
e Rogue AP List
\(& Twpe | CH | BSSID | Security | Mode | 551D
Mult-551D )
Rogue &P
< | &
Dietect Add Cel

BSS Type: The Basic Service Set Type allows you to select from AP BSS, Ad Hoc, or Both.
Band: Select the type of network (bands 11b, and 11g) that you would like the AP detection to search on.

Security: Selectthe Security type - Off, WEP, WPA-Enterprise, WPA-Personal, WPA2 Enterprise, WPA2-Personal, WPA-Auto-Enterprise,
and WPA2-Auto-Personal that you would like to be consider during AP detection.

Rogue AP List: This window shows all of the neighbor APs detected, which is based on your criteria from above (BSS Type, Band, and Security).
If the AP is in the same network, or if you know the AP, just click on “Add” to save it to the AP list.

AP List: This window shows all of the APs that are allowed access on the network.
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Intrusion (802.11n only)

Basic wiireless Intruzsion Protection
Advanced
Detect
AP List
All -
1| Tupe Band CH SSID BSSID Lazt Seen Statuz
Intrizian
Schedule Set as Valid Set as Meighborhood Set as Rogue Set as Mew
\(ﬁ n * Mark Al New Access Points as Valid Access Paoints
Maintenance " Mark &ll New Access Points az Rogue Access Points
Status

Wireless Intrusion Protection: It is used to classify the surrounding APs.

Detect: Click the button to detect the surrounding APs. The results will show in the AP list.
The category of the APs.

AP List: From the All list, click the corresponding Set button of AP record to classify the AP. Or mark all new access points as
valid/rogue access poins.
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VLAN ~

VLAN (802.11n only)

Save |

| Add/EditvieM | PVID Setting |

Haome:
Basic —WLAN Settings
Advanced WLAM Status v EnabIE
\('& YLAN Mode Static
Multi-S 510 VLANLst | PortLis
WD | WLAM Mame

| Urtag WLAM Parts | TagWLaM Paorts

bAgmat, L&k, Primary, 5-1, 5-2, 5-3, W

VLAN Status

VLAN Mode

VLAN List

Port List

\g 1 default

Imtruzion

\

Schedule
© g

M aintenance

Status

Edit Del

System

: Check this box to enable the VLAN function.
: Displays the mode of VLAN.
: This window lists the configured VLAN on the AP.

: This window lists the configured Port on the AP.
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Add/Edit VLAN (802.11n only)

I 0ap-2590 =3
Home Basic Advanced Maintenanmce Status  Configuration  Swstem  Help

Huarne
Basic WLAM Settings

Advanced WLAN Status ¥ Enable Save
Q B YLAN Mods - Static

MUESSID WLANList | PortList AHEIVLAN | PVID Setting |

Q YD [ VWNNeme | Add |

Intrusion Port Select All b grnt
Untag ALL {s

\g Tag ALl i

F

Not Member ALL .

\(’ MSSID Port Select All Prirmary

ntag ALL v
~
~

Tag
Mot Member

i

WOS Fort

Maintenance Untag

Statuz Tag
Mot Member

F

Swyzterm

VID: Enter a VID number in this box.
VLAN Name: Enter a VID description string in this box.

Port/MSSID Port/WDS Port: Select and assign the VLAN members from Port/MSSID Port/WDS Port.
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PVID Setting (802.11n only)

B pap-2590 =3
Home Basic Advanced Maintenance Status  Configuration  System  Help

VLAN ~

Home:
Basic WLAN Settings
Advanced WLAN Status |+ Enable Save
VLAN Mode Static
WLAN List I Port List Add/E dit VLAN FID Setting l

PVID Auto Assign Status (¢ Disable " Enable

Fart kgt LaM
PYID o

56 SF

o
[an]
o
=
o
o

M550 Port Frimary 51

PyID ]1— |1—

R
T‘.
.

WIS Port -1 W-2 W-4 W5 W-E W-7 W8

o [ [

T‘
pury
—
—
pury

M aintenance

Statuz

System

PVID Auto Assign Status: Check this box to assign the PVID automatically.

Port/MSSID Port/WDS Port: Assign the PVID manually.
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Qos Settings:
Priority Classifiers:
Add QoS Rule Name:
Priority:

Protocol:

Host IP Range:

Host Port Range:

QoS Rules List:

QoS (802.11n only)

QoS Settings
QoS [Quality of Service)

Basic

Disable =

Advanced

\('&H

Muli-5510

Priority Classifiers

v HTTF [v Automatic [default if not matched by anpthing elze]

Add QoS Rule
\g Mame Pricrity |Background[BK] j Protocal |Any j |
Imtruzion Host 1 IP Range ’— . i i i
y Host 1 Port Range .
(€3 | |
Host 2 IP Fiange | . . ] . |
\g Host 2 Port Range | . | Clear

Qa5 (o5 Rules List

Hazt 1 IP Range Host 2 [P Range

MHame Pricrity

Maintenance

Status

System Add

Frotocol / Ports

Check the box to enable the QoS function.

Check the HTTP box to apply the rule to http packets. Check Automatic box to apply the rule to all the packets.

Enter a name for this QoS rule.

Select a priority level from the drop-down list. There are four types of priority: Background, Best Effort, Video and Voice.

Select the protocol from the drop-down list.
Enter the IP range that applies the rule.
Enter the Port range that applies the rule.

This window lists the configured QoS rules.
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Wireless ScheduleSettings:
Wireless Schedule:

Add Schedule Rule Name:
Index:

SSID:

Day(s):

Start/End Time:

Schedule RulesList:

Home

Schedule (802.11n only)

Home Basic Adwvanced Maintenance Status  Configuration  System  Help

Basic
dvanced ‘wireless Schedule -
Add Schedule Rule
Narme
Ihdex Primary 5510 -
Schedule 551D
\(’ Dals) C Alwesk & Select Dayls)
[T Sun [ Mon [ Tue [ wed [ Thu [ Fi [~ Sat
\g All Dayls) I
na s Start Time: [hour: mitte, 24 hour time]
g End Time [hour:minute, 24 hour time]
Tiatic Cortrold Add Clear Del Edit
Maintenance
Status Schedule Rule List
System | Mame 551D Index S50 ETE Time Frame Wireless

5

I

Save OK!

The schedule is used to open or close the wireless function of the AP at the specified time.

Select Enable from the drop-down list to enable this function.

Enter a name for this schedule rule.

Select the SSID index.

Dispaly the SSID you selected.

Select the days that apply the schedule.

Enter the start and end times that apply the schedule.

This window lists the configured schedule rules.
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AP Array:

Enable AP Array:

AP Array Name:
AP Array Password:
Scan AP Array List:

AP Array List:

Current Members:

Synchronized Parameters:

AP Array (802.11n only)

Home Basic Advanced Maintenance Status  Configuration  System  Help

B asic A
v i
e — v Enable &P Arayg

Home

™ Master " Backup Master * Slave

AP Amay name dHink

AP Amay password

Scan AP Array List Sean

Connection Status Disconnect

AP Aray List
Array name | Master IP | MAL | Master | Backup Master | Slave | Total

Maintenance

Status

|~
b

Spztem w

Get OK!

An AP array is a set of devices on a network that are organized into a single group to increase ease of management.

This check box allows the user to enable the AP array function. The three modes that are available are Master, Backup Master,
and Slave. APs in the same array will use the same configuration. The configuration will sync the Master AP to the Slave AP
and the Backup Master AP when a Slave AP and a Backup Master AP join the AP array.

Enter a user-selected name for the AP array you have created.

Enter a user-selected password that will be used to access the AP array you have created.

Click this button to initiate a scan of all the available APs currently on the network.

This table displays the current AP array status for the following parameters: Array Name, Master IP, MAC, Master, Backup
Master, Slave, and Total.

This table displays all the current array members. The DAP-2553 AP array feature supports up to eight AP array members.

Choose Synchronized Parameters of AP Array. Click “Clear all“ button to clear all Synchronized Parameters .
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ARP Spoofing Prevention (802.11n only)

Hame

ARP Spoofing Prevention =
Basic

Advanced ARP Spoofing Prevention =

Add Gateway Address

Gateway IP Address |

Gateway MAC Address Add | Clear |

Gatevsay Addrezs List

Tatal Entries: i} | | |

Schedule Gateway P Address Gateway MAC &ddresz

\

ApAaray

\

AR

Save
M aintenance
Status
System

ARP Spoofing Prevention: The ARP Spoofing Prevention feature allows users to add IP/MAC address mapping to prevent arp spoofing attack.
ARP Spoofing Prevention: This check box allows you to enable the arp spoofing prevention function.
Gateway IP Address: Enter a gateway IP address.

Gateway MAC Address: Enter a gateway MAC address.
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Internal RADIUS Server

Home Basic Advanced Maintenance Status  Configuration  Syskem  Help

Internal RADIUS Server ~

Add BADIUS Account

Home

Basic

Advanced e admin

'# xxxxxxxx

Schedule IPESSEE

\g Statuz Enable -

Ap Array

RADIUS Account list

User Mame Status

|
)

aintenance Del Save

Status

Swystem

Save CK!

Name: Enter a username.
Password: Enter a password.
Status: Select Enable or Disable from the drop-down menu.
RADIUS Account List: Displays all the created RADIUS accounts and the status.
Del: Select an account from the RADIUS Account list and click Del to delete the account.

Save: To save your settings after creating an account or changing the status, click Save.
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Traffic Control
Uplink and Downlink Settings

The uplink/downlink setting allows users to customize the downlink and uplink interfaces including specifying downlink/uplink bandwidth rates in
Mbits per second. These values are also used in the QoS and Traffic Manager windows. Once the desired uplink and downlink settings are finished,
click the Save button to let your changes take effect.

=13
Home Basic Advanced Maintenance Status  Configuration  Syskem  Help

Traffic Control =

Home

Basic ) L]
Downlink Interface
Advanced
=
- - -
- - - -
r r r r
r r r r
Uplink Interface
[¥ Ethernet
r r r
r r r r L3
(', r r r r
Traffic I:Z.:n'utn:.n r - - -
Maintenance
Status Downlink Bandwidth(1~150) |20 Mbits/sec
Swyztem ~
Save CK!

Downlink Interface: The downlink bandwidth in Mbits per second.

Uplink Interface: The uplink bandwidth in Mbits per second.
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QoS

Quality of Service (QoS) enhances the experience of using a network by prioritizing the traffic of different applications. Once the desired QoS settings
are finished, click the Save button to let your changes take effect.

Home Basic Advanced Maintenance Status  Configuration  Syskem  Help

Traffic Control =

Home

Basic L
Uplink and Downlink Setting @S l Traffic Manager ]
Advanced
Enmable QoS v
Advanced 0oS
D ownlink B andwidth Mbite/zec
Uplink B andwidth Mbits/sen
ACKADHCPACMPADNS Friority  |Highest Priority | Limit 100 % Port
‘wheb Traffic Priarity Third Priarity ~ | Limit 100 % Port
Mail Traffic Priarity Second Priority | Limit 100 % Port
Ftp Traffic Priority Low Pririty ~ | Limit 100 % Port LS
User Defined-1 Pricrity Highest Priaity  ~ | Limit 100 %Pat | - B
User Defined-2 Priarity Second Priory _~ | Limit 108 %Pt |0 - 0
Maintenance User Defined-3 Priority Third Pricrity - | Limit 100 ZpPat 0 -0
Status
System User Defined-4 Pricrity Laow Priority ~| Limit 108 %Pot |0 - [0 2
Save CK!

Enable QoS: Check this box to allow QoS to prioritize traffic. Use the drop-down menus to select the four levels of priority. Click the
Save button when you are finished.

Downlink Bandwidth: The downlink bandwidth in Mbits per second. This value is entered in the Uplink/Downlink Setting window.

Uplink Bandwidth: The uplink bandwidth in Mbits per second. This value is entered in the Uplink/Downlink Setting window.

D-Link AP Manager Il Software User Manual 65



Traffic Manager

The traffic manager feature allows users to create traffic management rules that specify how to deal with listed client traffic and specify downlink
and uplink speed for new traffic manager rules. Click the Save button to let your changes take effect.

Home Basic Advanced Maintenance Status  Configuration  Swyskem  Help

Traffic Control =

M

Home

Basic

Uplink and D awnlink Setting ] QoS Traffic: Manager l
Advanced

Traffic Manager -

Urlisted Clisrits Traffic " Deny &+ Farward
Daownlink Bandwidth Mbitz/zec
Uplink Bandwidth Mbitssec

Add Traffic Manager Rule

M ame

Client IP[optional] : : :

Client MAC[optional)

\9 Downlink Speed ke
Traffic: |::.:.r.r.n:.=

Maintenance Uttt S Mhbits/sec Add | Clear | Edit | Del |

Status
Traffic Manager Rules

Syztem ; ; ; ; - £

Save OK!

Traffic Manager: Select Enable or Disable from the drop-down menu.

Unlisted Clients Traffic: Select Deny to block unlisted clients from accessing the network, or select Forward to allow all clients access to the
network.

Downlink Bandwidth: The downlink bandwidth in Mbits per second. This value is entered in the Uplink/Downlink Setting window.

Uplink Bandwidth: The uplink bandwidth in Mbits per second. This value is entered in the Uplink/Downlink Setting window.
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Maintenance (802.11g)
Admin

3

Limit Administratar
I administrate AF with WLAN I Limit &dministrator WID I Limit Administrator P

IP Range P To

D[ IPFrom [IPTo [

Login Settings

User Name [

Old Passward

New Passwor d [

Confim New Password [

Console Settings

Consale Protocol " Mone: & Telnet " g3H
Timeout IMins ¥

Ping Control Settings
Status ¥ Enable

Status

System Apply e

Gek OK.

Administrate AP with WLAN: Check this box to allow only the computers within wlan can manage the AP.

Limit Administrator IP: Check this box to allow only the computers within the IP range can manage the AP.

Limit Administrator VID: Check this box to allow only the computers within the VID can manage the AP.

Login Settings

User Name: Enter a user name. The default is admin.
Old Password: When changing your password, enter the old password here.
New Password: When changing your password, enter the new password here.
Confirm New Password: Confirm your new password here.

Console Settings

Status: Status is Enabled by default. Select“None” to disable the console.

Console Protocol: Select the type of protocol you would like to use, Telnet or SSH.
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% DWL-B200AP

Home
Basic

Advanced

Tools

Status

System

Home Basic Advanced Tools Status System Help

Firmware and SSL ~

Firmware and SSL

Update Firmware From Local Hard Drive

Fimare Yersiarn w2.01

Upload Firmware From File :

Update S5L Certification From Local Hard Drive

Upload Certificate Fram File: ‘

Upload Key From File :

Browse.. UplLoad

Browse.. UpLoad
[ | [ vstons

)06

Gek 0K,

Upgrade Firmware from Local Hard Drive

« Download the latest firmware upgrade from http://support.dlink.com to an easy to find location on your hard drive.

« Click on the Browse button as shown above.

+ A popup window will appear. Locate the firmware upgrade file and click Open.

« The path to the file will be displayed in the “Upgrade Firmware File From” field. Click the Upload button to upload

the file to the AP.

Update SSL Certification from Local Hard Drive

To update the SSL Certification on the AP, use the Browse buttons to locate the SSL certificate and key files on your local computer. Use the Upload

buttons to upload the files to the AP.
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Configuration File

% DWL-B200AP
Advance d Tools Status System Help

Configuration File =

Update Configuration File

Update File | Browse ok
Download Configuration File

Load settings to Local Hard Diive oK

Configuration File

£

Status

Spstem

et O,

The AP Manager Il software allows you to save the device settings to a configuration file. To save a configuration file follow these steps:
+ Select a device from the Device List on the main screen of AP Manager Il.
» Browse to the Tools > Configuration page of AP Manager .
+ Click the OK button under Download Configuration File after you have all the settings as you want them.

+ A popup window will appear prompting you for a file name and location. Enter the file name, choose a file destination, and click Save.

To load a previously saved configuration file, follow these steps:
« Click Browse to locate the device configuration file on your computer.
+ A popup window will appear prompting you to locate the configuration file. Locate the file and click Open.

« The path to the file will be displayed in the “Upgrade File” field. Click the OK button to upload the configuration file to the AP.
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SNTP

% DWL-B200AP

Home Basic Advanced Tools Status  System  Help

SNTF ~

SNTPANTP Information

Harne

Basic

Advanced

T SNTP/MNTP Server IP 0o.o0o

ools

\g SHTP/MTP Time Zone [GMT] Greenwich Mean Time : Dublin, Edinburgh, Lizbon, London
o Local Tirme

Admin

\('& SNTRINTP Setting

Firrnvvare SHTP/NTP Server IP |

\g SNTP/NTP Time Zone |[GMT] Greenwich Mean Time : Dublin, Edinburgh, Lisbon, London j

Canfiguration File

©

Daplight Saving Time [ Enahble

Apply

Status

System

iaet Ok,

SNTP/NTP Information: The time server IP address, time zone, and the local time will be displayed here.
Server IP: Enter the IP address of a SNTP/NTP server.
Time Zone: Select your time zone from the drop-down menu.

Daylight Saving Time: Check the box to enable daylight savings time.
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Maintenance (802.11n)
Admin

Home:

st L Shitrishizian [

Advanced I™ IP Range From |

Maintenance
: To | I Limit Administrator VIO
:’ 0 | IPFrom | IPTa [
Admin
Login Settings
User Name |‘?":|"“in
0ld Password

|
Mew Password |
]

Confirm Mew Pazsword

Date and Time
Console Settings
Consale Protocal " Mone f+ Telnet " G5H
Timeaout IMing -

Sypstem Mame Settings

|D-Link DAP-2553
System Mame

sligue Locatian |

System

|>

Okl

Limit Administrator IP

IP Range From: Check this box to allow only the computers within the IP range can manage the AP.
Limit Administrator VID: Check this box to allow only the computers within the VID can manage the AP.

Login Settings

User Name: Enter a user name. The default is admin.
Old Password: When changing your password, enter the old password here.

New Password: When changing your password, enter the new password here.
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Confirm New Confirm your new password here.
Password:

Console Settings

Console Protocol: Select the type of protocol you would like to use, Telnet or SSH or select “None” to disable the console.
Timeout: Select the expired time from the drop-down list.

System Name Settings

System Name: Enter a name for this device.

Location: Enter a string to describe the location of device.
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Firmware and SSL

Hame Firmware and SSL =

Basic

Advanced Update Firmware From Local Hard Drive

Maintenance Firmware Yersion 1.20
\g Upload Firmware From File : | Browsze: | Upload |
Admin
Language Pack Upgrade
\g Upload : | Browse.. | Upload |
Firmnware and 55
\g Update S5L Certification From Local Hard Drive
Configuration File - .
Upload Certificate From File: | Browse.. | Upload |

\g Upload K.ey From File | | |

Date and Time

Status

System

Get OK.

Upgrade Firmware from Local Hard Drive

» Download the latest firmware upgrade from http://support.dlink.com to an easy to find location on your hard drive.

+ Click on the Browse button as shown above.

+ A popup window will appear. Locate the firmware upgrade file and click Open.

+ The path to the file will be displayed in the “Upgrade Firmware File From” field. Click the Upload button to upload the file to the AP.
Language Pack Upgrade

To update the language on the AP, use the Browse buttons to locate the language pack on your local computer. Use the Upload button to upload
the files to the AP.

Update SSL Certification from Local Hard Drive

To update the SSL Certification on the AP, use the Browse buttons to locate the SSL certificate and key files on your local computer. Use the Upload
buttons to upload the files to the AP.
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Configuration File

Configuration File =

Update Configuration File

Home
Basic

Advanced

h aintenance Update File | Browse Update

Adrnin

g Load zettings to Local Hard Drive Diownload

Diownload Configuration File

Firrmware and 551

U

Configuration File

\

Date and Time

Status

System

Get Ok,

The AP Manager software allows you to save the device settings to a configuration file. To save a configuration file follow these steps:

« Select a device from the Device List on the main screen of AP Manager.

« Browse to the Tools > Configuration page of AP Manager.

« Click the OK button under Download Configuration File after you have all the settings as you want them.

« A popup window will appear prompting you for a file name and location. Enter the file name, choose a file destination, and click Save.
To load a previously saved configuration file, follow these steps:

« Click Browse to locate the device configuration file on your computer.

+ A popup window will appear prompting you to locate the configuration file. Locate the file and click Open.

« The path to the file will be displayed in the “Upgrade File” field. Click the OK button to upload the configuration file to the AP.
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Home:

Basic

Advanced

Maintenance

Date and Time

Time Configuration

Timne

01/01./2000 00:48:39

Time Zone |[GMT-DB 00] Pacific Time [US & Canada); Tijuana ﬂ
Enable Daplight Saving r
Daplight 5aving Offsst

Current Time

_ Month West Dap of Week
: Dalight 5aving Dates DST Start | J | J | J | J
\ & wiew sl [ Frd [ o
Configuration File
. Automatic Time Configuration
\ . Enable MTP Server r
D ate and Time
MNTP Server Used
Set the Date and Time Manually
Date &nd Time
745 42010 j ‘PM #1500 = Copufour Computer's Time Settings

Status
Syztem
Get OK,

Save

~

<l

Time Configuration

Time

Time Zone

Daylight Saving
Daylight Saving Offset

Daylight SavingDates

: The current local time will be displayed here.

: Select your time zone from the drop-down list.

: Check the box to enable daylight savings time.

: Select the offset time from the drop-down list.

: Select the start and end date of daylight saving.

Automatic Time Configuration

Enable NTP Server: Check this box to synchronize the time with NTP server.
NTP Server Used: Select one NTP server from the drop-down list.

Set the Date andTime Manually

Date And Time: Select the date and time from the box or copy your computer’s time setting to AP.
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Status (802.119)

Device Information

Haome Device Information ~
Basic Device Information A
Advanced Firmware Yergion: w2 BR Ethermet MAC Address: BC1122334455
Todk WLANT MAC Address:
Frimary: 5C1122334455 Secondary: 041122334455 ~ 041722334455
Ethernet
Get [P From: 4 aruial
IF address: 192.168.0.200
Subnet Mask: 255.255.255.0
Gateway: 192.168.01
Wireless [B0211b/g )
SSI0: dlink-32004P
Channel: 7
Rate: Auto
Client Infarmation Authentication: Open System
Encrypt: Disabled
\g Super Mode: Dizabled
AP Status
CPU Utilization 4 4
Memory Utilization 898z
System w
Gek OK,

Device Information: This window displays the configuration settings of the AP, including the firmware version and device MAC address. It also
displays WLAN information for both the 802.11b and 802.11g wireless networks.
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Stats

Basic 8 - ~
& WLAN Traffic Statistics " Ethemet Traffic Statistics =
Advanced |
WLAN B02.11G Traffic Statistics =
Tooks
ThroughPut
Stat
o Transmit Success Rate 9 %
Transmit Relry Rate 1 %
Receive Success Rate 1 ES
Receive Duplicate Rate 48 ES
RTS Success Count [t}
RTS Faiure Count BE7E
Transmitted Bytes Count 1330800
Received Bytes Count 1062
Client Information Transmitted Frame Count
Transmitted Frame Count 14684 Ld
\9 Multicast Transmitted Frame Count 1119
Log Tranzmitted Emor Count 938
Transmitted Total Retry Count 266
Transmitted Multiple Retry Caunt 266
Received Frame Caunt
Feceived Frame Count 17
Multicast Recsived Frames Count g
Blalel) Fiecsived Frame FCS Euror Count 6 =
Get OK.

WLAN Traffic Statistics: This page displays statistics for data throughput, transmitted and received frames, and WEP frame errors for the wireless network.

Ethernet Traffic Statistics

Blasic g )
" WiLAN Traffic Statistics (+ [Ethemet Traffic Statistics =

Advanced

Ethemet Traffic Statistics
Tools

Transmitted Count

Transmitted Frame Count 1993
Transmitted Bytes Count 117863
Received Count

Received Frame Count 4761

Received Bytes Count 7BB337

Client Information

System ~

Ethernet Traffic Statistics: This page displays statistics for data throughput, transmitted and received frames for the Ethernet port of AP.
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Client Information

This window displays the wireless client information for clients currently connected to the AP. The following information is available for each client
communicating with the AP.

Home Client Information - I

Basic ~

Advanced Station association with 11B/G : 1

Taols MAL [ Band | Authentication | Signal | PSM 551D
Status O0ED4CF 20001 G Open System 44 % arf Primary-5510

-

Syztem v

Get OK.

MAC: Displays the MAC address of the client.
Band: Displays the wireless band the client is connected on.
Authentication: Displays the type of authentication being used.
Signal: Displays the strength of the clients signal.
Power Saving Mode: Displays the status of the power saving feature.

SSID: Displays the SSID the client is connected to.
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Log View
Home

B asi A
sse ' LogView " Log Settings i
Advanced
Tools Wigw Lag
Stats Total Log: 4
) Time Type Message

\9 Uptirne O day 04:41:04 S5 -Wweh lagout from 192.168.0.123
Uptirme O day 04:35:53 S5 -“w'eb login success from 192.168.0.123

2 | nformation Uptime 0 day 00:00:09  WAREL...  -wLANT Momal AP ready
Uptirme O day 00:00:01 55 --AF cold start with fAw version: «2.55

Client Information

< | =

System Clear -

View Log: The log displays system and network messages including a time stamp and message type.
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Log Settings

Hoe
Basic e’
" Log View 3
Advanced
Toolz Log Settings

Log Server / |P Address . . .

Log Type
[ System Activity

IV wireless Activity

W Matice
SMTP
Client Infarmation SMTP [ Enable
\g SMTP Server / IP address ’—
Log SMTP Sender ’—
SMTP Recipient r

Apply

Syztem

Log Settings

Log Server / IP Address: Enter the IP address of the server you would like to send the AP log to.

Log Type: Check the box for the type of activity you want to log. There are three types: System, Wireless and Notice.
SMTP Settings

SMTP: Check the box to enable SMTP.
SMTP Server / IP Address: Enter the IP address of the SMTP server.
SMTP Sender: Enter the e-mail address of the SMTP sender.

SMTP Recipient: Enter the e-mail address of the SMTP recipient.
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Status (802.11n)

Device Information

0]

Home Basic Advanced Maintenance Status  Configuration  System  Help
Home Device Information «
Basic Device Information 4
Advanced Firmware Version: 1.15 Ethemet MAC Address: 002654458038
Mai Wwirelezs MAC Address:
aintenance )
= Prirmary: 00265458038 SSID1~F O0265445B039 =~ O0265445B03F
tatus
Etherret
 |nformation
IP addrezz: 192.168.0130
g Subnet Maszk: 205 286, 255.0
\ Gateway: 192.168.0.1
Wireless [2.4GHz)
: MNetwork Wame dlink.
\9 Chantel: 7
Data Rate: Auto
Client Infarmation Security: Mane
|nfarmation AP Arary
) AP Ayrary: Hink
\g Riale: slave
L ocation :
System v

Device Information: This window displays the configuration settings of the AP, including the firmware version and device MAC address. It also displays
WLAN information for either the 2.4GHz or the 5GHz wireless networks.
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WLAN Traffic Statistics

Home Basic Adwanced Maintenance Status Swstem Help
g -
deie (¥ YLAW Traffic Statistics (" Ethernet Traffic Statisties =
hdvanced
- WLAW Traffiec Statistics
Maintenance Transmitted Count
Status Tranzmitted Facket Count T3063
Trasmitted Bytes Count 535797
Dropped Facket Count 1]
Transmition Retry Count u}
g Receiwed Count
\ Raceiwed Packet Count T3068
Receiwad Eytes Count 13465615
) Dropped Faclket Count i]
\9 Eaceiwed CEC Count u}
C1i Ezceiwed Decryption Errer Count i]
Information Baceiwed MIC Error Count u}
\9 Baceiwed FHY Error Count u}
W05 Information
Refreczh | Clear
System b
01!

WLAN Traffic Statistics: This page displays statistics for data throughput, transmitted and received frames for the wireless network.
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Ethernet Traffic Statistics

Home
Basic g o . - G
" WLAN Traffic Statistics + Ethemet Traffic Statistics
Advanced
- Ethernet Traffic Statistics
Nl s Tranzmitted Count
Stah
kil Tranzmitted Packet Count 1502
\g Trasmitted Bytes Count 485726
el Dropped Packet Count I}
Feceived Count
Fieceived Packet Count =X
Received Bytes Count TE39E7
Dropped Packet Count I}
Client Infarmation
farmation
Refresh | Clear
System :
ikl

Ethernet Traffic Statistics: This page displays statistics for data throughput, transmitted and received frames for the Ethernet port of AP.
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Client Information

This window displays the wireless client information for clients currently connected to the AP. The following information is available for each client
communicating with the AP.

Home

Client Information «

Advanced Station aszsociation (2. 4GHz) : 0

Basic

Maintenance MAC [ Band [ Authertication | Signal | Powe... | )
Status

U

formation

\

&

Cliett Infarmnatian

~

System

Get OK.

MAC: Displays the MAC address of the client.

Band: Displays the wireless band the client is connected on.
Authentication: Displays the type of authentication being used.
Signal: Displays the strength of the clients signal.

Power Saving Mode: Displays the status of the power saving feature.

SSID: Displays the SSID the client is connected to.
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WDS Information

Home FBaszic pAdvanced Maintenance Status System Help

Home WDS Information ~

Basie
Advanced WDS Information Channel: 2 (2. 4GHz):
Maintenance Hame | HAC | huthentication Signal Status
Status -1 0BOSSD99510 Shared Key 54 % on

System

0!

Name: Displays the name of the client.
MAC: Displays the MAC address of the client.
Authentication: Displays the type of authentication being used.
Signal: Displays the strength of the clients signal.

Status: Displays the status of the wireless.
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Log View

Home Basic Adwanced Maintenance 3Status Swystem Help
Bazi
aEE (* Log View (" Log Settings
Advanced
. ¥iew Log
Maint
sintenance Tatal Leg: 48
Stat
2ns Time Friority | Message ~
Uptime O day 01:... SYSACT Web logout from 192. 163.0.82
Uptime O day 01:... SYSACT Web login success from 192, 168 0,82
Uptime 0 day 00:... Wireless BReceived Deauth:3STA 00:13:4A:00:00:08 (reason 3)
Information Uptime O day 00:... Wireless Association Sucess:STA 00:13:46:00.00:06
- - Uptime O day 0O0:... Wireless Association Sucess:!STA 00:13:46:00:00:06
Uptime O day 00:... Wireless Association Sucess:!STA 00:1C:EF.4F . 4E:SF
Uptime O day 00:... Wireless Association Sucess:STA 00:13:46:00.00;06
Uptime 0 day 00:... Wireless Received Deauth:STA 00:13:46:00:00:08 (reasen 3]
Uptime 0 day 00:... Wireless Receiwed Deauth:STA 00:13:46:00:00:08 (reason 3) —
Uptime O day 00:... Wireless Association Sucess:STA 00:13:46:00.00:06
Uptime 0 day 00:... Wireless EReceived Deauth:STA 00:13:46:00:00:08 (reason 3)
Uptime 0 day 00:... Wireless Received Deauth:STA 00:13:46:00:00:06 (reason 3)
T4 Uptime 0 day 00:... Wireless Association Sucess:STA 00:135:46:00:00:06
Information Uptime 0 dap 00:... Wireless Asseciation Sucess:5TA 00:1C:EF:4F 4E:5F
. Uptime O day 00:... Wireless Association Sucess:STA 00:1C:EF.4F.4E.SF
\9 Uptime O day 0O0:... Wireless Association Sucess:!STA 00:13:46:00:00:06
Uptime O day 00:... Wireless Association Sucess:!STA 00:13:46:00.00:06
$03S Information Uptime O day 00:... Wireless Association Sucess:STA 00:13:46:00.00;06
Uptime 0 day 00:... Wireless Received Deauth:STA 00:13:46:00:00:08 (reasen 3]
. Uptime 0 day 00:... Wireless Receiwed Deauth:STA 00:13:46:00:00:08 (reason 3)
\9 Uptime O day 00:... Wireless Association Sucess:STA 00:13:46:00.00:06 v
. b
Clear

View Log: The log displays system and network messages including a time stamp and message type.
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Log Settings

Log Server / IP Address:
Log Type:

Email Notification

Email Notification:
Outgoing mail server:
SMTP Port:

From Email Address:
To Email Address:
Username / Password:
Email Server Address:

Email Log Schedule:

Log Settings

Basic

Iy

" Log Yiew & Log Seftings
Advanced
Maintenance Log Settings
Status Log Server / P Address
s T IV System Activity ¥ Wieless Activity W Malice
. Emai Natiication
\g Email Notification [~ Enable SMTP Part
Stats
Outgoing mail server [SMTF) Authentication r SSLATLS [
e From Email ddress User Name
Client Informatian
\(’ To Emall Adchess Password
WD ion
Email Server Addiess Confirm Password
Email Lag Schedule
Schedule i} ¥ | hours or when Log s full
Save
System v
Refresh CK!

Enter the IP address of the server you would like to send the AP log to.

Check the box for the type of activity you want to log. There are three types: System, Wireless and Notice.

Check the box to enable email notification.

Select the outgoing server type. There are three types: Internal, gmail, hotmail.
Enter the SMTP port of the outgoing server.

Enter the e-mail address of the SMTP sender.

Enter the e-mail address of the SMTP recipient.

Enter the user name and password of the SMTP server.

Enter the IP address of the SMTP server.

Select an interval time from drop-down list to send the logs to mail recipient.
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% DWL-B200AP

Home Basic Advanced Tools Status
Hame
Basic .
System Settings
Advanced

Tools Apply Settings and Restart
Status
St Dizcard Changes

Festore to Factory Default Settings Restore

Click Apply Settings and Restart to restart the AP and save the configuration settings. You will receive the following prompt.

Device will reboot, continue?

O | Cancel |
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Click Discard Changes to cancel any changes made to the configuration settings. You will receive the following prompt.

Warning

&ll of wour changes will be discarded, continue?

K | Cancel |

Click Restore to restore the AP back to factory default settings. You will receive the following prompt.

Warning

Device will reboak and module will be disconnecked, continue?

Ik | Cancel |
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Multiconfiguration
Template

Administrators can manage the configuration of APs that AP Manager Il has detected by using a template. The same profile can be used for multiple
APs. Each template profile can has unique settings for the access point features which include System, Wireless, Security and Filter settings.

O & B0s BE 2

=24 All Space Template Mame Creatar Create D ate
[ General Drefault Template admir 2/18/20093 133313
- Group Test adrin 2M18/2003 13:41:05
+- [ Model
- [:l Zateqgary 1
1 DoH1

[ categoryz

[:l _ategory3
=[] MulkiConfiguration

= | Template

[ Task Schedule
+-|_7] Faulk Manage
-3 Toal

[ Topology

L] site Planning

[ Config Comparisan
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Create a New Template

To create a new template, right-click anywhere on the template view window and select the New item. Each of these items is described in the
pages that follow:

General

Basic Info

Mame : Idhnkl—
Basic Info: Enter a name for this template. A

Time : ,ﬁ
Content Selection: Check the box to select the configuration contents
included in this template. Then configure the settings in

the following page.

Content Selection

[~ System
[~ wireless 24GHz 0 56Hz O
[~ Security 246Hz O s6H:0O
I™ Filter 246H 0 s&Hz0O
[~ Mul 551D 246Hz O s6H:0O
[ e ] cance
SyStem [ cheskar | [ cieara
[w LAM Settings
LAN Settings: Enter the IP settings for this template. Get P From Statc anua) -
Subnet Mask [T
Admin: Check the box to select the configuration contents L
included in this template. Sy
. fan
Console Settings: Then configure the settings in the following page. Passwerd |—
v Console settings
Status ¥ Enable
Consols Protocl  Telnet f+ S5H
Timeaul [5tins ]

< Back Next > | Cancel
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Wireless

‘Wireless Settings (5GHz]

Check the box to select the configuration contents included in this template. s
Channel
[~ SSID Broadeast M
[ Data Rate

™ RTS Lenagth [256-2348)
™ Beacon Interval (20-1000)
™ Fragment Length (256-2345)

I~ DTIM [1-255] n

[~ Radio

™ 11N Channel Width ,—4|

<Back | Mews | Cancal

Security

Authentication Open System hd

Key Settings
Check the box to select the configuration contents included in this template. Bragpion  [Enabe x| kysie [esbn ]

Key Type HEx - Yalid Key First hd

Key Value |‘

WPA

Cipher Type Group Key Update interval

PassPhiase |

Radius Server | Part ‘

Fadius Secrat |

< Back Mewt > I Cancel

.
MAC F I Iter IEEE80211a Wireless MAL ACL Setting

fooess Conkol | Accept v |
Check the box to select the configuration contents included in this template. Mcadgess [ sme

o

< Back Next » I Cancel
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Multi-SSID

Check the box to select the configuration contents included in this
template.

Setup Complete

Click the Finish button to complete the template.

W Enable Muli-551D

Wwireless Settings

Index 55101 -

551D diik1

851D Visibility Enable -

WMM [WiFiMutimedia]  |Disable =]

Security ’m
ey Settings

Encryption ’m Key Size ’—_|
Ky Type '—_l Key Index ’—_|

Key Value |

Index | SSID | Encryption ‘ Add

Delete

< Back Nest > | Cancel

Setup Complete

The Setup \Wizard is complste. Click Back to modify previous settings.
Click Finish to zave the cument settings and ewit

The operation of Applying template to device only supports
AccessPoint modeWe don't consider ather modes

< Back Finish | Cancel
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Edit a Template

To edit a template, double-click the template or right-click the template and select Edit item from the drop-down menu, the configuration page
shown as below.

Secuily 24GHz | Fiter 5GHz | Filter 2.4GHz |
Mult-581D BGHz } Multi55ID 2.4GHz
General ] System 1 Wireless BGHz I Wieless 2 4GHz ] Secunty BGHz I

Basic Info

Mame :
Creatar :
Time :

Content Selection

W System

W wireless 24GHz 5GHz
W Security 2 4GHz BGHz
W Filter 2 4GHz BGHz
W' Mulli_SSID 2.4GHz 5GHz
o

Delete a Template

To delete an exit template, right-click the template, and select the Delete item from the drop-down menu.

Import or Export a Template
AP Manager Il allows you to export the template to a profile saved in the disk or import a template from the profile.

To import a template profile, right-click anywhere on the All Space > MultiConfiguration view window, and select Import item from the
drop-down menu or click the icon &2, from the tools bar. Then select the template file in the opening window and click the Open button to import
this template.

To export a template, right-click the template on the All Space > MultiConfiguration view window, and select Export item from the drop-down
menu or click the icon &4 from the tools bar. Then enter a profile name for this template in the File Name textbox and click the Save button to
export the template to a file.
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Task Schedule

In this page, Administrator can compare the devices, upgrade the firmware and upload the template to device in batches

TEE S0 SE

=] ADII ZZ::; Config Comparigan & Dizable £ Enable New Edit Delete
=3 &OUD Task Mame Activity Mext Fun Time Status Result
3 Model
=0 Categoryl
{21 DHL
(1 category2
3 categorys
=3 MultiCenfiguration
3 Ter
==
e Upgrade P + Disable  Enable Mew Edit Delete
(I Topology Task Mame Activity Mext Run Time Status Result
{2 Site Planning
{23 <anfig Comparison
=l [:l Report
+ (] Assaciation
(I3 security
(21 Utilization
{2 channel
{7 rogue &P
£ Syslag MuliCanfig {5 Disable " Enable New Edit Delete
8 ;‘;’S_‘t‘f;: Task Name Activity Next Run Time: Statug Result
[18/02/2009 12:55:30.046 JFTF Server started on port 21
[16/02/2009 12:55:30.265 TThe initialization complete
[18/02/2009 12:55:30.265 |Syslog Server Start success
[16/02/2009 12:55:31.312 ]SnmpTrap receiver initialize successfully!
[18/02/2009 13:18:05.593 Discover Completed!
Ready LogUser |admin

Each of these options is described in the pages as shown below.

Config Comparison

You can compare the configurations of a template and AP to point out their differences, the steps shown as below.

Config Comparison + Diszable " Enable Mew | Edit | Delete |

Tazk Mame Aictivity Mest Run Time Status Result
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Click the New button to open the following windows.

Device

Task Name: Enter a string to describe the task.

By Group: Select the APs by group. The APs that belong to the group will apply the

comparison.
By IP: Select the APs by IP that will apply the comparison.

Select Template

Choose a template for comparing.

Schedule

Run: Compare the devices immediately.
Save: Just save this comparison record.

Specify Time: Specify the day time that will apply the comparison. The comparison

will run at certain day(s) of every week.

Specify Day: Specify the date that will apply the comparison. It only applies the

comparison at a time.

Task Name
EyIF

IP &ddiess Model Name
[]192.168.0.51 DAP-2553
[ 192.168.0.200 DwL-32008P

Select Template

 Speciy Tine
" Speciy Day
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Enable Comparison

After establish the comparison record, highlight the record and then
click Enable to implement the compare action. The results will show in

a hew window.

System View MetTool Help

A0 %0 s BE

= & all space = =l
3 Genersl [Open Device :DAP-2553 (From: 192.168.0.55) OK! ] [open Template :Test1 okt
w3 Group
-2 MuliCorfiguration [2.4GHz_WirelessSettings] [2.A4GHz_WirelessSettings] o
{2 Template Radio_Wave=0n Radio_Wave=0n
{2 Task Schedule SSID=columbia SSID=2.4G
=-{10 Fault Manager SSID_Broadcast=Enable SSID_Broadcast=Enable
{2 StandardTrap T11nChannel_Width=Auto 20/40 MHz T1nChannel_Width=20 MHz
(1 system [2.4GHz_SecuritySettings] [2.AGHz_SecuritySettings]
(2 Threshold auth_type=WPA-Auto-Personal auth_type=Open System
(L Private autorekey=Manual
=2 Tool cipher_type=AUTO
(21 Topolagy group_key_update_interval=1800
(23 site Planring passphrase=9999999399
[= wep_status=Disable
=23 Repart [2.4GHz_MultiSSIDSettings] [2.4GHz_MultiSSIDSettings]
#{_] Association Multi_Status=Enable Multi_Status=Enable
(2 Security SSID1_Status=Enable
{23 welization SSID1_Ssid=vlan-1
(2 Channel i
(20 Rogue AP K
{2 SysLog SSID1_Security="WPA-Auto-Personal y
3 custom $SID1_Cipher=Disable
(23 Maritor SSID1_Group_Key=1800
S8ID1_PassPhrase=9999999999
SS5ID1_AutoRekey=Manual
85ID2_Status=Enable
v
Apply
[24/06/2010 14:18:28 7650 ][3640] 226 Transter complate ~
24/08/207014:19:29.750 ][3840] QUIT
24/06/201014:19:29.750][3840] 220 Bye
24/06/201014:19:28.750 ][3640] Client discannected frorm 192.166.0.55, o
24/08/201014:19:29.750 13840 Client disconnected from 192.168.0.55. v
Ready LogUser |admin
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Upgrade Firmware

For all Access Points that the AP Manager Il discovered, you can use this function to upload a new firmware file to devices in batches at a specified
time, the steps shown as below.

Upgrade P {* Disable * Enable Mew E dit Delete

Task Name Activity Mest Run Time Status Result

Click the New button to open the following windows.

Device GLULCoacl:aI " Remate
Module Narme: DAP-2553
Task Name: Enter a string to describe the task. Fmmas e e Sowe]
Fiemate
By Group: Select the APs by group. The APs that belong to the group will upgrade their — —
firmware. A —
By IP: Select the APs by IP that will apply the firmware upgrade. Password —

Confirm Password

Firmware File Setting

Module Name | “Version ‘ Firmware File | Browse ‘

DAF-2553 1
DwL-320. —

Firmware File Setting: Double-click the module name to configure its firmware location.
Notification: Take this action when device’s version is lower than the upgrading version.
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Firmware File Setting

Local: Select the update firmware file from the local hard drive.

Remote: Load the firmware from a remote ftp server. To implement this function, you need
to type appropriate values in the Remote column.

Schedule

Run: Upgrade the firmware immediately.
Save: Just save this upgrade record.

Specify Time: Specify the day time that will apply the upgrade. The upgrade action will run
at certain day(s) of every week.

Specify Day: Specify the date that will apply the upgrade.

* Local " Remoate
Local
Module Mame:

Firrrvare: File Path:
Remote

Ftp zerver

Uszer Mame

Pazzword

Canfirn Password

DAP-2553

Browse

——

——
—

,—
Caneel

todule Name | Wersion | Firmware File:

| Browse ‘

DAP-2563
D320,

| E—
[

< Back et > |

Cancel

After establish the upgrade record, highlight the record and then click Enable to implement the firmware upgrade action.
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MultiConfig

For all Access Points that the AP Manager Il discovered, you can use this function to upload a previously created template to devices in batches at
a specified time, the steps shown as below.

MuliConfig %+ Disable ‘o Eighls News Edit Delete

Task Mame Activity Mext Run Time Status Fesult

Click the New button to open the following windows.

Device FLol;naclal " Remote
Module Mame: DAP-2553
Task Name: Enter a string to describe the task. e Fepan Sroe]
Fiemate
By Group: Select the APs by group. The APs that belong to the group will upgrade their —
firmware. R E—
By IP: Select the APs by IP that will apply the firmware upgrade. Password —

Confirm Password

Cancel

Select Template
Selected Ialee

Choose a template for uploading.

« Back, Mext > Cancel
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Schedule

Run: Upgrade the firmware immediately.
Save: Just save this upgrade record.

Specify Time: Specify the day time that will apply the upgrade. The upgrade
action will run at certain day(s) of every week.

Specify Day: Specify the date that will apply the upgrade.

After establish the upload record, highlight the record and then click Enable to implement the configuration upload action.

[19/02/2009 14:00:40.705 ]55I10=3200

[19/02/2009 14:00:40.705 J=how the Comparison result (different): end
[19/02/2009 14:10:12.7498 JApply Config to Dewvice

[19/02/2009 141017 1731192168050 Apphy Config file :0k
[19/02/2009 141017173 JReboot Devices (192 165 .0.50

" Specify Time

" Specify Day

< Back | Finizh |

Cancel
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Fault Manager

Fault Manager window shows the trap data received from AP and polling data.

OEE &S0 B 0 dald- b E-

All Space | Event Name | Event Type | Event Level | Date Time | Source Description

3 General ¥ PolingFailed Swstem Motice 2009-02-17 16:40:44  192,163.0.50 Indicate the ma...
=-{Z7] Group @ PolingFailed System Motice 2003-02-17 14:08:07  192,163.0.50 Indicate the ma...
+-[_7] Model ® PolingFailed Swstem Motice 2009-02-17 10:52:27  192,163.0.50 Indicate the ma...
=[] Categaryl @ polingFailed System Motice 2009-02-16 16:05:07 192,168,051 Indicate the ma...
23 oHy ® PolingFailed System Matice 2009-02-16 16:03:05 192,168,051 Indicate the ma...
[ cateqoryz % PolingFailed System Matice 2009-02-16 16:01:05  192,168.0.51 Indicate the ma. ..
[ category3 ® PolingFailed Syskem Matice 2009-02-16 15:19:30 192,163,050 Indicate the ma...

=-[_7] MulkiConfiguration

(23 Template

(£ Task Schedule
- &
(L] standardTrap
[ svstem
[ Threshold
[ Private
=] Tool
[ Topolagy
(2 site Planning
[Z7 config Comparison

There are four types of events:
- StandardTrap: The standard trap view window displays the standard trap data received from APs.

« System: The system view window displays the polling results. To start the polling, please refer to page 116.
« Threshold: The Threshold view window displays the threshold notice data. To enable the threshold notice, please refer to page 116.
« Private: The Private view window displays the Private trap data received from APs.
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Event settings

To configure the trap condition, click the icon _J in the tool bar to set the event settings, as shown below.

Event
= Event Trpe e Smanp Version
Coliftart Event Hame
WarmStart
LinkDeowm
Loklp Trap Generia
AuthenticationFaibve
EgpMeighborLoss Status
ColdStart(SHMEv2)
WarmStart(SHMPv2) oD
LinkDowm(SHMP2)
LinkUp(SHMPv2) Description
AuthenticationFaibe(SHM
= Spstem Event
PollingFailed Level
PollingOk
= Threshold Event =
* Transmit Threshold P
5 Private e
3200trapTelLogin _
3200trapSSHLogin Tesrending
3200trapWebLogin
MW+ wnrd " DTTT ¥
< > e |

" Diszhle

' Enzble

|The agent has received an improperly mthentic

[wotice

El

Clase

To modify an event setting, select the event from the Event Type list and then change the items. After the setting, click Save button to apply the

changes.

To add a new event, click New button, and configure the settings in the event creation window as shown below.

Event
= Event Type 2 SnmpVersion
= StandardTrap
Colfitart Event Hame
WarmStart
LinkDowm
LinkUp Trap Generie
AuthenticationFaibre
EgpHeighhorLoss Status
ColdStart(SHMPZ)
WarmiStart(SHMPv2) fslis}
LirhDovn( SHMFv2)
LixkUp(SHMEv2) Description
AuthentieationFaibre(SHM
|- Sypstem Event
PollingFailed Level
PollingOk
=) Threshold Event =
T 4 Threshold
‘vansmit Thres P
| Private nding
3200trapTelLogin _
3200trapSSHLogin Bty
F200trapWebLogin
AWM Ve " DTTT -3 b
< > Hew |

\ E
|
! B
" Dissble @ Enible
\
|Caitical |
!
|

Save Clase
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Event Export

AP Manager Il can export the event results to the files in the format of Text/Excel/PDF. To save event results, highlight the event record in the event
window and click the Event Export icon L_i|- in the tools bar, then select the file format you want to save, AP Manager Il will save all the records of
that type to file.

Notice setting
AP Manager Il can set the corresponding actions when some level of events occurs. To configure the notice setting, click the Notice Settings
icon in the tools bar, as shown below.

Warmning Level Hatice Settings
[ Play sound
Error
Warning Sennd File Brenarse

Hotice
[ Show Pop Messaze

[ Send Email

Ta Email Address

From Email & ddvess

SMTP Server ’ ’ ’

Tser Hame

Password [Optional]

Suhject ,—

Message

Ok | | Cancel

« Play sound: Click Browse to select the sound file. AP Manager Il will play the sound file when this level of event occurs.
- Show Pop Message: AP Manager Il will pop a message window when this level of event occurs.

+ Send Email: Enter the Email information of To/From email address, SMTP server, User Name/Password [Optional], Subject and Message in
the respective column. AP Manager Il will send this email when this level of event occurs.
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Watch List

AP manager Il allows user to add custom watch list which only shows the specified devices and events.

O S5 0 & d- (3 &

| Event Mame | Event Type | EventLevel | Date Time Create Watchlist D
Update Watchlisk
Delete Watchlist

To create a watch list, please follow the steps below:
« Click the Create Watchlist item under the icon - of the tools bar, and enter the Watch list Name in Create list form.

- Click the Add button to insert the events into event list, and select the events that need to be added in Select Event form, click the Select
button, then click the OK button.

« Clickthe Add button to insert the devices into device list, and select the devices that need to be added in Select Device form, click the Select
button, then click the OK button.

Note: The watch list name must be different from others; the event type of creating new event folder belongs to system event.
To delete a watch list, select the watch list item, and then click the Delete watch list item under the icon -|of the tools bar.
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Tools
Topology

You can create a topology map to graphically represent planned or existing networks to aid network design, and also AP Manager Il will periodically
polling network devices to monitor the status. You can further customize their diagrams with selected icons and bitmap files used for the background.
When a topology map is opened, AP Manager Il will discover the devices connected on the network and display their icons on the map.

A0 E S0 I BE

AIISpal:e o4 4 HL/IAIIK Hewy Topalogy 1 \
I:lGeneraI _|||||||||||||||||IIPP|||||||||||||||||FPP'||||||||||||||||FPP|||||||||||||||||#PP||||||||||||||||||5PP|||||||||
+|:|Gr|:|up
=23 MulbiConfiguration
23 Template

(23 Task Schedule
+-[21 Fault Manager
=2 Tool

a Topology

(23 site Planning

(£ Config Comparison
= [:l Report

+ D Acsociation

[:l Securiby

(2 Utilization

23 channel

D Rogue AP

[:l Swslog

I:l Custarn

[:l Monitar

172.18.55.29
192.168.0.123

192.168.0.200. . -192.168.0.51

D-Link

Building Networis, bor Pspls

I|I|I|IFlululllllllllllllllllplulul|I|I|I|I|I|I|I|I|1ImI|I|I|I|I|I|I|I|I
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New Topology View

In the new topology, you can layout the APs according to the actual deployment. When an AP is failed, the administrator has a visual sight of which
AP is failed, and substitutes it quickly.

To create a new topology view, right-click the blank place of the Topology view window and select New Topology item, as shown below.

172.18.215.248

Load Background

Femove Background
Yiew v
Line 4

Define Channel Color

Mew Topology

Properties

g et b v

Firstly, you should import APs into the new topology by right-clicking the APs in the All topology view window and selecting the new topology
under the Copy Component To item, as shown below.

Ratation Device 4

_opy Component To k
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Show RF Range

The new topology view displays the device’s RF range. RF range is based on the transmit power, and its color is related to the channel.

If AP is power off, it doesn’t show the RF range.

192.16

L
SRt

S, o,
e
S

R A
SR
S,

e e
ettt
S
LS

e e, e
I L
e

{  Device Information

JModule Mame:  Dw/L-320048P
{Device P 192.168.0.50
Device MAC:  001346FDB4FS
Device Mettazk: 255255 256.0
Device Type:  unmanage
Online Statuz:  online

Firmware Yerzion: «2.50
Tranzmit Power:  full

|Chanmel: 13

Device Information
Module Hame:  DWwWL-32008F
Device P 192.168.0.50
Device MAC:  001346FDE4F3
Device Methdask: 255 256.256.0
Device Type:  unmanage
Orline Status:  offline
Firrmware Yersion: 250
Tranzmit Power:  full
Channel, 13
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Background

To load a background for the new topology, right-click the blank place of the Topology view window and click the Load Background item.

Open 2)x]
Look in: | (Z) My Documents - eF B~

@@@@@@@@@@@

() 5can AP
BB
B R

File rame: [ Open
Files of type:  [IFEG File (*jpa - Cancel

Ficture Display Style Adjust the size of the canvas ta fitthe picti_v.

After the successful loading:

K 4 > ¢ ]/ Y Hew Topelogyt
20|

To remove the background, right-click the blank place of the Topology view window and select Remove Background item.
View

The view option provides the functions of showing the grid and ruler in topology configuring the size of topology, and displaying the AP with small
or large icon. To show/hide the grid and ruler, click Grid or Ruler item from the right-click menu. To change the topology size and display ratio, click
Topology Size item from the right-click menu, as shown below.

Size

wide |0

Height 340
Scale
1 Unit Tm -
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Line

You can insert lines into map to organize the APs more efficiently. To insert a line, click the Insert line item from the Line option of right-click menu,
and use the mouse point to paint a line in the map. After insert a line, you can delete line/set line color/set line width/hide line by right-clicking the

line and then select the corresponding item from the drop-down menu.

Add/Hide Device

You can add station to the map by click Add Device item from the right-click menu, the window shown as below.

Device Name | Maciddress | IPAddress | lsdctive

CIowL-32004F  ODV46FDB4FE 192188050 Online

|
W

QEk. Cancel

To hide a device in the topology view, right-click the device and then select Hide Device item from the drop-down menu.
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Define Channel Color

The topology view can show the channel in different colors. To set channel color, click Define Channel Color item from the right-click menu, the
window shown as below.

Chan... | Color Value | Color ) hemmel

1 RGB(255, 128, 128) )

2 RGB(255, 255, 128) )

3 RGB[128, 255, 129) Define Color: J
4 RGBI0. 255.128)

5 RGB(128, 255, 255) =

[ RGE(D, 128, 255) ]

7 RGB(255, 128, 192)

8 FGB[255, 128, 255)

9 RGBI255, 0, 0) |

10 RGB(128, 128, 192) ]

11 RGE[255, 0, 255) I

12 RGBI126, 64, 64) __

13 RGBI0. 255, 0) Cl
3 RGEID.128.1281 | L —

Rotation Device

You can change the device angle by right-clicking the device, the window shown as below.

Forward Rokation 45 Degrees
Forward Rokation 90 Deagrees
Reverse Rotation 45 Degrees
Reverse Rotation 20 Degrees

Device Information
Delete Component
Madify Radio Range

D-Link

Building Networies, for Pesple
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To rotate the device at 45 degree clockwise, click Forward Rotation 45 Degrees item from Rotation Device option, shown as below.

D-Link AP Manager Il Software User Manual

112



Site Planning

The Site Planning is designed to help user to layout the wireless network. Before establishing a wireless network, user needs to plan and evaluate
at first. Normally, user locates some APs in the different places, and uses a notebook computer running scan AP program to test which places can
reach the highest radio effort. After record the data, they can be import into AP Manager Il for analyzing.

To run the scan AP program in a notebook computer, copy the ScanAP.exe from the installation directory of AP Manager Il of the computer which
has been installed AP Manager Il to notebook and then double click ScanAP.exe.

The Site Planning shows the results that tested by scan AP tool. Please first run the ScanAP.exe and save the scan result into the file and then right-
click the Site Planning view window to load the file.

LocationID(ESSID) | Start Time(Band) | nterval Timetavarssh) | LerthiMinkssI) | Description{iMarssI)
Delete
1| v
By DateTime |
]

100
_a0
(721
e
n:dﬂ

20

L 1 1 1 L L L L 1 1 1 L

T T T T T T T T T T T T
11:16 11.26 11.36 1146 11.56 12:08 12:16 12:26 1236 1246 12.56 1308

The Site Planning window shows BSSID, Start Time, Interval Time, Length, Description data of the site planning results.
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Collect information

To collect the AP’s RF information, please click the Scan item under the Tools menu or double click scanAP.exe in the notebook, the scanning

program will run, as shown below.

I Scanap.
File View Help

EIE

Soan Iformation |

8S5ID [ssi0

[Chanrel | Al

I 3

Total Time 720

Descrption Lacationd

< Adap
Location 1D Locationd
Interval Time g | secondi-3500)

Seconds:

Weslss Aceplers [
Last Soandt

Schedled Next Scan

1900:01-01 00:00:01

1300:01-01 00:00:071

Start Stop

Total

16:48 1643 1650 1851 1652 1543 1654 1655 1655 16:57 1655 1569

2008-6-11 16:47:40

Enter the Location ID, Description, and select the interval Time and wireless adapter, and then click the Start button. At first, you must select target

AP, as shown below.

~Flease select APs

BSSID =t=qm] Channel Authentication BSSI =)
00:22:b0:49:06:38 alpha-guest 13 Yes ]
00:22:b0:86:59:06 dlink 6 Mo 83
00:26:5a82:79:bc pure_test Mo 48
00:22:b0:49:04:b5 alpha-guest & Yes 71 3
00:22:b0:49:05:58 alpha-guest 1 Yes 76 ]
00:05:5d:55:93:a0 dlink 4 Mo 70
00:22:b0:49:05:a8 alpha-guest 13 Yes 56
00:22:b0:49:05:a0 alpha-guest 153 Yes 53
h11:22:33:4455 dlink-32004P 1 Mo N b
00:22:b0:49:0518 alpha-guest & Yes 74
00:1e:58:c2:3f.38 DLIMNE.cd 6 Yes 90
00:40:£4:87:96: b1 dlink-dawis 1 Mo 78
1oidefal 5:.c0:01 kimitest-roat i Mo 84 adl
i| | ] l|
Refrash Select Cancel
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Then ScanAP will start to collect the AP’s RF information. The scan information table shows any information in details. When the scanning finished,

the window shows:

L] E Scan complete!
L

When you scan again or close the ScanAP, it prompts to save the information into disk:

Save fs i3]
Savein [ 5canap x| e BB
My Recent
nnnnnnnnn
—
@
Desktop
My Documents
by Computer
ﬁg File rame: [Locations, stp | Save
MyNetwork  Save s ype: [ sitePlanning Files (*stp) | Cancel
Places

Note: ScanAP can run on the laptop computer singly.

Load information

To load the result file into Site Planning application, click the Load button from the Site Planning window, as shown below.

Lack in: | 3 Scan &P - eEmcrE-
EfiLocation stp.
File name: |
Files of type: |SitePIanning Files [*.stp) j Cancel

™ Dpen as read-only

115

D-Link AP Manager Il Software User Manual



Select the scanning result file. AP Manager Il shows the data in line by time, as shown below.

LocallD{BSSID) | Start Time(Band) | tnterval Time(avgrsst) | Lenth{MaxRsST) | Description{MinRSSL) ]
+/49 Locationd 2008-2-21 14:24:42 £ seconds 00:12:12(732 seconds) Locationa
+/3 LocationB 2008-2-21 14:38:47 10 seconds 00:20:20(1220 seconds) | Lacationg
By DateTime
LocationB
100 Legend
- o0:50:00:22:09:10 114l
- Ll e 00:eF01e 069 116G [
B /. 3 | — " A
w T ! 3 l Fa— 1:33 11
3
a0 00:50:00:23:-10:14 11 Gl
00134665 3002 1160
20 00:08:7 beF2:16 16 [
L L L L L L L L L L ; ;
+ + + + + + + + + +
1438 440 1442 1ddd 1445 1447 1443 1450 1452 1484 1455 1487

Click the + icon front the scanning record to expand the item and view the details.
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Report
Association

The association window shows managed APs and their associated client stations in two ways — By Access Point and By Wireless Station.

By Access Point

Highlight an Access Point and the details of client stations that associated with the AP list. The detail information includes, DateTime, MAC Address,
Alias, Access Point, SSID, Band, Authentication, RSSI and Power save mode.

Access Point GroupType | Model j |AII Group ﬂ
M odel Marme | M ac Address | IP Address |
[ Dwl-32004F  001346FDB4FS 1392.168.0.50
Select None | Select Al I Refresh
Station Detail
DateTime Mac Address Aliag Access Paoint S5ID 1 Band ] Authentication
2182009 153612 001724930003 jacky 192 768.050 Primary-5510 202119 O penSystem
S I =
Export Text | hd | Clear

From the Group Type, you can specify that the window show the data according to specified model or group.

To export the AP data to file, click a file type from the Export Text drop-down menu or click the Export Text button, and then enter a file name in
the Export window, click the Save button to save the AP data.
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By Wireless Station

To list the APs according to the specified station and detected date, choose the date range from From/To drop-down menu, and type Mac address
or alias of the device, then click Search By ... button.

From | 218/2009 »| 141744 = To| 2182003 »||1417:44 = [ Seach by macAddress |-|

D ateTime | Mac Address | Aliag | Access Point | S50 | Band | authentication | RS
< 3
Export Text | - ‘

To export the AP data to file, click a file type from the Export Text drop-down menu or click the Export Text button, and then enter a file name in
the Export window, click the Save button to save the AP data.
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Security

The security window graphically lists the security level of the managed APs.

Security Report

-
(8]

RN N N N N N Y

- =
[ Y

Legend

[ dlink-1-202 11bdg

Security Level(Low-hight)

= kI W k= th T -l 0 0

1

Wireless Metwork (55100

Security Details
SSID | Fodel M amme | Mac sddress | IP Address | Authentication | Band
dlirike-1 Dw/L-32004P 001 34EFDE4FS 152.168.0.50 Open System 802.11b4g

Fiefrezh

The security levels from the lowest to highest are: Open System, Shared Key, WPA-Personal, WPA-Enterprise, WPA2-Personal, and
WPA2-Enterprise.

The security details window shows the SSID, Mode Name, MAC Address, IP Address, Authentication, and Band information of APs.
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Utilization window shows the band usage of specified APs. To show the usage, AP Manager |l should poll the APs.

Utilization

EE &S0 BEE

= - All Space
(21 General
w1 Group
=22 MultiConfiguration
(21 Template
{221 Task Schedule
#-[Z3 Fault Manager
=[] Toal
(21 Topology
(22 5ite Planning
{23 Config Comparison
=-{Z] Report
= [ Assaciation
{2 By Access Point
(£ By Wireless Station
D Security

a

(1 channel
(Z1 Rogue &P
D Syslog
D Custam

(22 Monitor

[12/57200 =] 1o [12/5/2010 ]  Search

Trarsmit D etail

Select devices

DateTime P Addiess M ax STA's Number UpTime Transmitted Packets

[ Selete from CustomGroup

Modsl Nams [MAC Adtess [ 1P Address [ Watmask [
DAP-2353 0003SDSS93A0 192168051 253,255,255,
DWL-32004P  SCI1Z2334455 1921680200 2552552550

Select Canrel

Puliing Detail
Palling Interval 5 minutes Scheduled Nest Poll  2010-05-12 14:22:34

Dependency None Last Palled At 2010-05-12 14:22:34

I” Enable Threshald Naotice
Thieshold Calumn

Transmitted Success Rate | Transmilted Retry Rate

[12/05/201010:22:16.406 ]The initislization complets
[12/05/201010:22:16.406 15yslog Server Star success
[12/05/201010:22:17.062 1SnmpTrap receiver initialize successtully!
[12/05/201010:22:32.406 ]Discover Completed!
[13/05/201009:33:17.875 ]Discover Completed!

To start the polling, you should select the APs that AP Manager Il will polling from the Select window by clicking the Change button of Dependency
and then click Start button. You can also enable the threshold notice by clicking the Enable Threshold Notice and select the type of Threshold

Column.
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Channel

The channel window graphically lists the channel usage of the managed APs.

20211 bfasr Channel Uzage

20211 g/ Channel Report

Channel Counts
(]
AN

A F__ 4 F F F R F '
1 2 3 4 & i 7 S g L] 1 12 13

802.11 ain Channel Report

Channel Counts
k2
s

Channel Report

Channel Counts
P

GroupType | Model > |#hGioup |  Refresh

From the Group Type, you can specify that the graph shows the data according to specified model or group.
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Rogue AP

The rogue AP window lists the APs scanned by AP Manager Il. You can specify which AP is valid, rogue or neighbor AP.

Channel BS5ID Maode S5ID =

11 1CAFFFZESSS0 11g =

[ 00zZB0490463 11b alpha-guest £

1 002290125475 11g 2590ipvetest el

7 1122334455 11b dlink-32004P

1 Q0Z65AA879EC 11b pure_test

Channel BS5ID Maode S5ID =
‘2
o
5
&
=i
5
=
@
w
=
o
=1
5

Dietect

To categorize the APs, click the Detect button to scan the APs around, and click the category at the right side of window, then drag the AP from
top window to bottom window.
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Syslog

The syslog window shows the system log information sent by the managed APs. Please configure the APs to send the syslog to AP Manager I first,
for how to configure the log setting of AP, refer to page 80.

| Facilit: | Priorit: | Timestamp | Sender | Message |
w 1 5 2008-5-9 9:32:112 172,18,215.50 [5¥5]--AP cold start with Fiw version: v2,40
& 1 G} Z008-5-9 9:32:113 172,15,215.50 [5%5]--web login success from 172.18,215,212
w 1 5 Z008-5-9 9:32:14 172.18.215.50 [WIRELESS]--WLAM1 Mormal AP ready
@ 1 5 2008-5-9 9:34:52 192,166,0,50 [5%5]--AP warm stark with Flw version: v2,10
e‘;‘ 1 5 Z2008-5-9 913453 192,168.0.50 [MOTICE]--Ethernet AE1 LINK DOWN
&‘,‘ 1 5 Z008-5-9 9:34:54 192.168.0.50 [WIRELESS]--LAMO Mormal AP ready
0 1 5 Z008-5-9 9:34:55 192.168.0.50 [WIRELESS]--WLAM1 Mormal AP ready
@ 1 5 2008-5-9 9:35:05 172.18,215.50 [5¥5]-'Web logout from 172.18,215,212
&1 5 2008-5-9 11:05:22 172,18,215.50 [5%5]--web login success from 172,18,215,111
@ 1 5 Z2008-5-9 11:11:05 172.18.215.50 [55]--Web logout from 172.18.215.111

Custom

The Custom window shows summarized information about the associated station numbers of APs in a specified interval.To list the stations according
to the detected date, choose the date range from From/To drop-down menu, and click Search button.

Fom | 2182008 ~|[141548 = 7o [ 2182009 < |[147548 = seaen GoupTyoe [Model =] [MIGieu =)

DateTime | ccess ot [ stations numbers [

Custom Report

10

Hmber

]
6
+
2
]

14:15:40 151548 16:1549 171599 121549 19:1549 201599 1349 21549

Time: 2000-02- 15 14:15 492009021 221548

Export

From the Group Type, you can specify that the window show the data according to specified group.
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Monitor

The Monitor window shows the performance of a specified AP in real-time, the window shown as below.

Profile

Action
yroy - -
.lll Devices data monitor Create Delete Edit Stop Repart
Profile Marne Interval Time Total Time
Details
[ Color [ Last Polled &t | Scheduled Next Pal | Date [

To create a new surveillance profile, click Create button to open the following window.

Settings

Ok
Profile Name Profilel Cancel

Device IP Address
Optian <
Public Community String public
Interval Time [seconds) 5 Seconds :|v
Total Time  [minutes] B0
tonitor ltem
Manitor lkem 1361 j
Data Type Abzolute -
Urit Eytesis A
Range 0 1o [100
Segment Is—
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Enter the profile name, public community string and select the device IP address, scan interval time, total display time and monitor items. Then
click Start button to monitor the AP’s received or transmitted data in visualized way.

Prafile

Action
= ]‘T.] Devices data manitar
9 Frofilel Create | | s Rieport
Profiled
Profile Mame  [Prafilel Interval Time F Sec Total Time W
Detailz
| Colar | Last Palled At | Scheduled Mext Pall | Date |
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User Management

AP Manager Il allows you to manage the user profiles. To manage the users, click the User Manage item under the System menu or click the
icon @ in the tools bar. The configuration page is shown as below.

User

User Hame Passarord Privilege Creat Date
admin admin Administrator
£ >
Add | Update | Dielete |
Harme Passwrord
Privilege |Manager v

Resume

Explanation of privilege levels:

« Administrator: Owns all the rights of AP Manager .
- Manager: Owns all the rights except user manage.
+ Guest: Only can view the information.

To add a new user, follow the steps below:

+ Enter the username and password in the Name and Password textbox.
+ Choose the right level in the Privilege drop-down menu.

« Enter the description about this user in the Resume textbox.

+ Click the Add button to add this user to AP Manager II.

To modify a user, highlight the record line of that user, modify the contents in the corresponding textbox, and then click the Update button to
apply the changes.

Note: The changes will take effect at next login. To delete a user, highlight the record line of that user, and then click the Delete button to remove
the user from AP Manager Il.
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System Environment

You can change the software operation environment of AP Manager Il. To configure the system environment, click the Options item under the
System menu or click the icon in the tools bar. The configuration page is shown as below.

General l Module] Databaze Maintenance] Advanced]

Logon Setting
+ Ta use the spstem, uzer should input name and password
(" Please select the uzer to use the spstem

User Mame | Frivilege | Creat Date | Fesume
fdminigtia || |
< ¥
SHMP Setting
Public Community String |DUb"C Port |‘“31

Private Community String private
SMMP Rezponze Timelut 5 (560 Seconds]

Paolling Setting
Palling type {* Dizsable " Enable

Interval time: [10-60 Seconds)

Discower

Rety 1 TirmeOut & [5-60 Seconds)

Logon Setting: Set whether login the system automatically or by hand. To login automatically, you should select a user used to login the system

from the user list.

SNMP Setting: Set the Public/Private Community String, Port number and SNMP Response Timeout.

Polling Setting: Disable by default. When this function is enabled, you must set the polling interval time, it is 30 seconds by default.

Discover: Enter the Retry number and the time of timeout when discovering.
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General Module l Database Maintenance | Advanced
Select fimware file for model
Model Mame Firrnware file
|E:\Documents and Settings\benjamin. chiD esktophDAP2E53-firmw

Save Browse

Module Information

Model Mame: DaP-2553

Drescription: AP Manager [l Module »1.20r57
[2010-04-27)

Wersior: 1.20

Support Band: 11a/bigin

Fogue AP
™ Auto-Sign Rogue AP

IP Range to

(] 8 Cancel
| | |

Module: For updating the firmware of AP, you can specify a default firmware file for each model of AP. Highlight one type of AP, and click the Browse
button to choose the firmware file then click the Save button to apply the changes.
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Generall Module Database Maintenance \.&dvanced

Select | Faclt Data ﬂ

Motice By Records

To enszure the database efficient, Pleaze notice uzer to clear
the databaze

Matice user when records 1000

Clear Rule
* Delete all records

(" Delete these top recards

Recaords: 100

(" Delete these records befare the datetime

Dratetime: 2M8/2009 -
Clear

Ok | Cancel

Select Choose: the type of records.

Notice By Record: Set the number that record reach to notice the user to clear the database.
Clear Rule:
- Delete all records: select this option to clear all the records.
+ Delete these top records: select this option to clear the specified number of top records.

« Delete these records before the date time: select this option to clear the records that recorded before the specified time. Click
the Clear button to apply the change.
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General] Mu:udule] Database Maintenance  Advanced I

TimeQut Settings
Set Timeout[z)

Reboot Timeout(z]

Configuration Flazh Update Timelz)
Factom Reset Time(z]

F/od Download Time(s)

FAwf Flash pdate Time(z]

Timing Tolerance Time(s)

T

Default

FTP Server
{* Enable Local FTR Server

" Enable Remate FTP Server
Femote Server IP Address |

Ilzer Mame |

Password |

Port |

(] 8 Cancel

:

TimeOut Settings: Configure the system time out settings.

FTP Server: Click Enable Local FTP Server to run an ftp server on the local computer. The ftp server will run when AP Manager Il starts. Click Enable
Remote FTP Server if all the system logs are stored in a lone ftp server. You should configure the ftp server parameters here.
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