DGL-4300 Screen Captures
FW: v1.3

Default IP: 192.168.0.1
Password: nothing at all.

address | &] hktp:/192.168.0.1 w GU Links

Log in ko the router;

Password : |

Copyright @ 2004-2008 C-Link Svskems, Inc,

The new settings have been saved.

The router must be rebooted before the new settings will take effect. You can rebook the router now using the button below, or make
other changes and then use the reboot button on the Tools/System page.

Reboot the Device

Microsoft Internet Explorer, E|

( ¥ | are vou sure vou wank to reboot the device?
\t/ Rebooting will disconnect any currently ackive sessions,

| oK | [ Cancel ]

Please wait 10 seconds.

If wou changed the IP address of the router
wou will need to change the IP address in wour
browser before accessing the configuration Web site again.




WIZARD

WAN

LAMN

DHCP

WIRELESS

WIRELESS SECURITY

ADVANCED STATUS

The D-Link Wireless Gaming Router™ powered by GameFusl™ technology meets the demands of individuals who demand powerful
and reliable petformance for the ultimate online gaming experience.

INTERNET CONNECTION SETUP WIZARD

The Following Web-based Setup Wizard is designed to assist wou in connecting your new D-Link Rouker to the Internet. This Setup
‘izard will guide wou through step-by-step instructions on how to get wour Internet connection up and running. Click the buttan

below ko begin,
Launch Internet Connection Setup Wizard

Mote: Before launching these wizards, please make sure vou have Followed all steps outlined in the Quick. Inskallation Guide included
in the package.

WIRELESS SECURITY SETUP WIZARD

The Following Web-based Setup Wizard is designed ko assist you in vour wireless network setup, This Setup Wizard will guide wou
through step-by-step instructions on how to sek up your wireless network and how to make it secure.

Launch Wireless Security Setup Wizard

Mote: Some changes made using this Setup Wizard may require wou to change some settings on your wireless client adapters so
they can skill connect to the D-Link Router,

Copyright @ 2004-2005 D-Link Swstems, Inc.



GAMERLOUNGE:=> =

WELCOME TO THE D-LINK SETUP WIZARD

This wizard will guide you through a step-by-step process to configure your new D-Link router and connect to the
Internet.

Step 1: Set your Password

Step 2 Select vour Time Zone

Step 3: Configure wour Internet Connection
Step 4: Save Settings and Connect

e comce

Copyright © 2004-2005 D-Link Svystems, Inc,

STEP 1: SET YOUR PASSWORD

By default, your new D-Link Router does not have a password configured for administrator access to the Web-based
configuration pages. To secure your new networking device, please set and verify a password below:

|
Yerify Password : | |

| prev [l new [ concel

Password :

Copyright © 2004-2005 D-Link Syskems, Inc,

STEP 2: SELECT YOUR TIME Z0ONE

Select the appropriate time zone for your location. This information is required to configure the time-based options for
the router.

| {GMT-08:00) Pacific Time (US/Canada), Tijuana w

= N BT

Copyright © 2004-2005 D-Link Syskems, Inc.



STEP 3: CONFIGURE YOUR. INTERNET CONMNECTION

Your Internet Connection could not be detected, please select your Internet Service Provider (ISP} from the list below.
If your ISP is not listed; select the "Mot Listed or Don't Know" option to manually configure your connection.

Mok Listed or Don't know

If your Internet Service Provider was not listed or you don't know who it is, please select the Internet connection type
below:

{*) DHCP Connection {Dynamic IP Address)
Choose this if your Internet connection automatically provides wou with an IP Address, Most Cable
Maodems use this bype of connection,

O Username i Password Connection {PPPoE)
Choose this option if your Internet connection requires a username and password bo get online.
Most DSL modems use this connection type of conneckion,

O Username i Password Connection {PPTP)

Choose this option if wour Internet connection requires a username and password ko get online,
Maost DSL modems use this connection type of connection,

) Username / Password Connection {LZTP)
CChoose this option if wour Internet connection requires a username and password ko get online.,
Mast DSL modems use this connection type of conneckion,

) Static IP Address Connection
Choose this option if your Internet Setup Provider provided wou with IP Address information that
has to be manually configured.

=3 =3 EXR
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Your Internet Connection could not be detected, please select your Ir
If your ISP is not listed; select the “Mot Listed or Don't Know" option b

Mok Listed or Don't Know |

| L Lis 1L
Adelphia Power Link,

If your Internet Service Provider s | 1p ps1 't know whe
below: ATAT DSL Service
Bell Svmpatico
Bellsouth i
Charter High-Speed amic IP Ad
Comcask nnection auk
Covad eckion,

Cox Communicakions
Earthlink Cable
Earthlink CEL rnEt_CDI'II'IE!Et
Frontierfet nection type
Cptimumn Online
R

Road Runner
Rogers Yahoo!

Connectior

Conneckior
rnek connect
nection type

SEC Yahaoo! DSL Connectior
gg:t:kﬂasy ernet conne
tion k
Sprint FastConneck nEction bype
U= yection
Tirne Warner Cable et Setup P

LS Wesk | Cwest

‘Werizon Cnline DSL
A0 Communicakions m .|




Note: you need to Clone the MAC address to get past this screen.

DHCP CONNECTION {DYNAMIC IP ADDRESS)

To set up this connection, please make sure that you are connected to the D-Link Router with the PC that was
originally connected to your broadband connection. If you are, then click the Clone MAC button to copy your
computer's MAC Address to the D-Link Router.

MAC Address: |00:00:00:00:00:00 |

Clone Your PC's MAL Address

Host Mame : | |

Moke: You may also need to provide a Host Mame, If wou do nok have or know this information,
please contact wour ISP,

[rre I v [ corce
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SETUP COMPLETE!

The Setup Wizard has completed - Click the Connect button to save your settings and reboot the router.

Crree [ Concel [ comect |

Copyright € 2004-2005 D-Link Systems, Inc,



SET USERNAME AND PASSWORD CONNECTION {PPPOE)

To set up this connection you will need to have a Username and Password from your Internet Service Provider. If you
do not have this information, please contact your ISP.

User Name :
Password :
¥Yerify Password :

Service Name :

| {optional)

Mote: ¥ou may also need to provide a Service Mame. IF wou do not have or know this information,
please conkack waur ISP,

[rre I e o

Copyright © 2004-2005 D-Link Swskems, Inc.

SET STATIC IP ADDRESS CONMECTION

To set up this connection you will need to have a complete list of IP information provided by your Internet Service
Provider. If you have a Static IP connection and do not have this information, please contact your ISP.

IP Address :

Subnet Mask :
Gateway Address :
Primary DNS Address :

Secondary DNS Address :

0.0,0.0

|255.255.255.0

0.0,0.0

|
|
0.0.0.0 |
|
|

0.0,0.0

= 3 EXN

Copyright @ 2004-2005 D-Link, Svystems, Inc.




If you click on the “Launch Wireless security” option on the front page you get the below.

WELCOME TO THE D-LINK ¥WIRELE! ECURITY SETUP WIZARD

This wizard will guide you through a step-by-step process to setup your wireless network and make it secure.

Step 1: Mame vour Wireless Network

Step 2: Select a Channel For wour \Wireless Metwork
Skep 3 Secure your Wireless Mebwark

Step 4: Set your Wireless Security Password

[l e

Copyright & 2004-2005 D-Link Syskems, Inc,

STEP 1: NAME YOUR WIRELESS NETWORK

Your wireless network needs a name so it can be easily recognized by wireless clients. For security purposes, it is
highly recommended to change the pre-configured network name of [default].

Wireless Network Mame |deFault |

{SSID) :
= =3

Copyright & 2004-2005 D-Link Systems, Inc,

STEP 2: SELECT A& CHANNEL FOR. YOUR WIRELESS NETWORK

A wireless network uses specific channels in the 2.4GHz wireless spectrum to handle communication between clients.
Choosing a clear channel can help optimize the performance and coverage of your wireless network.

Wireless Channel : | 2437 GHz - CHE (% |

= B ETR

Copyright © 2004-200% D-Link Syskems, Inc.

A wireless network uses specific channels in the 2.4GHz wireless spectrum b
Choosing a clear channel can help optimize the performance and coverage o

Wireless Channel: | 2.437GHz - CHe  +

2.412GHz-CH 1

2417 GHz-CH 2
2422GHz-CH3
2427 GHz - CH 4
2432 GHz - CHES
; He
2442 GHz -CH7 04-Z005 D-Link Swstems, I
2447 GHz - CH 8
2.452GHz -CH 9
2,457 GHz - CH 10
2,462 GHz - CH 11

2,467 GHz - CH 12
2472 GHz - CH 13




STEP 3: SECURE YOUR WIRELESS NETWORK

In order to protect your network from hackers and unauthorized users, it is highly recommended you choose one of
the following wireless network security settings.

There are three levels of wireless security -Good Security, Better Security, or Best Security. The level you choose
depends on the security features your wireless adapters support.

BEST () Select this option if wour wireless adapters SUPPORT WPAZ
BETTER ) Select this aption if your wireless adapters SUPPORT WPA
GoOD () Select this option if your wireless adapters DO NOT SUPPORT WPA

NOMNE (%! Select this option if vou do not want to activate any security Features

For information on which security features your wireless adapters support, please refer to the adapters’
documentation.

Mote: All D-Link wireless adapters currently support WPA.

| prev [l vew Qi concel

Copyright @ 2004-2005 D-Link Syskems, Inc,
If you select NONE and click next you get the below.

SETUP COMPLETE!

Below is a detailed summary of your wireless security settings. Please print this page out, or write the information on
a piece of paper, so you can configure the correct settings on your wireless client adapters.

Wireless Network Name
(551D) : defaul:

[rre [ concel [ sove |

If you select “GOOD”

STEP 4: SET YOUR WIRELESS SECURITY PASSWORD

Once you have selected your security level - you will need to set a wireless security password. ¥With this password, a
unique security key will be generated.

Wireless Security Password : | |
(z ko 20 characters)

Mote: You will need to enter the unique security key generated into your wireless clients enable proper wireless
communication - not the password you provided to create the security key.

= &N XN




SETUP COMPLETE!

Below is a detailed summary of your wireless security settings. Please print this page out, or write the information on
a piece of paper, so you can configure the correct settings on your wireless client adapters.

Wireless Network Mame
(55ID):
Wep Key Length : 123 hits
Default WEP Key to Use: 1
Authentication: Open
Wep Key: 80145 75F90 73992 7EFAT 67000 0

| o [ concel [ sove |

default

Selecting “BETTER” or “BEST” will only give better protection.



WIZARD

wanN

LAMN

DHCP

WIRELESS

WIRELESS SECURITY

ADVANCED

Internet Connection Settings

STATUS

Llse this section ko configure your Internet Connection bype, There are several connection tvpes ko choose From: Static IP, DHCP,
PPPoE, PPTP, L2TP, and BigPond. If wou are unsure of wour connection method, please contact wour Internet Service Provider.

MNote;: If using the PPPoE option, wou will need to remove or disable ary PPPOE client software on your computers,

Save Settings . Don't Save Settings [
MODES

Choose the mode to be used by the router to connect to the Internet.

WANMode: & static O oHop O peroE O prre O L2TR

Use these DNS Servers :

Primary DNS Server : iIZI.IZI.EI.D |

Secondary DNS Server : iIZI.IZI.EI.D |

Use the default MTU :

u: [55 Jores
WAN Port Speed : | Auto w

Respond to WAN Ping :
MAC Cloning Enabled :

MALC Address :

STATIC WaN MODE

Enter the static address information provided by your Internet Service Provider (ISP).

IP Address: |0.0.0.0 |

Subnet Mask : |0.0.0.0 |

Default Gateway : !D.D.D.D |




Internet Connection Settings

Ilse this section to configure your Internet Connection tvpe. There are sewveral connection bvpes to choose from: Static IF, DHCP,
PPPoE, PPTP, LZTP, and BigPond. If wou are unsure of your conneckion method, please contact vour Inkernet Service Provider,

Moke: IF using the PPPoE option, wou will need ko remove or disable any PPPoE client software on wour computers,

Save Settings Don't Saye Settings

MODES

Choose the mode to be used by the router to connect to the Internet.

waNMode: O static & pHop O prroE O prTR O LZTP
Use these DNS Servers: [ |

Primary DNS Server : | |

Secondary DNS Server : | |

Use the default MTU :
MTU : |:| (bytes)
WAN Port Speed : | Auto w |
Respond to WANPing: [ |
MAC Cloning Enabled : [ ]

MALC Address : | |

DHCP WAN MODE

Host Name : | |

once connection: IECeal IEEEE

Clicking the Release butkon above will release the IP address of this router, Clicking the Renew
button will immediatel renew the IP address of this router,

Enable BigPond :

BigPond Server : |I|:u;|in-server

BigPond User Id : |

BigPond Password : |

|
|
|
Yerify Password : | |

BigPond Connection: | Disconnect _

Clicking the Connect bukton above will atternpt an immediate connection to a remote BigPond
server if one is nok already ackive, Clicking the Disconnect button will immediately terminate
any active connection,




Internet Connection Settings

I=e this section ko canfigure your Internet Connection bype, There are several connection byvpes to choase Fram: Static IP, DHCP,
PPPoE, PPTP, LZTP, and BigPond. IF wou are unsure of wour conneckion method, please contact wour Inkernet Service Provider,

Moke: If using the PPPoE option, wou will need ko remove or disable any PPPOE client software on wour computers,

Save Settings Don't Save Settings
MODES

Choose the mode to be used by the router to connect to the Internet.

waNMode: O static O oHor @ peraE O PRTP O L2TP
Use these DMS Servers: [ |

Primary DNS Server : | |

Secondary DNS Server : | |

Use the default MTU :
MTU: I:I (bytes)
WAN Port Speed : | Auko W |
Respond to WAN Ping: [ |
MAC Cloning Enabled : [ ]

MAC Address : | |

PPPoE WAN MODE

Enter the information provided by your Internet Service Provider (ISP).

Username :

¥Yerify Password :

|

Password : |-"" |
|
|

Seryice Name : ||{|:u|:uti|:|naljl

Reconnect Mode: () Always an ® ondemand ) Manual
Maximum Idle Time : ICI (minutes, O=infinite)
PPPOE Connection: RALiiastll LGt i

Clicking the Connect butkon abowve will atkempt an immediate connection to a remote PPPoE
server if one is nok already active, Clicking the Disconnect butkon will immediately terminate
any ackive caonnection,

These buttons will be enabled after the router reboots with this configuration.

PPTP or L2TP not supported in Australia on NZ.



WIZARD

WAN

LAM

DHCP

WIRELESS

WIRELESS SECURITY

ADVANCED STATUS

Metwork Settings

|Jse this section to configure the internal network settings of wour router, The IP Address that is configured here is the IP Address
that wou use ko access the Web-based management interface. If vou change the IP Address here, vou may need to adjusk wour
PC's network settings to access the network, again.

Save Settings | Don't Save Settings [

LAN SETTINGS

IP Address: |192.168.0.1 |

Default Subnet Mask : |255.255.255.0 |
RIP Announcement :

Router Metric : .1 |

ADYANCED STATUS

WIZARD

wan

LAN

DHCP

WIRELESS

WIRELESS SECURITY

DHCP Server

Use this section to configure the built-in DHCP Server bo assign IP addresses to the computers on vour network,

Save Settings | Don't Save Settings

ENABLE

Enable DHCP Server :

DHCP SETTINGS

DHCP IP Address Range : |100 !ta 199 {addresses within the LAM subnet)

DHCP Lease Time : |144D |(minutes]l

NUMBER OF DYNAMIC DHCP CLIENTS : 1

IP Address
192,165.0.115 Revoke

MAC Address
00:0C: 76:52: 7631

Computer Name

ADD STATIC DHCP CLIENT

Enable :
1P Address: |0.0.0.0

| 2 | Select Machine | % |

MAC Address: |00:00:00:00:00:00 |

Copy Your PC's MALC Address

Computer Name : | |

STATIC DHCP CLIENT LIST

Enable Computer Name MALC Address IP Address




ADVANCED

STATUS

WIZARD

chiilel Wireless Network Settings

LAN

ey Ise this sectic-n_to configure the _wireless _settings for your D-Link Router, Please note that changes made on this section may also
need to be duplicated on your Wireless Client,

WIRELESS

WIRELESS SECURITY

Save Settings |

ENABLE

Enable Wireless Radio :

Super G™ Mode

Auto Channel Select :
Channel :
Transmission Rate :

802.11 Mode :

BASIC WIRELESS SETTINGS

@ visible O Invisible

Besk {aubomatic) s |(Mbitll's)
Mixed 802, 11g and 802,110 ¥ |
q | Super G with Drynamic Turbo | |

Wireless Metwork Name : dgl_‘a_ult {Also called the 551D

Yisibility Status :

BASIC WIRELESS SETTINGS

Wireless Metwork Name : ||:IeFauIt |(.ﬁ.lscu called the 5510
¥isibility Status: (3 visitle O Invisible

Auto Channel Select :

Channel :

Transmission Rate :
802.11 Mode :
Super G™ Mode :

{Mbit s}

[ Turbo

Best {automatic) |+
E

{ automaktic)

54 [108]
48 [96]
36 [72]
24 [48]
18 [36]
12 [24]
9[18]

D4-2005 D-Link Systems, Im

BASIC WIRELESS SETTINGS

Wireless Network Name : |deFault |(.¢\Iso called the 53107
Wireless Network Name : |default |(.0.Iso called the 55107 Visibility Status:  © visble O Invisible
Auto Channel Select :

¥isibility Status :
Auto Channel Select :
Channel :

Transmission Rate :

- Super G™MMode @ | Super G with Dynamic Turbo  »
802.11 Mode : | Mixed 302.11g and 802,110 » -
Disabled
Super G™ Mode : Super G withaut Turbo

@ visible O Invisible

e ot ) i)

Channel :
Transmission Rate :
802.11 Mode :

[os otomatic 6179

[ Mixed 802.11g and 802.11b v |

Super G with Dyvnamic Turbo
Super G with Static Turbo
T I0] Ly =210

=tink Systems, Inc.



WIZARD

wanM

DHCP SErYEr,

WIRELESS

WIRELESS SECURITY

To protect your privacy, use this section to configure the wireless security features. This device supports three wireless security
LAN modes including: WER, WPA-Personal, and WPA-Enterprise, WEP is the original wireless encryption skandard, WPA provides a higher
lewvel of security, WPA-Personal does not require an authentication server, The WPA-Enterprise option requires an external RADIUS

Save Settings Don't Save Settings |

STATUS

WIRELESS SECURITY MODE

Security Mode: (& pane ) wEP ) WPa-Persanal ) WPA-Enterprise

WIRELESS SECURITY MODE

Security Mode: () pore &) wEP () WPA-Personal () WRA-Enterprise

maximum of 13 characters for 128 bit keys.

WEP is the wireless encryption standard. To use it you must enter the same key(s) into the router and the
wireless stations. For b4 bit keys you must enter 10 hex digits into each key box. For 128 bit keys you must
enter 26 hex digits into each key box. A hex digit is either a number from 0 to 9 or a letter from A to F. For the
moskt secure use of WEP set the authentication type to "shared Key" when WEP is enabled.

You may also enter any text string into a WEP key box, in which case it will be converted into a hexadecimal key
using the ASCII values of the characters. & maximum of 5 text characters can be entered for 64 hit keys, and a

WEP Key Length : | 64 bit {10 hex digits) | tlength applies to all keys)

WEP Key 1 (TYTITTITYT Y]

WEP Key 2 (TYTITTITYT Y]

|
|
YWEP Key 3: |-unlu|-----un
WEP Key 4: |

Default WEP Key : | WEP Key 1+
Authentication :

WEP Key Length :

A4 bit (10 hew digits) |
B4 bit (10 hesx digiks)

1256 bit (26 hex digits)
WEPKey 2: sssssessss |

(length applies ko all keys)
WEPKey1:




WIRELESS SECURITY MODE

Security Mode: () pone ) wWEP (5 wPA-Personal () WPRA-Erterprise

WPA requires stations to use high grade encryption and authentication. MOTE: WDS will not function with WPA
security.

WPAMode: (WA |
Cipher Type: |TEIP A
Group Key Update Interval : |3600 (seconds)

PRE-SHARED KEY

Pre-Shared Key : |uu““ |

WPA requires stations to use high grade encryption and authentication. NOTE: WDS will not function with WPA
security.

WPA Mode :
Cipher Type :
Group Key Update Interval :

WPA requires stations to use high grade encryption and authentication. MOTE: DS will not function with WPA
security.

WPA Mode : | 'WPA b
Cipher Type :

Group Key Update Interval :

[aES
TKIP and AES




WIRELESS SECURITY MODE

Security Mode: () none (O wEP () wPA-Personal (&) wWPA-Enterprise

WPA requires stations to use high grade encryption and authentication. NOTE: WD5 will not function with WPA
security.

WPA Mode : | 'WPA b

Cipher Type: |TEIP w
Group Key Update Interval : [3600 (seconds)

EAP (B0D2.1X)

When WPA enterprise is enabled, the router uses EAP (802.1x) to authenticate clients via a remote RADIUS
SErver.

Authentication Timeout : (mirutes)

RADIUS server IP Address: |0.0.0.0 |

RADIUS server Pork: 1312

RADIUS server Shared
Secret:

MAC Address Authentication :

|rau:|ius_shareu:| |

Optional backup RADIUS server:

Second RADIUS server IP

Address : |D'D'D'D |
Second RADIUS server Pork: 1512
Second RADIUS server

Shared Secret : |rau:|ius_shareu:| |

Second MALC Address
Authentication :




BASIC

ADVANCED

YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTIMG

ADVANCED

STATUS

The ¥irtual Server option allows ywou to define a single public part on your router Far redirection to an inkernal LAN IP Address and
Priwate LAN port if required. This Feature is useful For hosting onling services such as FTP or Web Servers,

Save Settings Don't Save Settings

ACCESS COMTROL

WEE FILTER

MALC ADDRESS FILTER

FIREWALL

INBOUMD FILTER

ADYANCED WIRELESS

ADD VIRTUAL SERYER

Enable :
Nane :

IP Address:
Protocol :
Private Port :
Public Port:
Schedule :

| L4 | Select Wirtual Server ¥ |

0.0.0.0 |
TCP v

Blways W

1

VIETUAL SERVYERS LIST

Enable Mame IP Address Protocol /Ports Schedule
ADD YIRTUAL SERVER
Enable :
Mame : | <z | Seleck Virtual Server | w
. Select Yirtual Server
IP Address: |0.0.0.0 | SELET
Protocol : -TCF' w HTTP
HTTRS Enable :
Private Port : I:I FTF |
DNS Mame :
PublicPort: 0| SMTP |
IP Address :
Schedule : _ﬁ.lwa 5 W POP3
L2 METMEETIMNG Protocol :
REMOTE DESETOP
PPTF Private Port :
L2TP -

tnable :

Name :

IP Address

Protocol :
Private Pork :
Public Port :
Schedule :

Olways

Blways W

Nubhlir Mauk .



BASIC

ADVANCED

YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMIMNG

GAMEFUEL

ROUTIMG

ADVANCED

STATUS

The Special Application option is used to open single or multiple parts on your rauter when the router senses data sent to the
Inkernet on a "trigger” part ar port range. Special Applications rules apply to all computers on waur internal network.,

Save Settings Don't Save Settings

ACCESS CONTROL

WEE FILTER

MALC ADDRESS FILTER

FIREWALL

INEOUND FILTER

ADYAMNCED WIRELESS

APPLICATION LEVEL GATEWAY (ALG) CONFIGURATION

. . . Windows
PPTP: IPSec ¥PN : RTSP: Messenger -
FTP: NetMeeting : SIP:
AOL : MMS : L2TP:

Enable :

ADD SPECIAL APPLICATIONS RULE
Enable :

Mame : | s | Select Special Application

Trigger Port Range :
Trigger Protocol :
Input Port Range :
Input Protocol :

Schedule :

|tex. 100-200,588)

Baoth

|tex. 100-200, 588

Bokth %

Blways W

[

SPECIAL APPLICATIONS RULES LIST

Enable MName

Trigger Protocol/Ports

Input Protocol/Ports Schedule

Name : |
Range : | |{ex. IIEn:i-fnl Application
- Eiglli-:trgelgtphune
Range : | |(EX.ICQ
-atocol : E’Ijq_.lar;;liessenger

hedule @ | Alwavs W

| <« | Select Special Application |+




YIRTUAL SERYER

| ADVANCED

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

68, 855, or Mixed (1020-5000, £33,

ROUTING Sarve Settings Don't Save Settings

ACCESS COMTROL

The Gaming option is used to open multiple parts or a range of ports in wour rouker and redirect data through those ports to a single
PC on wour network, This Feature allows wou to enter ports in various Formats including, Port Ranges (100-507, Individual Ports (50,

WEBE FILTER

MALC ADDRESS FILTER

ADD GAME RULE

FIREWALL

Enable :

INBOUMD FILTER

ADYVANCED WIRELESS

IP Address: [0.0.0.0 |

Call of Duty

Cvoarn 3

. eDonkey
Copyright © Z004-2005 eMule

A Everquest

Far Cry

Mame : | |<< Select Game

Age of Empires

TCP Ports to Open: | | |Aliens vs, Predator
America's Army
UDP Ports to Open: | | Asheron's Call

Battlefield 1942

Schedule : Battlefield: Vietnam

BitTorrent
Command and Conguer Generals
Command and Conguer Zero Hour

GAME RULES LIST Counter Strike
Crimson Skies
Dark Reign 2

Enable Name IP Address TCP Ports o s Force

Diablo I and II

Dungeon Siege

Final Fantasy I (PC)

Final Fantasy ®I (P32)
Gamespy Arcade
Gamespy Tunnel
Ghost Fecon

Gnutella
Half Life

< | Select Game o | % Felect Game "
HalF Life v Rise of Mations ~
Halo: Combat Evalved — Roger Wilco
Heretic 11 Rogue Spear
Hexen IT Zerious Sam II

Tedi Knight I1: Jedi Outcast Shareaza

N S Silent Hunter 1T
ie.ﬁ.?_IIKnlght III: Jedi Academy = oldier of Fartune

. Soldier of Fortune IT: Double Helix
LS Splinker Cell: Pandara T

Medal of Honor: Games Stp n Ter k'EEi'I: ‘32 DraHDmDrmw
MM Game Zone I e

|~ |Skarcraft
M3aM Game Zone (D) . .
Myth Starsiege Tribes

Skearn
Meed For Speed .
MNeed For Speed 3 T[E!al'l'gﬁpeak

Tiberian Sun

Meed for Speed: Hot Pursuit 2 - edL

Meverwinker Mights Pglfr w??{ds a8y

Painkiller uT:I.' SRS —

PlayStationz Ult!":':'m

Postal 2: share the Pain ima
Urreal

RSk Unreal Tournament Mame

Egiantii Si B Unreal Tournament 2004
Vietcong

R ainbiow Six: Raven Shield W -

Feturn to Castle Wolfenstein warcraft -

Rise of Mations arcra
Wil

EEQE; I";'“';Dar Wialfenstein: Enemy Territory
d P WON Servers

Serious Sarn I1
Shareaza Wiarld |_:|F Wiarcraft
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BASIC STATUS

YIRTUAL SERYER

Use this section to configure D-Link's GameFuel™ Technology. GameFuel improves wour online gaming experience by ensuring that
GAMING wiour garne traffic is priotitized ower other netwark kraffic, such as FTP or Web, For best performance, use the Aubornatic
Classification option bo automatically set the priority For vour applications.

SPECIAL APPLICATIONS

GAMEFUEL

ROUTING Save Settings Don't Save Settings

ACCESS CONTROL

WEE FILTER
ENABLE
MAC ADDRESS FILTER

Enable GameFuel: []

FIREWALL

INBEOUND FILTER

ANUARMCEN IAITDE] OO



IJse this section to configure D-Link's GameFuel™ Technology, GameFuel improves wour online gaming experience by ensuring that
wour game traffic is prioritized over other network traffic, such as FTP or Web, For best performance, use the Automatic
Classification apkion ko automatically set the priority For wour applications,

Save Settings Don't Save Settings |

Enable GameFuel :

GAMEFUEL SETUP

Automatic Classification :
Dynamic Fragmentation :

Automatic Uplink Speed :
Measured Uplink Speed : Mot Estimated kbps

Uplink Speed : I:I kbps =<

Connection Type : | Auto-detect b

Detected ®DSL Or Other
Frame Relay Network :

ADD GAMEFUEL RULE

Mo

Enable :
Name : | |
Priority : D (0,.255, 255 is the lowest priarity)
Protocol : |EI | s | Select Prokocal |+ |
Source IP Range : |0.0.0.0 \to |255.255,255.255 |
Source Port Range : |1 |t|:| |E-5535 |
Destination IP Range : |0.0.0.0 \to |255.255,255.,255 |
Destination Port Range : |1 |t 85535 |
Csove

GAMEFUEL RULES LIST

Enable Mame Priority Source Destination Protocol / Ports
IP Range IP Range




Uplink Speed : I:Ikbps o

Connection Type : | fuko-detect W

:ted #DSL Or Other
ne Relay Metwork :  [*D'3L Or Other Frame Relay Metwark

Cable Cr Other Broadband Metwark,

ADD GAMEFUEL RULE
Enable :

Mame : | |

Priority : ICII:D..ESSJ 255 is the lowest prio
Protocol : |0 |q:q: Select Prokocal | »

Source IP Range: |0.0.0.0 AN 5,255

. ICMP
Source Port Range: |1 TCP :I
—I
|

Destination IP Range : |0.0.0.0 UDF BS.255

Destination Port Range : |1 \to |65535

= K




BASIC

ADVANCED

STATUS

YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMIMG

GAMEFUEL

ROUTING

ACCESS CONTROL

WEE FILTER

MAC ADDRESS FILTER

FIREWALL

INBOUMD FILTER

ADYAMNCED WIRELESS

The Routing option allows you to define Fixed routes to defined destinations.

Save Settings Don't Save Settings .

ADD ROUTE

Destination IP
MNetmask

Gateway

Enable :

Interface :

Metric :

O

:0.0.0.0 |

: 0.0.0.0 |

t0.0.0.0 |

AN [

ROUTES LIST

Enable Destination IP
127.0,0.0

192.168.0.2
192.168.0,255
192.168.0.1

192,168.0.0

Netmask Gateway Metric Interface
255.0.0.0 0.0.0.0 1 Loopback,
295,255 ,255.255 0.0.0.0 1 LAMN
295,255 255,255 0.0.0.0 1 [
295,255, 255,255 0.0.0.0 1 LAN
255,255.255.0 0.0.0.0 1 LA




STATUS

The Access Contraol option allows wou to control access inand out of wour network, Use this Feature as Parental Contrals ko anly
GAMING grant access ko approved sites, limit web access based on time or dates, andfor block internet access For applications like P2P
utilities or games,

YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMEFUEL

ROUTIMNG Save Settings Don't Save Settings

ACCESS COMTROL

WEB FILTER
ENABLE
MAC ADDRESS FILTER

Enable Access Control: [ ]

FIREWALL

INBOUMD FILTER

ADYAMNCED WIRELESS




Enable Access Control :

ADD ACCESS CONTROL RULE
Enable :

Policy Mame : | |

Address Type: (& 1p (O mac O Others

IP Address : |IZI.IZI.EI.III |-::-::|SEIE|:I: Marchine Y|

Machine Address : | | 4

Schedule :

Apply Web Filter: [ ]
Log Internet Access: [ |

Block access to specific IP addresses and parts,

Port Filter Rules

Enable Mame Dest IP Dest IP Protocol Dest Dest

Start End Port Port

Start  End
O | | 0.0.0.0 | |255.255, 255,255 | |BOTH % [1 | [65535 |
O | | 0.0.0.0 | |255.255. 255,255 | |BOTH % [1 | |65535 |
O | | 0.0.0.0 | 255,255, 255,255 | |BOTH v [1 | |esgas |
O | | 0.0,0,0 | |255.255,255.255 | |BoTH v [1 | 65535 |
O | | 0.0,0,0 | |255.255.255.255 | |BoTH v [1 | 65535 |
O | | 0.0,0,0 | |255.255, 255,255 | |BOTH v [1 | 65535 |
O | | 0.0,0.0 | |255.255,285,255 | |BoTH % [1 | |essE |
O | | 0.0.0.0 | |255.255,255,255 | |BoTH v [1 | |essxE |

ACCESS CONTROL RULES LIST

Enable Policy Machine Schedule

Web
Filtering

Logged




BASIC STATUS

YIRTUAL SERVER

The Web Filker options allows you to set-up a list of allowed Web sites that can be used by multiple users, When Web Filker is
GAMING enabled, all other Web sites not listed on this page will be blocked, To use this Feature, vou must also select the "Apply Web Filber"
checkbox in the Access Control section,

SPECIAL APPLICATIONS

GAMEFUEL

ROUTING Save Settings Don't Save Settings

ACCESS CONTROL

WEE FILTER
ADD WEB SITE
MAC ADDRESS FILTER

Enable :

INBOUND FILTER Web Site : | |{eg: dink.com)

ADYAMNCED WIRELESS m

FIREWALL

ALLOWED YWEB SITE LIST

Enable Web Site
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YIRTUAL SERYER

The MaC (Media Access Controller) Address filker option is used ko control network access based on the MAC Address of the
GAMING network, adapter, & MAC address is a unique ID assigned by the manufacturer of the network adapter, This feature can be
configured to ALLOW ar DEMY networkfInternet access,

STATUS

SPECIAL APPLICATIONS

GAMEFUEL

ROUTING Sarve Settings Don't Save Settings

ACCESS CONTROL

WEE FILTER
EMABLE
MAL ADDRESS FILTER

Enable MAC Address Filter: [ ]

FIREWALL

INEOUND FILTER

AFGIARCET RITRE FOO

The MAC {Media Access Controller) Address Filker option is used to conkrol network access based on the MA&C Address of the
network adapker, & MAC address is a unique ID assigned by the manufacturer of the network adapter, This feature can be
configured ko ALLOYWY or DENY networl/Internet access,

Save Settings Don't Save Settings

Enable MAC Address Filter :

Mode : ||:|nly allow lisked machines |«

Filter Wireless Clients ;
Filter Wired Clients :

ADD MAC ADDRESS

Enable :
MAC Address : | |<{|Select Marchine V|

Copy Your PC's MAC Address
=3

MALC ADDRESS LIST

Deny access to everyone except the machines in this lisk:

Enable ™MAC Address




STATUS

BASIC ADVANCED

ADVANCED

SPECIAL APPLICATIONS

The DMZ {Demilitarized Zone) aption provides you with an option to set a single computer on your nebwork autside of the router, IF
GAMING wou have a computer that cannat run Internet applications successfully from behind the router, then vou can place the computer
into the DMZ For unrestricked Internet access.,

GAMEFUEL

ROUTING Mote: Putting & computer in the DMZ may expose that computer to a wariety of security risks, Use of this option is only
recommended as a lask resart.

ACCESS CONTROL

WEE FILTER Save Settings Don't Save Settings

MALC ADDRESS FILTER

FIREWALL
FIREWALL SETTINGS

INBOUND FILTER

ADYANCED WIRELESS R |:|

Enable DM2: []

DMZ IP Address: | |

BASIC

ADVANCED
ADVANCED

SPECIAL APPLICATIONS

STATUS

Inbound Filter Rules

GAMING

EAMEFUEL The Inbound Filker option is an advanced method of controlling data received from the Internet, With this feature wou can configure
inbound data Filkering rules that control data based on IP Address, Protocal, andfor Port,

ROUTIMNG

The Inbound Filker option is best suited For limiting access to a server on your network to & specific IP, For most applications you

GIELELESRS (ERLEIL should use Yirtual Server, Special Applications, or the Gaming section ko create rules that will allow applications to communicate

WEE FILTER through the router,
MALC ADDRESS FILTER

Save Settings Don't Save Settings
FIREWALL

INEOUND FILTER

ADVYANCED WIRELESS ADD INBOUND FILTER. RULE

Enable :
Name : | |
Action :

Source IP Range : |0.0.0.0 |to |255.255. 255,255

Protocol: |EBoth w

1 |ta 65535 |

Source Port Range :

Public Port Range : |1 |to 65535 |

Schedule : |alwavs

Log:

0’

INBOUND FILTER RULES LIST

Enable Mame Action Source IP Protocol /' Schedule Log?
Ports
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ADVANCED

YIRTUAL SERYER

ARG GIHAR AL If wou are not Familiar with these Advanced Wireless settings, please read the help section before atkempting to modify these
GAMIMNG settings.
GAMEFUEL
Save Settings Don't Save Settings
ROUTING

ACCESS CONTROL
WEB FILTER ADVANCED WIRELESS SETTINGS

MALC ADDREESS FILTER
FIREWALL Fragmentation Threshold : [3200 (256,.65535)

INBOUND FILTER RTS Threshold :  [3200 (1..65535)
ADYANCED WIRELESS Beacon Period : (1,.65535)
DTIM Interval : (1..255)

802.11dEnable: [ ]

Transmit Power :

WDS Enable: [ ]

WDS AP MAC Address: 1|

|
|
3:| |
|
|
|

(Leave blank to disable WDS For that slot)

D mnE e .
Transmit Power :

WD5S Enable :

WDS AP MAC Address :




ADYANCED STATUS

TirE Administrator Settings

SCHEDULES

—— The Admin option is used to set a password for access ko the Web-based management. By default there is no passwaord configured.
It is highly recommended that you create a password ko keep your new router secure.

EMAIL

SYSTEM Save Settings Don't Save Settings

FIRMWARE

DYMAMIC DMNS

PASSYWORD

Please enter the same password into both boxes, for confirmation.

Password : | |

Yerify Password : | |

ADMINISTRATION

Gateway Name : |GamerLDunge |

Enable Remote Management : [ |

Remote Admin Port: G050
Admin Idle Timeout : {minukes)

SAVE AND RESTORE CONFIGURATION

| |[ Browse... |

Restore Configuration from File
Save Configuration




ADMIN

TIME

SCHEDULES

SYSLOG

EMAIL

SYSTEM

FIRMWARE

DYNAMIC DNS

Daylight Saving offset :

Enable NTP server :

ADVANCED STATUS

Time Configuration

The Time Configuration option allows you ko configure, update, and maintain the correct time on the internal swskem clack, From this
section you can set the time zone that wou are in and set the NTP (Metwaork: Time Protocol) Server. Daylight Saving can also be
configured ko automatically adjust the time when needed.

Save Sektings Don't Save Settings

TIME CONFIGURATION

Time Zone: | (GMT-05:00) Pacific Time (U5/Canada), Tijuana v |

Daylight Saving Enable: [ ]
Daylight Saving offset :
Enable NTP server: [ ]

NTP Server Used : | | TS

SET THE DATE aAND TIME

Current Gateway Time : Saturday, 31 January 2004 12:58:40 PM
Vear 2004 W Manth Jan W Davy 31w
Haur 12 |w Tinute 55w Second 37w PM W

Set the Time Copy Your Computer's Time Settings

MTP Server Used : |

<« | Seleck NTP Server W

Select TP S

E DATE AND TIME

‘urrent Gateway Time :

pool.ntp.org
Lirne-a. nisk, gay
kime-b, misk, goy
kimne., windows. com
Eirme. nist.gow

Saturdav. 31 January 2004 12:




seHEDULES

ADYANCED STATUS

ADMIMN
TIME ) ) o ) '
The schedule configuration option is used ta manage schedule rules For various Firewall and parental contral Features.
SCHEDULES
SYSLOG Save Settings Don't Save Settings
EMAIL
SYSTEM
ADD SCHEDULE RULE
FIRMWARE

Mame : | |
Day{s): O alweek & Select Day(s)

[ sun [ mon [T Tue [ wed [T tho [T Fri [ sat

allpay - 24 hrs: [

DYMAMIC DNS

Start Time : ||:| |: |D || AM Vl (hour:minuke, 12 hour time)

End Time : |IZI |: |D || A Vl (hour:minute, 12 hour time)

[ e

SCHEDULE RULES LIST

Mame Day(s) Time Frame

ADVANCED STATUS

ADMIMN
TIME . . .

The SysLog options allow wou ko send log information to a SysLog Server.,
SCHEDULES
SYSLOG Save Settings Don't Save Settings
EMAIL
SYSTEM
FIRMWARE

Enable Logging To Syslog 0

DYMAMIC DNS Server:

The SysLog aptions allow waou ko send log information ba a SysLog Server,

Save Settings Don't Save Settings

ENABLE

Enable Logging To Syslog
Server :

SYSLOG SETTINGS

Syslog Server IP Address : |III.III.IZI.IZI |




ADMIMN

ADVANCED

TIME

Email Settings

SCHEDULES

SYSLOG

address,

EMAIL

SYSTEM

FIRMWARE

100LS

Save Settings Don't Save Settings

STATUS

The Email feature can be used to send the system log files, router alert messages, and firmware update notification to wour email

DYMNAMIC DMNS

Enable Email Notification :

address.,

Email Settings

Save Settings Don't Save Settings

The Email feature can be used ko send the syskem log files, rouker alerk messages, and firmware update notification to waur email

En

able Email Motification :

EMAIL SETTINGS

From Email Address : |

To Email Address : |

SMTP Server Address : |

Enable Authentication: [ ]

Account Name : |

Password : |

Yerify Password : |

OnLogFull: []

EMAIL LOG WHEN FULL OR. ON SCHEDULE

On Schedule :

Schedule :

O




ADMIMN

TIME

SCHEDULES

SYSLOG

EMATL

SYSTEM

100LS

ADVANCED STATUS

System Sektings

The System Settings section allows you to reboot the device, or restore the router to the Fackory default settings, Restoring the
unit ko the Factory default settings will erase all settings, including any rules that you have created.

FIRMWARE

DYMAMIC DNS

ADMIN

Reboot the Device

SYSTEM COMMANDS

Restore all Settings to the Factory Defaults

TIME

SCHEDULES

SYSLOG

EMAIL

SYSTEM

FIRMWARE

DYMNAMIC DNS

CERMWARE

Firmware Upgrade

ADVANCED STATUS

The Firmware Upgrade section can be used to update vour router o the latest firmware code to improve functionality and
performance.

To check For the latest firmware, click the [Check Online Mow, ., ] button, I wou would like to be notified when new firmware is
released, place a checkmark in the box next to Email Motification of Mewer Firmware Yersion,

Save Settings Don't Save Settings

FIRMWARE INFORMATION

Current Firmware Yersion: 1.3 Latest Firmware Yersion: 1.3

Check Online Now for Latest Firmware Yersion

FIRMWARE UPGRADE

Mote: Some firmware upgrades reset the router's configuration options to the Factory defaults. Before
performing an upgrade, be sure to save the current configuration from the Tools - Admin screen.

To upgrade the firmware, your PC must have a wired connection to the router. Enter the name of the firmware
upgrade file, and click on the Upload button.

Upload : | |[ Browse... |

FIRMWARE UPGRADE NOTIFICATION OPTIONS

Email Notification of Newer

Automatically Check Online for
Firmware Yersion : D

Latest Firmware ¥Yersion :




ADMIMN

10015

ADVANCED STATUS

TIME

Dynamic DNS (DDNS)

SCHEDULES

SYSLOG

The DDMS Feature allows you bo host & server (Web, FTP, Game Server, etc...) using a domain name that wou have purchased
(v whateveryournameis.com) with ywour dynamically assigned IP address. Most broadband Internet Service Providers assign

EMAIL

dynamic {changing) IP addresses. Using a DOMNS service provider, your Friends can enter in your domain name to connect ko your

SYSTEM

game server no matter what your IP address is.

FIRMWARE

Save Sektings Don't Save Settings

DY MAMIC DNS

ENABLE

Enable Dynamic DNS: [ ]

Dynamic DNS (DDNS)

The DOMS Feature allows wou ko host a server (Web, FTP, Game Server, etc...) using a domain name that you have purchased
(v, whakeveryournameis, com) wikh your dynamically assigned IP address, Most broadband Internet Serwvice Providers assign
dynamic {changing) IP addresses, Using a DDNS service provider, wour friends can enter in ywour domain name to connect ko your
game server no matter what wour IP address is.

Save Settings Don't Save Settings

ENABLE

Enable Dynamic DNS :

DYNAMIC DNS

Server Address : | s, DrynDMS , org w |

Username or Key : | |
Password or Key : | |

¥Yerify Password or Key : | |

Host Mame : | |

Timeout : thours)

Server Address :
Host Name :
Username or Key :
Password or Key :
Password or Key :

Timeout :

vy CrenDMS, org b
v, changeip, com

(EATENTEY I ] Il kS . ar
wiwy, EuroDynDMS.org
wana, hin, org

WA, Mo-ip, Com

A, 0ds, org

i, ovhL com

ey, regfish, com

iy, bzo, com
I — |
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STATUS

DEYICE INFO

WIRELESS

ROUTING

LOGS

STATISTICS

ADVANCED

Device Information

Al of wour Inkernet and network connection details are displaved on this page. The firmware version is also displayed here,

ACTIYE SESSIONS

DEYICE INFO

Time : 3Saturday, 31 January 2004 1:04:55 PM
Firmware Yersion: 1.5, 15 Apr 2005

Connection Type: DHCP
MAC Address: 00:11:95:EF:E2:ED
IP Address: 0.0.0.0
Subnet Mask: 0.0.0.0
Default Gateway : 0.0.0.0
Primary DNS Server: 0.0.0.0
Secondary DNS Server: 0.0.0.0
Bigpond Server: Enabled
Bigpond Server Mame :  login-server
Bigpond Status :  BigPond logging in

MAC Addresss: 00:11:95:EF:B2:E1
IP Address: 192.163.0.1
Subnet Mask : Z55,255,255.0
DHCP Server: Enabled

WIRELESS LAN

Wireless Radio: ©n
MALC Addresss: 00:11:95:EE:B3:16
Network Mame {S5ID) :  default
Channel: &
Turbo Mode :  Enabled
Security Type: None

WIRELESS

ROUTIMNG

LOGSE

STATISTICS

ADVANCED

Associated Wireless Client List

Lse this option to view the wireless clients that are connected to wour wireless router,

ACTIYE SESSIONS

NUMBER OF WIRELESS CLIENTS : O

MAC Address IP Address




DEYICE INFO

WIRELESS

ROUTING

LOGS

STATISTICS

ACTIYE SESSIONS

[ STATUS

DEYICE INFO

BASIC

WIRELESS

ROUTING

LOGS

STATISTICS

ACTIYE SESSIONS

ADVANCED

Routing Table

This page displaws the routing details configured for wour router.

ROUTING TABLE

Destination IP Netmask Gateway Metric Interface
127.0,0.0 255.0,0.0 0.0.0.0 1 Loopback
192.1658.0,2 255.255,255.255 0.0.0.0 1 LaN
192.168.0,255 255.255,255.255 0.0.0.0 1 LaN
192.1658.0.1 255.255,255.255 0.0.0.0 1 LaN
192.1658.0.0 255.255,255.0 0.0.0.0 1 LaN

ADVANCED

STATUS

System Logs

Lise this option ko view the router logs. You can define what types of events wou wank ko view and the event levels to view, This
router also has external syslog server support so you can send the log files to & computer on wour network that is running a syslog
ukility,

LOG OPTIONS

YWhat to Yiew : Firewall & Security System
Yiew Levels : Critical Warning

Apply Log Settings Now

Fouker Status
Informational

LOG DETAILS

N  ETE ETE

[INFO] Sak Jan 31 12:05:47 2004 Log viewed by IP address 192.168.0,115

[INFO] Sak Jan 31 11:18:13 2004 Allowed configuration authentication by IP address 192,168.0,115
[INFOQ] Sak Jan 31 11:12:14 2004 Allowed configuration authentication by IP address 192,168.0,115
[INFO] Sak Jan 31 10:41:18 2004 Log viewed by IP address 192.168.0,115

[INFO] Sak Jan 31 10:39:23 2004 Initialization complete, starting DHCP server

[INFO] Sak Jan 31 10:39:22 2004 Allowed configuration authentication by IP address 192,168.0,115
[INFO] Sak Jan 31 10:39;16 2004 LAM interface is up

[IMNFO] Sak Jan 31 10:39:16 2004 LAM Ethernet Carrier Detected

[INF] Sak Jan 31 10:39:16 2004 Gateway initialized

[IMNFO] Sak Jan 31 10:39:16 2004 Wireless Link is up

[INF] Sak Jan 31 10:39:16 2004 BigPond enabled

[INFOQ] Sak Jan 31 10:39:16 2004 Mo Internet access policy is in effect, Unrestricked Internet access allowed to everyone
[INFQ] Thu Jan 01 00:00:00 1970 Loaded configuration From non-wolatile memory




BASIC

W STATUS

DEYICE INFD

WIRELESS

ROUTING

LOGS

STATISTICS

ACTIYE SESSIOMNS

DEYICE INFO

WIRELESS

ROUTING

LOGS

STATISTICS

ACTIYE SESSTONS

STATUS

Metwork Traffic Stats

ADVANCED

Traffic Statistics display Receive and Transmit packets passing through wour router,

LAN STATISTICS

Sent: 5350 Received: 4115
TX Packets Dropped: 0 RX Packets Dropped: 0
Collisions: 0 Errors: 0

Sent: &7 Received: 0
TX Packets Dropped : 37 RX Packets Dropped: 0
Collisions : 0 Errors: 0

WIRELESS STATISTICS

Sent: 5153 Received: 15323
TX Packets Dropped: 0 Errors: 9452

ADYAMCED

This page displays the full details of active sessions to your router,

ACTIVE SESSIONS

Internal Protocol External MNAT Priority State Dir Time Dut
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STATUS
GLOSSARY
BASIC HELP
& Wizard
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» DHCP
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ADVANCED HELP

Wirtual Server
Special Applications
Garming

GAMEFLIEL
F.auking

Access Control
Web Filter

MAC Address Filker
Firewall

Inbound Filker
Advanced Wireless

TOOLS HELP

Admin

Time
Schedules
Syslog

Ernail

Syskem
Firmware
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