ADVANCED 5 STATUS

WIZARD

Wah The D-Link Wireless Gaming Rouker™ powered by GameFuel™ technology meets the demands of individuals who demand powerful
LAN and reliable performance For the ulkimate online gaming experience.,

DHCP

WIRELESS

INTERNET CONNECTION SETUP WIZARD

The following Web-based Setup ‘wizard is designed to assist vou in connecting vour new D-Link Router to the Internet. This Setup
Wizard will guide vou through step-by-step instructions on how to get vour Internet cannection up and running, Click the button
belaw ko begin.

Launch Internet Connection Setup Wizard

Mote: Eefore launching these wizards, please make sure you have followed all steps outlined in the Quick Installation Guide included
in the package.

MICROSOFT WINDOWS CONNECT NOW WIZARD

The following wizard uses Microsoft's Windows Connect Mow technology to automatically configure the wireless settings on wour
Gateway. Make sure that you have sucessfully run Microsoft's Metwork Wireless Configuarion Wizard on your computer befare using

this feature.
WIRELES URITY SETUP WIZARD

The following Web-based Setup Wizard is designed to assist vou in your wireless network setup, This Setup Wizard will guide vou
through step-by-step instructions on how bo set up your wireless network and how to make it secure.

Launch Wireless Security Setup Wizard

Mote: Some changes made using this Setup Wizard may require you to change some settings on your wireless client adapters so
it

Bl S S e S G BRI ST

WELCOME TO THE D-LINK SETUP WIZARD

This wizard will guide you through a step-by-step process to configure your new D-Link router and connect ko the
Internet.

Step 1; Set vour Password

Step 2; Select vour Time Zone

Step 3: Configure your Internet Connection
Skep 4! Save Settings and Connact
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STEP 1: SET YOUR PASSWORD

By default, your new D-Link Router does not have a password configured for administrator access to the Web-based
configuration pages. To secure your new networking device, please set and verify a password below:

Password :

Yerify Password :

[E= =] =]
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GAMERLOUNGE:5:

NET E\

STEP 2: SELECT YOUR. TIME ZONE

Select the appropriate time zone for your location. This information is required to configure the time-based options for
the router.

{GMT-08:00) Pacific Time (US/Canada), Tijuana [v]

=1 =3 E=1
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AMERLOUNGE 5=

NE

Your Internet Connection could not be detected, please select your Internet Service Provider (ISP) from the list below.
If your ISP is not listed; select the "Not Listed or Don't Know™ option to manually configure your connection.

Mot Listed or Don't Know v

If your Internet Service Provider was not listed or you don't know who it is, please select the Internet connection type
below:

() DHCP Connection {(Dynamic IP Address)
Choose this if your Internet connection automatically provides wou with an IP Address. Most Cable
Modems use this bype of connection,

O Username / Password Connection (PPPoE)
Choose this option if your Internet connection requires a username and password to get online,
Most D3L modems use this connection type of connection,

) username / Password Connection {PPTP}

Choose this option if vour Internet connection requires a username and password to get online,
Most DSL modems use this connection bype of connection.

(C)Username / Password Connection {L2TP)

Choose this option if your Internet connection requires a username and password ko get online.
Most D3L modems use this connection type of connection.

(%) Static IP Address Connection

Choose this option if your Internet Setup Provider provided you with IP Address information that
has ko be manually configured,

[z [ Te
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GAMERLOUNGE:5:

DHCP CONNEGCTION (DYNAMI

To set up this connection, please make sure that you are connected to the D-Link Router with the PC that was
originally connected to your broadband connection. If you are, then click the Clone MAC button to copy your
computer's MAC Address to the D-Link Router.

MAC Address : |00:0C:76:52:7C:40 {optional)

Clone Your PC's MAC Address

Mote: ¥ou may also need to pravide a Host Marme, IF you do not Rave or know this infarmatian,
please contact your ISP,

=3 23 E=R

Host Name :
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SETUP COMPLETE!

The Setup Wizard has completed. Click the Connect button to save your settings and reboot the router.

[ e [ concel [ comect
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WIZARD

WAN

LAN

DHCP

WIRELESS

Internet Connection Settings

Use this section to configure vour Inkernet Connection type, There are several connection bypes ta choose From; Static IP, DHCR,
PPPoE, PPTR, L2TP, and BigPond. If you are umsure of ywour connection method, please conkact your Internet Service Provider.

Mote: If using the PPPoE option, vou will need to remove or disable any PPPOE client software on vour computers.

Save Settings Don’t Save Settings [
MODES

Choose the mode to be used by the router to connect to the Internet.

WaNMode: & static O oHop O prraE O TP O L2TP

STATIC WAN MODE

Enter the static address information provided by your Internet Service Provider (ISP).

1P Address: |202.129.109.82
Subnet Mask : |255,255,255.224
Default Gateway : |202.129.109.65

DNS AND ADVANCED SETTINGS

Use these DNS Servers:

Primary DNS Server : .‘.1.2..2.2

secondary DNS Server: |4.2.2.3



GAMERLOUNGE:=> =

WIZARD

WAN

LAMN

DHCP

WIRELESS

MNetwork Settings

Use this section to configure the internal netwark settings of your router. The IP Address that is configured here is the IP Address
that wou use to access the Web-based management interface. If vou change the IP Address here, you may need to adjust wour
PC's network settings to access the network again.

Save Settings Don't 5ave Settings

LAN SETTINGS

IP Address: |192.165.0.1
Default Subnet Mask : |255.255,255.0

RIP SETTINGS

RIP Announcement :

Router Metric: |1

DNS RELAY

Enable DNS Relay :
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WIZARD

WAN

LAN

DHCP

WIRELESS

ADVANCED STATUS

DHCP Server

Use this section to configure the built-in DHCP Server to assign IP addresses ko the computers on wour network.

Save Settings Don't Save Settings |
ENABLE

Enable DHCP Server :

DHCP SETTINGS
L

DHCP IP Address Range : 199 (addresses within the LAM subnet)

DHCP Lease Time : |{minutes)

Always broadcast : (compatibility For some DHCP Clients)

NUMBER OF DYMAMIC DHCP CLIENTS : 1

Computer Name MALC Address IP Address
00 0Ci7E52: 740 192.165.0,147 Revoke
ADD STATIC DHCP CLIENT

Enable :

1P Address: [0.0.0.0 | <[ select Machine |V|

MAL Address : DUDDDDDDUDUD

Copy Your PC's MAC Address

Computer Name :




ENABLE

Enable Wireless Radio :

BASIC WIRELESS SETTINGS

wireless Network Name @ |default (#lso called the S5I0)
visibility Status : & visible O Invisible
Auto Channel Select :
Channel :
Transmission Rate : | Best {automnatic) [v] (Mt} =)
802.11 Mode : |Mixed 802, 11g and 802.11b [w |
super G™Mode : | Super G with Dynamic Turbo [v]

WIRELESS SECURITY MODE

Security Mode : O none (2 wep (O wPa-Personal (O WPA-Enterprise

WEP is the wireless encryption standard. To use it you must enter the same key{s) into the router and the
wireless stations. For 64 bit keys you must enter 10 hex digits into each key box. For 128 bit keys you must
enter 26 hex digits into each key box. A hex digit is either a number from 0 to 9 or a letter from A to F. For the
most secure use of WEP set the authentication type to “Shared Key" when WEP is enabled.

You may also enter any text string into a WEP key box, in which case it will be converted into a hexadecimal key
using the ASCII values of the characters. A maximum of 5 text characters can be entered for 64 bit keys, and a
maximum of 13 characters for 128 bit keys.

WEP Key Length : | 128 bit (26 hex digits) [ ] flength applies to all keys)
WEP Key 1:

WEP Key 2:
WEPKey 3: (eescssssssssssssssssssssses

WEPKeyd: eessssssssssssssssssssssss

Default WEP Key : | WEF Key 1 |+




GAMERLOUNGE:=>=

YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

The Yirtual Server option allows you ta define a single public port on your router For redirection to an internal LAN IP Address and
Private LAN port if required. This Feature is useful For hosting online services such as FTP or Web Servers.

Save Settings Don't Save Settings

ACCESS CONTROL

WEE FILTER

MAC ADDRESS FILTER

FIREWALL

INBOUNC: FILTER

ADYANCED WIRELESS

SCHEDULES

ADD VIRTUAL SERVER

Enable :
Name : < |Select Yirtual Server [v]
IP Address: |0.0.0.0 L |Select fachine [v]

Protocol :
Private Port ;
Public Port :
Inbound Filter :
Schedule :

=x
VIRTUAL SERVERS LIST

Enable Name IP Address Protocol Inbound Filter Schedule
Private
Port/Public Port
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NET

VIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

ADVANCED 10 Al HE

The Special Application option is used to open single or multiple ports on your rauter when the router senses data sent to the
Inkernet on a “trigget” pork or park range. Special Applications rules apply ko all computars on your internal netwark.

Save Settings Don't Save Settings

ACCESS CONTROL

WEE FILTER

MALC ADDRESS FILTER

FIREWALL

INEOUND FILTER

ADYANCED WIRELESS

SCHEDULES

APPLICATION LEVEL GATEWAY (ALG) CONFIGURATION

. . . windows
PPTP: IPSec ¥PN: RTSP: et
FTP: NetMeeting : SIP: Walke-On-LAN :
ADL: MMS : L2TP:

ADD SPECIAL APPLICATIONS RULE

Enable :
Name : £ | Select Special Application [v]
Trigger Port Range : (e, 100-200,555)

Trigger Protocol : | Both
Input Port Range : {ex, 100-200, S88)
Input Protocol :

Schedule :

'k

SPECIAL APPLICATIONS RULES LIST

Enable Name Trigger Protocol /Ports Input Protocol/Ports Schedule
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YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

ACCESS CONTROL

WEE FILTER

MALC ADDRESS FILTER

FIREWALL

INBOUND FILTER

ADYANCED WIRELESS

SCHEDULES

ADVANCED

YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

ACCESS CONTROL

WEE FILTER

MAC ADDRESS FILTER

FIREWALL

INBEOUND FILTER

ADYAMNCED WIRELESS

SCHEDULES

ATUS HE

eaMme

The Gaming option is used to open multiple ports or a range of ports in vour router and redirect data through those ports to a single
PC on vour network, This Feature allows wou to enter ports in various Formats including, Port Ranges {100-50), Individual Ports (50,
&8, 588), or Mixed {1020-5000, 659).

ADD GAME RULE

Enable :

Name :

= | Select Game [v]

IP Address: |0.0.0.0 L |Select Machine [v]

TCP Ports to Open :
UDP Ports to Open:
Inbound Filter :

Allow &ll [+ ]
Always .

=X K

Schedule :

GAME RULES LIST

Enable Name IP Address TCP Ports UDP Ports Inbound Filter Schedule

Copyright © 2004-2005 D-Link Systems, Inc.

STATUS

Use this section to configure D-Link's GameFuel™ Technology. GameFuel impraves your anline gaming experience by ensuring that
wour game traffic is prioritized owver other network traffic, such as FTP or Web, For best performance, use the Aukomatic
Classification option to automatically set the prioriky For your applications.

Sarve Settings Don't Save Settings

ENABLE

Enable GameFuel:  []

Copyright @ 2004-2005 D-Link Systems, Inc,




GAMERLOUNGE=> =

SPECIAL APPLICATIONS

The Routing option allows you to define fixed routes to defined destinations.

GAMING
GAMEFUEL Save Settings Don't Save Settings
ROUTING
ACCESS CONTROL
ADD ROUTE
WEE FILTER

Enable :
MAC ADDRESS FILTER

Destination IP :

FIREWALL

MNetmask :
INBOUNLC FILTER

Gateway :
ADYAMNCED WIRELESS

Interface :
SCHEDULES

Metric :

ROUTES LIST

Enable Destination IP Netmask Gateway Metric Interface
192.168.0.255 255.255,255.255 0.0.0.0 1 LAN
192.1658.0.1 £55,295.2595.255 0.0.0.0 1 LAN
192.168.0.0 255,255,255.0 0.0.0.0 1 LAN
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YIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

ACCESS CONTROL

WEE FILTER

MAC ADDRESS FILTER

FIREWALL

INEOUND FILTER

ADYANCED WIRELESS

SCHEDULES

ADVANCED ATUS HELP

The Access Control option allows you ko contral access in and out of your netwark., Use this Feature as Parental Contrals ko only
grant access ko approved sites, limik web access based on time or dates, and/or block internet access For applications like P2ZP
utilities or games.

Save Settings Don't Save Settings
ENABLE

Enable Access Control: [

Copyright @ 2004-2005 D-Link Systems, Inc.
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ADVANCED

VIRTUAL SERYER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

ACCESS CONTROL

WEE FILTER

MALC ADDRESS FILTER

FIREWALL

INEOUND FILTER

ADYANCED WIRELESS

SCHEDULES

STATU HEL

WEBRILTER

The Web Filter options allows you to set-up a list of allowed Web sites that can be used by multiple users. When Web Filker is
enabled, all other Web sites not listed on this page will be blocked. To use this feature, wou must also select the "apply Web Filker"
checkbox in the Access Contral section,

Save Settings Don't Save Settings

ADD WEB SITE

Enable :

Web Site :

e
ALLOWED WEB SITE LIST

Enable Web Site

(eq; dlink.com)
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10 ATUS HEL

SPECIAL APPLICATIONS

The MAC {Media Access Controller) Address filker option is used to contral network access based on the MAC Address of the
GAMING network adapter, & MAC address is a unique 1D assigned by the manufacturer of the netwark adapter, This feature can be
configured to ALLOYWY or DENY networkfInternet access.

GAMEFUEL

ROUTING Save Settings Don't Save Settings

ACCESS CONTROL

WEB FILTER
ENABLE
MAC ADDRESS FILTER

Enable MAC Address Filter: [ |

FIREWALL

INEOUND FILTER

ADYANCED WIRELESS

SCHEDULES

Copyright © 2004-2005 D-Link Systems, Inc.

YIRTUAL SERVER

EAEE B (IR AR AR The DMZ (Demilitarized Zone) option provides wou wikh an option to set a single computer on your network outside of the rouker, IF

GAMING you have a computer that cannot run Internet applications successfully from behind the router, then you can place the computer
inka the DMZ For unrestricted Internet access,

GAMEFUEL

ROUTING MNote: Putting a computer in the DMZ may expose that computer to a variety of security risks. Use of this option is only
recommended as a last resort,

ACCESS CONTROL

WEE FILTER Save Settings Don't Save Settings

MAC ADDRESS FILTER

FIREWALL
FIREWALL SETTINGS

INEOUND FILTER

ADYANCED WIRELESS ERabISEET: D

Enable DM2: [

SCHEDULES

DMZ IP Address :
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STATUS

SPECIAL APPLICATIONS

Inb d Filter Rules

GAMING

ERCTERIEL The Inbound Filter option is an advanced methad of contraling data received from the Inkernet. With this Feature you can configure
inbound data filkering rules that control data based on an IP address range.

ROUTING

Inbound Filters may be used for limiting access to a server on your network bo a system or group of swskems. Filker rules can be

ACCESS CONTROL used with Yirtual Server, Gaming or Remote Administration features,

WEB FILTER
MAC ADDRESS FILTER Save Settings Don't Save Settings
FIREWALL

INBOUND FILTER ADD INBOUND FILTER RULE

ADYANCED WIRELESS

Name ;
SCHEDULES Action:
Source IP Range: Enable Source IP Start Source IP End
O 0.0.0.0 255.255,255.255
O 0.0.0.0 255.295.255,255
D 0.0.0.0 £55.295.255.255
I:‘ 0.0.0.0 £55,2595,259,255
I:‘ 0,0,0.0 £55,255,255,255
I:‘ 0.0.0.0 255.255.255.255
D 0.0.0.0 255.255,255.255
O 0.0.0.0 255.255,255.255
[0

INBOUND FILTER RULES LIST

Name Action Source IP Range




GAMERLOUNGE=>=

YIRTUAL SERYER

e A COTONS IF ywou are not Familiar with these Advanced Wireless settings, please read the help section before attempting to modify these

GAMING settings.,

GAMEFUEL
Save Settings Don't Save Settings
ROUTING

ACCESS CONTROL
WEE FILTER ADYANCED WIRELESS SETTINGS

MALC ADDRESS FILTER

FIREWALL Fragmentation Threshold: |Z346 (256, .65535)
INEQUND FILTER RTS Threshold: 2345 {1..65535)
ADYANCED WIRELESS Beacon Period: (100 (20..1000)
SCHEDULES DTIM Interval: |1 (1..255)

802.11d Enable :

Transmit Power :

WDS Enable :
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ADVANCED

YIRTUAL SERVER

SPECIAL APPLICATIONS

GAMING

GAMEFUEL

ROUTING

ACCESS CONTROL

WEB FILTER

MALC ADDRESS FILTER

FIREWALL

INBOUND FILTER

ADYANCED WIRELESS

SCHEDULES

ADVANCED 10 ATUS

The Scheduls configuration option is used ta manage schedule rules for warious Firewall and parental contral Features.

ADD SCHEDULE RULE

Name :
Day(s): (O allweek & Select Dayis)

[ suon O mon O tue [ wed O the [ Fi [ 5at

AllDay - 24 hrs:
Start Time : (hour:minute, 12 hour time)

End Time : | (hourtminute, 12 hour time)

SCHEDULE RULES LIST

Mame Dav(s) Time Frame
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SYSLOG

EMAIL

SYSTEM

FIRMWARE

DYMNAMIC DNS

ADYAMNCED T00LS STATUS HEL

Administrator Settings

The Admin option is used to set a password for access ko the Web-based management. By default there is no password configured.
It is highly recommended that vou create a password to keep vour new router secure,

Lave Settings Don't Save Settings

ADMIN PASSWORD

Please enter the same password into both boxes, for confirmation.

Password :

Yerify Password :

USER. PASSWORD

Please enter the same password into both boxes, for confirmation.

Password :

Yerify Password :

ADMINISTRATION

Gateway Name : |GamerLounge

Enable Remote Management: [ ]




Yerify Password :

USER PASSWORD

Please enter the same password into both boxes, for confirmation.

Password :

Yerify Password :

ADMINISTRATION

Gateway Name : |GamerLounge
Enable Remote Management : ]
Remote Admin Port :
Remote Admin Inbound Filker =

Admin Idle Timeout: |15 {minutes)

Enable UPnP :

SAYE AND RESTORE CONFIGURATION

Browse..

Restore Configuration from File
Save Configuration

SAVE CONFIGURATION TO WIRELESS NETWORK SETUP WIZARD

This will save the current wireless configuration from the router to vour computer through Microsoft's Windaws Conneck Mow
technology and allow Future propagation of the setting through Microsaft's Wireless MNetwark Setup Wizard.

Mote: refer to Help - Tools for possible limitations regarding this feature.




ADVANCED T00LS STATUS

ADMIN

(LHE Time Configuration

SYSLOG

EMAIL The Time Configuration option allows wou ta configure, update, and maintain the correct time on the internal system clock. From this

section vou can sef the time zone that vou are in and set the NTP (Metwark Time Protocol) Server. Daylight Saving can also be
SYSTEM configured to automatically adjust the time when needed,

FIRMWARE |
DYNAMIC DNS N - -
TIME CONFIGURATION

Time Zone : |(GMT—08:DD) Pacific Time {5 Canada), Tijuana iV]

Enable Daylight Saving O
Davylight Saving Settings :
Davlight Saving Cffset

Manth Week Day of Week Time
DST Start 1 7

DST End

AUTOMATIC TIME CONFIGURATION

Enable NTP server: [ |

NTP Server Used: | |5

SET THE DATE AMND TIME MANUALLY

Current Gateway Time : Saturday, 31 January 2004 11:57:13 AM

Year ﬁ;@ Morith Jan | Day r31 |vl
Hour 11 W Minuke 57 [v Second |8 [v] |AM |v]

GAMERLOUNGE=> =

ADVAR AT

UL The SysLog options allow vou to send log information ko & SwsLog Server,
SYSLOG

EMAIL Save Settings Don't Save Settings

SYSTEM

FIRMWARE ENABLE

DYNAMIC DNS

Enable Logging To Syslog 0
Server:
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ADMIN

TIME

SYSLOG

EMAIL

S¥STEM

FIRMWARE

DY¥NAMIC DNS

ADVARNCED T00LS STATUS

Email Settings

The Email feature can be used ta send the system log files, router alert messages, and firmware update natification to your email
address,

Save Settings Don't Save Settings
ENABLE

Enable Email Motification:  []

Copyright © 2004-2005 D-Link Systems, Inc.
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ADMIN

TIME

S¥SLOG

EMAIL

SYSTEM

FIRMWARE

DY¥MNAMIC DNS

T00LS STATUS

System Settings

The System Settings section allows vou to reboot the device, or restore the router to the Factory default settings. Restoring the
unit to the factory default settings will erase all settings, including any rules that vou have created.

SYSTEM COMMANDS

Reboot the Device
Restore all settings to the Factory Defaults
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BASIC

TIME

S¥SLOG

EMAIL

S¥STEM

FIRMWARE

DYMNAMIC DNS

10015 STATUS

Firmware Upgrade

The Firmware IUpgrade section can be used to update wour router ko the latest firmware code to improve Funckionality and
perfarmance.

Ta check For the latest firmware, click the [Check Onling Maw...] button. IF vou would like to be notified when new firmware is
released, place a checkmark in the box next ka Email Motification of Mewer Firmware Version,

Save Settings Don't Save Settings

FIRMWARE INFORMATION

Current Firmware Yersion: 1.4 Latest Firmware Yersion: 1.4
Current Firmware Date : 29 Jul 2005

Check Online Now for Latest Firmware ¥ersion

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the router's configuration options to the factory defaults. Before
performing an upgrade, be sure to save the current configuration from the Tools - = Admin screen.

To upgrade the firmware, your PC must have a wired connection to the router. Enter the name of the firmware
upgrade file, and click on the Upload button.

Upload :

FIRMWARE UPGRADE NOTIFICAT

Automatically Check Online for Email Motification of Newer
Latest Firmware Yersion : Firmware ¥ersion : D
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TImE Dy ic DNS (DDNS)
SYSLOG
EMAIL The DOMS Feature allows you to host a server {Web, FTP, Game Server, etc, ..} using a domain name that you have purchased

(v whateveryournameis.com) with your dynamically assigned IP address. Mast broadband Internet Service Providers assign
SYSTEM dynamic {changing) IP addresses. Using a DONS service pravider, your friends can enter in your domain name ko connect ko your
game server no matter what your IP address is.

FIRMWARE

DYNAMIC DNS Save Settings Don't Save Settings

ENABLE

Enable Dynamic DNS:  []
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DE¥ICE INFO

WIRELESS

ROUTING

LOGS

STATISTICS

ACTIVE SESSIONS

ADVAHNCED

0015 STATUS HELP

Device Information

All of wour Internet and network connection details are displaved on this page. The firmware version is also displayed here.

GEMERAL

Time :
Firmware Yersion :

Saturday, 31 January 2004 1:00:56 PM
1.4, 291l 2005

Connection Type :
Connection Up Time :
MAC Address :

1P Address :

Subnet Mask :

Default Gateway :
Primary DMS Server :
Secondary DNS Server :

Skatic IP Disconnected
MiA

000C; 7852 740
202.129.109.52
255.295.255.224
202,129,109.65
0.0.0.0

0,000

MAC Address :

1P Address :
Subnet Mask :
DHCP Server :

00119500 D5e7
192.165.0.1
255.255.255.0
Enabled

WIRELESS LAN

Wireless Radio :

MAC Address :
Network Mame (S5ID) :
Channel :

Turbo Mode :

Security Type:

on

00:11:95: 000567
default

]

Enabled

WEP
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ADVANCED STATUS

WIRELESS Associated Wireless Client List

ROUTING

TS Use this option ko view the wireless dients that are connected to your wireless router.
STATISTICS

ACTIYE SESSIONS

NUMBER OF WIRELESS CLIENTS : O

MAC Address IP Address Mode Rate cignal(%oe)

Copyright @ 2004-2005 D-Link Systems, Inc.

ADVANCED STATUS HELP

WIRELESS Routing Table

ROUTING

S This page displays the routing details configured For vour rauter,
STATISTICS

ACTIYE SESSIONS

ROUTING TABLE

Destination IP Netmask Gateway Metric Interface
192,165,0.255 £55,205,255,255 0.0.0.0 1 LAM
192.165.0.1 £55.295.255.255 0.0.0.0 1 LAN
192.168.0.0 255.255.255.0 0.0.0.0 1 LAM
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BASIC

DEYICE INFD

WIRELESS

ROUTING

LOGS

STATISTICS

ACTIYE SESSIONS

TATUS HELP

System Logs

ADVANCED 100

Use this option to wiew the router logs. You can define what types of events wou want to view and the event levels to view, This
router also has external syslog server suppart so wou can send the log files to a computer on your network that is running a syslog
utility,

LOG OPTIONS

What to Yiew : Firewall & Security Syskern Rauker Stakus
Yiew Levels : Critical Warning Informational

Apply Log Settings Now

LOG DETAILS
[Creiei [“Eninon

[INFO] Sat Jan 31 12:02:44 2004 Log viewed by IP address 192.168.0.147

[INFC] Sat Jan 31 11:37:45 2004 DHCP Server Parameter & was updated

[IMFO] Sak Jan 31 11:37:45 2004 Stopping Wan Services

[INFO] Sak Jan 31 11:37:45 2004 WaN inkerface is down

[INFO] Sak Jan 31 11:37:45 2004 WAN Ethernet Carriar Lost

[INFC] Sat Jan 31 11:37:45 2004 Previous message repeated 5 times

[IMFO] Sak Jan 31 11:37:42 2004 Blocked incoming packet from 202, 129,109,78:1900 to 239,255,255,250: 1200 (prokocol 17)
[IMFO] Sak Jan 31 11:37:37 2004 Blocked incoming packet from 144, 135.8, 160:80 ko 202,129,109.62:51243 (protocol 6)
[INFO] Sak Jan 31 11:37:37 2004 Blacked incoming packet From 144, 135.8. 160:80 ko 202,129.109.52:47442 (protocol 6)
[INFC] Sat Jan 31 11:37:22 2004 Blocked incoming packet: fram £1,129,115,99: 33049 ko 202,129,109.82: 1026 (protocol 17)
[INFC] Sat Jan 31 11:37:22 2004 Blocked incoming packet: from 144, 135,58, 160:80 to 202,129,109.52:51 243 {protocol &)
[IMFO] Sak Jan 31 11:37:22 2004 Blocked incoming packet From 144, 1358, 160:80 ko 202.129,109.62: 47442 (protocol 6)
[INFO] Sat Jan 31 11:37:15 2004 Blocked incoming packet from 144, 135.8, 160:80 ko 202,129,109.52:51243 (protocol 6)
[INFC] Sat Jan 31 11:37:15 2004 Blocked incoming packet: From 144,135.8,160:80 to 202.129.109.52:47442 {protocol &)
[INFC] Sat Jan 31 11:37:11 2004 Blocked incoming packet from 144, 135,58, 160:80 to 202,129,109,52:51 243 {protocol &)
[IMFO] Sak Jan 31 11:37:11 2004 Blocked incoming packet From 144, 135.8, 160:80 ko 202,129,109.52:47442 (protocol 6)
[INFO] Sak Jan 31 11:37:09 2004 Blocked incoming packet from 144, 135.8. 160:80 ko 202,129.109.52:51243 (protocol 6)
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WIRELESS Metwork Traffic Stats
ROUTIMNG
— Traffic Statistics display Receive and Transmit packets passing through vour router,

SIS Refresh Statistics Clear Statistics

ACTIYE SESSIONS

LAN STATISTICS

Sent: 11560 Received: 11059
TX Packets Dropped: 0 RX Packets Dropped: 0
Collisions: 0 Errors: 0
WAN STATISTICS
Sent: 786 Received : 500
TX Packets Dropped: 0O RX Packets Dropped: 0
Collisions: 0 Errors: 0

WIRELESS STATISTICS

Sent: 4073 Received : 5662
TX Packets Dropped: 0 Errors : 3569
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DEV¥ICE INFO

WIRELESS

This page displays the Full details of active sessions bo your rauter,

ROUTING

LOGS
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ACTIVE SESSIONS

ACTIYE SESSIONS

Internal Protocol External NAT Priority State Dir Time Out
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