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Log into the router:

User Name
password [ |

Enter the correct password above and then
type the characters you see in the pictura
below.

[ Log In ]
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If you are configuring the device for the first time, we recommend that you click on the Internet
Connection Setup Wizard button and follow the instructions on the screen. If you wish to modify
or configure the device settings manualy, click the Manual Internet Connection Setup button.

Connection Setup

INTERNET CONNECTION SETUP WIZARD R BE

5 to get your

If you would like to utilize our easy to use Web-based Wizard to assist you in connecting your up and running.

new D-Link Systems Router to the Internet, click on the button below.

[ Internet Connection Setup Wizard ]

Note: Before unching the wizard, please make sure you have followed all steps outlined in the B
Quick Instalation Guide included in the package. Setup to input all the

settings manually.
MANUAL INTERNET CONNECTION OPTIONS

If you would lke to configure the Internet settings of your new D-Link Router manuzlly, then
click on the button below.

[ Manual Internet Connection Setup

€ Inkernet 100%
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This wizard will guide you through a step-by-step procass to configure your new D-Link router and connect to the
Internet.

Step 1: Set your Password

Step 2: Selact your Time Zona

Step 3: Configure your Internet Connection
Step 4: Save Settings and Connect

WIRELESS

IDone e Internet H100% -




G@f - |£| hittp: {192,168, 0.1 wiz_wan. php A | |E| |g| |Live Search ||4‘J '|

File Edit ‘ew Favorikes Tools  Help

w o [@D-LINK SYSTEMS, TNC | WIRELESS ROUTER | HOME l l - deh - [k Page ~ G Tools -

Hardware Version : A1 Firmware Version : 1.00

By default, your new D-Link Router does not have a password configured for administrator access to the Web-
based configuration pages. To secure your new networking device, please set and verify 3 password below:

T —
e —
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Select the appropriate time zone for your location. This information is required to configure the time-based options
for the router.

Time Zone : |{GMT+10:00} Canberra, Melbourne, Sydney v|

NTP Server Used : | ntpl.dink.com %

WIRELESS
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) DHCP Connection {(Dynamic IP Address)
Choose this option if your Internet connection automatically provides you with an IP Address. Most Cable
Modemns use this type of connection.

() Username / Password Connection (PPPoE)
Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

) username / Password Connection (PPTP)
Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

() Username / Password Connection (L2TP)
Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

) static IP Address Connection
Choose this option if your Internet Setup Provider provided you with IP Address information that needs to be
configured manually.

() Russia PPTP (Dual Access)

Choose this option if your Internet connection requires a username and password to get online as well as a static
route to access the Internet Service Provider's internal network. Certain I1SPs in Russia use this type of
connection.

() Russia L2TP (Dual Access)

Choose this option if your Internet connection requires a username and password to get online as well as a static
route to access the Internet Service Provider's internal network. Certain I1SPs in Russia use this type of
connection.

' Russia PPPoE (Dual Access)

Choose this option if your Internet connection requires a username and password to get online as well as a static
route to access the Internet Service Provider's internal network. Certain ISPs in Russia use this type of
connection.

WIRELESS
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To set up this connection, please make sure that you are connected to the D-Link Router using the PC that was
originally connected to your broadband connection. If you are, then click the Clone MAC Address button to copy
your computer's MAC Address to the D-Link Router.

MACAddregs:-- -E-(Optk}nal)
Host Name : |DIR-685 |

Mote: You may also need to provide a Host Name. If you do not have or know this
information, please contact your ISP.

WIRELESS
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The Setup Wizard has completed. Click the Connect button to save your settings and reboot the router.
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To set up this connection you will need to have a Username and Password from your Internet Service Provider. If
you do not have this information, please contact your ISP.

Address Mode : (=) Dynamic IP () Static IP

waddss:
User Name : || |

d
:|
d
:| |(Dptional)

Mote: You may also need to provide a Sarvice Name. If you do not have or
know this information, please contact your ISP.
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The Setup Wizard has completed. Click the Connect button to save your settings and reboot the router.
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To set up this connection you will need to have a complete list of all the IP information provided by your Internet
Service Provider. If you have a Static IP connection and do not have this information, please contact your ISP.

IP Address : I:I

Subnet Mask : |:|

Gateway Address : |:|

Primary DNS Address : |:|
Secondary DNS Address:| | (0Optional)

WIRELESS
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The Setup Wizard has completed. Click the Connect button to save your settings and reboot the router.
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SwTemwercomsection s

tup Use this section to configure vour Internet Connection method. There are several connection I':Itler:ﬁituﬁ::;?d“"'
etwork Setup methods to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, Russian PPTP(Dual Access), 0 it
R | Russian PPPoE(Dual Access) and 3G. If you are unsure of your connection method, please Internet, b
contact your Internet Service Provider. th
Connection
Note: If using the PPPoE option, you will need to remove or disable any PPPoE client software the drop do
0N your computers.

[ Save Settings ] [ Don't Save Settings ] Service Provider (ISP).

+ Support:
ACCESS POINT MODE e having trouble

Use this to disable NAT on the router and turn it into an Access Point.

[ClEnable Access Point Mode

INTERNET CONNECTION TYPE More

Choose the mode to be used by the router to connect to the Internet.

My Internet Connection is : |5taﬁc izl v|

STATIC IP ADDRESS INTERNET CONNECTION TYPE

Enter the static IP address information provided by your Internet Service Provider (ISP).

IP Address : I:l (assigned by your I5P)
Subnet Mask : |:|
ISP Gateway Address : |:|
wAC Address - L 1L 1-[1-[]-[ ] optional

Clone MAC Address

Primary DNS Address : l:l
Secondary DNS Address : |:| (optional)

€ Inkernet 100 v
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Use this section to configure your Internet Connection method. There are several connection
methods to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, Russian PPTP(Dual Access),
Russian PPPoE(Dual Access) and 3G. If you are unsure of your connection method, please
contact your Internet Service Provider.

Note: If using the PPPoE option, you wil need to remove or disable any PPPoE client software
0N YOUr COMmpULers.

[ Save Settings ] [ Don't Save Settings ]

ACCESS POINT MODE

Use this to disable NAT on the router and turn it into an Access Point.

[CEnable Access Point Mode

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internat.

My Internet Connection is : |Dynamic IP (DHCP) v|

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE

Use this Internet connection type if your Internet Service Provider (ISP) didn't provide you with
1P Address information and/or a username and password.

Host Name : [DIR-685

Clone MAC Address
1500

|
- (optional)

MAC Address

Primary DNS Address :
Secondary DNS Address :
MTU :

(optional)

Save Settings ] [ Don't Save Settings ]

e Internet

Helpful Hints..

s Internet Connection:
Connection
droj

= 1=
your Internet
Service Provider (ISP).

g trouble
ing the Internet

ISP ifn
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Helpful Hints..

) ) ) ) Internet Connection:
Use this section to configure vour Internet Connection method. There are several connection * LErnet Lonnection

methods to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, Russian PPTP(Dual Access),
Russian PPPoE(Dual Access) and 3G. If you are unsure of your connection method, please

contact your Internet Service Provider. ect Internet

Connection Type from
Note: If using the PPPoE option, you wil need to remove or disable any PPPoE client software droj nu. If
0N your computers.

= 1=
your Internet

[ Save Settings ] [ Don't Save Settings ] Service Provider (ISP).

ACCESS POINT MODE g trouble
ing the Internet

Use this to disable NAT on the router and turn it into an Access Point.

[CEnable Access Point Mode

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internat.

My Internet Connection is : | PPPoE {Username / Password) % |

PPPOE
Enter the information provided by your Internet Service Provider (ISP).

® Dynamic PPPoE () Static PPPOE

User Mame : |dlink2@-‘iinet.net.au |

Password : |uuu.u. |

Confirm Password : [sssssssses |

Service Name : | |(0|3ti0na|]

IPAddress: ||
MAC Address : l:l 'I:I - l:l - l:l 'l:l 'I:I (optional)

Clone MAC Address

(%) Receive DNS from ISP Enter DNS Manually

Primary DMS Address : |:|
Secondary DNS Address : |:| (optional)
Maximurn Idle Time : Minutes

MTU @ |1492

O

Connect mode select :
(O Manual & Connect-on demand

€D Internet F100% -
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Use this section to configure your Internet Connection method. There are several connection
methods to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, Russian PPTP(Dual Accass),
Russian PPPoE(Dual Access) and 3G. If you are unsure of your connection method, please
contact your Internet Service Provider.

Note: If using the PPPoE option, you will need to remove or disable any PPPoE client softwara
0N YOUr COMmputers.

[ Save Settings ] [ Don't Save Settings ]

Use this to disable NAT on the router and turn it into an Access Point.

[Enable Access Point Mode

Choose the mode to be used by the router to connect to the Internat.

My Internet Connection is : | 3G USE Adapter v|

WWAN INTERNET CONNECTION TYPE :

Enter the information provided by your Internet Service Provider (ISP).

Country :

ISP @
User Mame : (optional)
Password :

Dial Nurnber :

Authentication Protocol @

APN : | (optional)
® Always-on O Manual O Connect-on demand
Maximum Idle Time : l:l (minutes, D=infinite)

MTU : (bytes)(128-1492)

Reconnect Mode :

ACCESS POINT MODE I

INTERNET CONNECTION TYPE More

Save Settings ] [ Don't Save Settings ]

e Internet

100%
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There are 2 ways to setup your wireless connection. You can use the Wireless Connection Setup
wizard or you can manually configure the connection.

on Wireless Connection
Please note that changes made in this section will also need to be duplicated on your Setup Wizard and the
wireless clients and PCs.

WIRELESS CONNECTION SETUP WIZARD

If you would like to ufilize our easy to use Weh-based Wizard to assist you in connecting your
new D-Link Systems Wireless Router to the Internet, click on the button below.

Manual Wireless
Connection Setup to
[ Wireless Connection Setup Wizard ] input all the settings

Note: Before launching the wizard, please make sure you have followed all steps outlined in the
Quick Instaliation Guide included in the package.

MANUAL WIRELESS CONNECTION OPTIONS

If you would lke to configure the Internet settings of your new D-Link Router manuzlly, then
click on the button below.

[ Manual Wireless Connection Setup

€D Internet F100% -
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This wizard will guide you through a step-by-step process to setup your wireless network and make it secure.

& Step 1: Set your Wireless Network.
« Step 2: Set your Wireless Security Password

Firmware Version : 1.00
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Give your network a name, using up to 32 characters.

Wireless Network Mame (SSID)

(® Automatically assign a network key (Recommended)

To prevent intruders from accessing your network, the router will automatically assign a security key (also
called WEP or WPA key) to your network.

() Manually assign a netwaork key

Use this option if you prefer to create your own key.

Use WPA encryption instead of WEP (WPA is stronger than WEP and all D-LINK wireless client adapters
support VWPA)

WIRELESS
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Below is a detailed summary of your wireless security settings. Please print this page out, or write down the
information on a piece of paper, so you can configure the correct settings on your wireless client adapters.

Wireless Network Name (SSID) :  clintdirg85
Security Mode :  Auto (WPA or WPA2) - Personal
Cipher Type : TKIP or AES
Network Key : 6TroOwP7eF

Mote: In some smart wireless utilities (e.g. D-LINK wireless utility or wireless zero configuration), you only need to
select a Wireless Network Name and enter a Network Key to access the Internet.

WIRELESS
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Give your network a name, using up to 32 characters.

Wireless Network Mame (SSID)

() Automatically assign a network key (Recommended)

To prevent intruders from accessing your network, the router will automatically assign a security key (also
called WEP or WPA key) to your network.

() Manually assign a netwaork key

Use this option if you prefer to create your own key.

Use WPA encryption instead of WEP (WPA is stronger than WEP and all D-LINK wireless client adapters
support VWPA)

WIRELESS
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You have selected your wireless security level - you will need to set a wireless security password.
The WPA (Wi-Fi Protected Access) key must meet one of following guidelines:

- Between 8 to 63 characters (A longer WPA key is more secure than a short one)

- BExactly 64 characters using 0-9 and A-F

N e —

MNote: You will need to enter the same password that you created in this step into your wireless clients in order to
enable proper wireless communication.

WIRELESS
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Below is a detailed summary of your wireless security settings. Please print this page out, or write down the
information on a piece of paper, so you can configure the correct settings on your wireless client adapters.

Wireless Network Name (SSID) :  clintdirg85
Security Mode :  Auto (WPA or WPA2) - Personal
Cipher Type : TKIP or AES
MNetwork Key :  testing685

Mote: In some smart wireless utilities (e.g. D-LINK wireless utility or wireless zero configuration), you only need to
select a Wireless Network Name and enter a Network Key to access the Internet.

WIRELESS
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DIR-685 // SETUP ADVANCED STORAGE TOOLS STATUS SUPFPORT

Intern tup Helpful Hints..

Use this section to configure the wireless settings for your D-Link router. Please note that
etwork Setup changes made in this section may also need to be duplicated on your wireless client.

To protect your privacy you can configure wireless security features. This device supports three
wireless security modes including: WEP, WPA and WPA2.

[ Save Settings ] [ Don't Save Settings ]

WI-FI PROTECTED SETUP (ALSO CALLED WCHN 2.0 IN WINDOWS VISTA)

Enable :
Current PIN : 53652423
[ cenerateMewPIN | [ ResetPIN to Default |
Wi-Fi Protected Status: Enabled / Mot Configured

Add Wireless Device with WPS

WIRELESS NETWORK SETTINGS

Enable Wireless ; |A|ways v| [ New Schedule ]

Wireless Metwaork Name : (Also called the 55ID)
802.11 Mode : | 802,11 Mixed{b/g/n) |+

Enable Auto Channel Selection :
Wirelass Channel :
Transmission Rate : (Mbit/s)
Channel Width : |20 MHz
Short Guard Interval ;
WMM Enable : (Wireless QoS)
Enable Hidden Wireless: [] (Also called "Disable S5ID Broadcast")

sphra:
onfigured.

WIRELESS SECURITY MODE

Security Mode ; |Disable Wireless Security (not recommended) L |

[ SaveSettinas | [ Don't Save Settinas |

€ Inkernet 100 v
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Enable ;
Current PIN : 53652423
[ ceneratemewPIN | [ ResetPIN to Default

Wi-Fi Protected Status: Enabled / Mot Configured

[ Addwireless Device with wPs |

WIRELESS NETWORK SETTINGS

Enable Wireless : [Aways | [ Mew Schedule |

vireless Network Mame ; (Also called the SSID)

802.11 Mode :
Enable Auto Channel Selection :
Wireless Channel ;
Transmission Rate : (Mbit/s)

Channel Width : |20 MHz

Short Guard Interval :

VMM Enable : (Wireless QoS)
Enable Hidden Wireless : [ (Also called "Disable SSID Broadcast")

WIRELESS SECURITY MODE

Security Mode : |Enable WEP Wireless Security (basic) - |

!I

| I
<

VEP is the wireless encryption standard. To use it you must enter the same key(s) into the
router and the wireless stations. For 64-bit keys you must enter 10 hex digits into each key box.
For 128-hit keys you must enter 26 hex digits into each key box. A hex digit is either 3 number
from 0 to @ or a letter from A to F. For the most secure use of WEP set the authentication type
to "Shared Key" when WEP is enabled.

You may also enter any text string into a WEP key box, in which case it wil be converted into a
hexadecimal key using the ASCII values of the characters. A maximum of 5 text characters can
be entered for 64-bit keys, and a maximum of 13 characters for 128-bit keys.

Authentication ;
WEP Encryption : | 64Bit
Default WEP Key : |WEPKey 1 %

I3

VEP Key : (5 ASCII or 10 HEX)

[ Save Settings ] [ Don't Save Settings ]

€D Internet F100% -
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[ Save Settings ] [ Don't Save Settings ]

WI-FI PROTECTED SETUP (ALSO CALLED WCHN 2.0 IN WINDOWS VISTA)

Enable :
Current PIN : 53652423
[ GeneratemewPIN | [ ResetPIN to Default

Wi-Fi Protected Status: Enabled / Mot Configured

[ Add Wireless Device with wPs |

r network. With th

WIRELESS NETWORK SETTINGS IEELEL, T

Enable Wireless : |Alu\'ays v| [ Mew Schedule |

Vireless Netwaork Mame : (Also called the SSID)
802.11 Mode ; |802. 11 Mixed(bjg/n) +

Enable Auto Channel Selection :

=

Wireless Channel :
Transmission Rate : (Mbitys)
Channel Width ;
Short Guard Interval: [] or Passphrase
VMM Enable ; (Wireless Qos) uh -
Enable Hidden Wireless : [] (Also called "Disable SSID Broadcast")

WIRELESS SECURITY MODE

Security Mode : | Enable WPA Only Wireless Security (enhanced)
Dizable Wireless Security (not recommended)
Enable WEP Wireless Security (basic

WPA ONLY

WPA Only requires stations to use high grage e

Cipher Type :
PSK / EAP :

Network Key : [testingsss
(8~63 ASCII or 64 HEX)

[ Save Settings ] [ Don't Save Settings ]

WIRELESS
€D Internet F100% -
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Internet Setup

tup

Network Setup

tup

Use this section to configure the internal network settings of your router and also to configure
the buitt-in DHCP server to assign IP addresses to computers on your network, The IP address
that is configured here is the IP address that you use to access the Web-based management
interface. If you change the IP address in this section, you may need to adjust your PC's
network settings to access the netwaork again.

Please note that this section is optional and you do not need to change any of the
settings here to get your network up and running.

[ Save Settings ][

ROUTER SETTINGS

Use this section to configure the internal network settings of your router. The IP address that is
configured here is the IP address that you use to access the Web-based management interface.
If you change the IP address here, you may need to adjust your PC's netwaork settings to access
the network again.

Router IP Address :
Default Subnet Mask :

Local Domain Name : | |
Enable DNS Relay :

DHCP SERVER SETTINGS

Use this section to configure the built-in DHCP server to assign IP address to the computers on
your netwaork.

Don't Save Settings ]

Enable DHCP Server :
DHCP IP Address Range : 0 (addresses within the LAN subnet)

DHCP Lease Time : (minutes)
DHCP CLIENT LIST

Host Mame 1P Address MAC Address Expired Time
pcd 192.168.0.102 00:05:5D:00:C5:05 22 hr(s) 11 min(s) 30 sec(s)
hercules 192.168.0.100 00:15:C5:7A:EAA4 22 hr(s) 10 min(s) 30 sec(s)

25 - DHCP RESERVATION

Rermaining number of clients that can be configured : 25

Computer Mame IP Address MAC Address

O | ||
O | ||

| & [conpites e 9]
| & [conpites e 9]

uncnes
Server to disable this
feature.

Mor
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Helpful Hints..

DIR-685 // SETUP ADVANCED STORAGE TOOLS STATUS SUFPPORT

Use this section to configure the LCD settings of your router.

[ Save Settings ] [ Don't Save Settings ]

SCREEN SAVER SETTING

Timeout : (minute)
DISPLAY SETTING

Put the display to sleep when it is inactive.

Timeout : (minute)

Save Settings ] [ Don't Save Settings ]

€D Internet F100% -
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The Port Forwarding option allows you to define a single public port on your router for

redirection to an internal LAN IP Address and Private LAN port if required. This feature is useful

for hosting online services such as FTP or Web Servers.

[ Save Settings ][

Don't Save Settings ]

Hardware Version : Al Firmware Version : 1.00

25 - ADVANCED PORT FORWA

Rermaining number of rules that can be created: 25

NG RUL

Port
Mame Public Port
| | |Applicaﬁon Mame v| | o
O IP Address Private Port
| | |Compuher Mame hd | | | ~ |
Mame Public Port
| | |Applicaﬁon Mame v| | o
O IP Address Private Port
| | |Compuher Mame hd | | | ~ |
Mame Public Port
| | | Application Name  + | E
U IP Address Private Port
| | |Compuher Mame hd | | | ~ |
Mame Public Port
| | | Application Name  + | E
IP Address Private Port
| | |Compuher Mame hd | | | ~ |
Mame Public Port
| | | Application Name  + | E
IP Address Private Port
| | |Compuher MName hd | | | ~
Mame Public Port
| | | Application Name | E

IP Address
[

1r 1T

Private Port
[ 1 [

Traffic Type

=
=

=
<

Y

Any W

Any W

Any W

Any |w

Computer Name drop-
n menu, or enter the IP

Private Portand
port of the range in
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The Application Rules option is used to open single or multiple ports in your firewall when the
T router senses data sent to the Internet on an outgoing "Trigger” port or port range. Special
Application rules apply to all computers on your internal netwaork.
[ Save Settings ] [ Don't Save Settings ]
Fretses _
Remaining number of rules that can be created: 25
Traffic
Type
Trigger
| |Any v|
e
|:| | | |App ication Mame v| Firewl
| |Any v|
Trigger
| |Any v|
e
|:| | | |App ication Mame v| Firewl
| |Any v|
Trigger
| |Any v|
icat
|:| | | |App ication Mame v| Firewl
| |Any v|
Trigger
| |Any v|
O | | |Appllcah0n MName v| Frewal
| |Any v|
Trigger
A v
O | | |Applicaﬁ0n MName v| Frewal | | o |
| |Any v|
Trigger
A -
O | | |Applicaﬁ0n MName v| Frewal | | o |
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DIR-685 // SETUP ADVANCED STORAGE TOOLS S5TATUS SUPPORT
ort Fo [ Helpful Hints.
* The Sma

Use this section to configure D-Link's Smart QoS. Smart QoS improves VoIP voice guality or feature helps improve

streaming by ensuring that your VoIP or streaming traffic is prioritized over other network traffic,
such as FTP or Web. For optimum performance, please tick the "lag eliminated" option to
automatically set the priority for your applications.

[ Save Settings ] [ Don't Save Settings ]

—— | eanpwipTH _

Uplink Speed : |1Mbps |+
&4 Kbps

128 Kbps
256 Kbps
Please contact your Internet er to chack your xDSL or cable uplink bandwidth. An
accurate uplink bandwidth se e QoS engine to operate smoothly and efficiently.

Downlink Speed :

Lag eliminated (VolIP, Streaming)

Save Settings ] [ Don't Save Settings ]
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The MAC (Media Access Controller) Address filter option is used to control network access based
on the MAC Address of the network adapter. A MAC address is 3 unigue ID assigned by the
manufacturer of the network adapter. This feature can be configured to ALLOW or DENY
network/Internet access.

[ Save Settings ] [ Don't Save Settings ]

q 25 - MAC FILTERING RULES

Configure MAC Fittering below: n the drop «
the arro:
[ Turn MAC Filtering OFF

Remaining number of rules that can be created: 25

MAC Address DHCP Client List Schedule

A

| Computer Name |+ | | Always [ New Schedule

|ComputerName v| |Always [ MNew Schedule

| Computer Name |+ | | Always New Schedule

|Computer Mame v| |Always New Schedule

| Computer Name |+ | | Always MNew Schedule

|Computer MName v| |Always MNew Schedule

|Computer Mame v| |Always New Schedule

|Computer Name V| |Always New Schedule

|Computer Mame v| |Always New Schedule

| Computer Name |+ | | Always New Schedule

|Computer Mame v| |Always MNew Schedule

| Computer Name |+ | | Always New Schedule

M

DOoo0O0oO0O0oOoooo0ooao
ANANANANANANARARANANRRANA

|Computer MName v| |Always MNew Schedule
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The MAC (Media Access Controller) Address filter option is used to control network access based
on the MAC Address of the network adapter. A MAC address is 3 unigue ID assigned by the
manufacturer of the network adapter. This feature can be configured to ALLOW or DENY
network/Internet access.

[ Save Settings ] [ Don't Save Settings ]

q 25 - MAC FILTERING RULES

Configure MAC Fittering below: n the drop «
the arro:
Turn MAC Filtering OFF

Turn MAC Filtering ON and ALLOW computers listed to access the network
Turn MAC Filtering ON and DENY computers listed to access the network

MAC Address DHCP Client List Schedule

| Computer Name |+ | | Always [ New Schedule

|ComputerName v| |Always [ MNew Schedule

| Computer Name |+ | | Always New Schedule

|Computer Mame v| |Always New Schedule

| Computer Name |+ | | Always MNew Schedule

|Computer MName v| |Always MNew Schedule

|Computer Mame v| |Always New Schedule

|Computer Name V| |Always New Schedule

|Computer Mame v| |Always New Schedule

| Computer Name |+ | | Always New Schedule

|Computer Mame v| |Always MNew Schedule

| Computer Name |+ | | Always New Schedule

DOoo0O0oO0O0oOoooo0ooao
ANANANANANANARARANANRRANA

|Computer MName v| |Always MNew Schedule
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Website Fiters are useful tools for restricting Internet access. The Website URL option allows you
to quickly create a list of all web sites that you wish to allow or deny users from accessing. The
Schedule option allows you to control when clients or PCs connected to the Router are allowed
to access the Internet.
[ savesetings | [ Don'tSaveSettngs | d
Configure Parental Control Rules below:

[ Turn Parental Cantrol Rules OFF v|
Remaining number of rules that can be created: 25

Website URL Schedule

O | | [Always w| [ Newschedde |

O | | [Always w| [ Newschedde |

O | | [Always w| [ Newschedde |

O | | [Always w| [ Newschedde |

O | | [Always w| [ Newschedde |

O | | [Always w| [ Newschedde |

O | | [Always w| [ Newschedde |

O | | [Always | [ NewScheduke |

O | | [Always | [ NewScheduke |

O | | [Always | [ NewScheduke |

O | | [Always | [ NewScheduke |

O | | [Always | [ NewSchedue |

O | | [Always | [ NewSchedue |

O | | [Always | [ NewSchedue |

i [ | [ ahwzue wrl [ New Srhadule |

€D Internet F100% -
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Hardware Version : Al

Website Fiters are useful tools for restricting Internet access. The Website URL option allows you
to quickly create a list of all web sites that you wish to allow or deny users from accessing. The
Schedule option allows you to control when clients or PCs connected to the Router are allowed
to access the Internet.

[ Save Settings ] [ Don't Save Settings ]

Configure Parental Control Rules below:

Turn Parental Control Rules OFF w
Turn Parental Control Rules OFF

Turn Parental Control Rules OM and DENY computers access to ONLY these sites

Website URL Schedule
O | | [Always w| [ Newschedde |
O | | [Always w| [ Newschedde |
O | | [Always w| [ Newschedde |
O | | [Always w| [ Newschedde |
O | | [Always w| [ Newschedde |
O | | [Always w| [ Newschedde |
O | | [Always w| [ Newschedde |
O | | [Always | [ NewScheduke |
O | | [Always | [ NewScheduke |
O | | [Always | [ NewScheduke |
O | | [Always | [ NewScheduke |
O | | [Always | [ NewSchedue |
O | | [Always | [ NewSchedue |
O | | [Always | [ NewSchedue |
Bl ] [ Atwzie wel [ New Srhedis |

Firmware Version : 1.00
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SETUP ADVANCED STORAGE TOOLS STATUS SUFPPORT

Helpful Hints..

Firewall rules can be used to allow or deny traffic passing through the router. You can specify a
single port by utiizing the input box at the top or a range of ports by utilizing both input boxes.

DMZ means "Demilitarized Zone". DMZ allows computers behind the router firewall to be
accessible to Internet traffic. Typicaly, your DMZ would contain Web servers, FTP servers and
others.

[ Save Settings ] [ Don't Save Settings ]

FIREWALL SETTING

Enable SPI:

DMZ HOST

The DMZ(Demiltarized Zone) option allows you to set up a single computer on your network to
be outside of the router. If you have a computer that cannot run Internet applications
successfully from behind the router, then place the computer into the DMZ for unrestricted
Internet access.

Note: Putting @ computer in the DMZ may expose that computer to a variety of security risks.
Use of this option is only recormmended as a fast resort.

Enable DMZ Host : []

DMZIP Address: | |

50 - FIREWALL RULES

Rermaining number of rules that can be created: 50

Interface IP Address Schedule

Protocol

| [souce 9] [ ]
Port Range

Action
| Allow v | | Dest | % |

Name Protocol
| | |Source V| |TCP vl Al
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Helpful Hints..

The Routing option allows you to define static routes to specific destinations.

* Enable:
Specifies whether the

try will be enabled or
] |:||=able|:|

[ Save Settings ] [ Don't Save Settings

ST ) 32 - STATIC ROUTING

Rermaining number of rules that can be created: 32

« Interface:
5 H'e |r|1'erhce -

router, when

Interface Destination Subnet Mask Gateway this route is used.

| wan (203.214.5.169) v |

» Destination IP:
The IP addr

| wan (203.214.5.169) v |

| wan (203.214.5.169) v |

!
[WAN (203.214.5.169) | « Subnet Mask:

One bit in the mas
specifies which bit
the IP address must
match.

| wan (203.214.5.169) v |

| wan (203.214.5.169) v |

| wan (203.214.5.169) v |

* Gateway:
Specifie
to be taken rﬂ'h'

| wan (203.214.5.169) v |

| wan (203.214.5.169) v |

no next hop, and the

WAN (203.214.5.169) |
| ¢ ) | IP address matched is

| wan (203.214.5.169) |

| wan (203.214.5.169) |

| wan (203.214.5.169) |

| wan (203.214.5.169) |

| wan (203.214.5.169) |

| wan (203.214.5.169) |

| wan (203.214.5.169) |

] (o] o (] (] (0] (] (O ] (] ]

|
|
|
|
|
|
|
|
| g
0 implies there is
|
|
|
|
|
|
|
|
|

| wan (203.214.5.169) |
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These options are for users that wish to change the behavior of their 802.11n wireless radio
from the standard settings. We do not recommend changing these settings from the factory
defaults. Incorrect settings may impact the performance of your wireless radio. The default
settings should provide the best wireless radio performance in most environments.

Eve Settings ] [ Don't Save Settings ]

VANCED WIRELESS SETTINGS

Transmit Power : | 100 v

Beacon interval

(
RTS Threshold : [2345 (
(

msec, range:20~1000, default:100)
range: 256~2346, default:2346)
Fragmentation : range: 1500~2346, defaul:2346, even number only)
DTIMinterval: [t [(range: 1~255, default:1)
Preamble Type : & Short Preamble O Long Preamble
CTS Mode :  None O Aways & Auto
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If you are not familiar with these Advanced Network Settings, please read the help section
before attempting to modify these settings.

[ Save Settings ] [ Don't Save Settings ]

Universal Plug and Play (UPnP) supports peer-to-peer Plug and Ply functionality for network
devices.

Enable UPRP ;

If you enable this feature, the WAN port of your router wil respond to ping requests from the
Internet that are sent to the WAN IP Address.

Enable WAN Ping Respose :

WAN PORT SPEED

10/100/1000Mbps Auto

MULTICAST STREAMS

Enable Multicast Streams :
Wireless Enhance Mode @

[ Save Settings ] [ Don't Save Settings
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SETUP ADVANCED STORAGE TOOLS STATUS SUFPPORT

Helpful Hints....

» Lse this section to
Use this section to configure the guest zone settings of your router. The guest zone provides a igure the gue
separate network zone for guests to access the Internet. e settings

uter. The guest zone

[ Save Settings ] [ Don't Save Settings ]

GUEST ZONE SELECTION

Enable Guest Zone : []

Wireless Network Name : l:l (Also called the S5ID)

Security Mode :

ROUTER SETTING FOR THE GUEST ZONE

Use this section to configure the guest zone settings of your router. The guest zone provides a
separate network zone for guests to access the Internet.

Router IP Address : |:|
Default Subnet Mask : |:|

EST ZONE CLIENT ISOLATION

Enahle the function to prevent guest clients accessing other guest cliants in the Guest Zone.
Guest clients can only access the Internet.

Enable Guest Zone Client Isolation :

ROUTING BETWEEN HOST ZONE AND GUEST ZONE

Use this section to enable routing between the Host Zone and Guest Zone, Guest clients can
not access Host clients' data without enabling this function.

Enable Routing Between Zones :

DHCP SERVER SETTINGS FOR GUEST ZONE

€D Internet F100% -
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WIRELESS

Default Subnet Mask : l:l
EST ZONE CLIENT ISOLATION

Enable the function to prevent guest clients accessing other guest clients in the Guest Zone.
Guest clients can only access the Internet.

Enable Guest Zone Client Isolation :

ROUTING BETWEEN HOST ZONE AND GUEST ZONE

Use this section to enable routing between the Host Zone and Guest Zone, Guest clients can
not access Host clients' data without enabling this function.

Enable Routing Between Zones :

DHCP SERVER SETTINGS FOR GUEST ZONE

Use this section to configure the built-in DHCP server to assign IP addresses to computers on
your netwark.

Enable DHCP Server :
DHCP IP Address Range : I:I to I:I (addresses within the LAN subnet)

DHCP Lease Time : I:I (minutes)
DHCP CLIENT LIST FOR GUEST ZONE

Host Mame IP Address MAC Address Expired Time

LOCKED CLIENT LIST FOR GUEST ZONE

The function is used to lock all PC clients which are in the Guest Zone to an IP/MAC address
bundle list; only PCs in this list can access the netwaork after enabling the function. This makes
sure that no additional clients can access the Guest Zone regardless of whether they are using a
wired or wireless connection.

Enable LOCK CLIENT LIST :

[ Save Settings ] [ Don't Save Settings

a Internet
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The Wake on LAN option allows you to define the UDP port on your router that wil be used to
receive Magic Packets from the Internet. The Wake on LAN function allows a computer to be
turned on or woken up remotely by a Magic Packet.

Save Settings ] [ Don't Save Settings ]

ing WAKE ON LAN

Enable Wake on LAN : [

Wake on LAN

€D Internet F100% -
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STATUS SUFPPORT

Helpful Hints..

Information about the hard disk will be shown here. + The Di

Management page

] contains information
and settin

local hard drive that is

- HARD DISK DRIVE INFORMATION currently installed in the
device.

Mame : STO160314AS
Format : EXT3
Capacity : 160 GB
Used : 196 MB
Available : 155 GB
Disk Health : Very good
Disk Temperature : 46°C / 114°F

FORMAT SETTING

If you would like to format the hard drive using the third extended file system(EXT3), click on
the button below.

[ Save Settings ] [ Don't Save Settings

Format Hard Drive

HARD DRIVE SETTING

Put the Hard Drive to sleep when it is inactive.

Timeout : (minute)

Save Settings ] [ Don't Save Settings ]

€D Internet F100% -
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Create users and their passwords. Assign users to groups if desired. Create new groups that
users can be assigned to.

a.
name can not be the

USER AND GROUP CREATION 5dme as a group name.
More...

@ user O Group

vsertame [ ]
Passwod [ ]
Confirm Password |:|

GROUP SETTINGS

Select Group Apply
Flease select a group. »

Users in group

List of all users

[ all accounts

USER LIST

g: Change Password ['ﬂ: Delete

No.  User Name Group Name

Group Name

MNo.  User Name

e Internet
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DIR-685 // SETUP ADVANCED STORAGE TOOLS STATUS SUFPPORT
LGB sTorace AccESSSETTNGS

Assign permissions for users and groups on the local network. » By default, each
hard drive or volume wil

Save Settings ] [ Don't Save Settings ] Il_':Jalée _la_'r_lellrl:elerlllzgcre_
. 125 s

- be deleted before user
STORAGE ACCESS MODE or group specific rules
@n be created.

Disable Mode
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Helpful Hints..

« By default, each
hard drive or volume wil
[ Save Settings ] [ Don't Save Settings ] Il_':Jalée _lq'r_:ellrl:elerlllzgcrizsrr
be deleted before user
or group specific rulas
@n be created.

Assign permissions for users and groups on the local network.

STORAGE ACCESS MODE

Mode

NETWORK ACCESS SETTINGS

Category @ User O Group

Please Select an User | | [] All accounts

[ Allow Guests

Folder [ | [Browse |
Permission

Oplocks

Map archiva

comment [ |

User

NETWORK ACCESS LISTS
Ei:RjW: Read/Write U:Read Only g: Maodify Setting ["li: Delete

User/Group Comment Oplocks Map R/W
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CFTSERVERSETTINGS
Assign permissions for users and groups that will access the FTP server over the Internat. » If your DIR
[ Save Settings ] [ Don't Save Settings ] %
ter configura

FTP SERVER SETTINGS the IP addre

bbb | Category @ User O Group outside world,
remember to acc
User [J All accounts this FTP server by using
Folder Oroot address of
| | [ Browse ]

permisson

Enable FTP (O Enable @ Disable

Mode ®Lan O Internet/WAN O LAN + Internet/WAN

Max. User

Idle Time Idle Time

Part [21 [ 1~65535,Defautt:21)
Fow Contral @ unimited O [ |x 10 KBs

FTP ACCESS LIST

E‘l:R}'W: Read/Write D:Read Only @:Mod'ﬂ"y Setting m:DeIete

Path User/Group RfW
Status Stopped
Mode LAM
Port 21
Max. User 10
Flow Control Unlimited
Idle Time 3

Client Language Western European
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TOOLS STATUS SUFPPORT

Helpful Hints..

Sets a path for your media content. « After adding new
media content to the

Save Settings | [ Don't Save Settings ] [ Refresh ] Df : Ecii:k the
retresn Dutcon.

UPNP AV SERVER SETTINGS

UPnP AV Server (O Enable @ Disable

Folder roat
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Helpful Hints..

* iTunes wil
Configure iTunes Server settings for streaming music directly to clients running iTunes software. tormatically detect
t] n the
= ; - network. It wil be listed
Save Settings ] [ Don't Save Settings ] on tll'le left f'te of the

program, below Library.
ITUNES SERVER SETTINGS

iTunes Server O Enable @ Disable

Folder

Auto Refresh
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STORAGE TOOLS STATUS SUFPPORT

Use this section to configure BT manager.

UPrP AV Se BT SETTING

Enable BT: [
Share Path @ | |

BT Download Manager

W
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STATUS SUFPPORT

Helpful Hints..

There is no password for this router by default. To help secure your network, we recommend
that you choose a new password.
ite de

Save Settings ] [ Don't Save Settings —

- 1INISTRATOR (THE DEFAUL GIN NAME IS "Admin”)

New Password: [sussnss |
Confirn Password: [essesss |

1INISTRATION

Enable Graphical
Authentication:

Enable Remote Management: []

IP Permitted to Access:

Port:
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TmMeawpaE

The Time and Date Configuration option allows you to configure, update, and rmaintain the I . . ﬁ.-"__
correct time on the internal system clock. From this section you can set the time zone you are in Sync. i‘otirComi:utérs
and set the NTP (Network Time Protocol) Server. Daylight Saving can also be configured to

adjust the time when needed

[ Save Settings ] [ Don't Save Settings ]

TIME AND E CONFIGURATION

Time : 07/09/2009 11:53:48
Time Zone : | (GMT +10:00) Canberra, Melbourne, Sydney L |

Enable Daylight Saving : [

AUTOMATIC TIME AND DATE CONFIGURATION

Automatically synchronize with D-Link's Internet time server
NTP Server Used : |ntpldink.com | [ UpdateMow |

The time has been successfully synchronized.
(NTP Server Used: ntpl.dlink.com, Time: 2009-07-09 09:56:02)
Mext time synchronization: 2009-07-16 09:56:02

SET THE TIME AND DATE MANUALLY

Year Maonth Day

Hour Minute

Save Settings ] [ Don't Save Settings
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DIR-685 // SETUP ADVANCED STORAGE
Admin

Time

Logs can be saved by sending it to an admin ermail address.

[ Save Settings ] [ Don't Save Settings ]

SAVE LOG FILE

Save Log File To Local Hard Drive

LOG TYPE

Log Type System Activity
[1pebug Information
Attacks
[ propped Packets
Notice
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DIR-685 // SETUP ADVANCED STORAGE STATUS SUFPPORT
Admin

The Email feature can be used to send the system log files, router alert messages, and firmware
update notifications to your email address.

[ Save Settings ] [ Don't Save Settings ]

ENABLE

Enable Email Notification []

—— ] EMAIL SETTINGS

From Email Address |:|

To Email Address |:|

Emal Subject[ |

SMTP Server Address |:|

SMTP ServerPort[25 |
Enable Authentication

Account Mame |:|

Password l:l

Verify Password |:|
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Admin Helpful Hints..
Time
Once the router is configured you can save the configuration settings to a configuration file on

your hard drive. You also have the option to load configuration settings, or restore the factory
default settings.

SAVE AND RESTORE SETTINGS o th Save
: -
Save Settings To Local Hard Drive :

vhere it

Browse...
Load Settings From Local Hard Drive : - (mee.. )
Upload Settings
Restore To Factory Default Settings :

Reboot m

Clear Language Pack
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wces ]
S Helpful Hints..

There may be new firmware for your DIR-685 to improve functionality and performance.

Click here to check for an upgrade on our support site.

To upgrade the firmware, locate the upgrade file on the local hard drive with the Browse
button. Once you have found the file to be used, click the Upload button to start the firmware
upgrade.

The language pack allows you to change the nguage of the user interface on the DIR-685. We
suggest that you upgrade your current language pack if you upgrade the firmware. This ensures
that any changes in the firmware are displayed correctly.

To upgrade the language pack, locate the upgrade file on the local hard drive with the Browse

button. Once you have found the file to be used, click the Upload button to start the nguage
pack upgrade.

FIRMWARE INFORMATION

Current Firmware Version : 1.00
Current Firmware Date : Tue 26 May 2009

Check Online Now for Latest Firmware Version :
FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory
defaults. Before performing an upgrade, be sure to save the current configuration.

To upgrade the firmware, your PC must have a wired connection to the router. Enter
the name of the firmware upgrade file, and click on the Upload button.

Upload : | | (Browse__]

LANGUAGE PACK UPGRADE

Upload : | | (Erowse__]
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The Dynamic DNS feature allows you to host a server (Web, FTP, Game Server, efc...) using a
domain name that you have purchased (www.whateveryournameis.com) with your dynamically
assigned IP address. Most broadband Internet Service Providers assign dynamic (changing) IP
addresses. Using a DDNS service provider, your friends can enter your host name to connect to
your game server no matter what your IP address is.

Sign up for D-Link's Free DDMS service at www.DLinkDDMS.com.

[ Save Settings ] [ Don't Save Settings ]

. DYNAMIC DNS SETTINGS

Enable DDNS : []

Server Address ;| dinkddns.com{Free)

Host Name : |

Username : |

Password : |ooo..oo...

[ DDNS Account Testing

€D Internet F100% -
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owawcons

The Dynamic DNS feature allows you to host a server (Web, FTP, Game Server, efc...) using a
domain name that you have purchased (www.whateveryournameis.com) with your dynamically
assigned IP address. Most broadband Internet Service Providers assign dynamic (changing) IP
addresses. Using a DDNS service provider, your friends can enter your host name to connect to
your game server no matter what your IP address is.

Sign up for D-Link's Free DDMS service at www.DLinkDDMS.com.

Eve Settings ] [ Don't Save Settings ]

. DYNAMIC DNS SETTINGS

Enable DDNS :

Server Address ;| dinkddns.com{Free)

Host Mame : dlinkddns.com(Free)

Username :

Password : |ooo..oo...

[ DDNS Account Testing
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Helpful Hints..

The System Check tool can be used to verify the physical connectivity on both the LAN and
Internet interfaces. The Ping Test tool can be used to verify the status of the Internet
connection.

VCT INFO
Ports Link Status
Internet 100Mbps FULL Duplex
Disconnected
100Mbps FULL Duplex
Disconnected

100Mbps FULL Duplex

PING TEST

Ping Test is used to send "Ping" packets to test if a computer is on the Internet.

Host Mame or IP Address : | |

PING RESULT
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DIR-685 // SETUP ADVANCED STORAGE STATUS SUFPPORT
Admin

The Schedule configuration option is used to manage schedule rules for “Internet Setup”,
"Wireless Setup”, "Network Filter”, "Guest Zone", "Firewall Settings" and "Website Fiter".

[ Save Settings ] [ Don't Save Settings ]

10 - ADD SCHEDULE RULE

Day(s) : O Al week @ Select Day(s)

Osun OMon OTue Owed OThu OFi [sat

All Day - 24 hrs :

O
Start Time : : (hour:minute, 12 hour time)
End Time : : (hour:minute, 12 hour time)

SCHEDULE RULES LIST

Name Time Frame
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Time : 2009/07/09 12:08:59

1.00, Tue 26 May 2009

Connection Type :
Cable Status :
MNetwork Status :
Connection Up Time :

MAC Address

IP Address
Subnet Mask :
Default Gateway :
DMS

PPPOE

100 Full
Connected

0 Days, 02:13:02

Disconnect

: 00:22:b0:fD:ce:9d
1 203.214.5.169

255.255.255.255
203.214.5.16%

» 203.0.178.191 203.215.25.191

LAN

MAC Address :

1P Address :
Subnet Mask :
DHCP Server :

00:22:b0:f0:ce:9¢
192.168.0.1
255.255.255.0
Enabled

WIRELESS LAN

Wireless Radio :
MAC Address :
Wireless Band :
SSID :
Channel :
Security Mode :

Enable

00:22:b0:f0:ce:9¢c

2.4GHz

clintdire85

6
WPA/WPAZ-CIPHER_AUTO-PSK

LAN COMPUTER

IP Address
192.168.0.102 pcd
192.168.0.100

clint-laptop

MName (if any) MAC

00:05:5D:D0:C5:05
00:15:C5:7 AiEA:A4

Multicast Group IP
239.255.0.1
239.255.0.1

IGMP MULTICAST MEMBERSHIPS

Membership IP
192.168.0.102
192.168.0.100

UPNP SERVICE

Service Name P

Internal Port

External Port

Protocol

e Internet
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Log The View Log displays the activities occurring on the DIR-685.
Stati

Internet Se A .

Page 1 of 16

Time Message
Jul9 12:08:17 Remote management is disabled.
Jul912:08:17  Block WAN PING is disabled.
Jul9 12:05:24  Remote management is disabled.
Jul9 12:05:24  Block WAN PING is disabled.
Jul9 12:05:24  DHCP: Server sending ACK to 192.168.0.100. (Lease time = 86400)
Jul9 12:05:24  DHCP: Server receive REQUEST from 00:15:c3:7a:ea:a4.
Jul9 12:05:24  DHCP: Server sending OFFER of 192.168.0.100.
Jul912:02:31 VPN (L2TP) Pass-Through enabled.
Jul912:02:31 VPN (IPSec) Pass-Through enabled.
Jul9 12:02:31 VPN (PPTP) Pass-Through enabled.
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Traffic Statistics displays Receive and Transmit packets passing through the DIR-685.

TRAFFIC STATISTICS

Receive
Internet 16658 Packets
LAN 47402 Packets
WIRELESS 11n 5 Packets

Transmit

25175 Packets
87012 Packets
59243 Packets

e Internet
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SETUP ADVANCED STORAGE _

Internet Session displays Source and Destination packets passing through the DIR-685.

NAPT SESSIONS A

TCP Sessions: 1
UDP Sessions: 2
Total: 3

NAPT ACTIVE SESSIONS

IP Address TCP Sessions UDP Sessions
203.0.178.191 i 1
192.168.0.102 1 0
192.168.0.100 ] 1
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Connect Time
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ADVANCED

Port Forwarding

Application Rules
i

Metwork Filter

Wizhsits Fiter

Firewall Settings

Rousting

Advanoed Wirsless

Advanced Network

Guest Zone
Wzke on LAN

STORAGE

Ciisk M= na]gemem
Storage Access
FTP Server
LUPnP &Y Server

ITunes Server
ET Downlosd Manager

WIRELESS

| €
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Internat Setup
Wireless Setup
Network Setup
LCD Setup

Atlis INTERNET SETUP

If you are configuring the device for the first time, we recommend that you click on the Internet Connection Setup
Wizard, and follow the instructions on the screen. If you wish to modify or configure the device settings manually, click
Manual Internet Connection Setup.

Launch Internet Connection Setup Wizard

Click this button to have the router walk you through a few simple steps to help you connect your router to the
Internet.

Launch Wireless Security Setup Wizard

Click this button to have the router walk you through configuring the settings of your wireless network, including security.

Manual Internet Connection Setup

Choose this option if you would like to input the settings needed to connect your router to the Internet manualy.
Access Point Mode

Enable "Access Point Mode" will make the device function like a wireless AP. All the NAT functions will be disabled except
settings related to the wireless connection.

Internet Connection Type

The Internet Connection Settings are used to connect the DIR-685 to the Internet. Any information that needs to be
entered on this page wil be provided to you by your ISP and often times referred to as "public settings". Please select
the appropriate option for your specific ISP. If you are unsure of which option to select, please contact your ISP.

Static IP Address

Select this aption if your ISP (Internet Service Provider) has provided you with an IP address, Subnet Mask, Default
Gateway, and a DNS server address, Enter this information in the appropriate fields. If you are unsure of what to enter in
these fields, please contact your ISP.

Dynamic IP Address
Select this option if your ISP (Internet Service Provider) provides you with an IP address automatically. Cable modem
providers typically use dynamic assignment of IP Addresses.

Host Name (optional) - The Host Name field is optional but may be required by some Internet Service Providers. The
default host name is the model number of the router.

MAC Address (optional) - The MAC (Media Access Control)} Address field is required by some Internet Service Providers
(1SP). The default MAC address is set to the MAC address of the WAN interface on the DIR-685. You can use the "Clone
MAC Address" button to automatically copy the MAC address of the Ethernet Card installed in the computer used to
configure the device. It is only necessary to fil in the field i required by your ISP.

Primary DN Address - Enter the Primary DNS (Domain Name Service) server IP address provided to you by your ISP.
Secondary DNS Address (optional) - If you were given a secondary DNS server IP address from your ISP, enter it in this
field.

|€
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MTY - MTU (Maximum Transmission/ Transfer Unit) is the largest packet size that can be sent over a network. Messages
larger than the MTU are divided into srmaller packets. 1500 is the default value for this option. Changing this number may
adversely affect the performance of your router. Only change this number if instructed to by one of our Technical
Support Representatives or by your ISP.

PPPoE

Select this option if your ISP reguires you to use a PPPoE (Point to Point Protocol over Ethernet) connection. DSL
providers typically use this option. Select Dynamic PPPoE to obtain an IP address automatically for your PPPoE connection
(used by majority of PPPoE connections). Select Static PPPoE to use a static IP address for your PPPoE connection.

User Name - Enter your PPPOE username.

Password - Enter your PPPoE password.

Service Name (optional) - If your ISP uses a service name for the PPPoE connection, enter the service name here.

IP Address - This option is only available for Static PPPoE. Enter in the static IP address for the PPPoE connection.

MAC Address (optional) - The MAC (Media Access Control} Address field is required by some Internet Service Providers
(ISP). The default MAC address is set to be the MAC address of the WAN interface on the DIR-685. You can use the
"Clone MAC Address” button to automatically copy the MAC address of the Ethernet Card installed in the computer that is
being used to configure the device. It is only necessary to fill in this field if required by your 1SP.

Primary DNS Address - Primary DNS (Domain Name System) server IP address, which may be provided by your ISP. You
should onty need to enter this information if you selected Static PPPoE. If Dynamic PPPoE is chosen, leave this field at its
default value as your ISP will provide you this information automaticaly.

Secondary DNS Address (optional) - If you were given a secondary DNS server IP address from your ISP, enter it in this
field.

Maximum Idle time - The amount of inactivity time (in minutes) before the device wil disconnect your PPPoE session.
Enter a Maximum Idle Time (in minutes) to define a maximum period of time for which the Internet connection is
maintained during inactivity. If the connection is inactive for longer than the defined Maxirmum Idle Time, then the
connection wil be dropped. This option only applies to the Connect-on-dermand Connection mode.

MTV - MTU (Maximum Transmission/ Transfer Unit) is the lrgest packet size that can be sent over a network. Messages
larger than the MTU are divided into srmaller packets. 1492 is the default value for this option. Changing this number may
adversely affect the performance of your router, Only change this number if instructed to by one of our Technical
Support Representatives or by your ISP.

Connect mode select - Selact Always-on if you would ke the router to never disconnect the PPPOE session. Select
Manual if you would like to control when the router is connected and disconnected from the Internet. The Connect-on-
demand option allows the router to establish a connection to the Internet only when a device on your network tries to
access a resource on the Internet.

PPTP
Select this option if your ISP uses a PPTP (Point to Point Tunneling Protocol) connection and has assigned you a
username and password in order to access the Internet. Select Dynamic PPTP to obtain an IP address automatically for
your PPTP connection. Select Static PPTP fo use a static IP address for your PPTP connection.

IP Address - Enter the IP address that your ISP has assigned to you.

Subnet Mask - Enter the Subnet Mask that your ISP has assigned to you.

Gateway - Enter the Gateway IP address assigned to you by your ISP.

DS - Enter the DNS address assigned to you by your ISP.

Kerver IP - Enter the IP address of the server, which will be provided by your ISP, that you wil be connecting to.
Account - Enter your PPTP Username.

Password - Entar your PPTP Password.

Maximum Idle time - The amount of time of inactivity before the device will disconnect your PPTP session. Enter a
Maximum Idle Time (in minutas) to define a maximum period of time for which the Internet connection is maintained
during inactivity. If the connection is inactive for longer than the specified Maximum Idle Time, the connection will be
dropped. This option only applies to the Connect-on-dermand Connection mode.

MTV - MTU (Maximum Transmission/ Transfer Unit) is the lrgest packet size that can be sent over a network. Messages
larger than the MTU are divided into srmaller packets. 1400 is the default value for this option. Changing this number may
adversely affect the performance of your router, Only change this number if instructed to by one of our Technical
Support Representatives or by your ISP.

Connection mode select - Select Always-on if you would ke the router to never disconnect the PPTP session. Select
Manual if you would like to control when the router is connected and disconnected from the Internet. The Connect-on-
demand option allows the router to establish a connection to the Internet only when a device on your network tries to
access a resource on the Internet.
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L2TP

Select this option if your ISP uses a L2TP (Layer 2 Tunneling Protocol) connection and has assigned you a username and
password in order to access the Internet. Select Dynamic L2TP to obtain an IP address automatically for your L2TP
connection. Select Static L2TP to use a static IP address for your L2TP connaction.

IP Address - Enter the IP address that your ISP has assigned to you.

Subneat Mask - Enter the Subnet Mask that your ISP has assigned to you.

Gateway - Enter the Gateway IP address assigned to you by your ISP.

DS - Enter the DNS address assigned to you by your ISP.

Server IP- Enter the IP address of the server, which will be provided by your ISP, that you wil be connecting to.
L2TP Account - Enter your L2TF Username.

L2TP Password - Enter your L2TP Password.

Maximum Idle time - The amount of inactivity time (in minutes) before the device wil disconnect your L2TP sassion.
Enter a Maximum Idle Time (in minutes) to define a maximum period of time for which the Internet connection is
maintained during inactivity. If the connection is inactive for longer than the defined Maxirmum Idle Time, then the
connection wil be dropped. This option only applies to the Connect-on-demand Connection mode.

MTU - MTU (Maximum Transmission/ Transfer Unit) is the largest packet size that can be sent over 3 network. Messages
larger than the MTU are divided into smaller packets. 1400 is the default value for this option. Changing this number may
adversely affect the performance of your router. Only change this number if instructed to by one of our Technical
Support Representatives or by your ISP. Connmect mode selact - Select Always-on if you would like the router to never
disconnect the L2TP session. Select Manual if you would like to control when the router is connected and disconnected
from the Internet. The Connect-on-demand option allows the router to establish a connection to the Internet only when
a device on your network tries to access a resource on the Internet,

Russian PPTP (Dual Access)
To configure a Russian PPTP Internet connection, configure as previousty described for PPTP connections. If any static
route needs to be setup by your ISP, please refer to the "Routing” function in "ADVANED" menu for further setup.

Russian PPPoE (Dual Access)

Some PPPoE connections use a static IP route to the ISP in addition to the global IP settings for the connection. This
requires an added step to define IP settings for the physical WAN port. To configure a Russian PPPoE Internet
connection, configure as previously described for PPPoE connaections and add the physical WAN IP settings as instructed
by your ISP, If any static route needs to be setup by your ISP, please refer to the "Roufing” function in "ADVANED"
menu for further setup.

WIRELESS SETUP

The Wireless Setup page contains the settings for the (Access Point) Portion of the DIR-685. This page allows you to
customize your wireless network or configure the DIR-685 to fit an existing wireless network that you may already have
setup.

'Wi-Fi Protected Setup (Also called WCN 2.0 in Windows Vista)

This feature provides users @ more intuitive way of setting up wireless security. It is avaiable in two formats: PIN number
and Push button. Enter the PIN number that comes with the device in the wireless card utility or Windows Vista's wireless
client utility if the wireless card has a certified Windows Vista driver to automatically set up wireless security between the
router and the client. The wireless card will have to support Wi-Fi Protected Setup in either format in order to take
advantage of this feature.

Wireless Network Name

Also known as the SSID (Service Set Identifier), this is the name of your Wireless Local Area Metwork (WLAN). By default
the SSID of the DIR-685 is "dlink". This can be easity changed to establish 3 new wireless network or to add the DIR-685
to an existing wireless network.

‘Wireless Channel

Indicates which channel the DIR-685 is operating on. By default the channel is set to 6. This can be changed to fit the
channel setting for an existing wireless network or to customize your new wireless network. Click the Enable Auto Scan
checkbox to have the DIR-685 automatically select the channel that it wil operate on. This option is recommended
because the router will choose the channel with the least amount of interference.
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Transmission (TX) Rates
Select the basic transfer rates based on the speed of wireless adapters on the WLAN (wireless local area netwark).

WHMM
Select Enable to turn on QoS for the wireless interface of the DIR-685.

Enable Hidden Wireless

Select Enabled if you would not like the S5ID of your wireless network to be broadcasted by the DIR-685. If this option is
Enabled, the S5ID of the DIR-685 wil not be seen by Site Survey utilities, so when setting up your wireless clients, you
wil have to know the SSID of your DIR-685 and enter it manually in order to connect to the router. This option is enabled
by defaul.

Wireless Security Mode

Securing your wireless network is important as it is used to protect the integrity of the information being transmitted over
your wireless network. The DIR-685 is capable of 4 types of wireless security; WEP, WPA only, WPA2 only, and
WPA/WPAZ (auto-detect)

WEP

Vired Eguivalent Protocol (WEP) is a wireless security protocol for Wireless Local Area Networks (VWLAN). WEP provides
security by encrypting the data that is sent over the WLAN. The DIR-685 supports 2 levels of WEP Encryption: 64-bit and
128-bit. WEP is disabled by default. The WEP setting can be changed to fit an existing wireless network or to customize
your wireless natwark.

Authentication - Authentication is a process by which the DIR-685 verifies the identity of a network device that is
attempting to join the wireless netwaork. There are two types authentication for this device when using WEP.

Open System - Select this option to allow all wireless devices to communicate with the DIR-685 before they are required
to provide the encryption key needed to gain access to the network.

Shared Key - Select this option to require any wireless device attempting to communicate with the DIR-685 to provide
the encryption key needed to access the network before they are allowed to communicate with the DIR-685.

WEP Encryption - Select the level of WEP Encryption that you would lke to use on your network. The two supported
levels of WEP encryption are 64-bit and 128-bit.

Key Type - The Key Types that are supported by the DIR-685 are HEX (Hexadecimal) and ASCII (American Standard
Code for Information Interchange.) The Key Type can be changed to fit an existing wireless network or to customize your
wireless network.

Keys - Keys 1-4 allow you to easily change wireless encryption setfings to maintzin a secure network. Simply select the
specific key to be used for encrypting wireless data on the network.

'WPA-Personal
Wi-Fi Protected Access authorizes and authenticates users onto the wireless network. WPA uses stronger security than
WEP and is based on a key that changes automatically at regular intervals.

Cipher Type - The DIR-685 supports two different cipher types when WPA is used as the Security Type. These two
options are TKIP (Temporal Key Integrity Protocol) and AES (Advanced Encryption Standard).

PSK/EAP - \When PSK is selected, your wireless clients wil need to provide a Passphrase for authentication. When EAP is
selected, you wil need to have a RADIUS server on your network which wil handle the authentication of all your wireless
clients.

Passphirase - This is what your wireless clients will need in order to communicate with your DIR-885, When PSK is
selected enter 8-63 alphanumeric characters. Be sure to write this Passphrase down as you wil need to enter it on any
other wireless devices you are trying to add to your netwaork.

802.1X - This means that WPA authentication will be used in conjunction with a RADIUS server that must be presant on
your network. Enter the IP address, port, and Shared Secret that your RADIUS is configured for. You also have the
option to enter information for a second RADIUS server in the event that there are two on your network that you are
using to authenticate wireless clients.

WPA2
Vi-Fi Protected Access 2 authorizes and authenticates users onto the wireless network, WPA2 uses stronger security
than WEP and is based on a key that changes automatically at regular intervals.
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Cipher Type - The DIR-685 supports two different cipher types when WPA is used as the Security Type. These two
options are TKIP (Temporal Key Integrity Protocol) and AES (Advanced Encryption Standard).

PSK/EAP - \When PSK is selected, your wireless clients wil need to provide a Passphrase for authentication. When EAP is
selected, you wil need to have a RADIUS server on your network which wil handle the authentication of all your wiraless
clients.

Passphirase - This is what your wireless clients will need in order to communicate with your DIR-685, when PSK is
selected. Enter 8-63 alphanumeric characters. Be sure to write this Passphrase down as you wil need to enter it on any
other wireless devices you are trying to add to your netwaork.

&02.1X - This means that WPA2 authentication is used in conjunction with @ RADIUS server that must be present on
your network. Enter the IP address, port, and Shared Secret that your RADIUS is configured for. You also have the
option to enter information for a second RADIUS server in the even that there are two on your network, which you are
using to authenticate wireless clients.

WPA2-Auto
This option allows the DIR-885 to have both WPAZ and WPA clients connected to it simultaneousty.

NETWORK SETUP

These are the settings of the LAN (Local Area Network) interface for the device. These settings may be referred to as
"private settings”. You may change the LAM IP address if needed. The LAN IP address is private to your internal network
and cannot be seen on the Internet. The default IP address is 192.168.0.1 with a subnet mask of 255.255.255.0.

IP Address - P address of the DIR-685, default is 192.168.0.1.
Subnet Mask - Subnet Mask of DIR-685, default is 255.255.255.0.
1ocal Domain Name (optional) - Enter in the local dormain name for your netwaork.

DNS Relay - When DNS Relay is enabled, DHCP clients of the router wil be assigned the router's LAN IP addrass as their
DNS server. All DNS requests that the router receives wil be forwarded to your ISPs DNS servers. When DNS relay is
disabled, all DHCP clients of the router will be assigned the ISP's DNS server.

DHCP Server

DHCP stands for Dynamic Host Control Protocol. The DHCP server assigns IP addresses to devices on the network that
request them. These devices must be set to "Obtain the IP address automatically”. By default, the DHCP Server is
enabled on the DIR-685. The DHCP address pool contains the range of IP addresses that will automatically be assigned to
the clients on the network.

DHCP Reservation
Enter the "Computer Mame”, "IP Address” and "MAC Address” manually for the PC that you want the router to staticaly
assign the same IP to or choose the PC from the drop-down menu, which shows current DHCP clients.

Starting IP address The starting IP address for the DHCP server's IP assignment.
Ending IP address The ending IP address for the DHCP server's IP assignment.
{ease Time The length of time in minutes for the IP lease.

Dynamic DHCP client computers connected to the unit will have their information displayed in the Dynamic DHCP Client
Table. The table wil show the Host Name, IP Address, MAC Address, and Expired Time of the DHCP lease for each client
computer.

D SETUP

The LCD Setup page controls the settings of the display panel on your DIR-685 device. This page allows you to control
the screen saver and adjust the amount of time the device needs to be idle before the LCD Screen turns off.

Screen Saver Satting - The screen saver wil display the "screen_bg.jpg” picture stored in the root directory of the
internal hard drive in the background, with the current date and time moving randomly above the picture. If this picture
cannot be found, the background will remain black. The "Timeout" setting indicates the amount of minutes required
before the device enters screen saving mode, if left idle. The device will exit screen saver mode if any button on the
Touch Pad is pressed.

Display Setting - This setting wil turn off the LCD display screen to save power if the device is left idle for the amount
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of minutes configured in the "Timeout" field. The LCD display screen wil power on again if any of the Touch Pad buttons
are pressed.

=]

€ Internet FH100% v




= D-LINK SYSTEMS, INC | WIRELESS ROUTER | HOME - Windows Internet Explorer
@;: < |g, http: {192, 168.0,1{spt_adv.php v| 44| [ ¢ |LiveSearch | o

Wk [@D-LINK SYSTEMS, INC | WIRELESS ROUTER | HOME [ l f3 - B - & - [5hPage - G Tods -

Product Page : DIR Hardware Version : A1 Firmware Version : 1.00

DIR-685 // SETUP ADVANCED STORAGE TOOLS STATUS SUPPORT
Menu

Port Forwarding
Application Rules
Qo5 Engine
Network Fitter
Website Filter
Firewall Settings
Routing

Advanced Wireless
Advanced Network
Guest Zone

Wake on LAN

PORT FORWARDING

The Advanced Port Forwarding option gives Internet users access to services on your LAN. This feature is useful for
hosting online services such as FTP, Web or game servers. For each entry, you define a public port on your router for
redirection to an internal LAN IP Address and LAN port.

Advanced Port Forwarding Parameters
Name - Assign a meaningful name to the virtual server, for example Web Server. Several wel-known types of virtual server
are available from the "Application Name" drop-down list. Selecting one of these entries fils some of the remaining
parameters with standard values for that type of server.

IP Address - The IP address of the system on your internal network that wil provide the virtual service, for example
192.168.0.50. You can select a computer from the list of DHCP clients in the "Computer Name" drop-down menu, or you
can manualy enter the IP address of the server computer.

Application Name - A list of pre-defined popular applications that users can choose from for faster configuration.
Computer Name - A list of DHCP clients.

Traffic Type - Select the protocol used by the service. The cormmon choices — UDP, TCP and both UDP and TCP — can
be selected from the drop-down menu.

Private Port - The port that will be used on your internal network.

Public Port - The port that wil be accessed from the Internet.

APPLICATION RULES

Some applications reguire multiple connections, such as Internet gaming, video conferencing, Internet telephony and
others. These applications have difficulties working through MAT (Network Address Translation). If you need to run
applications that reguire multiple connections, specify the port normally associated with an application in the "Trigger Port”
field, select the protocol type as TCP (Transmission Control Protocol) or UDP (User Datagram Protocol), then enter the
public ports associated with the trigger port in the Firewall Port field to open them for inbound traffic. There are already
defined wel-known applications in the Application Name drop-down menu.

Name - This is the name referencing the application.

Trigger Port - This is the port used to trigger the application. It can be either a3 single port or a range of ports.

Traffic Type - This is the protocol used to trigger the application.

Firewalf Port - This is the port number on the WAN side that wil be used to access the application. You may define a
single port or 3 range of ports. You can use a comma to add multiple ports or port ranges.

Traffic Type - This is the protocol used for the application.
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This Smart QoS improves your VolP voice guality or streaming by ensuring that your VoIP or streaming traffic is prioritized
over other netwaork traffic, such as FTP or Web. For best performance, please tick the "lag eliminated” option to
automatically set the priority for your applications.

NETWORK FILTER

Filters are used to deny or allow LAN computers from accessing the Internet and also your network. Within your netwaork,
the unit can be setup to allow or deny Internet access to computers using their MAC addresses.

MAC Filters

Use MAC Filters to deny computers within the local area network from accessing the Internet. You can either manually
add a MAC address or select the MAC address from the list of clients that are currently connected to the unit.

Select "Turn MAC Filtering OM and ALLOW computers with MAC address listed below to access the network” if you only
want selected computers to have network access and all other computers not to have network access.

Select "Turn MAC Filtering OM and DENY computers with MAC addresses listed below to access the network” if you want
all computers to have network access except those computers in the list.

MAC Address - The MAC address of the network device to be added to the MAC Filter List.

DHCP Client List - DHCP clients will have their hostname listed in the Computer Name drop-down menu. You can select
the client computer you want to add to the MAC Filter List and click the arrow button. This will automatically add that
computer's MAC address to the appropriate field.

Users can use the Always drop-down menu to select a previously defined schedule or click the Add New button to add
a new schedule.

The check box is used to enable or disable a particular entry.

WEBSITE FILTER

Along with the ability to filtter devices from accessing your network and the Internet, the DIR-685 can also be configured
to allow or deny access, for the computers on your network, to inappropriate websites by using 3 domain name or
keywords,

Parental control

Parental control is used to allow or deny computers on your network from accessing specific web sites by using keywords
or specific Domain Mames. Select "Turn Website Filtering ON and ALLOW computers access to ONLY these sites” to only
allow computers on your network to access the specified URLs and Domain Mames. "Turn Website Fitering ON and DENY
computers access to OMLY these sites” in order to deny computers on your network to access the specified URLs and
Domain Names.

Example 1:

If you wanted to block LAN users from any website containing a URL relating to shopping, you would need to select
"Turn Website Filtering ON and DENY computers access to ONLY these sites” and then enter "shopping” into the Website
Filtering Rules list. Sites like these will be denied access to LAN users because they contain the keyword in the URL.
http://www.yahoo.com/shopping/ stores. html

http://vwwrve.rmsn. cormysearch/shopping-spree.html

Example 2:
If you want your children to only access particular sites, you would then choose " Turn Website Fittering OM and ALLOW
computers access to OMLY these sites” and then enter the domains you want your children to have access to.

& Google.com
« Cartoons.com
# Discovery.com
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The Firewall Settings section contains an option to configure a DMZ Host.

Enable SPI

SPI ("stateful packet inspection” also known as "dynamic packet filtering") helps to prevent cyber attacks by tracking more

states per session. It validates that the traffic passing through that session conforms to the protocol. When the protocal

is TCP, SPI checks that the packet sequence numbers are within the valid range for the session, discarding those packets

that do not have valid sequence numbers. Whether SP1is enabled or not, the router always tracks TCP connection states

and ensures that each TCP packet's flags are valid for the current state.

DMZ

If you have a computer that cannot run Internet applications property from behind the DIR-685, then you can allow the

computer to have unrestricted Internet access. Enter the IP address of that computer as a DMZ (Demilitarized Zone) host

with unrestricted Internet access. Adding a client to the DMZ may expose that computer to a variety of security risks; so

only use this option as a last resort.

Firewall Rules

Firewall Rules are used to allow or deny traffic coming in to or going out of the router based on the source and

destination IP addresses as well as the traffic type and the specific port the data runs on.

Name - Users can specify a name for a Firewall Rule.

Action - Users can choose to alow or deny traffic.

Interface

Source - Jse the Source drop-down menu to select if the starting point of the traffic that's to be alowed or denied is

from the LAN or WAN interface.

Dest - Use the Dest drop-down menu to select if the ending point of the traffic that's to be allowed or denied is arriving

on the LAN or WAN interface.

IP Address - Here you can specify a single source or dest IP address by entering the IP address in the top box or enter a

range of IP addresses by entering the first IP address of the range in the top box and the last IP address of the range in

the bottom one.

Protocol - |Use the Protocol drop-down menu to select the traffic type.

Port Range - Enter the same port number in both boxes to specify a single port or enter the first port of the range in b

the top box and last port of the range in the bottom one to specify a range of ports.

Schedule - Use the Always drop-down menu to select a previoushy defined schedule or click on Add New button to add

a new schedule.

The Routing option allows you to define static routes to specific destinations.

Enable - Specifiss whether the entry will be enabled or disabled.

Interface - Specifies the interface - WAN or WAN Physical - that that the IP packet must use to transit out of the

router, when this route is used.

Interface (WAN) - This is the interface used to receive the IP Address from the ISP to access the Internet.

Interface (WAN Physical) - This is the interface used to receive the IP Address from the ISP to access the Internet.

Destination - The IP address of packets that wil take this route.

Subnet Mask - One bit in the mask that specifies which bits of the IP address must match.

Gateway - Specifies the next hop to be taken if this route is used. A gateway of 0.0.0.0 implies there is no next hop,

and the IP address matched is directly connected to the router on the interface specified: WAN or WAN Physical.

The options on this page should be changed by advanced users or if you are instructed to by one of our support

personnel, as this can negatively affect the performance of your router if configured incorrectly.

Transmit Power - You can lower the output power of the DIR-685 by selecting a lower percentage of Transmit Power

values from the drop-down menu. Your choices are: 100%, 50%, 25%, and 12.5%.

Beacon Interval - Beacons are packets sent by an Access Point to synchronize with the wireless network. Specify a

Beacon interval value between 20 and 1000. The default value is set to 100 milisecands. 2
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RTS8 Threshiold - This value should rermain at its default setting of 2346. If you encounter inconsistent data flow, only
minor modifications to the value range between 256 and 2346 are recommended. The default value for RTS Threshold is
set to 2346.

Fragmentation - This value should remain at its default setting of 2346. If you experience a high packet error rate, you
may slightly increase your "Fragmentation” value within the value range of between 1500 and 2346. Setting the
Fragmentation value too low may result in poor performance.

DTIM Interval - Enter a value between 1 and 255 for the Delivery Traffic Indication Message (DTIM). A DTIM is @
countdown informing clients of the next window for listening to broadcast and multicast messages. When the Access
Point has buffered broadcast or multicast messages for associated clients, it sends the next DTIM with a DTIM Interval
value. AP clients hear the beacons and awaken to receive the broadcast and multicast messages. The default value for
DTIM interval is set ta 1.

Preamble Type - The Preamble Type defines the length of the CRC (Cydic Redundancy Check) block for communication
between the Access Point and roaming wireless adapters. Make sure you select the appropriate preamble type and click
the Apply button.

Mote: High network traffic areas should use the shorter preamble type. CRC is 2 common technigue for detecting data
transmission errors.

CTS Mode - Selact None to disable this feature. Select Always to force the router to require each wireless device on the
network to perform an RTS/CTS handshake before they are allowed to transmit data. Select Auto to allow the router to
decide when RTS/CTS handshakes are necessary.

ADVANCED NETWORK

This section contains settings which can change the way the router handles certain types of traffic. We recommend that
vyou don't change any of these settings unless you are already familiar with them or have been instructed to change them
by one of our support personnel.

UPnP

UPnP is short for Universal Plug and Play which is a netwaorking architecture that provides compatibility between
networking eguipment, software, and peripherals. The DIR-685 is a3 UPnP enabled router, meaning that it will work with
other UPnP devices/software. If you do not want to use the UPnP function, it can be disabled by selecting "Disabled”.

WAN Ping

vhen you Enable WAN Ping respond, you are causing the public WAN (Wide Area Metwork) IP address on the device to
respond to ping commands sent by Internet users. Pinging public WAN IP addresses is a common method used by hackers
to test whether your WAN IP address is valid.

WAN Port Speed
This allows you to select the speed of the WAN interface of the DIR-685: Choose 100Mbps, 10Mbps, or
10/100/1000Mbps Auto.

Multicast Streams
Enahble this option to allow Multicast traffic to pass from the Internet to your network more efficienthy.

GUEST ZONE

Guest Zone Selection

The selection helps you to define the Guest Zone scale.

Enable Guest Zone - Specifies whether the Guest Zone will be enabled or disabled.
Wireless Network Name - Provide a name for Guest Zone wireless network.

Wiraless Security Mode
Securing your wireless network is important as it is used to protect the integrity of the information being transmitted over
wnur wirelase netwaork. The NDTR-AAS is ranzhle nf 4 tvnes nf wireless saruritv: WEP. WPA onh. WPAZ anhv. and
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your wireless network. The DIR-685 is capable of 4 Types of wireless securiy; WEF, WPA only, WPAZ only, and
WPA/WPAZ (auto-detect)

WEP

Wired Equivalent Protocaol (WEP) is a wireless security protocol for Wireless Local Area Networks (WLAN). WEP provides
security by encrypting the data that is sent over the WLAN. The DIR-685 supports 2 levels of WEP Encryption: 64-bit and
128-bit. WEP is disabled by default. The WEP setting can be changed to fit an existing wireless network or to customize
your wireless natwark.

Authentication - Authentication is a process by which the DIR-685 verifies the identity of a network device that is
attempting to join the wireless network. There are two types authentication for this device when using WEP.

Open System -Select this option to allow all wireless devices to communicate with the DIR-685 before they are required
to provide the encryption key needed to gain access to the network.

Shared Key - Select this option to require any wireless device attempting to communicate with the DIR-685 to provide
the encryption key needed to access the network before they are allowed to communicate with the DIR-685.

WEP Encryption - Select the level of WEP Encryption that you would like to use on your network. The two supported
levels of WEP encryption are 64-bit and 128-bit.

Key Type - The Key Types that are supported by the DIR-685 are HEX (Hexadecimal) and ASCII (American Standard
Code for Information Interchange.) The Key Type can be changed to fit an existing wireless network or to customize your
wireless network.

Keys - Keys 1-4 allow you to easily change wireless encryption setfings to maintzin a secure network. Simply select the
specific key to be used for encrypting wireless data on the network.

WPA-Personal
Vi-Fi Protected Access authorizes and authenticates users onto the wireless network. WPA uses stronger security than
WEP and is based on a key that changes automatically at a regular intenval.

Cipher Type - Tha DIR-685 support twao different cipher types when WPA is usad as the Security Type. These two
options are TKIP (Temporal Key Integrity Protocaol) and AES (Advanced Encryption Standard).

PSK/EAP “When PSK is selected, your wirelass clients will need to provide a Passphrase for authentication. When EAP is
selected, you wil need to have a RADIUS server on your network which wil handle the authentication of all your wireless
clients.

Passphrase - This is what your wireless clients will need in order to communicate with your DIR-683, when PSK is
selected. Enter 8-63 alphanumeric characters. Be sure to write this Passphrase down as you wil need to enter it on any
other wireless devices you are trying to add to your network,

802.1X - This means of WPA authentication is used in conjunction with a RADIUS server that must be present on your
network. Enter the IP address, port, and Shared Secret that you RADIUS is configured for. You also have the option to
enter information for a second RADIUS server in the even that there are two on your network which you are using to
authenticate wireless clients.

wprAZ2
Vi-Fi Protected Access 2 authorizes and authenticates users onto the wireless network. WPAZ2 uses stronger security
than WEP and is based on a key that changes automatically at a regular interval.

Cipher Type - The DIR-685 support two different cipher types when WPA is used as the Security Type. These two
options are TKIP (Temporal Key Integrity Protocol) and AES (Advanced Encryption Standard).

PSK/EAP - When PSK is selected, your wireless clients will need to provide a Passphrase for authentication. When EAP is
selected, you wil need to have a RADIUS server on your network which wil handle the authentication of all your wireless
clients.

Passphirase - This is what your wireless clients will need in order to communicate with your DIR-6835, when PSK is
selected. Enter 8-63 alphanumeric characters. Be sure to write this Passphrase down as you wil need to enter it on any
other wireless devices you are trying to add to your netwaork.

802.1X - This means of WPA2 authentication is used in conjunction with a RADIUS server that must be present on your
network. Enter the IP address, port, and Shared Secref that vou RADIUS is configured for. You also have the option to
enter information for 3 second RADIUS server in the even that there are two on your network which you are using to
authenticate wireless clients.

WPAZ2-Auto
This option allows the DIR-685 to have both WPA2 and WPA clients connected to it simultaneoushy.
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selected, you wil need to have a RADIUS server on your network which wil handle the authentication of all your wireless
clients.

Passphrase - This is what your wireless clients will need in order to communicate with your DIR-6835, when PSK is
selacted. Enter 8-63 alphanumeric characters. Be sure to write this Passphrase down as you will need to enter it on any
other wireless devices you are trying to add to your network.

802.1X - This means of WPA2 authentication is used in conjunction with a RADIUS server that must be present on your
network. Enter the IP address, port, and Shared Secret that you RADIUS is configured for, You also have the option to
enter information for 3 second RADIUS server in the even that there are two on your network which you are using to
authenticate wireless clients.

WPAZ2-Auto
This option allows the DIR-685 to have both WPA2 and WPA clients connected to it simultaneoushy.

LAN Satup for Guest Zone

These are the settings of the Guest Zone LAN (Local Area Network) interface for the device. These settings may be
referred to as "private settings”. You may change the IP address if needed. The IP address is private to your internal
network and cannot be seen on the Internet. The default IP address is 192.168.1.1 with a subnet mask of
255.255.255.0.

IP Address - P address of the DIR-685, default is 192.168.1.1.
Subnet Mask - Subnet Mask of DIR-685, default is 255.255.255.0.

Enable Guest Zone Client Isolation :
Enable the function to prevent one guest client to access other clients in the Guest Zone. The guest client can access to
the Internat only.

Enable Routing Between Zones
Use this section to enable routing between Host Zone and Guest Zone, Guest clients can not access Host clients' data
without enable the function.

DHCP Server for Guest Zone

DHCP stands for Dynamic Host Control Protocol. The DHCP server assigns IP addresses to devices on the network that
request them. These davices must be set to "Obtain the IP address automatically”. By default, the DHCP Server is
enabled on the DIR-685. The DHCP address pool contains the range of the IP address that will automatically be assigned
to the dients on the network.

Starting IP address - The starting IP address for the DHCP server's IP assignment.

Ending IP address -The ending IP address for the DHCP server's IP assignment.

lease Time-The length of time in minutes for the IP lease. Dynamic DHCP client computers connected to the unit wil
have their information displayed in the Dynamic DHCP Client Table. The table will show the Host Name, TP Address, MAC
Address, and Expired Time of the DHCP lease for each client computer.

WAKE ON LAN

The Wake on LAN function can be used to remotely turn on a PC connected to the LAN side of the router. Specify the
UDP port that will be used by the Wake on LAN magic packet to prevent the router from thinking the Wake on LAN
request is a hostile attack and blocking it.

UDP Port - This is the unigue port that the DIR-685 will use to listen for the magic packets that wil turn on the PC.
Interface - (This setting can't currenthy be changed. It may be possible to change this setting in later firmware releases).

WIRELESS
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Disk Management
Users/Groups
Storage Access
ETP Server

UPnP AV Server
iTunes Server

BT Download Manager

DISK MANAGEMENT

The Disk Management page contains information and settings for the local hard drive that is currently installed in the
device.

Hard Disk Information - This contains details about the hard drive installed in the device.

Format Setting - This button allows you to format the hard drive that is currently installed in the device.

WARNING: This action will wipe the hard drive clean. All data on the hard drive will be lost!

Hard Drive Satting - Once this setting is enabled the hard drive wil go into standby mode after the amount of minutes
specified, if no data has been written to or read from the hard drive, to reduce power consumption.

USERS/GROUPS

Users
Users can be created here. These accounts can be added to rules in the Metwork Access and FTP Server sections. Each
user created wil also have access to the Scheduled Download section.

User mame - Enter user name.
Password - Enter password.
Confirm Password - Enter password again. Click 'Save Settings' to add the user.

The created users wil appear in 2 list near the bottom of this page along with their assigned group (if any). User's

passwords can be edited by clicking on the 'notepad with pendil' icon or users can be deleted by clicking on the ‘trashcan’
icon to the right of the rule.

Groups
Groups can be created here. Once a group has been created, it will be available in the Group selaction on the Users page.

The created groups wil appear in a list near the bottom of this page. Usars within these groups wil also be displayed.

STORAGE ACCESS

Category - Select either User or Group.

User or Group - Select 3 user or group from the pull down list. Select "All Accounts' if you wish to create a rule that
applies to all users.

Folder - Click "Browse" to select a folder. This folder must be located on the internal drives.

Permission - Assign "Read Only" or "Read / Write" permissions to the selected folder for the selected user or group.
Oplocks - Opportunistic locks (oplocks) are a characteristic of the LAN Manager networking protocol implemented in the
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32-Bit Windows family of operating system environments. Oplocks are guaranteas made by a server for a shared logical
volume to its clients. These guarantees inform the Client that a file's content will not be alowed to be changed by the
server, or if some change is imminent, the client wil be notified before the change is allowed to proceed. Oplocks are
designed to increase network performance when it comes to network file sharing however when using file-based
database applications it is recommended to set the share oplocks to No(off).

Vhat operating systems are affected by Oplocks?

By default Vista has Oplocks enabled and can not be disabled. If you are having network performance issues with
applications sharing files from the DIR-B85 you may try to improve performance by setting Oplocks to No(off).
Map Archive - When enabled, the file attribute-"Archive" will be copied as the file is being stored on the DIR-685.
Certain backup softwares attach this attribute to files that are being stored as backups.

Comment - Additional comments about this rule. This is optional and has no functional effect.

Click "Save Settings' to save the rule. All saved rules wil appear in the list near the bottom of this page. Rules can be
edited or deleted by clicking on the ‘notepad with pencil’ or “trashcan’ icon to the right of the rule.

FTP SERVER

Catagory - Select either user or group.

User - Select a user or group from the pull down list. Select 'All Accounts' if you wish to create a rule that applies to
everyone. Anonymous will always be listed as a user.

Folder - Click "Browse" to select a folder and assign this folder to the selected user. This folder must be located on the
internal drives. If you wish to assign access to the root of all drives simultaneously, put a check in the ‘root’ box.
Permission - Assign "Read Only" or "Read / Write" permissions to the selected folder for the selected user or group. Click
‘Add' to add the rule to the list. All saved rules will appear in the list near the bottom of this page. Rules can be edited or
deleted by dlicking on the 'notepad with pendl' or ‘trashcan' icons to the right of the rule.

Max User - Enter the maximum number of users that wil be allowed to access the FTP server at one time. The default
value is 10.

Idfe Time - The FTP server will log a user out if he exceeds the specified idle time.

Port - If you wish to change the port that the FTP server usas, enter in the new number hare. This is an advanced
setting and a change can cause complications when behind a router. It is recommended to leave this at the default of 21
unless you have experience with changing the FTP port.

Flow Controf- This function will adjust the data flow through the FTP server. If you set a limit here, users may download
from the FTP server at a slower speed, however, you wil conserve local bandwidth.

Clienrt Language - Most standard FTP clients ke Windows FTP, only support Western European codepage when
transferring files. Northern European, Central European, Traditional and Simplified Chinese as well as Cyrilic codepage
support has been added for non standard FTP clients that are capable of supporting these character sets.

Click "Save Settings' when finished.

UPNP AV SERVER

The DIR-685 has a built-in UPnPAY media server that can be used with UPnP AW compatible media players.

UPnP AV Server - Enable or Disable the UPnP AV Server.

Folder - Click 'Browse' to locate the root folder of your media files (music, photos, and video). Root can be chosen i you
want to have access to all content on the DIR-685.

Auto Refresh - Configure auto refresh to automatically update your shared UPNP AV data every 5, 15 or 30 minutes or
from 1,2,6,12 or 24hour intervals.

Click "Save Settings' when finished.

ITUNES SERVER

The iTunes server wil alow iTunes software to automaticaly detect and play music from the DIR-685.

iTunes Server - Enable or Disable the iTunes Server.

Folder - Uncheck root, then dlick ‘Browse' to locate the folder which contains your music files. Root can be chosen if you
want to have access to all folders of the DIR-685.

Auto Refresh - Configure auto refresh to automatically update your shared iTunes Library data every 5, 15 or 30 minutes
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or from 1,2,6,12 or 24hour intervals.
Click 'Save Settings' when finished.

BT DOWN MANAGER

The BT Download Manager page contains settings to set up your device so that Bit Torrent files can be downloaded from
the Internet, without having to turn on your PC.

BT Setting - This allows you to turn on/off the BT Download Manager service. The directory path allows you to indicate
which directory/folder you would like to save your downloaded files to. All downloads wil be stored in the indicated
directory, with all completed items stored in a directory named "completed” and all on-going tems stored in a directory
named "incomplete”. File arganization for each download will remain exactly the same as the original downloaded files.
Torrent Pownloads - In the BT Download Manager screen you are allowed to choose whether to add new download
ftems through a URL or from an individual BT seed file.

All iterns that are downloading will be listed at the bottom of the window, showing one download per row, so you can
clearty view and control each item that is downloading.

Table of downloading items - For each item that is downloading, click the "more details” link to view further information
about the current downloads.

Stap - Users can use this button to stop/halt the download process, allowing other items that are downloading to have
more bandwidth.

Remove - Users can use the button on the right-hand side of each item that is downloading to cancel/delete the tem
being downloaded, if 3 mistake has been made.

If the deleted item has already completed, only the entry will be deleted, but the files that have already been
downloaded wil be kept under the "completed” directory.

Remove Completed - This button at the top right corner of the downloading item table allows users to remove all the
finished download tems from the table, without deleting the downloaded files.
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Admin

Time

Log Setfings
Email Settings
System
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Dynamic DNS
System Check
Schedules

Administrator Login Name - Enter the name that wil be used to login to the router with Admin access.

Administrator password - Enter and confirm the password that the admin account will use to access the router's
management interface.

Remote Management

Remote Management allows the device to be configured through the WAN (Wide Area Network) port from the Internet
using a web browser. A username and password is still required to access the router's management interface.

IP Aflowed to Access - This aption alows users to specify a particular 1P address from the Internet to be allowed to
access the router remotely, This field is 0.0.0.0 by default which means any IP address from the Internet can access the
router remotely once remote management is enabled.

Port - Select the port which wil be used to access the DIR-685.

Example:
hitkp: /3200228080 whereas x.x.x.x is the WAN IP address of the DIR-685 and 8080 is the port used for the Web-
Management interface.

TIME

The Time Configuration settings are used by the router for synchronizing scheduled services and system logging activities.
You wil need to set the time zone corresponding to your location. The time can be set manually or the device can
connect to a NTP (Network Time Protocol) server to retrieve the time. You may also set Daylight Saving Time dates,
which will automatically adjust the system time on the specified dates.

Time Zone - Select the Time Zone for the region you are in.

Daylight Sawving - If the region you are in observes Daylight Savings Time, enable this option.

Automatic Time Configuration - Select 3 D-Link tima server which you would like the DIR-685 to synchronize its time
with., The interval at which the DIR-685 will communicate with the D-Link NTP server is set to 7 days.

Sat the Date and Time Manually - Select this option if you would ke to specify the time manually. You must specify
the Year, Month, Day, Hour, Minute, and Second, or you can click the Copy Your Computer's Time Settings button to
copy the system time from the computer being used to access the management interface.

LOG SETTINGS
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You can save the log file to a local drive which can later be used to send to a network administrator for troubleshooting.
Sawve - Click this button to save the log entries to a text file.
Log Type - Select the type of information you would ke the DIR-685 to log.

EMAIL SETTINGS

The Email Settings allows you to send the Device Log file to 3 specified email address.

From Email Address - The email address which the ermail wil be sent from. Most modern SMTP services require this to be
a valid email address and will carry out tests to see if it is genuine.

To Email Address - The email address that the Device Log file will be sent to. The log file will be seen by the person
accessing this email account.

Email Subject - The title of the email.

SMTP Sarver Address - The IP address or Domain Name of the mail server that wil forward the device log file to the
required email account.

SMTP Sarver Port - The port that the mail server will use.

Enable Authentication - For security reasons some SMTP servers check the account name and password to confirm that
the ermail it is processing is from one of its clients.

Account Name - The account name used for authentication with the SMTP Server.

Password - The password of the account used for authentication with the SMTP Server.

SYSTEM

The current system settings can be saved as a file onto the local hard drive. The saved file or any other saved setting file
created by device can be uploaded into the unit. To reload a system settings file, click on Browse to search the local hard
drive for the file to be used. The device can also be reset back to factory default settings by dicking on Restore Device.
Use the restore feature only if necessary. This wil erase previously save settings for the unit. Make sure to save your
system settings before carrying out a factory restore.

Sawve - Click this button to save the configuration file from the router.

Browse - Click Browse to locate a saved configuration file and then click to Load and apply the saved settings to the
router.

Restora Device - Click this button to restore the router to its factory default settings.

FIRMWARE

You can upgrade the firmware of the device using this tool. Make sure that the firmware you want to use is saved on the
local hard drive of the computer. Click on Browse to search the local hard drive for the firmware to be used for the
update. Upgrading the firmware wil not change any of your system settings but it is recommended that you save your
system settings before carrying out a firmware upgrade. Please check the D-Link support site for firmware updates or you
can click on the Check Now button to have the router check the new firmware automatically.

DYNAMIC DNS

Dynamic DNS (Domain Name Service) is a method of keeping a domain name linked to a changing (dynamic) IP address.
With most Cable and DSL connections, you are assigned a dynamic IP address and that address is used only for the
duration of that specific connection. With the DIR-683, you can setup your DDMS service and the DIR-685 wiil
autormatically update your DDNS server every time it receives a new WAN IP address.

Server Address - Choose your DDNS provider from the drop down menu. -
Host Name - Enter the Host Name that you registered with your DDNS service provider.
Username - Enter the username for your DDNS account.

Password - Enter the password for your DDNS account.

SYSTEM CHECK

This tool can be used to verify physical connectivity on both the LAN and Internet (WAN) interfaces. This is an advanced
feature that integrates a LAN cable tester on every Ethernet port on the router. Through the graphical user interface
(GUI), 3 Cable Test can be carried out to remotely diagnose and report cable faults such as open circuits, short circuits,

swapped pairs, and impedance mismatch. This feature significantly reduces service calls and returns by allowing users to
aacily tfranhlachnnt thair rahls Fannactinne
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easily troubleshoot their cable connections.

Ping Test

This useful diagnostic utility can be used to check if a computer is on the Internet. It sends ping packets and listens for
replies from the specific host. Enter in @ host name or the IP address that you want to ping (Packet Internet Groper) and
click Ping . The status of your Ping attempt will be displayed in the Ping Result box.

SCHEDULES

This page is used to configure global schedules for the router. Once defined, these schedules can later be applied to the
features of the router that support scheduling.

Name - The name of the schedule being defined.

Day(s) - Select a day, range of days, or select the Al Week checkbox to have this schedule .apply every day.

AN Day - 24 his - Check this box to have the schedule active the entire 24 hours on the days specified.

Start Time - Select the time at which you would ke the schedule being defined to become active.

End Time - Select the time at which you would like the schedule being defined to become inactive.

Schedule Rules List - This displays all the schedules that have been defined.

e Internet
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DEVICE INFO

This page displays current information for the DIR-685. The page wil show the version of firmware currently loaded on the
device.

LAN (1 ocal Area Network) - This displays the MAC Address of the Ethernet LAN interface, the IP Address and Subnet
Mask of the LAM interface, and whether or not the router's built-in DHCP server is Enabled or Disabled.

WAN (Wide Area Netwark) - This displays the MAC Address of the WAN interface, as well as the IP Address, Subnet
Mask, Default Gateway, and DNS server information that the DIR-685 has obtained from your ISP. It will also display the
connection type (Dynamic, Static, or PPPoE) that is used to establish a connection with your ISP, If the router is
configured for Dynamic, then there wil be buttons for releasing and renewing the IP Address assigned to the WAN
interface. If the router is configured for PPPoE, there wil be buttons for connecting and disconnecting the PPPOE session.
Wiraless 802.11 n - This displays the SSID, Channel, and whether or not Encryption is enabled on the Wireless interface.

LOG

The DIR-685 keeps a running log of events and activities occurring on it at all times. The log wil display up to 400 recent
logs. Newer log activities will overwrite the older logs.

First Page - Click this button to go to the first page of the log.

1ast Page - Click this button to go to the last page of the log.

Previous - Moves back one log page.

Next - Moves forward one log page.

Clear - Clears the logs completely.

STATISTICS

The DIR-685 keeps statistic of the data traffic that it handles. You are able to view the amount of packets that the
router has Received and Transmitted on the Internet (WAN), LAM, and Wireless interfaces.

Reffresfy - Click this button to update the counters.

Reset - Click this button to clear the counters. The traffic counter wil reset when the device is rebooted.

INTERNET SESSION

Internet Session display Source and Destination packets passing through the DIR-685.

IP Address - The source IP address of where the packets are originated from.

TCP Sassion - This shows the number of TCP packets are being sent from the source IP address.
UDP Session - This shows the number of UDP packets are being sent from the source 1P address.
Protocol - This is the type of packets transmitted between the source and destination IP.

Source IP - This shows the IP address of where the packets are originated from.

Source Port - This shows the port being used to transmit packets to the Dest IP.
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Source IP - This shows the IP address of where the packets are originated from.
Source Port - This shows the port being used to transmit packets to the Dest IP.
Dest IP - This shows the IP address of where the packets are destined to.

Dest Port - This shows the port being used to receive packets from the source IP.

WIRELESS

Use this page in order to view how many wireless clients have associated with the DIR-685. This page shows the MAC
address of each associated client, how long they have been associated, and the mode they are connecting in (802.11b,
802.11g or 802.11n).
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BITTORRENT CLIENT:
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File Edit Wiew History Bookmarks

Use this section to configure BT manager.

BT SETTING

Enable BT :
Share Path : HD_STIL60314A5/8T | [Brawse |

Save Settings

BT Download Managsr

Torrent Downloads Downloads | Settings

Total Speeds
Downloads: 1008.1 KB/s
Uploads: [1]

Add Torrent From URL l&]

W Add Torrent From URL [ Add Tarrent From File
Remove Completed “

ubuntu-8.10-desktop-i386.iso

59.11%

Stop Remove

698.8 MB Less Details 9m 36s

Remaining: 285.7 MBI Seeds: 49 (350) Download Speed:

Downloaded:  413.1 Peers: 50 (362) S66.7 KBrs
MB Ratio: i} Upload Spee: o

Uploaded: 0 bytes Availability:  49.573

Files:
ubuntu-8.10-deskiop-i286.is0

livecd-i686-installer-2008.0-r1 [+

o Remove

Stop

688.5 MB Less Details

Seeds: 0¢zo0 Download Speed:

€

Done
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Usa this section to configure BT manager.

— || BT SETTING

Enable BT :
Share Path : |HD_ST9160314A5/BT | [(Browse |

Save Settings

ET Download Manager

Settings Downloads | Settings

Settings Help
Port Settings:

® Default (5381)
O custom

Incoming connections port.

Bandwidth Management:

® automatic

O manual
Maximurm download rate (kBis): default: -1 {unlimited)
Maxirmurm upload rate (kBfs): default -1 {unlimited)
Max. upload rate when seeding (kBJs) default: -1 {unlimited)

Seedin

® geed until removed
O stop seeding when ratio reaches %

O Stop seeding after mminutes

Save M

Sattinme Haln L

Done:




Done:

OUTER | HOME

Edt Wew History Bookmarks Tools Help
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ET Download Manager

Enable BT :

Share Path : [HD_ST9L60314A5/BT | [(Browse

Save Settings

Seeding:
® geed until removed
OSmp seeding when ratio reaches %

OSmp seeding after minutes

Save M

Settings Help

Help with Port Settings

This setling is used to change the portwhere BitTorrent listens for incoming connections. Ifyou are behind a
router with netwark address translation (NAT), BitTarrent will atternpt to configure your router's part mappings
wia UPnP ar NAT-PMP. If your router is not capahle of mapping ports automatically, you may need to configure
port forwarding manually on your router. Ifyour device has a public IP address {.e. is not subject to NAT), vou
may need to change this setting if the default port is blocked by a firewall

Backto Port Settings

Help with Bandwidth Management

Wyhen setfo "Automatic”, BitTorent automatically moderates its use of your Internet connection {0 avoid
disrupting other applications and users. To impose a strict cap an BifTarrent's use of your connection, you may
manually set the maximum rates atwhich BitTorrent will download, upload, and seed.

Back to Bandwidth Management

Help with Seeding

By default BitTarrent will seed a fully-downloaded torrent until vou rermawe it. There are two alternative seeding
policies thatyou may set. Seeding can be stopped automatically when the ratio of uploaded to download bytes
reaches a threshold that you set. O, seeding can be stopped autormatically after a set nurber of minutes.

Back to Seeding




