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Section 17 Product Overview

Safety Precaution

Follow the following instructions to prevent the device from risks and damage
1 Use the power adapter in the package.
1 An overburden power outlet or damaged lines and plugs may cause electric shock or fire accident. Check the power cords regularly. If you
find any damage, replace it at once.
1 Proper space left for heat dissipation is necessary to avoid overheating. The holes on the device are designed for heat dissipation to ensure
running normally. Do not cover these heat dissipation holes.
Do not put this device close to a heat source or high temperature place. Avoid the device direct exposing sunshine.
Do not put this device close to over damp place. Do not spill any fluid on this device.

Do not connect this device to PC or electronic product, unless our customer engineer or your broadband provider instructs you to do this,
because any wrong connection may cause power or fire risk.

1 Do not place this device on an unstable surface or support.

= = A

Introduction

The DSL-2750U supports multiple line modes. With four 10/100 base-T Ethernet interfaces at the user end, the DSL-2750U provides both DSL uplink
access with a downstream rate of 24 Mbps and an upstream rate of 1 Mbps and Ethernet uplink access. It also supports 3G connection to the Internet
or Intranet for high-end users like net bars and office users. It complies with specifications of IEEE 802.11, 802.11b/g/n, WEP, WPA, and WPA2
security. The WLAN of the device supports 2T2R.
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Section 17 Product Overview

System Requirements

Network Requirement Available uplink access (DSL uplink or Ethernet uplink)

Clients to be connected Devices installed a wireless network adapter or 10 base T/100BaseT Ethernet adapter.
Web-based Configuration | Computer with the following:

Utility Requirement Windows®, Macintosh, or Linux-based operating system

An installed Ethernet adapter

Browser Requirements:
Microsoft Internet Explorer® v7, Mozilla® Firefox v9.0, Google® Chrome 16.0, or Safari® v4 or higher
version.

Windows® Users: Make sure you have the latest version of Java installed. Visit www.java.com to
download the latest version.

D-Link DSL-2750U User Manual
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Features

The device supports the following features:

Various line modes

Two uplink access: DSL and Ethernet uplink access
External PPPOE dial-up access

Internal PPPOE/PPPOA dial-up access
1483Bridged/1483Routed with dynamic IP or static IP
Multiple PVCs (the number of PVCs support is eight)
DHCP server/relay

Static route

Network Address Translation(NAT)

DMZ

Virtual Server

Universal plug and play (UPnP)

TRO69

Dynamic Domain Name Server(DDNS)

DLNA

Network Time Protocol(NTP)

Firmware upgrading through Web, TFTP, or FTP
Resetting to the factory defaults through Reset button or Web
Diagnostic test

Web interface

Telnet CLI

IP/MAC/URL Filter

Application layer service

QoS

Port binding

Auto upgrade

Cloud security

Digital Living Network Alliance (DLNA)

Wireless network

3G network

A=A -_A_8_9_-90_0_-90_920_-2_2_929_92_42_92_92_92_92_9_92_92_92_9_92_42_9_2_-°2_-2-2-
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Section 271 Installation

Installation

This section will guide you through the installation process. Placement of the Router is very important. Do not place the Router in an enclosed area
such as a closet, cabinet or in the attic or garage.

Before You Begin

Please read and make sure you understand all the prerequisites for proper installation of your new Router. Have all the necessary information and
equipment on hand before beginning the installation.

Installation Notes

In order to establish a connection to the Internet it will be necessary to provide information to the Router that will be stored in its memory. For some
users, only their account information (Username and Password) is required. For others, various parameters that control and define the Internet
connection will be required. You can print out the two pages below and use the tables to list this information. This way you have a hard copy of all
the information needed to setup the Router. If it is necessary to reconfigure the device, all the necessary information can be easily accessed. Be
sure to keep this information safe and private.

Low Pass Filters

Since ADSL and telephone services share the same copper wiring to carry their respective signals, a filtering mechanism may be necessary to avoid
mutual interference. A low pass filter device can be installed for each telephone that shares the line with the ADSL line. These filters are easy to
install passive devices that connect to the ADSL device and/or telephone using a standard telephone cable. Ask your service provider for more
information about the use of low pass filters with your installation.

Operating Systems

The DSL-2750U uses an HTML-based web interface for setup and management. The web configuration manager may be accessed using any
operating system capable of running web browser software, including Windows 98 SE, Windows ME, Windows 2000, Windows XP, Windows Vista,
Windows 7, Windows 8, Windows10.
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Web Browser

Any common web browser can be used to configure the Router using the web configuration management software. The program is designed to work
best with more recently released browsers such as Opera, Microsoft Internet Explorer® version 6.0, Netscape Navigator® version 6.2.3, or later
versions. The web browser must have JavaScript enabled. JavaScript is enabled by default on many browsers. Make sure JavaScript has not been
disabled by other software (such as virus protection or web user security packages) that may be running on your computer.

Ethernet Port (NIC Adapter)

Any computer that uses the Router must be able to connect to it through the Ethernet port on the Router. This connection is an Ethernet connection
And, therefore requires that your computer be equipped with an Ethernet port as well. Most notebook computers are now sold with an Ethernet port
already installed. Likewise, most fully assembled desktop computers come with an Ethernet NIC adapter as standard. If your computer does not have
an Ethernet port, you must install an Ethernet NIC adapter before you can use the Router. If you need to install an adapter, follow the installation
instructions that come with the Ethernet NIC adapter.

Additional Software

It may be necessary to install software on your computer that enables the computer to access the Internet. Additional software must be installed if
you are using the device as a simple bridge. For a bridged connection, the information needed to make and maintain the Internet connection is
stored on another computer or gateway device, not in the Router itself.

If your ADSL service is delivered through a PPPoE or PPPoA connection, the information needed to establish and maintain the Internet connection
can be stored in the Router. In this case, it is not necessary to install software on your computer. It may however be necessary to change some
settings in the device, including account information used to identify and verify the connection.

All connections to the Internet require a unique global IP address. For bridged connections, the global IP settings must reside in a TCP/IP enabled
device on the LAN side of the bridge, such as a PC, a server, a gateway device, such as a router, or similar firewall hardware. The IP address can be
assigned in a number of ways. Your network service provider will give you instructions about any additional connection software or NIC configuration
that may be required.
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Information you will need from your ADSL service provider

Username
This is the Username used to log on to your ADSL service provider& network. Your ADSL service provider uses this to identify your account.
Password
This is the Password used, in conjunction with the Username above, to log on to your ADSL service provider& network. This is used to verify the
identity of your account.
WAN Setting / Connection Type
These settings describe the method your ADSL service provider uses to transport data between the Internet and your computer. Most users will use
the default settings. You may need to specify one of the following WAN Setting and Connection Type configurations (Connection Type settings listed
in parenthesis):

1 PPPOE/PPPOA (PPPoE LLC, PPPOA LLC or PPP0A VC-Mux)

0 Bridge Mode (1483 Bridged IP LLC or 1483 Bridged IP VC Mux)

0 IPoA/MER (Static IP Address) (Bridged IP LLC, 1483 Bridged IP VC Mux, 1483 Routed IP LLC, 1483 Routed IP VC-Mux or IPoA)

0 MER (Dynamic IP Address) (1483 Bridged IP LLC or 1483 Bridged IP VC-Mux)
Modulation Type
ADSL uses various standardized modulation techniques to transmit data over the allotted signal frequencies. Some users may need to change the
type of modulation used for their service. The default DSL modulation (ADSL2+ Multi-Mode) used for the Router automatically detects all types of
ADSL, ADSL2 and ADSL2+ modulation.
Security Protocol
This is the method your ADSL service provider will use to verify your Username and Password when you log on to their network. Your Router
supports the PAP and CHAP protocols.
VPI
Most users will not be required to change this setting. The Virtual Path Identifier (VPI) is used in conjunction with the Virtual Channel Identifier (VCI)
to identify the data path between your ADSL service provider& network and your computer. If you are setting up the Router for multiple virtual
connections, you will need to configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can
be changed in the WAN Settings window of the web management interface.
VCI
Most users will not be required to change this setting. The Virtual Channel Identifier (VCI) is used in conjunction with the VPI to identify the data path
bet ween your ADSL service provideros networ k and yitual conneaiong you wilkneed tof
configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can be changed in the WAN
Setup window of the web management interface.
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Information you will need about your
DSL-2750U Router

Username
This is the Username needed to access the Router& management interface. When you attempt to connect to the device through a web browser you

will be prompted to enter this Username. The default Username for the Routerisfa d mi n . 0

Password
This is the Password you will be prompted to enter when you access the Router& management interface. The default Passwordisi a d mThe . 0

user may change this.

LAN IP addresses for the DSL-2750U

This is the IP address you will enter into the Address field of your web browser to access the Router& configuration graphical user interface (GUI)
using a web browser. The default IP address is 192.168.1.1. This may be changed to suit any IP address scheme the user desires. This address will
be the base IP address used for DHCP service on the LAN when DHCP is enabled.

LAN Subnet Mask for the DSL-2750U
This is the subnet mask used by the DSL-2750U and will be used throughout your LAN. The default subnet mask is 255.255.255.0.
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Information you will need about your LAN or computer

Ethernet NIC
If your computer has an Ethernet NIC, you can connect the DSL-2750U to the Ethernet port using an Ethernet cable.

DHCP Client status

Your DSL-2750U ADSL Router is configured, by default, to be a DHCP server. This means that it can assign an IP address, subnet mask and a
default gateway address to computers on your LAN. The default range of IP addresses the DSL-2750U will assign are from 192.168.1.2 to
192.168.1.254. Your computer (or computers) needs to be configured to obtain an IP address automatically (that is, they need to be configured as
DHCP clients.)

It is recommended that you backup or record this information here, or in some other secure place, in case you have to re-configure your ADSL
connection in the future.

Once you have the above information, you are ready to setup and configure your DSL-2750U ADSL Router.
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Hardware Description and Installation
LED Indicators

LL) Note:
The figures in this document are for reference only.

O @ @ @ @ ¢« O < » @

Figure 1 Front panel

The following table describes the LEDs of the device.

LED Color Status Description
Green On The initialization of the system is complete.
On The device is initiating.
Power Red Blinking The firmware is upgrading.

23@ Off The Ethernet interface is not properly connected.

—_m_l_2 | Green Blinking The Ethernet interface is properly connected and data is being transmitted.
LAN On The Ethernet interface is properly connected, but no data is being transmitted.
Blinking The WLAN function is enabled and data is being transmitted on the WLAN.

Green On The WLAN function is enabled, but no data is being transmitted on the WLAN.
2.4GHz Off The WLAN function is disabled.
Blinking WPS is successfully triggered.
m Green Solid on for 5
WPS seconds  and | Connection is successfully established between the router and the client through WPS.
then turns off
On The 3G or USB flash disk has been connected.
USB Green Blinking Data is being transmitted.
Off USB connection is not established.
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LED Color Status Description

Off No signal is being detected.

Green Blinking The device is handshaking with the physical layer of the office end.
DSL On A connection is set up with the physical layer of the office end.

Off The device is under the Bridge mode or powered off.

m Green On A connection is set up and no traffic is detected.
Internet Blinking Data is being transmitted over Internet.

Red On The device is attempted to become IP connected, but failed.

/ - I ‘:",'_‘3 12VDCIN
© ‘ O ™ S

e a—

p
O, /
WIRELESS B
DSL  WAN/LAN 3 LAN 2 1 USE ONIOFF ON/OFF (SeE=® /

Figure 2 Rear panel

The following table describes the interfaces of the device.

Interface/Button Description
DSL RJ-11 interface for connecting the host to the telephone jack on the wall or the MODEM interface of the
splitter through a telephone line.
This Ethernet RJ-45 interface has two functions.
WAN/LAN = Worked as a WAN interface that connects to the WAN for Ethernet uplink
= Worked as a LAN interface that connects to the Ethernet interfaces of
computers or Ethernet devices.
For a PC or other Ethernet-abled device to join the LAN of 2750E by being connected to this interface with
LAN3/2/1
RJ-45 cable.
USB USB port, for connecting the 3G network card or other USB storage devices.
WPS Press and hold the button for 5 seconds starts WPS negotiation.
WIRELESS ON/OFF Press and hold the button for 5 seconds starts WLAN.
ON/OFF Power switch, which is used to power on or power off the router.
12V DC IN (power) Interface for connecting the power adapter.

D-Link DSL-2750U User Manual
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\Reset (On the bottom side) \Press and hold the button for 1 second to restore the factory defaults.

Best Location for Wireless Operation

Many environmental factors may affect the effective wireless function of the DSL Router. If this is the first time that you set up a wireless network
device, read the following information:

The access point can be placed on a shelf or desktop, ideally you should be able to see the LED indicators in the front, as you may need to view them
for troubleshooting.

Designed to go up to 100 meters indoors and up to 300 meters outdoors, wireless LAN lets you access your network from anywhere you want.
However, the numbers of walls, ceilings, or other objects that the wireless signals must pass through limit signal range. Typical ranges vary
depending on types of materials and background RF noise in your home or business.

Connecting the Router

91 DSL Uplink Connection
The following figure displays the application diagram for the connection of the device, PC, splitter and telephone sets, when no telephone set is
placed before the splitter.
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WPS 12VDCIN
Q'
O 7
WIRELESS
DSL WAN/LAN 3 LAN 2 1 USB ONIOFF ON/OFF G-G®
| |
———e e —
RJ-45
Wall outlet RJ-11
with ADSL Service ‘ Power Adapter
; | —_
MODEM }— v—l .
- LINE \\
PHONE PC
Splitter
i
L

Power Qutlet

Telephone Set Telephone Set
Figure 3 DSL uplink connection

Step 1 Connect the DSL port of the router and the Modem port of the splitter through a telephone cable; connect the phone to the phone port of
the splitter through a telephone cable; and connect the Line port of the splitter to the uplink telephone jack on the wall.

The spliter has three ports:

LINE: Connect to a wall phone jack (RJ-11 jack)
MODEM: Connect to the Line interface of the router
= PHONE: Connect to a telephone set
Step 2 Connect the LAN port of the router to the network interface card (NIC) of the PC through an Ethernet cable (MDI/MDIX).
Step 3 Plug the power adapter to the wall outlet and then connect the other end of it to the Power (12V DC IN) port of the route.
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1 Ethernet Uplink Connection
The following figure displays the Ethernet uplink connection.

T "E")s 12VDC IN
)
WIQESSK'/

DSL  WAN/LAN 3 LAN 2 1 USB ONIOFF ON/OFF G-@®
L I I
RJ-45
. Power Adapter
in
u

Internet

Power Outlet
Figure 4 Ethernet uplink connection
Step 1 Connect the LAN interface of the wireless router to your PC with RJ45 Ethernet cable.

Step 2 Connect the LAN/WAN interface of the wireless router to the uplink network device with RJ45 Ethernet cable.
Step 3 Connect the power adapter to the 12V DC IN interface of the wireless router.

D-Link DSL-2750U User Manual
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TCP/IP Configuration On A PC

Each network interface on the PC should either be configured with a statically defined IP address and DNS address, or be instructed to automatically
obtain an IP address using the network DHCP server. DSL router provides a DHCP server on its LAN and it is recommended to configure your LAN
to automatically obtain its IP address and DNS server IP address.
The configuration principle is identical but should be carried out differently on each operating system.
The right figure displays the TCP/IP Properties dialog box on Windows 7.

TCP/IP configuration steps for Windows XP are as follows: " Intemet Protocol Version 4 (TCP/IPvd) Properties ¥ i

Step 1 Choose Start > Control Panel > Network and Internet > Network and

Sharing Center.

Step 2 Choose Change Adapter Settings > Local Area Connection. You can get IP settings assigned automabcally if your network supports
this capability. Otherwise, you need to ask your network administrator

Right-click Local Area Connection, and choose Properties. for the appropriate IP setbngs.

Step 3 On the General tab, select Internet Protocol Version 4 (TCP/IPv4) and
click Properties. The Internet Protocol (TCP/IP) Properties window
appears.

Step 4 Select the Obtain an IP address automatically button.
Step 5 Select the Obtain DNS server address automatically button.
Click OK to save the settings.

General | Alternate Configuration

| @ Obtain an IP address automatically
Use the following IP address:

@ Obtain DNS server address automatically I

Use the following DS server addresses:

Validate settings upon exit Advanr:ed...
! OK Cancel
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Web Configuration

This chapter describes how to use Web-based management of the DSL router, which allows you to configure and control all of DSL router features
and system parameters in a user-friendly GUI.

Logging in the Router

The foll owing desc ¥fTiopt iusreri ggud dcee taanidl isHpw epared for first time user

Stepl Open the Internet Explorer (IE) browser, and then go to Kt

Step 2 The Login page is shown as the figure appears on the right. Select

admin from the drop-down list of username and enter the password. And
then click Login.
= The default password is admin.
Select Remember my login info. on this computer, you only need to enter the
password once for the first time logging.

BRORDBAND

Copyright © 2013-2015 D-Link Systems, Inc.
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Setup

Wizard

Wizard enables fast and accurate configuration of Internet connection and other important parameters. The following sections describe
these various configuration parameters.

When subscribing to a broadband service, you should be aware of the method, by which you are connected to the Internet. The connection
type of your physical WAN device can be Ethernet, DSL, or both. Technical information about the properties of your Internet connection is
provided by your Internet service provider (ISP). For example, your ISP should inform you whether you are connected to the Internet using
a static or dynamic IP address, or the protocol, such as PPPoA or PPPOE, that you use to communicate over the Internet.

Choose SETUP > Wizard. The page is shown as the figure appears on the right. INTERHET CONNECTION WIZARD

This wizard assists you to quickly connect the new router to the Internet, through step-by-step instructions. Click the button

below to begin.

Setup Wizard |

Note: Before launching the wizard, please ensure that you have correctly followed the steps outlined in the Quick Instalation
Guide corresponds to the router.

Step 1 Click Setup Wizard. The page is shown as the figure appears on the
right. There are 5 steps to configure the device. Click Next to continue.

This wizard guides you to configure your new router and connect to the Internet step by step.

= Step 1 : Set Time and Date

= Step 2 : Setup Internet Connection
= Step 3 : Configure Wireless Network
= Step 4 : Set password

= Step 5 : Completed and Quit

M Cancel

D-Link DSL-2750U User Manual
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Step 2  Set the time and date, and then click Next.

[~ Automatically synchronize with Internet time server

|m pl.dlink.com

|m: dlink_com.tw

Manual setup time: |2012  vear IOS Mon |23 Day |03 Hour IST Min |20 sec

| (GMT+08:00) Kuala Lumpur, Singapore =l
I
HI Cancel

Step 3 Configure the Internet connection.

When search available PVC, according to different condition, need the time is different!

There are 2 types of wan access type that are Ethernet and dsl. Choose the WAl Access Type - Efhemat DL

DSL-2750U& uplink access type. Please select your ISP (Internet Service Provider) from the list below.
There are 5 types of connection mode: PPPoE, PPPoA, Dynamic IP, Static IP, and country : Australia [~]
Bridge. 15P : Dodo Intemet [ v]

- PPPoE/PPPOA Protocol : PPPoE -]
If the protocol is set to PPPoE or PPPoA, the page shown as the right figure Encapsulation Mode: LLC [=]
appears. VPI: B (0-255)
1) Choose country and ISP from drop-down list respectively. > (32:65535)
2) Select PPPoE in Protocol.
3) Enter the VPI and VCI provided by your ISP. PPPOE PPPOA
4) Enter the Username and Password provided by your ISP. Please enter the user narme and password provided by your ntemet senvice provider (1SP). Note that the nformaton s
5) Re-enter the password for confirmation. beername -
Click Next to go to the next page. Password :

Confirm Password :

[ Back H Mext H Cancel ]
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If the protocol is set to Static IP, the page shown as the right figure appears.
You can set the parameters in this page as follow:

1)
2)
3)
4)

If the protocol is set to Dynamic IP/Bridge, the page shown as the right figure

- Static IP

Set the protocol to Static IP.

Choose the Encapsulation Mode provided by your ISP.
Enter the VPI and VCI provided by your ISP.
Enter the WAN IP Address, Subnet Mask, Default Gateway, and Primary

DNS Server provided by your ISP.

- Dynamic IP/Bridge

appears.

In this page, select encapsulation mode, enter VPI, and VCI provided by your ISP.

After setting, click Next.

3 -4

» 5

When search available PVC, according to different condition, need the time is different!

WAN Access Type : (| Ethernet @ DSL

Please select your ISP (Internet Service Provider) from the list below.

country :

ISP :

Protocol ;
Encapsulation Mode:
VPI:

VCI:

Australia E|
Others E|
Static IP [~]

(Click to Select) [~ |
enter a number (0-255)

enter a number (32-65535)

STATIC IP

To guarantee the performance of the auto PVC scan
15P has provided it.

Click Next to continue.

You have selected Static IP Internet connection. Please enter the appropriate information as provided by your ISP.

IP Address :
Subnet Mask :
Default Gateway :

Primary DNS Server :

feature, please enter the information of VPI/VCI numbers if your

‘When search available PVC, according to different condition, need the time is different!

WAN Access Type : (_/ Ethernet @ DSL

Please select your ISP (Internet Service Provider) from
country :

ISP :

Protocol :

Encapsulation Mode:

VPIL:

VCI:

the list below.

Australia E
Others E
Dynamic IP E

(Click to Select)[+]
enter a number (0-255)

enter a number (32-65535)

D-Link DSL-2750U User Manual
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Step 4 Configure the wireless network in this page.
1) Check Enable Your Wireless Network.
2) Set the SSID for your wireless network, you can also keep it as default.
3) Choose to display or hide your wireless network.
- Visible: Your wireless network can be detected.

- Invisible: You wireless network cannot be detected. Wireless clients
needs to enter the SSID and password manually to join this wireless
network.

4) Set the security level. The default security level of wireless network is None.
Choose an encryption mode for the wireless network. It is recommended to
choose WPA2-PSK.

5) Enter a new password in WPA2 Pre-Shared Key.
6) Click Next to go to the next page.

Step 5 Set a new login password. If you want to keep the previous password,
click Skip to go to next page directly. After setting a new password, click
Next.

LL) Note:
The login password cannot contain a space.

—4-=5
The wireless network is enabled by default. You can deselect it to disable it and click "Next" to skip the configuration of wireless
network.
Enable Your Wireless Network : ¥

For security concerns, it is highly recommended to change the pre-configured network name. Please set a name for your wireless
netwaork that can be easily recognized by wireless clients.

Wireless Network Name (SSID) : ID—Lmk

If you select "Visble", the SSID of your wireless network can be found by wireless clients. If you select "Invisible", your wireless
network is hidden and users need to manually enter the SSID in order to connect to your wireless network.

Visibility Status: * Visible © Invisible

In order to protect your netwaork from hackers and unauthorized users, you are highly recommended to select one of the
following wireless netwark security settings.

- Security Level Best

& None © WEpP ' WPA-PSK ' WPA2-PSK

Security Mode:lNone
Select this option if you do not wish to enable any security features.

Back | Cancel |
- Security Level Best

© None < WEP © WPA-PSK & WPAZ-PSK

Security Mode:WPA2-PSK
Select this aption if your wireless adapters support WPA2-PSK.

Please enter your wireless security key:

WPA2 Pre-Shared Key : [ssssssssssssssssss

(8-63 characters, such as a~z, A~Z, or 0~9, i.e. "YoFortress123&")
Note: Please enter the same key on your wireless clients to enable proper wireless connection.

Back Cancel

ACCOUNT PASSWORD

Username: |admin
Current Password:
New Password: I— (password length must less than 64)
Confirm Password:

Back ﬂl Cancel

D-Link DSL-2750U User Manual
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Ste p 6 VI eW the Setu p Su m m ary. The setup is complete. Click "Back” to review or modify the settings.
C“Ck Ap p | y to take the Setu p lnto eﬂ:ect_ If the Internet connection does not work, try the Setup Wizard again with alternative settings, or use manual setup instead if you

have the Internet connection details provided by your ISP.

Click Back to modify the setup.

CIICk Can C el to Cancel the WhOIe setup The following shows a detailed summary of your settings. Please print this page out or write the information on a piece of
paper, and save it, so you can correctly configure the settings on your wireless client adapters later based on the information
in this page.

Time Settings : disable
NTP Server1: not set!
NTP Server 2 : not set!
Time : 2012-05-23T02:30:03
Daylight Saving Time : disable
wan_type DsL
VPI/ VCI: 0/35
Protocol : PPPoE
Connection Type : LLC
Username : test
Password : test
Wireless Network Name (S5ID) @ D-Link
Visibility Status : visible
Encryption : WPAZ-PSK
Pre-Shared Key : Pruebas pasarela basica
WEP Key : not set!

Back Cancel

Internet Setup-DSL WAN _ _
. . Choose "Add", "Edit", or "Delete” to configure WAN interfaces.

Choose SETUP > Internet Setup. The page is shown as the figure appears on . .. e cronge wan sccss s, you o ciccon “ernee o oSt

the right. In this page, you can add or configure WAN interface of your router. note : F you select the WAN access type & "Ethemet”, Pleass send Ine to LAN port

Step1 Select DSL in WAN Access Type. WAN Access Type : () Ethemet © sl
Step 2 Click Add to add a PVC.

VPI/VCI VILANID ENCAP Service Name Protocol State Status Backup3G  Action

LL) Note:
To access the internet, at least one PVC is required to add.

ETHERNET SETUP

VLAN ID Service Name Protocol State Status Action

Add
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Step 3

Step 4

In the VPI and VCI textbox, enter the VPI and VCI value provided by

your ISP.

In the protocol drop-down list, select the protocol according to the
internet service you subscribed from your ISP. There are 5 types of
protocols: PPP over ATM (PPPoA), PPP over Ethernet (PPPOE),
MAC Encapsulation Routing (MER), IP over ATM (IPoA), and
Bridging.

Protocol : | Bridging
PPF aver ATM (PPPoA)

PPP aver Ethermet (FPPoH
MAC Encapsulation Routinj
1P aver ATM (IPoA) '

VPI: ali (0-255)
VCI: 35 (32-65539)
Service Category : UBR With PCR [+]
Peak Cell Rate : 0

(cells/s)

Protocol :
Encapsulation Mode :
802.1Q VLANID :
Priority :

Firewall Enable :

IPv4 Enable :

IPv6 Enable :

PPP over Ethernet (PPH~ ]

LLC [~]

E ==

o=

'CONNECTION TYPE

(0 = disable, 1 - 4094)

(0-7)
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Adding a PVC in PPPoE or PPPOA mode

If the protocol is selected to PPP over Ethernet (PPPoOE) or PPP over ATM
(PPPoA), the page shown as the right figure appears.

1)
2)

3)
4)

5)
6)

7)

8)

In Protocol drop-down list, select PPPoOE (or PPPOA).

In Encapsulation Mode, select an option according to the information
provided by your ISP.

In the PPP Username and PPP Password textbox, input the Username
and password of PPPoE account provided by your ISP.

In the Confirm PPP Password textbox, re-enter the password.

In the Authentication Method drop-down list, select Auto.

In the WAN Service type drop-down list,select Internet_ TR069

- Internet: the wan connection is used to access internet.

- TRO069: the wan connection is used to management cpe by tr069
server and acs.

- Internet_TRO069: the wan connection is used to access internet and
management cpe by tr069 server and acs.

In the Dial-up Mode drop-down list, select an option as you demand.

There are 3 modes available: Continuous, Connect On Demand, Manual.

- Always On: The system automatically keeps dialing for WAN
connection once the connection is off-line.

- On Demand: The system automatically dials for WAN connection
once network access request is detected. If no request is sent from
the LAN within the IdleTime, the system automatically disconnect
from the internet. You can set the Idle Time as you need.

- Manual: Manually dial to connect the WAN once powering on the
Router.

For other entries which are not mentioned above, you can keep them as

defaults.

CONNECTION TYPE

Protocol :
Encapsulation Mode :
802.1Q VLANID :
Priority :

Firewall Enable :

IPv4 Enable :

IPv6 Enable :

PPP over Ethernet (PP~

LLC

(0 = disable, 1 - 4094)
(0-7)

0O&E & -=|-=

PPP Password :

Confirm PPP Password :
Authentication Method :
WAN Service Type :

PPP USERNAME AND PASSWORD

PPP Username :

AUTO
Internet_TROG9 [ |

Enable WAN Service :

Service Name :

Dial-up mode : AlwaysOn
MRU Size : 1492 (576~1492)
MTU Size : 1400 (576~1492)
Keep Alive :
Lcp Echo Interval (sec) : 30
Lcp Echo Failure : &
Use Static IP Address : []
Enable NAT :
NAT Type : Full Cone Mat

3G CONNECTION BACKUP SETTINGS

Backup 3G Enable :
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= Adding a PVC in MAC Encapsulation Routing (MER) or IP Over ATM

(IPoA) mode Protocol : [MAC Encapsulation Rou =]
If the protocol is selected to MAC Encapsulation Routing (MER), the page Encapsulation Mode :|LLC -
shown as the right figure appears. Boz-mv:::rzilz—(:o ;disable,l.mﬂ
1) In Protocol drop-down list, select MAC Encapsulation Routing (MER). Firewall Enable : 7
2) In Encapsulation Mode drop-down list, select an option according to the 1Pv4 Enable : [¥
information provided by your ISP. IP"“E"“I'T E';me .

3) In WAN [P Setting section, choose an option according to the information

prOV|ded by your |SP ) Obtain address automatically

@ Use the following address :

- Obtain address automatically: the dynamic WAN IP address will WAN IP Addrese -
be assigned by your ISP. WAN Subnet Mask
- Use the following address: A static WAN IP address is provided to Default gateway :

Preferred DNS server :

you by your ISP. Input the static WAN IP address and other
information provided by your ISP.

4) In the WAN Service type drop-down list,select Internet TR069
- Internet: the wan connection is used to access internet.
- TRO069: the wan connection is used to management cpe by tr069
server and acs.
Internet_TRO69: the wan connection is used to access internet and
management cpe by tr069 server and acs.
5) For other entries which are not mentioned above, you can keep them as
defaults.

Alternate DNS server :

WAN Service Type : Internst_TR069 [~ |
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= Adding a PVC in Bridging mode
For PVC in Bridging mode, keep the settings as defaults.

LL) Note:

If the connection protocol is in Bridging mode, the connected PC must
dial for WAN connection with installed dial-up software.

Step 5 After setting (take adding a PPPoE PVC as an example), click Apply
and the page skip to the page shown as the right figure appears. You
can edit or delete the PVCs in the table.

Internet Setup-Ethernet WAN

Choose SETUP > Internet Setup. In this page, select Ethernet in WAN Access
Type. And then the page is shown as the figure appears on the right. In this page,
you can add or configure WAN interface of your router.

Click Add.

[I) Note:

If the selected WAN access type is Ethernet, please connect the
LAN/WAN port to the Ethernet uplink jack through a RJ45 cable.

'CONNECTION TYPE

Protocol : | Bridging 'I
Encapsulation Mode : |LLC 'I
8021QVLANID:[0 (0= disble, 1 -4094)
Priority : ll]— 0-7)
Firewall Enable : [V
=

Enable Bridge Service : [¥

Service Name : |br_0_35 0_1
Applyl Cancel

DSL SETUP

VPI/VCI VLANID ENCAP Service Name Protocol State Status Backup3G Action
@ 8/35 0 L PVC:8/35 PPPOE 1 Disconnected 1

ETHERNET SETUP

VLAN ID Service Name Protocol State Status Action

Choose "Add", "Edit", or "Delete” to configure WAN interfaces.
If you want to change WAN access type, you can click on "Ethernet” or "DSL".
note : If you select the WAN access type is "Ethernet”, Please send lne to LAN4 port!

WAN Access Type : () Ethernet @ DSL

DSL SETUP

VPI/VCI VLANID ENCAP Service Name Protocol State Status Backup36G Action
@ 8/35 ] LLC PVC:8/35 PPPoE 1 Disconnected 1

ETHERNET SETUP

VLAN ID Service Name Protocol State Status Action
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=  Adding a WAN access in PPPoE mode:
Step 1 In Protocol drop-down list, select PPP over Ethernet (PPPOE). mm:t:.i:: :PP over Ethemet (PPH] o s s
Step 2 Enter the PPP Username and PPP password of PPPOE account IPed Enable : [
provided by your ISP. 1Pu6 Enable : [
Step 3 Re-enter the password for confirmation.
Step 4 Inthe WAN Service type drop-down list,select Internet_ TR069 PPP Username
- Internet: the wan connection is used to access internet. PPP Password :
- TR0O69: the wan connection is used to management cpe by tr069 B ot
server and acs. WAN Service Type :Intemet TROGS[E]
Internet_TR069: the wan connection is used to access internet and Diak-up mode : [AlwaysOn

management cpe by tr069 server and acs.
Step 5 Choose a connection type from the Type drop-down list. There are 3

MRU Size : 1492 (576~1492)
MTU Size : 1492 (576~1492)

connection types available: Always On, On Demand, and Manual. Keep Alve :
Always On: The system automatically keeps dialing for WAN Lep Echo Interval (sec) : 30
connection once the connection is off-line. 1.op Foho Fallre - 5

Use Static TP Address : []

On Demand: The system automatically dials for WAN connection
once network access request is detected. If no request is sent from the

LAN within the IdleTime, the system automatically disconnect from the

internet. You can set the Idle Time as you need. Enable NAT:

. . NAT Type : | Full Cone Mat E
Manual: Manually dial to connect the WAN once powering on the Enable WAN Service : [
ROUter Service Name : pppoe_0_1_Internet_TRO069
Step 6 For the entries that are not mentioned above, keep them as defaults.

After setting, click Add to add the new channel.

=  Adding a WAN access in other modes.

To add a WAN access in other modes, select the corresponding protocol and
input the information provided by your ISP.
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WIRELESS SETTINGS -- WIRELESS BASIC

WI rel eS S Configure your wireless basic settings.

This section describes the configuration of 2.4G wireless network. __ Wireless Basic_ |
Choose SETUP > Wireless. The page shown in the right figure appears. This
section contains Wireless Basic and Wireless Security.

WIRELESS SETTINGS - WIRELESS SECURITY

Configure your wireless security settings.

Wireless Basic [viisiss Sectity |
Choose SETUP > Wireless > Wireless Basic. The page shown as the right
figure appears. In this page, you can configure the parameters of wireless LAN  grrspemememssmme
clients that may connect to the device. Enable Wircless:
To configure this page, do as follow: Enable MulliAP Tsolation: E E
Step 1 Select Enable Wireless. Wireless Network Name (SSID) : D-Link ™
Step 2 Select Enable MultiAP Isolation. After isolate multiAP, the wireless e -

clients connected to the DSL-2750U cannot communicate with each v E

Control Sideband: | Upper |Z|
Other Wireless Channel : | Auto Scan
Step 3 In Wireless Network Name (SSID) textbox, enter a name for your 802.11 Mode : |802.11b/g/n [-]
wireless network. You can also keep it as defaults. Band Width : |40 M -]

Step 4 COangUI'e VlSlblIlty StatUS Remember your SSID as you wil need to configure the same settings on your wireless devices and PC.
- Select Visible, your SSID can be detected by wireless clients

automatically.
- Select Invisible, the SSID cannot be detected by wireless clients.
Step 5 In Country/Region drop-down list, select the country you locate.
Step 6 Keep other entries as defaults.
Click Apply to save the settings.

There is a QRcode on the right of the page. This QRcode can help your mobile
phone connect to the wireless network of DSL-2750U automatically by scan the
QRcode with this mobile phone.

LL) Note:

A mobile phone cannot be connected to the wireless network by scanning
QRcode unless installing QRcode software.
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Wireless Security
Choose SETUP > Wireless > Wireless Security. The page shown as the right
figure appears. In this page, you can configure the parameters of wireless LAN
clients that may connect to the device. Wireless security is vital to your network
to protect the wireless communication among wireless stations, access points
and wired network.

WIRELESS SECURITY MODE

To protect your privacy, you can configure wireless security features. The device supports 3 wireless security modes incuding:
WEP, WPA, and WPAZ2. WEP is the original wireless encryption standard. WPA and WPA2 provide higher levels of security.

Security Mode : | WPA2 only b
WPA Encryption : ITKIF’+AES 'I

Select WPA or WPA?2 to achieve a3 balance of strong security and best compatibility. This mode uses WPA for legacy clients
while maintaining higher security with stations that are WPA2 capable. The strongest cipher that the dient supports is used.
For the highest security, select WPA2 Only. This mode uses AES (CCMP) cipher and legacy stations are not allowed to access
with WPA security. For maximum compatibility, select WPA Only. This mode uses TKIP cipher. Some gaming and legacy
devices work only in this mode.

To achieve better wireless performance, selectWPA2 Only (which uses AES cipher).

WPA-PSK does not require an authentication server. The WPA option requires an external RADIUS server,

WPA Mode : IWF‘AZ-F‘SK 'I
Group Key Update Interval ; I[J

PRE-SHARED KEY

Pre-Shared Key : [ssssssssssssssssssnd

Remember your S5ID and the security key as you wil need to configure the same settings on your wireless devices and PC.

Cancel |
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If the security mode is set to None, your wireless network can be connected by
all wireless clients that can detect the SSID of this network.

If the Security Mode is set to Auto(WPA or WPA2), WPA only, or WPA2 only,,
the page is shown as the right figure appears. Take Auto(WPA or WPA2) as an

example.
Step 1
Step 2
Step 3

Step 4

Step 5
Step 6

In Security Mode drop-down list, select Auto(WPA or WPA2).

In WPA Encryption drop-down list, select TKIP+AES.

Configure the WPA Mode.

- Auto(WPA or WPA2)-PSK: WPA-PSK does not require an

authentication server. You need to set a Pre-shared Key (wireless
network password) for your wireless network.

- Auto(WPA or WPA2)-Enterprise: When WPA enterprise is enabled,
the router uses EAP (802.1x) to authenticate clients via a remote
RADIUS server. Enter the port, IP address, and password of the
Radius server. The wireless clients are required to enter the
username and password provided by the Radius server.

Set the Group Key Update Interval. For higher security, WPA password

is updated periodically. This value is the update interval of the WPA

password. You can keep it as default.

Set wireless password in Pre-Share Key text field.

After setting, click Apply to save the settings.

'WIRELESS SECURITY MODE

To protect your privacy, you can configure wireless security features. The device supports 3 wireless security modes including:
WEP, WPA, and WPA2. WEP is the original wireless encryption standard. WPA and WPA2 provide higher levels of security.

Security Mode : | Auto[WPA or WPA2) =
WPA Encryption : ITKIF'+AES vl

Select WPA or WPA2 to achieve 2 balance of strong security and best compatibilicy. This mode uses WPA for legacy clients
while maintzining higher security with stations that are WPAZ2 capable. The strongest cipher that the client supports is used.
For the highest security, select WPA2 Only. This mode uses AES (CCMP) cipher and legacy stations are not allowed to access
with WPA security. For maximum compatibility, select WPA Only. This mode uses TKIP cipher. Some gaming and legacy
devices work only in this mode.

To achieve better wireless performance, selectWPA2 Only (which uses AES cipher).

WPA-PSK does not require an authentication server. The WPA option reguires an external RADIUS server.

WPA Mode : | Auto(WPA or WPA2)-PS »
Group Key Update Interval : IU—

PRE-SHARED KEY

Pre-Shared Key : [sssssssssssssssssnse

Remember your SSID and the security key as you will need to configure the same settings on your wireless devices and PC.
Cancel |
WPA Mode : |Auto{(WWPA or WPAZ)-Er >
Group Key Update Interval : l[]—

EAP (802.1X)

When WPA enterprise is enabled, the router uses EAP (802.1x) to authenticate clients via a remote RADIUS sarver.

RADIUS server IP Address : |192.166.1.1
RADIUS server Port : |2801
RADIUS server Shared Secret : W

Remermber your SSID and the security key as you wil need to configure the same settings on your wireless devices and PC.

Cancel |
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Local Network

You can configure the LAN IP address according to the actual application. The
preset IP address is 192.168.1.1. You can use the default settings and DHCP
service to manage the IP settings for the private network. The IP address of the
device is the base address used for DHCP. To use the device for DHCP on your
LAN, the IP address pool used for DHCP must be compatible with the IP address
of the device. The IP address available in the DHCP IP address pool changes
automatically if you change the IP address of the device.

You can also enable the secondary LAN IP address. The two LAN IP addresses
must be in different networks.

Choose SETUP > Local Network. The Local Network page shown in the right
figure appears.

To configure the local network of DSL-2750U, do as follow:

Step1l In the Router IP Address textbox, enter the IP address of LAN
interface. The default IP address is 192.168.1.1. The Router IP
address is the URL address for logging in the Web configuration page.
Enter the subnet mask of LAN interface. If the Router IP address is
192.168.1.1, the range of subnet mask is from 255.255.0.0 -
255.255.255.254.,

In the Domain Name textbox, set a domain name. If you leave it blank,
a domain name assigned by DHCP from the ISP is used.

Select Configure the second IP Address and Subnet Mask for
LAN. It enables the secondary LAN IP address for your router. It will
be used when your primary router IP address is in the same network
segment with other LANs. The Secondary router IP address must be in
the different network segment from the primary one.

Enter the secondary router IP address and subnet mask.

Configure DHCP Server.

- Enable DHCP Relay: Enable the message to transmit between
clients in different network segment.

- Enable DHCP Server: Enable the router to assign IP addresses, IP
default gateway and DNS Servers to the host.

Step 2

Step 3

Step 4

Step 5
Step 6

ROUTER SETTINGS

The IP address of the router configured in this page is the one you use to access the Web management interface. If you
change the IP address in this page, you need to adjust the network settings of your PC to access the network.

Router IP Address : [192.168.1.1

Subnet Mask : |255 255 255.0

Domain Name :

~ Configure the second IP Address and Subnet Mask for LAN

1P Address :
Subnet Mask :

DHCP SETTINGS (OPTIONAL)

r Enable DHCP Relay

——

In this page, you can configure the built-in DHCP server to assign IP addresses to the computers on your network.

v Enable DHCP Server

DHCP IP Address Range : |192 168.1.33 to0|192.168.1.254

DHCP Lease Time : {43200 (seconds)

Use this section to configure the DHCP Server in lan and wian port individual:
[@ LAN Port1
[@ LAN Port2
[@ LAN Port3
v LAN Port4
v WLAN Portl
@ WLAN Port2
v WLAN Port3
[@ WLAN Port4
Apply | Cancel
DHCP RESERVATIONS LIST
Status Computer Name MAC Address 1P Address
Add| Edit| Delete
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Step 7
Step 8

DHCP IP Address Range: It specifies the first IP address in the IP
address pool. The router assigns IP address that base on the IP pool
range to the host.

DHCP Lease Time: The lease time determines the period that the
host retains the assigned IP addresses before the IP addresses
change.

Select the LAN or WAN ports which are going to adopt the setting.
Click Apply to make the settings take effect.

The DHCP RESERVATIONS LIST shown in the right figure appears. It used to
reserve a fixed IP address within IP address range for a specified PC. So the
DHCP Server will assign that fixed IP address to the specified PC all the time.

Step 1
Step 2
Step 3
Step 4

Step 5

Step 6

Click Add, the right figure appears.
Select Enable to enable this DHCP IP address reservation.
In the computer name textbox, input the specified computer name.

In the IP Address textbox, input an IP address to be assigned to this
specified PC. Note: the IP Address must be within the DHCP IP
address range.

In the MAC address textbox, input the MAC address of the specified
PC.

After setting, click Apply to add a DHCP server.

DHCP RESERVATIONS LIST

Status Computer Name

MAC Address

1P Address

ﬂlﬂl Deletel

ADD DHCP RESERVATION (OPTIONAL)

Enable:

Computer Name :I
IP Address :I
MAC Address :I

Applyl Cancel |
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LAN IPv6

Choose SETUP > LAN IPv6. The page shown in the right figure appears. This
page allows you to configure IPv6 LAN.
The following table describes the parameters of this page.

Field Description

IPv6 Interface | The address through which PCs access the
Address gateway.
Enable DHCPvV6 | Choose to enable or disable DHCPV6 service.
Server
LAN address | Set the mode address obtaining mode of LAN PCs.
config mode You may choose Stateless or Stateful.
Start/End Interface | The address pool using DHCPv6 for address
ID assignment under stateful mode.
DHCPv6 Lease | The address lease time using DHCPvV6 for address
Time assignment under stateful mode.

Choose to enable or disable router advertisement
Enable RADVD | ¢ ADvD) service.

Time and Date

Choose SETUP > Time and Date. The page shown in the right figure appears.
This page allows you to configure IPv6 LAN.

In the Time and Date page, you can configure, update, and maintain the correct
time on the internal system clock. You can set the time zone that you are in and
the network time protocol (NTP) server. You can also configure daylight saving to
automatically adjust the time when needed.

Select Automatically synchronize with Internet time servers.

Enter the specific time server and select the time zone from the corresponding
drop-down lists.

Select Enable Daylight Saving if necessary. Set the daylight as you want.

Click Apply to save the settings.

STATIC LAN IPV6 ADDRESS CONFIGURATION

IPv6 Interface Address fe80::1

DHCPV6 CONFIGURATION

Enable DHCPv6 Server

LAN address config mode @ Stateless () Statefull

Use the following DNS server addresses.
Get DNS Servers from WAN ©

Static DNS Servers

UNIQUE LOCAL ADDRESSES CONFIGURATION

Enable RADVD
RADVD DNSLL :

ULA mode @ From waN O Staticaly Configure ) BOTH

I~ Automatically synchronize with Internet time server

Primary NTP time server: |nt:1 dlink.com

Secondary NTP time server: |nt': dlink_com tw

Manual setup time: 2012 vear |05 Mon |23 pay |08 Hour |06 Min |06 Sec

TIME CONFIGURATION

TlmeZDne:l GMT+08:00} Kuala Lumpur, Singapore LI
[# Automatically adjust clock for daylight saving changes

2000 vear |04 mon |01 pay |02 | Hour |00 | Min I'-'“-'I Sec

2000 year |09 Mon |01 Day [02 | Hour [00 | Min OO Sec

Cancel |
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Logout

Choose SETUP > Logout. The page shown in the right figure appears. In this
page, you can log out of the configuration page.

Logging out wil return to the login page.

Logout |
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Advanced

This section includes advanced features for network management, security and administrative tools to manage the device. You can view status and

other information used to examine performance and troubleshoot.

Ad Van Ced Wl rel eSS You can configure advanced features of the wireless LAN interface.
Choose ADVANCED > Advanced Wireless. The page shown in the right figure
appears.

ADVANCED WIRELESS -- MAC FILTERING

You can configure wireless firewall by denying or alowing designated MAC addresses.

MAC Filtering
ADVANCED WIRELESS -- SECURITY SETTINGS

You can configure security features of the wireless LAN interface.

Security Settings
ADVANCED WIRELESS —- WPS SETTING

You can configure the wireless WPS.

WPS Setting
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Advanced Settings

Choose ADVANCED > Advanced Wireless > Advanced Settings. The page
shown in the right figure appears. In this page, you can configure guest wireless
networks.

Wireless Network Name (SSID): The Wireless Network Name is a unique name
that identifies a network. All devices on a network must share the same wireless
network name in order to communicate on the network. If you decide to change
the wireless network name from the default setting, enter your new wireless
network name in this field.

The router supports multiple SSID. Multiple WLAN SSIDs realizes multiple
wireless access points on a single wireless router. Wireless clients being
connected to different SSIDs can avoid mutual interference. This function is
applied to small office or house joint rent users. For example, 4 departments of a
small office are sharing the wireless network of a wireless router, while each
department wants to have its own individual WLAN. Multiple WLAN SSIDs
function can realize this application.

The settings in this page are only for more technically advanced users who have
sufficient knowledge about wireless LAN. Do not change these settings unless
you know the effect of changes on the device.

Click Apply to save the settings.

L) Note:

If you want to know more about the parameters of Advanced Wireless
Settings, refer to HELP index.
MAC Filtering

Choose ADVANCED > Advanced Wireless > MAC Filtering. The page shown
in the right figure appears. This page is used to permit or block access to this
router from host with MAC address contained in the MAC Address table.

Step 1 Select WLAN MAC Filtering Global Policy.

- BLACK_LIST: Allow all packets but DENY MAC addresses that
match a rule in the list.

- WHITE_LIST: Deny all packets but ALLOW MAC addresses that

ADVANCED WIRELESS SETTINGS

Transmission Rate :
Multicast Rate :

Transmit Power :

Beacon Period :

RTS Threshold :
Fragmentation Threshold :
DTIM Interval :

Preamble Type :

Auto
Lower
100%
100
2346
2345

1

long

[-]
[=]
[=]
(20 ~ 1000)
(256 ~ 2346)
(256 ~ 2346)
(1~ 255)

[=]

Wireless Network Name (SSID) :
Visibility Status :

User Isolation :

WHMM Advertise :

Max Clients :

D-Link

Off
On
16

@ vishle ©

Invisible

=]

(1~31)

Enable Wireless :

GUEST/VIRTUAL ACCESS POINT-1

Guest SSID

Enable Wireless Guest Network :

Visibility Status :
User Isolation :
WHMM Advertise :

Max Clients :

O

: D-Link GUEST1

Off
On
16

@ visble ©

Invisible

[=]

(1~31)

WLAN MAC Filtering Global Policy:

@ BLACK_LIST —Allow all packets but DENY MAC addresses that match a rule in the list
) WHITE_LIST —-Deny all packets but ALLOW MAC addresses that rmatch 3 rule in the list

WLAN BLOCK MAC ADDRESS--BLACKLIST

Username MAC

Schedule Interface

[ Add |[ Edit |[ Delete |
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Step 2
Step 3
Step 4
Step 5

match a rule in the list.
Click Add. The page shown as the right figure appears.
Enter the MAC address of the PC to be filtered.
Enter the filter® schedule or munual schedule
Click Apply to add the MAC address.

Security Settings

Choose ADVANCED > Advanced Wireless > Security Settings. In this page,
you can set the security for the wireless network.

Step 1

Step 2

Step 3
Step 4

Step 5

In the Select SSID drop-down list, select a SSID to be configured. For
example: D-Link.

In the Security Mode drop-down list, select a security encryption
mode for the wireless network. It is recommended to select Auto
(WPA or WPA2).

In the WPA Encryption drop-down list, select TKIP+AES.

Configure the WPA Mode.

- Auto (WPA or WPA2)-PSK: set the pre-shared key (password of
your wireless network) in the Pre-Shared Key field.

- Auto (WPA or WPA2)-Enterprise: enter the port, IP address, and
password of the Radius server. The wireless clients are required to
enter the username and password provided by the Radius server.

Set the Group Key Update Interval. For higher security, WPA

password is updated periodically. This value is the update interval of

the WPA password. You can keep it as default.

ADD SCHEDULE RULE

Select SSID : | Al =]

User Hame :

) current PC's MACAddress :
@ other MAC Address :

® Schedule : | aways[~] View Avaiaole Schedules

© Manual Schedule :

WIRELESS SSID

Select S5ID : ID-Link 'l

WIRELESS SECURITY MODE

To protect your privacy, you can configure wireless security features. The device supports 3 wireless security modes
including: WEP, WPA, and WPAZ2. WEP is the original wireless encryption standard. WPA and WPA2 provide higher levels
of security.

Security Mode : IAuto(WF'A or WPAZ2) 'l
WPA Encryption :ITKIP+AES 'I

Select WPA or WPA2 to achieve a balance of strong security and best compatibility. This mode uses WPA for legacy
clients while maintaining higher security with stations that are WPA2 capasble. The strongest cipher that the client
supports is used. For the highest security, select WPA2 Only. This mode uses AES (CCMP) cipher and legacy stations are
not allowed to access with WPA security, For maximum compatibilicy, select WPA Only. This mode uses TKIP cipher.
Some gaming and legacy devices work only in this mode.

To achieve better wireless performance, selectWPA2 Only (which uses AES cipher).

WPA-PSK does not require an authentication server. The WPA option requires an external RADIUS server.

WPA Mode : IAuto(WF'A or WPA2)-F 'l
Group Key Update Interval : IU

PRE-SHARED KEY

Pre-Shared Key : [essssssessssssssene

Remember your 551D and the securty key as you will need to configure the same settings on your wireless devices and PC.

Cancel |
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Step 6 In Pre-Shared Key textbox, set the password for the wireless network.

WPS Settings

Choose ADVANCED > Advanced Wireless > WPS Settings. This page is used

to configure WPS settings.

There are 3 methods to realize wireless connection through WPS.
- PBC

Click the PBC button in this page. And then click WPS button on the client to be

connected within 2 minutes. The connection will be established.
- Based on the PIN of wireless client to be connected.

1) Select Enabled to enable WPS.

2) In select Mode drop-down list, select Enrollee.
3) In Configuration State drop-down list, select Unconfigured.
4) In Input Station PIN textbox, input the PIN code of the wireless client to

be connected.
5) Click Apply to start wireless connection via WPS.

- Based on the PIN of the DSL-2750U.
1) Select Enabled to enable WPS.

2) In select Mode drop-down list, select Registrar.
3) In Configuration State drop-down list, select Unconfigured.
4) Input the Generate PIN at wireless client to be connected.

5) Click Apply to start wireless connection via WPS.

Enabled : ¥
ss: [0l
Select Mode : lm
Configuration State : W
Push Button : EI
InputSttionPi:[ PN

WPS Session Status :

Cancel |

Enabled : M
SSID : II:‘—LmI'.
Select Mode : m
Configuration State : W
Generate PIN : 13345570  MNew PIN
Pin station : PIN|

WPS Session Status :

Cancel |
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PORT FORWARDING SETUP

Port Forwardlng Server Wan External Port Protocol Internal Port ServerIP  Schedule Remote
. . . . Name Connection Start/End Start/End Address Rule i
gggé):res ADVANCED > Port Forwarding. The page shown in the right figure rpe—e—

This function is used to open ports in your device and re-direct data through
those ports to a single PC on your network (WAN-to-LAN traffic). It allows remote
users to access services on your LAN, such as FTP for file transfers or SMTP
and POP3 for e-mail. The device accepts remote requests for these services at
your global IP address. It uses the specified TCP or UDP protocol and port
number, and redirects these requests to the server on your LAN with the LAN IP
address you specify. Note that the specified private IP address must be within
the available range of the subnet where the device is in.

Click Add to add a virtual server.

Enter an IP address in the Server IP Address field, to appoint the corresponding

PC to recelve forwarded paCketS Remaining number of entries that can be configured: 32
The Ports show the ports that you want to open on the device. The TCP/UDP WAN Connection(s) : | PVC:8/35 ]
means the protocol type of the opened ports. Server Name :

Click Apply to save the settings. ® selecta service ; (CIHRER) n

_' Custom Server :
Schedule : | always |Z| View Available Schedules
Server IP Address(Host Name) :

External Port Start External Port End Protocol Internal Port Start Internal Port End Remote Ip

TCP [+ ]
TCP [=]
TCP [+ ]
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DMZ

DMZ is the abbreviation of the Demilitarized Zone. Since some applications are WAN Connection : |PVC 873 [=]
not compatible with NAT, the device supports the use of a DMZ IP address for a Enable DIMZ : 71

single host on the LAN. This IP address is not protected by NAT and it is visible DHE Host 1P Address:

to agents on the Internet with the correct type of software. Note that any client Aoy | [Cancel

PC in the DMZ is exposed to various types of security risks. If you use the DMZ,
take measures (such as client-based virus protection) to protect the remaining
client PCs on your LAN from possible contamination through DMZ.

Choose ADVANCED > DMZ. The page shown in the right figure appears.
Select a WAN connection, input the host IP address.

Click Apply to save the settings.

SAMBA

SAMBA enables the workstation in the network to share the USB flash disk

connected to the DSL-2750U. Enable sateA : 7
Choose ADVANCED > SAMBA. The page shown in the right figure appears. N‘;"gr‘m"ldl”tp—
The following table describes the parameters of this page. o
Field Description smBusertame [0
New SMB password : lﬁ
Enable SAMBA Sele_ct the check box to enable the samba T
service
Workarou Enter the name of your local area network Enable USB Storage :
g p (LAN) Enable Anonymous Access : ¥
Enter your netbios name which is an identifier gy | _Cance |

Netbios Name : : )
used by netbios services running on a computer.

New SMB password

Enter your samba password for user root.

Retype new SMB
password

Reconfirm your samba password here.

Enable USB Storage

Select the check box to support USB storage.

Enable Anonymous
Access

Select the check box to allow anonymous users
access.
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3G Configuration
Choose ADVANCED > 3G Configuration and the page shown in the right figure 36 STATuS

3G Status: NoDongle

appears. (Ensure your 3G card is connected the USB interface of DSL-2750U) O LSk AR
LL) Note: _ )
Service Name Protocol State Status Default Gateway Action
If you want to know more about the parameters of Advanced Wireless peRsie AR pecomece " =
Settlngs' refer to HELP Index' Llllﬂl Deletel PinMznage | Donglelnfo |
> BG Card WIthOUt PIN prOteCt IBHGFDSrﬁitL(IISOI'}ﬁaE?IiFTED Auto Dialed
If the 3G card has no PIN protect function, the page will be shown as the right e T S —
figure appears. popodg PPPOJG 1 Connected - ndia
ﬂlﬂl Deletel Pin Manage Donglelnfo
. 3G card with PIN protect eI
If the 3G card has PIN protect function, the page will bt_a shown as the right figure T — S
appears. Youdl be required to enter a PIN code which provided by your ISP pppo3g PPROG 1 Disconnacted
tbheefoprier:] (é(;r(;r;ectlng to 3G network. Follow the instructions below to authenticate
Step 1 Click Pin Manage, the right page appears. sim card's status is : 11EED PII CODE

Unlock with PIN code &

et pmcode: [ Jrurac smus

Step 2 Enter the Pin provided by your ISP, then click Apply, the right page I Fiscron resim —

appears. This page indicates the pin authentication is complete. Feen e
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