DSL-G604T
Fw 3.02B01T01.AU-A.20061222

DSL-G604T
Wireless ADSL Router

e Home Advanced Tools Status Help
A g
K
Setup Wizard
Wizard
— - The DEL-GA04T is an ADSL Router ideal for home networking and small business

netwarking. The setup wizard will guide you to configure the DSL-GE04T 1o connect to your |1SP
| Wireless {Internet Service Provider). The DSL-GG04T's easy setup will allow you to have Internet access
within minutes. Please follow the setup wizard step by step to configure the DSL-GEO4T,

‘Dynamic DNS

Help
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DSL-G604T
Wireless ADSL Router

Home Advanced Too l_s Status Help |

Wireless Settings
These are the wireless settings for the AP{Access Paint) Partion.

Enable AP

-
Priority: b
Channel:

Security: @ None Ower Owira O 8021

WLAM [D:

Flease save and reboot the device to take effect

2 90O

Apply Cancel Help
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Wireless i

Home Advanced Tools Status Help
Wireless Settings
These are the wireless settings for the AP{Access Point) Paortion.
Enable AP
YLAN ID; L]
Priority: L]
Channel: (6 v
Security: O None @wer Owpa O802.1x
Authentication Type:
Select Encryption Key Cipher
@ | | [6abits +|
o | | [640its ~|
o | | [640its v
O | | [B4nits |

Enter 10, 26, 58 hexadecimal digits(0~9 A~F) for 64, 128, or 256 hit Encryption Keys
respectively. e.g., AAAAAALAAL for a key length of B4 hits.

Please save and reboot the device to take effect!

9 OO

Apply Cancel Help
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Home Advanced Tools Status Help

Wireless Settings
These are the wireless settings for the AP{Access Pointy Porion.

[l Enable AP

YLAN ID: CH
Priarity: CH
Channel:

Security: Cone Ower @wea O goz.1x

@ wra O wpaz O AnywPA

Enable WPAZ Pre-authentication

Group Key Interval © |3600 [MNete: Group Key Interval is shared by

O Radius Server IP Address: I:l
(&) Pre-Shared Key PSK String: El

Flease save and reboot the device to take effect!

Home Advanced Tools Status Help |

=l WPA options. )

9 90

Apply Cancel Help

Wireless Settings

These are the wireless settings for the AP{Access Point) Portian.

Enable AP

WLAN ID: b ]
Priarity: D
Channel:

Security: O rone Ower Owra © s0z.1x

Group Key Interval ;
Server P Address: l:l

Please save and rehoat the device to take effect !

2 ©0

Apply Cancel Help
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d Home Advanced Tools Status Help
e
ATM VC Setting
FU—
" Wizard
P Pyl
P— WP B
" Wireless
el 35
Vitual Girouit
WAN Setting |PPPoE/PFPoA  v|
—
LAN

PPPoE/PPPoA

—
! DHCP User Mame usernarne|
—_— —_—
e Authentication Type
Connection Type FPPFoE LLC v
I ¥
‘Dynamic DNS MTU 1aun btes
MRLI 1492 bytes
P Tequur
Default Route Enabled
PPPOE Pass Through Disabled »
MAT Enabled
Firesvall Enabled
IF Control Dynamic P bed
Static [P 0000 |

Connection Setting

@ Always O Recommended

O Gonnection On Demand Connection will close if idle for Dninmes

Use Connect/Disconnect button in StatusDevice Info page
only

C Manual

Enable PPTP
Server IPIName
Route Target
Route Mask
PFTF Account

PFTF Password

MPFE Encryption

ATM
Serice Category EBR A
FCR \:I kbps
SCR T
CONT \:I uSeconds
MBS L eens

Please save and reboot the device to take effect !
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Apply Cancel Help
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Home Advanced Tools Status Help

ATM VC Setting

PYC Pvel (@

v

Yirual Circuit Enahled v

YWAN Setting | Cynamic P Address V|
Dynamic IP

Connection Type | 1483 Bridged IFPLLC N |

Cloned MAC Address 0:19:68:953:61:.BF

i

Cloned MAC Address [ Clone MAC Address ]

WL 400 hytes

I

MAT Enahled v

Fireswall Enabled »
O

Enable PPTP
Server [PIName
Foute Target

Route Mask

FPTP Account

WMPPE Encryption

ATM
Serice Category LBR v
FCR L |kees
5CR T
COVT | |useconds
MBS [ cens

Please save and reboot the device to take effect!




ATM VC Setting
PG
WPl
WCl

Wirtual Circuit

WirAR Setting

Static IP

Z
=
<

Enabled =

a5}
(2]

| Static IP Address

]

Connection Type
IP Address
Subnet Mask
Gateway Address

Prirmary DME Address

Secandary DS
Address

T

PPPoEFassThroughl Disahled

Enable PPTP
Semer IPIName
Route Target
Route Mask
PFTF Account
PFTF Fassword

MPPE Encryption

ATM

Semice Category
PCR

SCR

COVT

MBS

MAT

Firewwall

| 1483 Bridged IP LLC

oo

20317.101.82

210.15.254.240

Ll

210.15.254.291

I

400 htes

Enabled »

Enabled *

uSeconds

Cells

==
L ks
1
([
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© Wizard

Wireless
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LAN

i DHCP

I
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uwn

‘Dynamic DNS

" Logout

UL

Home Advanced Tools Status Help |

ATM VC Setting

PYC Pucl
wirtual Circuit Enabled
WiAN Setting | Bridge Mode s |

Bridge Mode

Connection Type |1483 Bridged IP LLC V|
ATM

Service Categary LBR i

FCR T

SCR L |kees

COWT |:| uSeconds

MBS L cens

Please save and reboot the device 1o take effect !

9 O 0O

Apply Cancel Help

Home Advanced Tools Status Help |

Management IP

These are the [P seftings ofthe LAN interface forthe DEL-GE04T. These sefting may be referred to
as Private settings. You may change the LAN IP address if needed.

IP Address 10111 |

Subnet Mask 256.0.0.0 |

9 © 0O

Apply Cancel Help
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‘Dynamic DNS

Logout

il

* Wizard

Wireless
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‘Dynamic DNS

" Logout

i

Home

anced

Tools . Status

Help 1

DHCP Settings

The dewvice can be setup as a DHCP Server ta distribute [P addresses to the LAN netwark.

() Mo DHCP
@ DHCF Server

DHCP Server

Chooge this option. The P address must be manually assianed at

each device connected to DSL-GEO4T,

Chooge this option to setup a5 2 DHCP server to distribute (P

addresses to the LAMN network.

Starting IP Address

Ending IP Address

Lease Time

DME Mode

Frirnary DNS

Secandary

DME

Static IP Assighment

MAC Addre

S5

10112
101.1.253
3600 |seconds

® puto O Manual

IP Address

Static IP1:

Static IP2:

|
|
Static IP3; |
Static IP4; |

Static IP5: |

Enter MAC Address format as weeeeneeen e 00-0C-6E-D5-11-22, and IP Address format as

9 © O

Apply Cancel Help

WY, el 1921681

2

Advanced

Tools Status

Help |

DNS Configuration

The DME Configuration allowes the user to set the configuration of DS relay.

DME Relay Selection
User Configuration:
Preferred DNE Server

Alternate DNS Server

=g Auto Discovered DMS Server Only v

210.15.254.240

9 © O

Apply Cancel Help




Home Advanced Tools Status Help |

Dynamic DNS Configuration

The DDMS Caonfiguration allows the user to setthe configuration of DDKE.

DDMS Server Dizahle DDNS Server ¥
Dizahble DOMN
wewy, chyndns.org
L N0, COm

User Configuration:

Userhlame |UserName |
Passiard |........ |
HostMame |HDstName |

s 9 9 O

Apply Cancel Help

Dynamic DNS

m Advanced Tools Status Help

UPnP

To enable UPnP, check Enahle UPnP and then select a connection.

[FlEnable UPHP

inual Server Select Available Connections

P
P
P2
Py
Pucd
" Fitters et
Pyt

Py T

0 C000006G

Bridge Filters

*  Routing

-
| |t
LS
e ——
SN
-
-
-

9 O 0O
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DMZ Apply Cancel Help




rtual Server

* SNMP

‘Bridge Filters

2 UPnP

iriual Server

Lan Clients

: Filters

‘Bridge Filters

" Routing

|EEEEEE- BHERETE-

=
=
N

[ Home JVYYCUTEE Tools Status Help
Virtual Server
Connection:
LAM P 10110 | HewlP )
Category Available Rules Applied Rules
Alienws Predataor |
@ Games Asheran's Call
) VPN Dark Rein 2 ]
Delta Farce =
O Audiohiden |Doom hadE
O Apps Dune 2000
Direct< (7.8) Games L
O seners EliteForce
O User EwverCluest
Fighter Ace || |
View )

Please save and reboot the device to take effect |

9 OO

Apply Cancel Help

m Advanced Tools Status Help
LAN Clients
IP Address | |
Host Namme | |
Add
Valid IP Range:  10.1.1.2- 10.1.1.253

Static Addresses
Celete IP Address Host Names Type
¥ 10.1.1.1 Static
Dynamic Addresses
Reserve IP Address Host Mames Type

@ @ O

Apply Cancel Help




inual Server

g

SNMP

AL

are nt Control

" Firewall

UPnP

irmal Server

Lan Clients

I

Filters

"Bridge Filters

A0

AT  Advanced EPTYE Status Help
SNMP Management

| Enable SNMP Agent

| Enable SNMP Traps

Vendor OID:1.3.6.1.4.1.294

Community

Mame Access Right

|pub|ic | |Read0nly Vl

| | | ¥

| | | ]

Traps

Destination IP Trap Community Trap Yersion

| | | | | 4
| | | || 3
| | | | | ¥

TS Advanced

9 OO
Apply Cancel Help
Status

Tools Help

Filters

Filters are used to allow or deny LAN or WAN ugers from accessing the intermet or internal

Metwork,

@ outbound Filter 2 Inbound Filter

IP Qutbound Filter

Filters are used to allow or deny LAKN users from accessing the internet.

Source IP | | -~ | ||AnyIP V|

Destination IP | | ~ | ||AnyIP v|

Source Port | | & | || Ay Fart Vl

Destination Port | - | AnyPort v

Protocol TCR.UDP v

Action Allow »

Apply Cancel Help

I Category ‘Source IP Destination IP Prot. Act. Enable




UPnP

inual Server

= g
&
-

Filters

‘Bridge Filters

Routing

[ fH [

DMZ

j UPnP

inual Server

HOEEE-

Bridge Filters

BT Advanced

Tools Status Help

Filters

Filters are used to allow or deny LAN or WAN users from accessing the internet or internal

MNetwark,

C outhound Filter &) Inbound Filter

IP Inbound Filter

Allow or derry WAN IP address to the intemal network,

Source IP | | - | ||Any|F> v|

Destination P | |~ [AnylP v

Source Port | | ~| ||AnyPDr1 Vl

Destination Port | | - |anyPort v

Pratacal TCRUDP «

Action @I

Apply Cancel Help
ID Category Source IP Destination IP Prot. Act. Enable

[ Home JWVVEURNEE Tools Status Help

Bridge Filters

Enable Bridge Filters

Src WMAC | 00-00-00-00-00-0
DestMAC | 00-00-00-00-00-0
Protocol FPPoE Session w

Src MAC Src Port Dest MAC

Dest Port

9 90O

Apply Cancel Help

Dest Port Protocol Mode  Delete




UPnP

inual Server

" Lan Clients

SNMP

3 Filters

‘Bridge Filters

HECERE-

Routing

|

i UPnP

inual Server

" Lan Clients

" SNMP

i Filters

‘Bridge Filters

HEDEEE-

—
" Routing

[

m Advanced Tools Status Help

Routing Table

IP Routes are used to define gateways and hops Used to route data traffic. Most users will not
need to use this feature as the previous gateway and LAN IP settings on your host computers
should be sufficient.

Metrnask 266 2652650

O Caonnection | Pl

9 © 0

Apply Cancel Help

(1] Destination MNetmask Gateway Interface
[ Home JS-YCUTTUEE Tools Status Help
DMZ

OMZ (Demilitarized Zone) is used to allow a single computer on the LAN to be exposed to the
Internet.

Enabled & Disahled

IP Address:
9 90O

Apply Cancel Help
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BT Advanced

Tools

Status

Help

URL Block

Itis usedto block access to Intermet website.

URL |

Add ) Delete )

Blocked URL (s}

Domain Block

Itis usedto block access to Intermet wehsite.

Domain |

9 90O

Apply Cancel Help

Add ) Delete )

Blocked Domain(s)

9 O 0

Apply Cancel Help




Firewall Canfiguration
' UPnP <
DoS Protection

Dof attacks can be checked hased on your specific need.

irlual Server

State: ®Enabled O Disabled

" Lan Clients S%MN Flooding checking

ICMP Redirection checking

* SNMP

Port Scan Protection
; Filters

-
-
-
-

S S—
‘Bridge Filters

Port Scan attacks can be checked based on your specific need.

State: @ Enabled O Disabled

FINAJRGIPSH attack

=

mmas Tree attack

=

Mull Scan attack

=

SYMNRST attack

&

SYMIFIM attack

3]

Service Filtering

—— The following services can be blocked based on your specific need.

[ Fing fram External Network

Telnet from External Metwork

=

FTP from External Netwark

&

; ADSL

-
I

DMS fram External Metwark

=

IKE from External Network
" ATM VCC
RIF from External Metwark

=

DHCP fram External Metwoark

&

QoS
ICHP from LAN

[~

I Wireless

Management

Performance Apply Cancel Help




BT Advanced EPTIE Status Help

RIP System Wide Configuration
UPnP

RIF is an Internet protocol you can setup to share routing table information with other routing
devices on your LAN, at your ISP's location, or on remaote networks connected to your network

Nfiriual Server via the ADSL line.
RIF Disabled «

Fratacol  F[F 2 Direction

* Lan Clients

SNMP

UEBER -

" Filters <" e:, ‘::'

Apply Cancel Help
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Bridge Filters
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" Routing

DMz

arent Control

Firewall

RIP
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m Advanced Tools Status Help

ADSL Configuration

The ADSL Configuration page allows the user to set the configuration for ADSL protocol.

Modulation Type | ADSL2+ (Multi-Mode) v

9 © O

Apply Cancel Help
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ATMVCC
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ATM VC Sefting
PVC
VP
WVC
virtual Circuit

WiAR Setting

PPPoEIPPPoA
User Name
Pasgward
Authentication Type
Connection Type
MTU
MRU
Default Route

PFPoE Pass Through

MNAT

Firewsall

IP Cantral

Static IP
ATM VCs List
D P WP
1 PWCO g

WC

35

PO

[
[Ea]

Enabled

| PPPOE/PPPOA

|

o

linkig@natspaca.

Auto ¥
FPPoE LLC v

400 bytes

482 bytes
Enabled w
Dizabled +
Enahled

Enahled

Dynamic 1P hd

=)

Connection Type

PPPOE

9 © O

Apply Cancel Help

Yirtual Circuit

Enabled E]
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QoS Configuration

IGMP Proxy/Snooping (& Disabled () Enabled

@ Mone O PortMapping Gos O 1P QoS

Flease save and reboot the device to take effect !

@ © O

Apply Cancel Help




- [ Home INCLTUMA Tools  Stafus Helg

=
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T QoS Configuration

IGMP Proxy/Snooping @ Disabled O Enabled
T —

Crone @ Portmapping 005 O 1P Qog

Flease set configuration for Ethernet Port based Gos.

LAn Port Mapping Priority Bandwidth

Portt PYCD v kbps
Port2 kbps
Part3 PVCD v [Auto ¥ | kbps
Parta PYCO v |Auto ¥ | kbps

WANto LAN @ auto Learning O Port mapping

Port Mapping

S Wireless PwC0
‘Parent Control
I 9
Please save and reboot the device to take effect!
- Apply Cancel Help

—
0oS I
e ————
Management




-m Advanced Tools Status Help

-

oA
LY
T QoS Configuration
IGMP Proxy/Snooping @ Disabled O Enabled
O Mone © Forthapping Gos [OF[ Rt
- Please set configuration for IP based Qos.
Lan
PYC FYCD &
R
Parent Control
irewall
RIP
L

SNMP
- Bandwidth kbps

Bridge Filters

Please save and reboot the device to take effect!

9 9 O

- B

S E——
—
—
R —
—
—
—

ATM VCC

I Wireless
Management
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‘Bridge Filters

Wireless

Wireless Management

@ Access List O Associated Stations
Access List
[JEnahle Access List

All o Dieny

Add

Mac Address:

Delete  Mac Address

Flease save and reboot the device to take effect !

O Multiple 531D

Owos

9 © 0

Apply Cancel Help




" [ Home NGV ER Tools Status Help

=
&

Wireless Management

O Access List & Associated Stations O Multiple 551D OwDs

er Agsociated Stations

Ban Station Mac Address State S5l Active Rate

- 8] 00-19-5ph-09-ge-49 Authorized dslB04gen2keyfeal S4nlbps

Flease save and reboot the device to take effect!

% 20

Apply Cancel Help
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——
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Routing

IIHHIHHIHHHHHII
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FA
all
P
ADSL
vCcC
S

IIIIIIIIIIIIII

m Advanced Tools Status Help
Wireless Management
O Actess List O associated Stations @ Multiple 351D Cwos

fultiple S8ID.

CIEnable Multiple 551D
Secondary S5ID; [ ]
YLAM ID: [ ]
.

Friority:

Security can be changed by the "Modify' radio.

Flease save and reboot the device to take effect!

90

Cancel Help




-Eﬂ! Advanced Tools Status Help
Wireless Management
' UPnP
O Access List O Associated Stations O Multiple SSID ®wDs
Virtual Server Wireless Distribution Systern
WDE Mode; Disabled

Lan Clients WDS Marne: OIS DOLIN

Activate as Root:

WDS Privacy: Secret: l:l

Auto Channel Selection:

Auto Configuration:

i Filters

A

K
-
-
-
-

Bridging Direction Enable MAC address

o s [ ]
¥ i
" Bridge Filters Dk 1 I:
P— " ]
i
Roiing Downlink 3 ]
powninic: ]

Flease save and reboot the device to take effect!

9 © O

I
Parent Control Apply Cancel Help

" Firewall

I
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ADSL

" ATMVCC
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Wireless Performance

These are the Wireless Perfarmance feature for the AP{Access Point) portion.

Beacon interval: (msec, range:1~1000,default200)
DTIM Period: (range:1 ~25, default:2)

Hidden S5I0: [JEnabled

Antenna transmit power;

RTS Threshold:
Frag Threshald:
big Mode:

User Isolation: [ Enabled

iriual Server

Lan Clients

LEHEE

P :
'Bridge Filters
Q05 Support; [CEnabled

Routin
3 Flease save and reboot the device to take effect!

DmZ a e o

Apply Cancel Help

I

arent Control

—_—
" Firewall

- ATM VCC

™ Wireless
Management

Wireless
Performance
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Admin Administrator Settings

There are two accounts that can access the DEL-GE04T's Web-Managerment interface.

Yo )
b Administratar (The Login Mame is "admin")

Select @ Modify admin password O Modify user password

e Modify admin password

Mew Password

Confinm Fassword

WebPort ltl (Change the port number of lagin wek)
Please save and reboot the device to take effect !

" System

" Firmware

i

Modify user password

Mew Password

iscellﬂnenus Confirrmn Password

Remote Web Management

State CEnabled & Disahled

Metrnask |.'£ -

Remote Telnet Management

State (JEnabled @ Disahled
IP Address 0000

Metrmask |2

Remote SSH Management

State ) Enabled ® Disabled
IP Address 000

Metmask |.'£

9 © 0

Apply Cancel Help




Admin

Time

Remote Log

" System

iscellaneous

Igf’t
-
-
-

—_—
—

Admin

Remote Log

© System

Firmware

iscellaneous

LA

Test

"  Logout

i

Home  Advanced Tools Status Help

Time

Setthe DSL-GARO4T systemn time.

Local Time  03/07/2007 10:55:36

Synchronize the ADSL Router's clock with:

3] Autamatic (Simple Metwark Time Protacol
® Your camputer's clock

3] Manual (Enter your own seftingg)

Date: Mar

Time: il

9 © 0O

Apply Cancel Help

Home Advanced Tools Status Help

Remote Log Settings
Add an IP Address [o—— A

Mane

Select a logging destination -

2 © O

Apply Cancel Help




" Admin

: Time

" Remote Log

g0

System

5

" Firmware

iscellanenus

* Logout

; Time

" Remote Log

*  System

UERE- [

Firmware

iscellanenus

Home Advanced Tools Status ¢ Help

System Settings

The cutrent system settings can be saved as a file onto the local hard drive.

Save Settings To Local Hard Drive

Save

Load Settings From Local Hard Drive
|[ Browse... |

Mote: The systermn has to be restarted after the configuration is restored.

Save Settings and Reboot the System.

[ Save and Reboot ]

Restore To Factory Default Settings

Force the DSL-G604T Wireless LAN to restart.

Home Advanced Tools étatus Help

Firmware Upgrade
There may be new firmware for your DSL-GED4T 1o improve functionality and performance. To

upgrade the firrmware locate the upgrade file on the local hard drive with the Browse button . Once
you have found the file to he used,click the Apply button below to start the firmware upgrade.

Current Firrmweare Version @ %3 02801701 ALLA 20051222

|[ Browse... |

Mote: The system has to he restarted after the firmurare upgrade.

Apply Cancel Help




" Remote Log

" System

" Firmware

UEEEE-

Miscellaneous
. e ————

—_—
f Test

" Logout

" Admin

" Remote Log

" Systemn

" Firmware

iscellanenus

HEDEEE-E

Home Advanced Tools 'Staius [ Help

Miscellaneous Configuration
There are additional tools and features ofthe DSL-GE04T

Ping Test

Ping IP Address 192.168.1.1

Ping Result :

2 © 0

Apply Cancel Help

Home Advanced Tools Status Help

Diagnostic Test

The diaghostics feature executes a series of test of your system software and hardware
connections. Use the feature when working with your ISP to troubleshoot prablems.

Wirtual Circuits
OAM Type :

This Page is used for performing diagnostics on the system.

Testing Connectivity to modem

Testing Ethernet LAN connection PASS
Testing ADSL Connection

Testing ADSL Synchronization PASS

i Testing Network Connection

Testing AT OAN segment ping SKIPPED
[Testing ATM OAM end to end ping SKIPPED
| Testing Internet Connectivity

Ping Primary Domain Names Server ~ |SKIPPED

9
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L

Device Info

"DHCP Clients

L]

Log

*  Statistics

f ADSL

*  Logout

LEE

' Device Info

g

DHCP Clients

————

w
-
=]
=

Home

Advanced Tools

Status

Device Information
Firrrrecare Wersion © W3.02B01TO1.AU-A20061222

LAN
MAC Address

IP Address
Subnet Mask
DHCP Server

NAT
WAN
Virtual Circuit

Status
Connection Type
IP Address
Subnet Mask
Gateway

DNS Server
Default Gateway

Default Gateway

00:19:568:98:61:6F
10.1.1.254
255.0.00

Enabled

Enahled

Connected
PFFoE
203.33.160.236
265.265.255.255
203.17.101.81

210.15.254.240

2031710181

Digconnect

9

Help

Home Advanced Tools Status m
DHCP Clients
MAC Address IP Address Haost Mame

10.1.1.1

Help
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Device Info

DHCP Clients

i

Log

Statistics

IEE

e

—
" Device Info

-
f

"DHCP Clients

Log

Statistics

i ADSL

" Logout

UE

Home Advanced T;:;:-ls |

Status

View

1
Wiew Log displays the activities occurring on the DSL-GE04T .

First Page ][ Last Page ][ Previous ][Nen” Clear Log ][ Save Log ]

page 1 of B
Time Message

Jdan 1 12:00:10= AP Acquiring Lok

Jdam 1 12:00:11= NTP Palling Timer for DHCP Started succesfully.
Jdan 1 12:00:11= DEL Folling Timer Started succesfully,

Jan 1 12:00:12= Firewall NAT service started

Jan 1 12:00:12= AP REFORT LOCK ACQUIRED

Jdan 1 12:00:12= wlan_handle_load_event- Acquired Lock
Jdan 1 12:00:12= MAC address iz 00:19:50:95:61:c0

Jdan 1 12:00:15= starting on port 80

Jdan 1 12:00:15= ip_conntrack_pptp wersion 1.9 loaded

Jdan 1 12:00:15= ip_nat_pptp version 1.5 loaded

Jdan 1 12:00:15= (2000 Netfilter core team

Jan 1 12:00:15= netfilter PS0 loaded - (<) astaro AG

Jdan 1 12:00:15= Initializing the MAN Bridge.

Jan 1 12:00:15% Mounted root (squashfs fileswstem) readanly.
Jan 1 12:00:15 Mounted devis on /dev

Jdan 1 12:00:15= G freed

Jdan 1 12:00:15= Algorithmics/WIF S FRU Emulator w15

Jdan 1 12:00:15= registered device T Awvalanche SAR

Jan 1 12:00:15= OhieZ50F200/7 100A2) detected

Jdan 1 12:00:15= DEF binany filesize = 356930 bytes

Home Advanced Tools -

Status

o

Help

Traffic Statistics display Receive and Transmit packets passing through the DSL-GED4T,

Choose an interface to view your network status:

() Ethernet Display Receive and Transmit packages through Ethernet
OaDsL Display Receive and Transmit packages through ADSL
Orwiireless Display Receive and Transmit packages through wireless connection

Transmit
Good T Frames
Good Tx Broadeast Frames
Good Ty hulticast Frames
Ty Total Bytes
Collisions
Error Frames
Carrier Sense Errors
Receive
Good Rx Frames
Good Rx Broadcast Frames
Good Tx Multicast Frames
Rx Total Bytes
CRC Errars
Undersized Frames
Qverruns

5208
iR
63
6275480
i]
1]
1]

ar42
25
i
370610
i
i
i

o

Help
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" Device Info

T —
" DHCP Clients

Home Advanced | Tools_

Status m
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Traffic Statistics

Traffic Statistics display Receive and Transmit packets passing through the DSL-GEQ4T.

Choose an interface to view yaur network status:

) Ethernet Display Receive and Transmit packages through Ethernet
[OFN Display Receive and Transmit packages through ADSL
O wireless Display Receive and Transmit packages through wireless connectian

Transmit

TeFDU's

Ts Total Bytes

Tx Tatal Error Counts
Receie

Rx PDU's
Rx Total Bytes
Ry Total Error Counts

1046
45173

1272
136200
1]

o

Help

Home Advanced Tool -

Status I!!!_

Traffic Statistics

Traffic Statistics display Receive and Transmit packets passing through the DSL-GED4T,

Choose an interface to view your network status:

) Ethernet Display Receive and Transmit packages through Ethernet
) aDsL Display Receive and Transmit packages through ADSL
& wireless Display Receive and Transmit packages through wireless connection

Transmit
MFDUs
MSDUs
Multicast MSDUs
Failed MZDUs
Retry MSDLUs

Receive
MPDUs
M50Us
Multicast MSDUs
FCS Error MPDUs

12214
12402
7ar
196
196

8114
20411
177
14796

o

Help
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SL Status

ADSL status shows the ADSL physical layer status.

ADSL Firmware Version: 6.00.01.00-6.00.01.00- 6.00.04.00 AnnexA-01.07.2h-054
ADSL Software Version: W3.02B01T01.AU-A.20061222

Line State Cannected

Modulation ADSL_G.dmt

Annex Maode Annex A

Mz T Power -38 dBmiHz

ltem Downstream Upstream Unit

SMR Margin 22 30 dB

Line Attenuation 29 17 dB

Data Rate 812 128 khps

o

Help
Home Advanced Tools Status Help
Home
« Setup Wizard
« Wireless

« WAN Settings
+« LAN Settings
+ DHCP Server
+ DNS Settings
+ Dynamic DNS Settings

Advanced
- UPNP
» Virtual Server
- SNMP
» Filters
» Bridge Filters
« Lan Clients
+« Routing
« DMZ
« Parent Control
« Firewall Rules
+ RIP Configuration
+ ADSL Configuration
« ATM VCC Configuration
+ QoS
+» Wireless management
+ Wireless Performance

Tools
» Administrator Settings
o System Time
» Remote Log
+ System Settings

« Firmware Upgrade
+« Miscellaneous items

+« Test

Status
» Device Information
o Log
» Statistics
» ADSL Status
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