
How to setup DSR-series Unified Services Router  

with OmniSSL Open VPN client 
 

DSR-series router with firmware ver. 3.14 

 

1. Enable remote Management under Maintenance -> Management -> Remote Management. Make sure to 

change the default admin password to a strong password for better security. 

 

 

2. Create OpenVPN group under Security -> Authentication -> Internal User Database -> Groups. 

 

  



3. Create OpenVPN user under Security -> Authentication -> Internal User Database -> Users. 

 

 

 

 

  



4. Enable OpenVPN Server under VPN -> OpenVPN -> OpenVPN Settings. Leave everything with default values 

and enable User Based Auth. Click on Save. 

 

 

 

  



5. On the client PC / remote PC, open the OmniSSL portal using https://<DSR’sWANIP>/omnissl e.g. 

https://111.240.253.52/omnissl 

 

Enter the OpenVPN client username and password created in Step 3 and download the OmniSSL Client 

Package and OmniSSL Client Configuration. 

 

 

 

 

6. Install the OmniSSL Client package that you downloaded “openvpn-install-win64.exe”. 

 

 

7. Run the OmniSSL Client configuration that you downloaded which is “client_script” and it will create a 

“client_config” OpenVPN icon as shown below. 

 

 

  

https://111.240.253.52/OmniSSLPortal


8. Copy and paste the “client_config” file to C:\Program Files\OpenVPN\config folder. 

 

 You can rename the file to something you can easily identify: 

 

9. Locate the OpenVPN icon in the lower-right corner of the windows taskbar then click Connect. 

 

 

 

10. Enter the OpenVPN username and password you set in Step 3. 

 

  



11. Once authenticated, you will see a notification below and a green OpenVPN icon and status. 

 

 

 

 

You can verify connectivity by pinging an IP address on the remote end.  

 


