admin no password

Address | http:/192. 168.0. 1index.php

L
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Log in to the router:

Password | [[ LogIn |

Firmware Version @ 1.00
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Internet Setup

LAM Setup
Time and Date

Parental

If you are configuring the device for the first time, we recommend that you click on the Internet
Connection Setup Wizard, and follow the instructions on the screen. If you wish to modify or
configure the device settings manually, click the Manual Internet Connection Setup.

INTERNET CONNECTION SETUP WIZARD

If wou would like to utiize our easy to use Web-based Wizard to assist you in connecting your
new D-Link Systems Router to the Internet, click on the button below.

| |

Note: Before launching the wizard, please make sure you have followed all steps outlined in the
Quick Installation Guide included in the package.

Internet Connection Setup Wizard

MANUAL INTERNET CONNECTION OPTIONS

If wvou would like to configure the Internet settings of your new D-Link Router manually, then
click on the button below.

L

Manual Internet Connection Setup

Firrmware Version : 1.00

| ADVANCED MAINTENANCE STATUS HELP

Helpful Hints..

or] h
figured a router
dick on Internet
Connection Setup
Wizard and the rout

Internet Connection
Setup to input all the
settings manually.
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This wizard will quide you through a step-by-step process to configure your new D-Link router and connect to the
Internet.

Step 1: Set your Password

Step 2: Select your Time Zone

Step 3: Configure your Internet Connection
Step 4: Save Settings and Connect

WIRELESS
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By default, your new D-Link Router does not have a password configured for administrator access to the Web-
based configuration pages. To secure your new netwaorking device, please set and verify a password below:

Password : |.......... |

Verify Password : essssenses |

WIRELESS
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C13-R. AN K

Select the appropriate time zone for your location. This information is required to configure the time-based options
for the router.

| (GMT-08:00) Padfic Time (US & Canada); Tijuana w |

WIRELESS
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mraPil,

(¥) DHCP Connection (Dynamic IP Address)

Choose this if your Internet connection automatically provides you with an IP Address. Most Cable Modems use
this type of connection.

) username / Password Connection (PPPoE)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this connection type of connection.

) username | Password Connection (PPTP)

Choose this option if your Internet connection reqguires a username and password to get online. Most DSL
modems use this connection type of connection.

) Username / Password Connection (L2TP)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this connection type of connection.

) username / Password Connection (Bigpond)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this connection type of connection.

() static IP Address Connection

Choose this option if your Internet Setup Provider provided you with IP Address information that has to be
manually configured.

WIRELESS
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To set up this connection, please make sure that you are connected to the D-Link Router with the PC that was

originaly connected to your broadband connection. If you are, then click the Clone MAC button to copy your
computer's MAC Address to the D-Link Router.

MACAddress:  |-| |-| -| -| |-| |(Optiona)
[ Clone Your PC's MAC Address ]

Host Name : DIR-300 |
Note: You may also need to provide a Host Mame. If you do not have or know this
information, please contact your ISP.

WIRELESS
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To set up this connection you wil need to have a Username and Password from your Internet Service Provider. If
you do not have this information, please contact your ISP.

Address Mode : (%) Dynamic IP () Static IP

waddresss|

User Hame : | |

Password :|-vuuvuu- |

Verify Password : |ssssssssss |
Service Name :| |(Dptiona|}

Mote: You may also need to provide a Service Name. If you do not have or know
this information, please contact your ISP.

WIRELESS
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D-Link

To set up this connection you wil need to have a Username and Password from your Internet Service Provider.
You also need PPTP IP adress. If you do not have this information, please contact your ISP.

Address Mode : (%) Dynamic I () Static IP
PPTP IP Address : |
PPTP Subnet Mask : |

PPTP Gateway IP Address : |

PPTP Server IP Address
{may be same as gateway) :

Userl'lame:| |

Password :|.......... |

Verify Password : |oooooooooo |

WIRELESS
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D-Link

To set up this connection you wil need to have a Username and Password from your Internet Service Provider.
You also need L2TP IP adress. If you do not have this information, please contact your ISP.

Address Mode : (®) Dynamic IP ) Static IP
L2TP TP Address : | |
L2TP Subnet Mask : | |

L2TP Gateway IP Address : | |

L2TP Server IP Address
(may be same as | |
gateway) :

Userrlame:| |

Password :|ov"nmunooru. |

Verify Password : |oo---oooo- |

WIRELESS
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B
| SET USERNAME AND PASSWORD CONNECTION (BIGPOND)

To set up this connection you will need to have a Username and Password from your Internet Service Provider.
You also need BigPond IP adress. If you do not have this information, please contact your ISP.

SM-SErver |

Auth Server : | sm-server v [ElkcERIES

Bigpond Server IP Address
{may be same as gateway) :

Bigpond User Name : | |
Bigpond Password :|"uurunooru. |
Bigpond Verify Password : |u-uuu- |

WIRELESS
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To set up this connection you will need to have a complete list of IP information provided by your Internet Service
Provider. If you have a Static IP connection and do not have this information, please contact your ISP.

IP Address : |:|

Subnet Mask : I:l

Gateway Address : I:l
Primary DNS Address : |:|
Secondary DNS Address : |:|

WIRELESS
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mrasnil,

The Setup Wizard has completed. Click the Connect button to save your settings and reboot the router.

WIRELESS
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mramniil.

/’ | SETUP | ADVANCED MAINTENANCE STATUS HELP
e | WTERNETCOMNECTION

If you are configuring the device for the first time, we recommend that you click on the Internet
Connection Setup Wizard, and folow the instructions on the screen. If you wish to modify or
configure the device settings manualy, click the Manual Internet Connection Setup.

C
dick on Internet
Connection Setup

Parental Contral INTERNET CONNECTION SETUP WIZARD ST L

Lt t

If you would like to utilize our easy to use Web-based Wizard to assist you in connecting your
new D-Link Systems Router to the Internet, click on the button below.

"‘"' Internet [

h.ﬁ Offline Internet Connection Setup Wizard ]

Note: Before aunching the wizard, please make sure you have followed all steps outlined in the Diisazocmsrin
= Quick Installation Guide included in the package. 5_'3;_';': t';:_lgﬁ:f;”{’" the
setungs ¥

MANUAL INTERNET CONNECTION OPTIONS

If you would like to configure the Internet settings of your new D-Link Router manually, then
click on the button below.

[ Manual Internet Connection Setup ]
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Helpful Hints..

+ Internet Connection:
uring the

UUse this section to configure your Internet Connection type. There are several connection types
LAN Setup to choose from: Static IP, DHCP, PPPoE, PPTR, L2TP, and BigPond. If you are unsure of your
_ connection method, please contact your Internet Service Provider.

Time and Date the
Mote: If using the PPPoE option, you will need to remove or disable any PPPoE client software Connection Type from

Parental Control on your computers. the drop dow If

Logout

] c 0 please

[ Save Settings ] [ Don't Save Settings Internet

= ntermet

U Offline

ACCESS POINT MODE

Use this to disable MAT on the router and turn it into an Access Point.

Enzble Access Point Mode

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.

My Internet Connection is :

STATIC IP ADDRESS INTERNET CONNECTION TYPE

Enter the static address information provided by your Internet Service Provider (ISP).

IP Address : |:| (assigned by your ISP)
Subnetask: [ ]
ISP Gateway Address : l:l

MAC Address :
(optional)

Primary DNS Address : :l
Secondary DNS Address : :l (optional)
MTU: [1500 ]

Sawve Settings ] [ Don't Save Settings ]
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o Firmware Version : 1.00

o
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Internet Setup

#=  ntermet

‘_ﬂ' Offiine

SWTERMETcomweCTION

|Use this section to configure your Internet Connection type. There are several connection types . ]"t?_r:ﬁ?uﬁ:::;idh":
to choose from: Static IP, DHCP, PPPoE, PPTP, L2TP, and BigPond. If you are unsure of your k ———
connection method, please contact your Internet Service Provider. it
Internet
Note: If using the PPPoE option, you will need to remove or disable any PPPoE dient software Connection Type fr

—

On your computers. n

[ Save Settings ] [ Dan't Save Settings ]

ACCESS POINT MODE

Use this to disable MAT on the router and turn it into an Access Point.

[lEnable Access Point Mode

INTERNET CONNECTION TYPE

Static IP

Choose the mode to be used by the router to connect to the Internet. -
i Dynamic IP (DHCP)

PPPoE (Username | Password)
PFTP (Username  Password)

LZTP (Username | Password)
T BigPond (Australia)

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE

lUse this Internet connection type if your Internet Service Provider (ISP) didn't provide you with
IP Address information and/or 3 username and password.

My Internet Connection is : |Dy'namic IP (DHCF) v|

Host Narme : |DIR-300 |
- LI L 1]
(optional) [ Clone MAC Address ]
Prirmary DMS Address : |:|
Secondary DNS Address: [ | (aptional)
MTU :

MAC Address :

Sawve Settings ] [ Don't Save Settings ]
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Internet Setup

Wireless Setup

LAM Setup

Time and Date

Parental Control
t

= Internet
§ Offiine

There are 2 ways to setup your wireless connection. You can use the Wireless Connection Setup
wizard or you can manually configure the connection.

Please note that changes made on this section will also need to be duplicated to your
wireless clients and PC.

If you would like to utilize our easy to use Web-based Wizard to assist you in connecting your
new D-Link Systems Wireless Router to the Internet, click on the button below.

[ Wireless Connection Setup Wizard |

Note: Before launching the wizard, please make sure you have followed all steps outlined in the
CQuick Installztion Guide included in the package.

MANUAL WIRELESS CONNECTION OPTIONS

If you would like to configure the Internet settings of your new D-Link Router manually, then
click on the button below.

[ Manual Wireless Connection Setup ]

Product Page : DIR-300

WIRELESS CONNECTION SETUP WIZARD

Firmware Version : 1.00

! ter before, didk
on Wireless Connection
Setup Wizard and the

Manual Wirelses
Connection Setup to
input all the settings
manually,

Firrmware Version : 1.00

This wizard wil guide you through a step-by-step process to setup your wireless network and make it secure.

+ Step 1: Name your Wireless Metwork
« Step 2: Secure your Wireless Network
» Step 3: Set your Wireless Security Password

WIRELESS
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Your wireless network needs a name so it can be easily recognized by wireless clients. For security purposes, it is
highly recommended to change the pre-configured network name of [dlink].

Wireless Network Name

— |linke |

WIRELESS
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mrasmnflil.

This wizard will guide you through a step-by-step process to configure your new D-Link router and connect to the
Internet.

In order to protect your network from hackers and unauthorized users, it is highly recommended you choose one
of the following wireless network security settings.

There are three levels of wireless security -Good Security, Better Security, or Best Security. The level you choose
depends on the security features your wireless adapters support.

BEST () Select this option if your wireless adapters SUPPORT WPAZ
BETTER () Select this option if your wireless adapters SUPPORT WPA
GOOD O Select this option if your wireless adapters DO NOT SUPPORT WPA
NONE (#) Select this option if you do not want to activate any security features

For information on which security features your wireless adapters support, please refer to the adapters'
docurmentation.

Mote: All D-Link wireless adapters currently support WPA.

WIRELESS
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D-Link

Once you have selected your security level - you wil need to set a wireless security password. With this password,
a unigue security key will be generated.

Wireless Security Password: | |
(2 to 20 characters)

Mote: You wil need to enter the unique security key generated into your wireless clients enable proper wireless
communication - not the password you provided to create the security key.

WIRELESS

Product Page : DIR-300 Firrmware Version : 1.00

Below is 3 detailed summary of your wireless security settings. Please print this page out, or write the information
on a piece of paper, so you can configure the correct settings on your wireless client adapters.

Wireless Network Name

(SSID) : dlink

WIRELESS
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Saving Changes and Restarting.

WIRELESS
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mrasniil.

SETUP | ADVANCED MAINTENANCE STATUS HELFP

Helpful Hints..

Internet Setup

Wireless Setup

LAN Setup There are 2 ways to setup your wireless connection. You can use the Wireless Connection Setup

_ wizard or you can manually configure the connection.
Time and Date
Please note that changes made on this section will also need to be duplicated to your
wireless clients and PC.

WIRELESS CONNECTION SETUP WIZARD

Parental Contral

=

Internet
1 _ﬁ Offline : d I_ :Il':[ and
If you would like to utiize our easy fo use Web-based Wizard to assist you in connecting your - " ur'::ji;_
new D-Link Systems Wireless Router to the Internet, click on the button below. l-ianualWirélse;
Connection Setup to
[ Wireless Connection Setup Wizard ] input all the settings

manually.

Note: Before kunching the wizard, please make sure you have followed all steps outlined in the
Quick Instalation Guide included in the package.

MANUAL WIRELESS CONNECTION OPTIONS

If you would like to configure the Internet settings of your new D-Link Router manually, then
click on the button below.

[ Manual Wireless Connection Setup ]




CWIRELESSNETWORK

Use this section to configure the wireless settings for your D-Link router. Please note that
changes made on this section may also need to be duplicated on your wireless client.

rity be
To protect your privacy you can configure wireless security features. This decive supports three router and th
wireless security modes including: WEP, WPA and WPA2. dient. M

[ Save Settings ] [ Don't Save Settings ]

WI-FI PROTECTED SETUP (ALSO CALLED WCHN 2.0 IN WINDOWS VISTA)

Enable :
Current PIN : 03224779
| GenerateMewPIN | | ResetPIN toDefsult |

Wi-Fi Protected Status : Enabled / Configured
[ Reset to Unconfigured ]

[ Add Wireless Device with wps |

WIRELESS NETWORK SETTINGS

Enable Wireless
Wireless Network Name : |diink | (Also called the SSID)

2
: . 5.5
Wireless Channel ; :

Enable Auto Channel Selection ; [] ?1
Transmission Rate : (Mbit/s} 12

18

WMM Enable : [ (Wireless Qos) 24

Enable Hidden Wireless : [] {Also called the 551D Broadcast)

Security Mode : |Ena|:n|e WPAZ Only Wireless Security {enhanced) Vl Enable WPA2 Only Wireless Security (enhanced)
_|Disable Wireless Security (not recommended) L
Enable WEP Wireless Security (basic)
Enable WPA Only Wireless Security (enhanced

WPA2 ONLY

VPA2 Only requires stations to use high grade encryption and authentication.

Cipher Type :
PSK / EAP ;

Network Key : |11WymxDs | (8~63 ASCII or 64 HEX)

[ Sawve Settings ] [ Don't Save Settings ]

| £

ﬂ Internet
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Helpful Hints..

Wireless Setup IUse this section to configure the wireless settings for your D-Link router. Please note that sfe s

LAN Setup changes made on this section may also need to be duplicated on your wireless client.

Time and Date To protect your privacy you can configure wireless security features. This decive supports three
R — wireless security modes including: WEP, WPA and WPA2Z.

t [_ Save Settings ”_ Don't Save Settings ]

fﬂ' Internet WI-FI PROTECTED SETUP (ALSO CALLED WCHN 2.0 IN WINDOWS VISTA)

# Offline
3 Enable :
Current PIN : 42072669
[ GenerateNewPIN | | ResetPIN toDefault |
Wi-Fi Protected Status : Enabled / Configured
[ Reset to Unconfigured ]

[ Add wireless Device with WPS

Microsoft Internet Explorer

\ ? ) Are you sure to Reset the device to Unconfigured?

Ok { [ Cancel

Product Page : DIR-300 Firrmware Version : 1.00

mramnil,

The settings are saving and taking effect.

Please wait ...

WIRELESS
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D-Link

There are two ways to add wireless device to your wireless netwaork: PIN number or Push Button.

If the wireless device you are adding to your wireless network onby comes with a PIN number, enter its PIN
number below to add this device to your wireless network.

PIN : | |[C0nnect]

If the wireless device you are adding to your wireless network has both options available, you may use the Virtual
Push Button if you prefer.

PUSH BUTTON : | Virtual Push Button |

(The Virtual Push Button acts the same as the physical Push
Button on the router)

WIRELESS

Product Page : DIR-300 Firrmware Version @ 1.00

Please press down the Push Button (physical or virtual) on the wireless device you are adding to your wireless
network within 11z seconds ...

WIRELESS
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You have failled to add the wireless device to your wireless network within the given timeframe, please click on the
button below to do it again.

WIRELESS
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SETUP | ADVANCED MAINTENANCE STATUS HELFP

Wireless Setup Use this section to configure the wireless settings for your D-Link router. Please note that
changes made on this section may also need to be duplicated on your wireless client.

tup

Time and Date To protect your privacy you can configure wireless security features. This decive supports three
wireless security modes including: WEP, WPA and WPAZ2.

[ Save Settings ] [ Don't Save Settings ]

WI-FI PROTECTED SETUP (ALSO CALLED WCH 2.0 IN WINDOWS VISTA)

Internet
Offline
Enable :
Current PIN : 03224779
[ GenerateNewPIN | [ ResetPIN toDefault |

Wi-Fi Protected Status: Enabled / Configured
[ Reset to Unconfigured ]

[ Addwireless Device with wps |

WIRELESS NETWORK SETTINGS

Enable Wireless ;
Wireless Network Mame ; |d|ink. | (Also called the S5ID)

Wireless Channel :

Enable Auto Channel Selection: []

Transmission Rate : (Mbit/s)

UMM Enable : [[]{wireless Qos)
Enable Hidden Wireless: [] (Alo called the S5ID Broadcast)

WIRELESS SECURITY MODE

Security Mode : | Disable Wireless Security {not recommended) w |

Save Setlings ] [ Don't Save Settings ]




WIRELESS SECURITY MODE

Security Mode : |Enable WEP Wireless Security (basic) V|

VEP is the wireless encryption standard. To use it you must enter the same key(s) into the
router and the wireless stations. For &4 bit keys you must enter 10 hex digits into each key box.
For 128 bit keys you must enter 26 hex digits into each key box. A hex digit is either a number
from O to 9 or a letter from A to F. For the most secure use of WEP set the authentication type
to "Shared Key" when WEP is enabled.

You may also enter any text string into a3 WEP key box, in which case it wil be converted into a
hexadecimal key using the ASCII values of the characters. & maximum of 5 text characters can
be entered for 64 bit keys, and a maximum of 13 characters for 128 bit keys.

Authentication :

VEP Encryption :
v :
Default WEP Key : [WEPKey 1 v/ WEP Key 4

VEPKey:|  |(S ASCIlor 10 HEX)

[ Save Settings ] [ Don't Save Settings ]

WIRELESS SECURITY MODE

Security Mode : | Enable WPA Only Wireless Security (enhanced) |+ |

WPA ONLY

/PA Only requires stations to use high grade encryption and authentication.

Cipher Type :
PSK / EAP :

Network Key : |11WymxDs | (8~63 ASCII or 64 HEX)

[ Save Settings ] [ Don't Save Settings ]

WIRELESS SECURITY MODE

Security Mode : |Enable WPAZ Only Wireless Security (enhanced) V|

WPA2 ONLY

VPA2 Only requires stations to use high grade encryption and authentication.

Cipher Type :
PSK / EAP :

Network Key : |11WymxDé& | (8~63 ASCII or 64 HEX)

[ Save Settings ] [ Don't Save Settings ]




WIRELESS SECURITY MODE

Security Mode : |Enal:u|e WPAMPAZ Wireless Security (enhanced) V|

WPA/WPA2

WPAWPA2 requires stations to use high grade encryption and authentication.

Cipher Type :
PSK / EAP ;

Network Key : |11WymxDs | (8~63 ASCII or 64 HEX)

[ Save Settings ] [ Don't Save Settings ]

Product Page : DIR-300 Firmware Version : 1.00
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Helpful Hints..

Use this section to configure the internal network settings of your router and also to configure
the buitt-in DHCP server to assign IP address to the computers on your network., The IP address
that is configured here is the IP address that you use to access the Web-based management
interface. If you change the IP address here, you may need to adjust your PC's network settings
to access the network again. Server to disable this
feature.

Please note that this section is optional and you do not need to change any of the
settings here to get your network up and running.

ﬁ' Internet

j Offline [ Save Settings H Don't Save Settings ]

ROUTER SETTINGS

Use this section to configure the internal network settings of your router. The IP address that is
configured here is the IP address that you use to access the Web-based management interface.
If you change the IP address here, you may need to adjust your PC's network settings to access
the network again.

Router TP Address : [192.158.0.1 |

Default Subnet Mask :  [255,255,255.0 |

Local Domain Name : | |
Enable DMS Relay :

DHCP SERVER SETTINGS

Use this section to configure the buitt-in DHCP server to assign IP address to the computers on
your network.

Enable DHCP Server :

DHCP IP Address Range : to (addresses within the LAN subnet)
DHCP Lease Time : (rminutes)

DHCP CLIENT LIST

Host Name IP Address MAC Address Expired Time




DHCP SERVER SETTINGS

Use this section to configure the built-in DHCP server to assign IP address to the computers on
your network.

Enable DHCP Server :

DHCP IP Address Range : to (addresses within the LAN subnet)
DHCP Lease Time : (minutes)

DHCP CLIENT LIST

Host Mame IP Address MAC Address Expired Time

10 - DHCP RESERVATION

Remgining number of dients that can be configured : 10

Computer Name IP Address MAC Address

| | | | | | [=9) | computer name |
| | | | | (== [computer vame |
| | | | | | [=<] [computer vame ]
| | | | | | (=< [computer vame v
| | | | | | [=<) [computer vame v
| | | | | | (=) Computer rame ]
| | | | | | [5<) [computer vame v
| | | | | | [=<] [computer vame v
| | | | | | [=9) | computer name |

B R R R R

[ Save Settings ] [ Don't Save Settings ]
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SETUP | ADVANCED MAINTENANCE STATUS _

Helpful Hints..
The Time and Date Configuration option allows you to configure, update, and maintain the n'lﬂﬁ:jj;;l:: o ‘_*.'n"—;;l':
correct time on the internal systemn clock. From this section you can set the time zone that you Copy Your Conlf.lut_
are in and set the NTP (Metwork Time Protocol) Server. Daylight Saving can also be configured Time Settings button, or
Time and Date to adjust the time when needed use the Automatic Time
Configuration option to
M l Save Settings ] [ Don't Save Settings ] ha our 1

synchronize

Logout server on the Internet.

TIME AND DATE CONFIGURATION

‘:-5: Internet Time : 01/01/2000 00:50:28
Offiine
M Time Zone : | (GMT-08:00) Padfic Time (US & Canada); Tijuana A |

Enable Daylight Saving :  [] [ Sync. your computer's time settings ]

AUTOMATIC TIME AND DATE CONFIGURATION

[0 Automatically synchronize with D-Link's Internet time server
NTP Server Used :

SET THE TIME AND DATE MANUALLY

Year Month Jun W Day

Hour 16 (W Minute 12 | Second 23 |»

Save Settings ] [ Don't Save Settings ]




Product Page

The Time and Date Configuration option allows you to configure, update, and maintain the

to adjust the time when needed

L Save Settings ] [ Don't Save Settings ]

correct time on the internal system clock. From this section you can set the time zone that you
are in and set the NTP (Network Time Protocol) Server. Daylight Saving can also be configured

Time Settings button, or
use the Automatic Ti
Configuration option

r router

Time : 01/01/2000 00:50:28
Time Zone : | (GMT-08:00) Pacific Time (US & Canada); Tijuana v
Enable Daylight Saving : [ [

AUTOMATIC TIME AND DATE CONFIGURATION i

[ Automatically synchronize with D-Link's Internet time server
NTP Server Used :  rip i dlink.com Update

Sync. your computer's ime settings ]

SET THE TIME AND DATE MANUALLY

Hour 15 % Minute 12 ¥ Second 23 ™

Jun W Day

Save Settings ] [ Don't Save Settings ]

(GMT+04:30) Kabul
(GMT+05:00) Ekaterinburg
(GMT+05:00) Islamabad, Karachi, Tashkent
(GMT+05:30) Chennai, Kolkata, Mumbai, New Delhi
(GMT+05:45) Kathmandu
(GMT+06:00) Almaty, MNovosibirsk
(GMT+06:00) Astana, Dhaka
(GMT-+06:00) Sri Jayawardenepura
(GMT+06:30) Rangoon
(GMT+07:00) Bangkok, Hanoi, Jakarta
(GMT+07:00) Krasnoyarsk
(GMT+08:00) Beijing, Chongging, Hong Kong, Urumgi
(GMT+08:00) Irkutsk, Ulaan Bataar
(GMT-+08:00) Kuala Lumpur, Singapore
(GMT+08:00) Perth
(GMT+08:00) Taipei
(GMT+09:00) Osaka, Sapporo, Tokyo
(GMT+09:00) Seoul
(GMT+09:00) Yakutsk
(GMT+09:30) Adelzide
(GMT+09:30) Darwin

0

(GMT+10:00) Guam, Port Moresby

(GMT+10:00) Hobart

(GMT+10:00) Viadivostok.

(GMT+11:00) Magadan, Solomon Is., New Caledonia
(GMT+12:00) Auckland, Wellington

(GMT+12:00) Fiji, Kamchatka, Marshall Is.
(GMT+13:00) Muku'alofa

(3

<
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Time and Date
Parental trol

L t

The Time and Date Configuration option allows you to configure, update, and maintain the
correct time on the internal system clock. From this section you can set the time zone that you
are in and set the NTP (Netwaork Time Protocol) Server. Daylight Saving can also be configured
to adjust the time when needed

I Save Settings ] [ Don't Save Settings ]

=

Y

Internet
Offline

TIME AND DATE CONFIGURATION

Time : 01/01/2000 00:50:28
Time Zone : | (GMT-08:00) Padific Time (US & Canada); Tijuana

O

Enable Daylight Saving : Sync. your computer's time settings

AUTOMATIC TIME AND DATE CONFIGURATION

Automatically synchronize with D-Link's Internet time server
NTP Server Used : [ Update Mow ]

nip1.diink.com
Select NTP Server

W

ntp. dlink. com. tw

SET THE TIME AND DATE MANUALLY

Year Manth Day

Hour 16w Minute Second

Product Page : DIR-300

Sawve Settings ] [ Don't Save Settings ]

Parental Control provides the useful tools for restricting Internet access, Website URL allows you
to quickly create 3 list of all web sites that you wish to allow or deny users from accessing.
Schedule allows you to control when clients or PCs connected to Router are allowed to access
the Internet.

I Save Settings ] [ Don't Save Settings ]

#=  Internet
“_ﬂ' Offiine

20 - PARENTAL CONTROL RULES

Configure Parental Control below:
Turn Parental Contral OFF

Turn Parental Contral OFF
d Turn Parental Control OM and ALLOW computers access to OMLY these sites
Turn Parental Control OM and DENY computers access to OMLY these sites

Schedule
|.E\Iwa\,rs v| [Add MNew ]

Website URL

|A|wa\;s V| [ Add New |

| ADVANCED MAINTENANCE STATUS

Firmware Version : 1.00

| ADVANCED MAINTENANCE STATUS HELP

Helpful Hints..

» Either enter the time
manually by dicking the
Copy Your Computers
Time Settings button, or
use the Automatic Time
Configuration option to

synchro

server on the Internet,

Firmware Version : 1.00




Parental Control provides the useful tools for restricting Internet access. Website URL allows you
i — | to quickhy create a list of all web sites that you wish to allow or deny users from accessing.
Time and Date Schedule allows you to control when clients or PCs connected to Router are allowed to access

the Internet.
Parental Contral

Logout [ Save Settings ] [ Don't Save Settings ]

B et 20 - PARENTAL CONTROL RULES

Offline
i Offine Configure Parental Control belowr:
|Turn Parental Contral OFF .. |

Remaining number of rules that can be created: 20

Website URL Schedule

|.-5.Iway-s v| [ Add Mew

|.-5.Iway-s v| [ Add MNew

|.-5.Iways v| [ Add Mew

|.-5.Iways v| [ Add Mew

|.-5.Iway-s v| [ Add Mew

|.-5.Iway-s v| [ Add MNew

|.-5.Iway-s v| [ Add Mew

|.-5.Iways v| [ Add Mew

|.-5.Iways v| [ Add Mew

|.-5.Iway-s v| [ Add New

|.-5.Iways v| [ Add Mew

|.-5.Iways v| [ Add Mew

|.-5.Iway-s v| [ Add Mew

|.-5.Iway-s v| [ Add Mew

|.-5.Iway-s v| [ Add Mew

|.-5.Iways v| [ Add Mew

|.-5.Iways v| [ Add Mew

|.-5.Iway-s v| [ Add Mew

Bl R R B R | R R R f R R R R R R

| |
| ]
| ]
| ]
| ]
| ]
| ]
| ]
| ]
| ]
| | Always | [ AddNew |
| ]
| ]
| ]
| ]
| ]
| ]
| ]
| |
| ]

|.-5.Iway-s v| [ Add MNew

[ Save Settings ] [ Don't Save Settings ]

Mmoo
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Advanced \

Advanced

ADVANCED

Firmware Version : 1.00

| MAINTENANCE STATUS HELP

[ Save Settings ][

Don't Save Settings ]

The Advanced Port Forwarding option allow you to define a single public port on your router for
redirection to an internal LAN IP Address and Private LAN port if required. This feature is useful
for hosting online service such as FTP or Web Servers.

Remiining nurmber of rules that can be created: 20

Port
Name Public Port
| | | Application Mame vl | | ru |
IP Address Private Port
| |Computer Name Vl | e
Name Public Port
| | | Application Name v| | o
IP Address Private Port
| |Computer Name Vl | e
Mame Public Port
| | | Application Name v| | o
IP Address Private Port
| |Computer Name Vl | e
Mame Public Port
| | | Application Mame vl | | ru |
IP Address Private Port
| | | Computer Name vl | | - |
Mame Public Port
| | r;] | Annliratinn Mames ot | | ~

20 - ADVANCED PORT FORWARDING RULES

Traffic Type

Any |w
TCP

[ -
I zE

Any |w

Any |w

Any |w

Helpful Hints...

range that the in
uses in the first box
Private Port and
rt of the range i
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[ Save Setlings ] [ Don't Save Settings

The Application Rules option is used to open single or multiple ports in your firewall when the
router senses data sent to the Internet on a outgoing "Trigger” port or port range. Special
Applications rules apply to all computers on your internal network.

i J{ Offiine

20 - APPLICATION RULES

Remaining number of rules that can be created: 20

Application Name

MSM Garing Zone

| |Applicaﬁnn MName

| |.-5.|:||:|Iicati|:|n MName

| |A|:||:|Iicatinn Name

Trigger

Firewall

Trigger

Fireweall

Trigger

Firewsall

Trigger

Fireweall

Trigger

Firewall

Trigger
[

Firrmware Version : 1.00

| MAINTENANCE STATUS HELP

Helpful Hints..
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urn MAC F|Iter|ng QOFF

Turn MAC Filtering OFF
{Turn MAC Filtering OM and ALLOW computers listed to access the network
LN MAC Filtering OM and DENY computers listed to access the netwark

ADVANCED MAINTENANCE

The MAC (Mediz Access Controller) Address filter option is used to control network access based
on the MAC Address of the network adapter. A MAC address is a unigue ID assigned by the
manufacturer of the network adapter. This feature can be configured to ALLOW or DENY
network/Internet access.

l Save Settings ] [ Don't Save Settings ]

20 - MAC FILTERING RULES —

Configure MAC Filtering below:
-1 MAC

,Irf;;::'ft Remaining number of rules that can be created: 20

MAC Address DHCP Client List Schedule

o[ ] [Computer Name v |  [always v| [AddNew ]
o[ ] |Computer Name | [Aways »| [(Add New | st il sy ol
button to add one.
N |Computer Name v | | Always w| [ AddNew ]
ol 1] |Computer Name v | | Always v| [ AddNew ]
o[ ] | Computer Name (| | Always | [AddNew ]
o[ ] [Computer Name | [Aways +| [(AddNew |
o ] [Computer Name % [Aways v| [Addnew ]
o[ ] [Computer Name ~|  [always v| [AddNew ]
o[ ] [Computer Name | [Aways +| [(AddNew |
o ] |Computer Name (% | Always (v| [AddNew ]
o[ ] [Computer Name | [Aways +| [(AddNew |
o ] [Computer Name % [Always (v| [AddNew ]
2 | [<c]l T enmmter ama Bl [ ahwae el [ Add New |



Port Forwarding
Application Rules
ntrol

Firewall & DMZ

Logout

”~

Internet

h } Offline

ADVANCED

Firewall rules can be used to allow or deny traffic passing through the router. You can specify a
single port by utilizing the input box on the top or a range of ports by utilzing both input boxes.

DMZ means "Demiltarized Zone". DMZ allows computers behind the router firewall to be
accessible to Internet traffic. Typically, your DMZ would contains Web servers, FTP servers and
others.

[ Save Settings ] [ Don't Save Settings ]

FIREWALL SETTING

Enable SPI: []

DMZ HOST

The DMZ(Demilitarzed Zone)option provides you with an option to set a single computer on your
network outside of the router.If you have a computer that cannot run Internet applications
successfully from behind the router,then you can place the computer into the DMZ for
unrestricted Internet access.

Note: putting 3 computer in the DMZ may expose that computer to a variety of security
risks.Use of this option is only recommended as a last resort.

Enable DMZ Host : [

DMZ IP Address: | |

20 - FIREWALL RULES

Remaining number of rules that can be created: 20 ;—Iip bt
|
Interface IP Address LDP Schedule
ICMP
Mame I:I Protocol
| | [ d
O Port Range
Action | | | |
Allow [ | | | |
Den I:l Protocol
:l | | [Tcp_ v
] Port Range [ 2 New

ER=

| MAINTENANCE STATUS HELP

Helpful Hints..

« DMZ:
enable the DMZ

pplication in the
Port Forwarding

refer to the
for more details and
wxamples.
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ADVANCED

These options are for users that wish to change the behavior of their 802.11g wireless radio
from the standard setting. We do not recommend changing these settings from the factory
default. Incorrect settings may impact the performance of your wireless radio. The default
settings should provide the best wireless radio performance in most environments.

[ Sawve Setlings ][ Don't Save Settings ]

ADVANCED WIRELESS SETTINGS

Transmit Power :
Beacon interval : [msec, range:20~1000, default:100)

RTS Threshold :(mnge: 256~2346, default:2346)

Fragmentation :(mnge: 1500~2346, defaul:2346, even number only)

DTIM interval :[1 [(range: 1~255, default:1)
Preamble Type : (O Shart Preamble & Long Preamble
CTS Mode @ Mone O Always & Auto
802.11g Only Mode []

Firmware Version @ 1.00

| MAINTENANCE STATUS HELP

Helpful Hints..

mmended that

uld limit the perfe
aur w

+ Use
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ADVANCED

F=  Intermet
h_ § offiine

These options are for users that wish to change the LAN settings. We do not recommend
changing these settings from factory default. Chaning these settings may affect the behavior of
your network.

l Save Settings ] [ Don't Save Settings ]

Universal Plug and Play (UPnP) supports peer-to-peer Plug and Play functionality for network
devices.

Enable UPnP :

If you enahle this feature, the WAN port of your router will respond to ping requests from the
Internet that are sent to the WAN IP Address.

WAN PORT SPEED

10/100Mbps Auto | w
10Mbps

100Mbps

10/100Mbps Auto

Enable WAN Ping Respond :

If you are having difficulties playing some online games - please enable this mode.

Enable GAMING mode :

Sawve Setlings ] [ Don't Save Settings

Firrmware Wersion @ 1.00

| MAINTENANCE STATUS HELP

Helpful Hints..

games on the Interne
behind the router.
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ADVANCED | MAINTENANCE STATUS HELP

Helpful Hints..

The Routing option allows you to define fixed routes to defined destinations. = Enable:
Scuecifie; whether the
L Save Settings ] [ Don't Save Settings ] s:;lglglé;m ST
20 - STATIC ROUTING = Interface:
Specifies the interface -
Remaining number of rules that can be created: 20 :
Interface Destination Subnet Mask Gateway il IJEE:EL
= Tl Ll Loy o | il il l » Destination IP:
W offine O |wan v | [l | || | The IP address of
packets that will take
1 |wan v | | || | this route.
-Reboot
— IF1 |WAN V| | | | | | | » Subnet Mask:
0One bits in the mask
O [wan &) | | || N - c.cify which bits of
d |W.¢\N v| | | | | | | the IP address must
match.
0 [wan ~ | | || | « Gateway:
WAN Specifies the next hop
= | v| | | | | | | to be taken if this route
O] [wan v | 1l [ | | is used. A gateway of
0.0 .Ili;l‘lp“E!E tl':||err: (]
WAN no next hop, and the
L | v| | | | | | | IP address matched is
O] [wan v | [ 1] [ | | directly connected to
the router on the
1 |WAN v| | | | | | | interface specified:
| | | | | | | | WAN or WAN Physical.
] |wan -
00 [wan &) || | | | | |
O [wan 8| ]| ]| |
00 [wan &) || || ]| |
1 [wan = [ [ | [ [ | |




edules _
< 1INISTRATOR (THE DEFAULT LOGIN NAME IS "ADMIN") [

There is no password for this router by default. To help secure your network, we recommend
that you should choose a new password.

[ Save Settings ] [ Don't Save Settings ]

Login Name: |admin |

New Password: [sssssssses |

Confirm Password: [ssssssssss |

REMOTE MANAGEMENT

Enable Remote Management:
IP Allowed to Access: | |
Port:

8030 »
80

88

1080

Once the router is configured you can save the configuration settings to a configuration file on
your hard drive. You also have the option to load configuration settings, or restore the factory
default settings.

Firmware Version : 1.00

ent that they are
forgotten.

+ When enabli

any
the Internet.

Firmware Version : 1.00

SAVE AND RESTORE SETTINGS

Save Settings To Local Hard Drive :

Load Settings From Local Hard Drive :| -
Restore To Factory Default Seftings :

|(Browse___|
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Schedules
Log Settings

Logout

= Internet

&ﬁ Offline

There may be new firmware for your DIR-300 to improve functionality and performance.
Click here to check for an upgrade on our support site.

To upgrade the firrmware, locate the upagrade file on the local hard drive with the Browse
button. Once you have found the file to be used, click the Save Settings below to start the
firrmware upgrade.

CURRENT FIRMWARE INFO

1.00
Thu 03 May 2007

Currect Firmware Version
Firmware Date

Check Online Now for Latest Firmware Version

UPDATE SETTING

Update : | |(Browse__| [apnly ]

Product Page : DIR-300

Firmware Version @ 1.00

Helpful Hints...

« Firmware Update ar

to check for an
upgrade on
site lin

updated firmw
available for y

Firrmware Version : 1.00

/f SETUP ADVANCED | MAINTENANCE | STATUS HELP
Devi

Administration
and R
Firmware Update

DDMS Setting

i 4§ Offiine

The Dynamic DNS feature allows you to host a server (Web, FTP, Game Server, etc...} using a
domain narme that you have purchased (www.whateveryournameis.com) with your dynamically
assigned IP address. Most broadband Internet Service Providers assign dynamic (changing) IP
addresses. Using a DDNS service provider, your friends can enter your host name to connect to
your game server no matter what your IP address is.

Sign up for D-Link's Free DOMS service at www.DLINkDDMS. corm.

[ Save Settings ] [ Don't Save Settings ]

DYNAMIC DNS SETTINGS

Enable DDNS = []

5 | dlinkddns.com{Free) |+ |

Sarver Address dinkddns.com(Free) |

Host Name : | | DynDns. org{Custom)
DynDns.org{Free)
Username : | | DynDns.org{Static)
Passwaord : |vuvuruun". |

[ DDNS Account Testing

Helpful Hints..
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Firrmware Version : 1.00

DIR-300 /‘/ SETUP ADVANCED | MAINTENANCE | STATUS “
D

e Administration
and ore
Firmware Update
C etting
System Check
Schedules

L ettings

ut

P Internet

i_ﬁ Offline

The Systemn Check tool can be used to verify the physical connectivity on both the LAN and
WAN interfaces. The Ping Test tool can be used to verify the status of the Internet.

Refreshing ...

Product Page : DIR-300

VCT INFO 5

Helpful Hints..

Firmware Version : 1.00

// SETUP ADVANCED | MAINTENANCE | STATUS HELP

Schedules

ttings

F=  Internet
h__,f Offline

The System Check tool can be used to verify the physical connectivity on both the LAN and
VAN interfaces. The Ping Test tool can be used to verify the status of the Internet.

VCT INFO

Ports Link Status

WAN :]:“ ﬂ:& Disconnected
tan: =[Nl 100Mbps FULL Duplex
LANZ :]:“ ”:E Disconnected
LAN3 :]:* ”:E Disconnected
LAN4 :]:“ #:E Disconnected

PING TEST

Ping Test is used to send "Ping" packets to test if a computer is on the Internet.

|

Host Name or IP Address : |

PING RESULT

Helpful Hints..

domain name.
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_ SETUP ADVANCED | MAINTENANCE | STATUS HELP

Helpful Hints..

The Schedule configuration option is used to manage schedule rules for "Access Control”,
"Firewall Rules” and "Parental Control”.

l Save Settings ] [ Don't Save Settings ]

10 - ADD SCHEDULE RULE

Name : |
Day(s) : O all week @Select Dayl(s)

Osun Omon OTue Owed Thu CFi [Osat Save to add a

schedule to the
”~= Internet AllDay - 24 hrs: [ s
h_ﬁ Offiine

Start Time: |00 v| : (00 [[aM | (hour:minute, 12 hour time)

End Time: |00 v | : [o0 [[am v (hourminute, 12 hour time)

p
SCHEDULE RULES LIST E

Name Day(s) Time Frame

Product Page : DIR-300 Firrmware Version : 1.00

3 and
Logs can be saved by sending it to an admin email address.

Firm e Update

S Setting

[ Save Settings ] [ Don't Save Settings ]

Schedules SAVE LOG FILE
Save Log File To Local Hard Drive

LOG TYPE

f':' Internet
W 4 offine Log Type System Activity

[ ebug Information

[ Attacks

[JDropped Packets

Motice
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// SETUP ADVANCED MAINTENANCE | STATUS

Device Info

Log All of your Internet and network connection details are displayed on this page. The firmware

version is also displayed hera.

Firmware Version : 1.00, Thu 03 May 2007

MAC Address : 00:1b:11:3c:54:h9

IP Address : 192.168.0.1
Subnet Mask : 255.255.255.0
DHCP Server : Enabled

L= Internet
h_,f Offline

MAC Address : 00:1b:11:3c:54:ba
_ DHCP client Disconnected
[ oHcPRenew | [ DHCPRelease |
IP Address : 0.0.0.0
Subnet Mask : 0.0.0.0
Defaul Gateway : 0.0.0.0
DMS @ 0.0.0.0

Connection

WIRELESS 802.11G

SSID : dlink
Channel: &
Encryption : AES
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M SETUP ADVANCED MAINTENANCE | STATUS

View Log displays the activities occurring on the DIR-300.

LOG FILES

e [ FEEREE ][ Last Page ] Previous [Next] [Clear] [ Link To Log Settings ]
Logout Page 1 of 9
Time Message

Jun 26 16:35:27 DHCP: Client send DISCOVER.

Jun 26 16:35:11 DHCP: Client send DISCOVER.

Jun 26 16:35:03 DHCP: Client send DISCOVER.

Jun 26 16:34:59 DHCP: Client send DISCOVER.

Jun 26 16:34:57 DHCP: Client send DISCOVER.

Jun 26 16:30:43 DHCP: Server sending ACK to 192.168.0.100. (Lease time = 604800)
Jun 26 16:30:42  DHCP: Server receive REQUEST from 00:15:e%:ee:ad:6c.

Jun 26 16:30:43  DHCP: Server sending OFFER of 192.168.0.100.

Jun 26 16:30:43 DHCP: Server receive DISCOVER from 00:15:e9:ee:ad:6c.

Jun 26 16:30:35 DHCP: Server sending ACK to 192.168.0.100. (Lease time = 604800)

Product Page : DIR-300 Firrmware Version : 1.00

/'/ SETUP ADVANCED MAINTENANCE | STATUS

Traffic Statistics display Receive and Transmit packets passing through the DIR-300.

Receive Transmit
WAN 0 Packets 0 Packets
o~ Internet LAN 8498 Packets 6648 Packets
h' Offine WIRELESS 11g 912 Packets 3233 Packets

Logout
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mrafiln.

SETUP ADVANCED MAINTENANCE | STATUS

Active Session display Source and Destination packets passing through the DIR-300.

NAPT SESSION

L TCP Session : 2
UDP Session : O
Total: 2

= Internet
!‘_ & offline

NAPT ACTIVE SESSION

1P Address TCP Session UDP Session
192.168.0.115 2 0 detail

Product Page : DIR-3 Firmware Version : 1.00

C12-L.IN K

,1, SETUP ADVANCED MAINTENANCE | STATUS
D o

nfo

Log The Wireless Client table below displays Wireless clients Connected to the AP (Access Point).

A
Connect Time MAC Address Mode

”=

Internet

!h_ﬁ Offfine
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Firmware Version : 1.00

M SETUP ADVANCED MAINTENANCE STATUS | HELP |

#=  Internet
_ﬁ Offline

Setup

Internet Setup
Wireless Setup
LAM Setup
Time and Date
Parental Control

Advanced

Port Forwarding
Application Rules
Access Control
Firewvall & DMZ
Advanced Wireless
Advanced Network

Routing

Maintenance

Device Administration

Save and Restore
Firrmware Update
DDNS Setting
Systemn Check
Schedules

Log Settings

Status

Device Info
Log

Statistics
Active Session
Wireless

Helpful Hints..




