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DAP-1650 .I' SETUP ADVANCED MAINTENANCE STATUS “

Helpful Hints...

CEEBEay If you would like to utilize our easy to use web-based wizard to assist you in connecting your DAP- | [ESGTTEINEIEY

NORK SETTIN 1650 to the wireless network,dick on the button below. netwaorking and have
(amerEauch & never configured an
P E access point before, click

R on Launch Wirel
MEDIA SERVER Setup Wizard and the
— access point will quide
you through a few simple
Note: Some changes made using this Setup Wizard may reguire you to change some settings on steps to get your
'your wireless client adapters so they can still connect to the D-Link Access Point. network up and running.
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This wizard is designed to assist you in your Wi-Fi network setup. It will guide you through step-by-step instructions
on how to set up your Wi-Fi network and how to make it secure.

WIRELESS

Copyright @ 2008-2013 D-Link Corporation. All rights reserved.
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Please select the wireless mode you wish to use and click next to continue. Access Point allows the
device to act as the wireless transmitter for your router or become a separate Access Point.

Wireless Mode : [access Point /]

Access Point Mode ((
. -
e (@ |
Internet (Optional) DAP-1650

(.

Wireless Devices
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This wizard will guide you through a step-by-step process to configure your new D-Link Access Point
and connect to the Internet.

Step 1: Configure your Wi-Fi Security
Step 2: Set your Password

Step 3: Select your Time Zone

Step 4: Confirm WI-FI settings

WIRELESS
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Give your Wi-Fi network a name.
'Wi-Fi Metwork Name (SSID):

(Usng upto 32 character)
Give your Wi-Fi network a password.

Wi-Fi Passwaord:

‘iodj\wzw ‘ (Between 8 and 63 characters)

Give your Wi-Fi network a name.
'Wi-Fi Metwork Name (SSID):

[mcosnrsa | (Usng upto 32 haracters)

Give your Wi-Fi network a password.

Wi-Fi Passwaord:

‘iodj\wzw ‘ (Between 8 and 63 characters)
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By defautt, your new D-Link Access Point does not have a password configured for administrator access to the Web-
based configuration pages. To secure your new networking device, please set and verify 3 password below:

Password :

—
] —

Enable Graphical Authentication : []
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Select the appropriate time zone for your location. This information is required to configure the time-based options
for router.
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Below is a detailed summary of your Wi-Fi security settings. Please print this page out, or write the information on a
piece of paper, so you can configure the correct settings on your Wi-Fi devices.

Wi-Fi Network Name (SSID) : dlink-0404
Wi-Fi Password : i0dji97297

Wi-Fi Network Name (SSID) : dlink-0404-5GHz
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If you changed the IP address of the AP or wireless dient you will need to change the IP address in your browser
before accessing the configuration web page again.

‘Waiting time : 65

WIRELESS
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Please select the wireless mode you wish to use and click next to continue. Access Point allows the
device to act as the wireless transmitter for your router or become a separate Access Point.

Wireless Mode

Repeater Mode
DAP-1650

B PY

Router
Internet
Wireless Devices

Wired Device
0ptional)
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Give your Wi-Fi network a name.
‘Wi-Fi Network Name (SSID):

Using p to 32 characters)
Give your Wi-Fi network a password.

Wi-Fi Password:

|indj\97297 | (Between 8 and 63 characters)

Give your Wi-Fi network a name.
'Wi-Fi Network Name (SSID):

[ncororsa: ] (Using upto 32 charcters)

Give your Wi-Fi network a password.

Wi-Fi Password:

[iodns7297 | (Between & and 63 characters)

WIRELESS
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Scanning for available Wi-Fi network...

o

WIRELESS
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‘Wi-Fi Network q
Name Mac Address annel Encrypt Signal || Select
[DLink DVA-2800 |[80:26:89:63:AE:E7 |4 AES/(WPA+WPA2)PSK [[100% [[O
dlink3 iso 82:26:89:63:AEE7 |4 AES/(WPA+WPA2)PSK [[100% [[O
) o aE T TKIP+AES/
[D-Link DSL-4320L  [6C:72:20:3F:5D:8C |11 (WPA-WPA2)PSK 100% ||
[DarkSeel [92:AB:1B:3C:B7:A4 13 AES/WPA2PSK 100% |[O
[DarkMatterl 82:AB:1B:3C:BT:A4 |13 AES/WPA2PSK 100% |[O
i OB Ty Fp TKIP+AES/
dlink-6664 40-9B:CD:2C:66:65 |7 (WPA-WPA2)PSK 100% ||
2 T — TKIP+AES/
ID-Link-Guest 78:34:2E:B0:56:B0 11 WPA-WPA2)PSK 100% ||C
I TKIPAES/
dlink F139 74-DADA:ID:F1:3A |4 WPA-WPA2)PSK 100% ||C
[DlinkDlink 10:62:EB-03:76:62 |4 EamaE TR 100% ||
[DlinkDlink 10:62:EB:03:76:68 |9 (WPA-WPA2)PSK 100% || O
P TKIP+AES/
HQ QA 1 1C:5F:2B:66:3F:8E |11 (WPAWPA2PSK 100% || O
[DlinkDlink 10:62:EB-03:76:32 |13 (WPA-WPA2)PSK 100% || C
TP LINK_EC44 50-C7T-BF-SDECA4 ||t AES/WPA2PSK 100% ][O
a I nrtpi/192.168.0,50/ £ - © || I D-LINK SYSTEMS, INC. | Wi... % | [T &
[TP-LINK_EC44 50-CT-BF:SDECH 1 [AES/WPA2PSK 100% ][O
[DCH-5220-1DCE_ |[0E:72:20.C5:1D:CE |6 [NONE 9s% |[O
[ACAU_Sydney [pc:56:DCSEF0:AQ |8 [AES/WPA2PSK 9% [[O
[Broadland Office_|[50:60:28:19:D5:00 |1 [AES/WPA2PSK 9% [[O
[ACAU_Guest pc:s6DCSEF0AL [8 [AES/(WPA+WPA2)PSK |95 % |[O
[BKmobile [Fs:co-01:a6:4F 86 |11 TKIP/WPAPSK 85% [|O
[pammasol [o0:1cFo-89-4B:46 |6 TKIP+AES/WPAPSK  |[85% |[O
[BKsV [F8:c0.01:A6:4F:82 |11 [NONE 80% [[O
[Vetcentric 50-C7T-BF-SDE9-DO |1 [AES/WPA2PSK 5% |[O
];iIf_;z”kDVA’ZSUU 00:03:7F:00:00:00 (149  ||AES/(WPA+WPA2)PSK |[100% ||
[dlink-5GHz-3 180 ][02:03:7F:00.00:00 |14 |[AES/(WPA+WPA2)PSK [[100% |[©
; P—— TKIP+AES/
ldlink-5GHz 2 6C72:203F:5D90 157 || o an s sonee 100% ||
I P TKIP+AES/
dlink F139 74-DADA:IDF1:3B36 (WPA+WPA2PSK 100% ||©
[DLink DSL-4320L —— TKIP+AES/
Sct 6C:72:20:3F SD-GE |44 WPA-WPAZPSK 100% || O
: P —— TKIP+AES/
ID-Link-Guest 78:54:0E:-BO:56:B8 (36 WPA-WPAZDSK 100% ||O
h TKIPHAES/
dlink 6664-5GHz  |[40:9B:CD:2C:66:66 |40 (WPA-WPADSK 100% ||
[BKmobile [F8:c0.01:A6:4F:87 |44 TKIP/WPAPSK bs% [[O
[BKSV [F8:c0.01:A6:4F:83 |44 [NONE 2% [[O
Pp—— TKIP+AES/
WKA-SGHZ FSES03.CABSEA (149 || oo or o per 7% (O
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Please enter Wi-Fi Password to establish wireless connection.

Wi-Fi Password : ||

lngezea Nltet]
i 1
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By default, your new D-Link Access Point does not have a password configured for administrator access to the Web-
based configuration pages. To secure your new networking device, please set and verify 3 password below:

Fesrd
Verty Password
Enable Graphical Authentication : []
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Below is a detailed summary of your Wi-Fi security settings. Please print this page out, or write the information on a
piece of paper, so you can configure the correct settings on your Wi-Fi devices.
Wi-Fi Network Name (S5ID) : dlink-0404
Wi-Fi Password : i0dji97297

Wi-Fi Network Name (SSID) : dlink-0404-5GHz
Wi-Fi Password : iodji97297

Wi-Fi Network Name (SSID) : D-Link DSL-4320L
Wi-Fi Password : samson123




Please select the wireless mode you wish to use and click next to continue. Access Point allows the
device to act as the wireless transmitter for your router or become a separate Access Point.

Wircless Mose - [T v]

Media Bridge Mode

-c-'))((i D

Router

‘Wired Device
Internet DAP-1650

htp://192.168.0.50/
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Scanning for available Wi-Fi network...
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[dlink-3 150 82:26:89.63-AE:E7 [AES/(WPA+WPA2)PSK [100% |[O)
[D-Link DVA-2800 |[80:26:89-63:AE-E7 |[# [AES/(WPA+WPA2)PSK [100% |[O)
) I TKIP+AES/ .
[D-Link DSL4320L ||6C=72:20:3F-5D:8C |11 e 100% | O
: P—— TKIP+AES/ 3
ID-Link-Guest 78:54:2EB0S6B0 |11 WPA-WPAZ)BSK 100% || O

kDl TR TKIP+AES/
[DlinkDlink 10:62:EB:03:76:32  ||13 WPA-WPAPSK 100% | O
- PR TKIP+AES/ B
dlink 6664 40:9B:CD:2C:66:65 (|7 (WPA+WPA2PSK 100% | O
[DarkSeel 92:AB:1B:3CB7:A4 13 [AES/WPA2PSK 100% [[O
- I TKIP+AES/ -
[DlinkDlink 10:62:EB:03:76:62 |4 WPA-WPAZPSK 100% | O
[DarkMatterl 82:AB:1B:3CBT:A4 |13 [AES/WPA2PSK 100% |[O)
h PR TKIP+AES/ .
(dlink F139 74:DA:DA:1D:F1:3A |4 (WPATWPA2PSK 100% | O
I TKIP+AES/ .
HQ QA _1 1C:5F-2B:66:5F-8E. ||11 WPAWPAZBSK 100% | O
inkDli - TKIP+AES/
[DlinkDlink 10:62:EB:03:76:68 |9 WPA-WPA2PSK 100% ||O
TPLINK EC44  [50:CT:BE-SDECA4 1 [AES/WPA2PSK 100% ][O




a : I hep://192.168.0.50/ p'G”DD-LINKSVSTEMS_\NC|WL.‘ x \;‘"E‘|
[zammasol 00-1C-F0:89-AB-A6 |6 [TKIP+AES/WPAPSK _ [95% |[O
Broadland Office _ |[50:60:28-19-D5:00 |1 [AES/WPA2PSK 95% |[O
[Vetcentric 50-C7:BF:5DE9:DO |1 [AES/WPA2PSK 85% [O
[BEmobile [F8:c0:01:A6.4F:86 |11 [TRIP/WPAPSK 85% |0
[BESV [F8:co:01:A6:4F:82 |11 [NONE 85% [O
[Spectris NSW 00:24:1D:93:5D:BD |6 [TKIP~AES/WPAPSK  [75% |[O
?éI;;Z”kDVA'ZSOO 00-03:7F-00-0000 (149 [|AES/(WPA+WPA2)PSK [100% | O
ldlink-SGHz 3180 |[02:03:7F:00:00:00 149 |[AES/(WPA+WPA2)PSK |[100% |[O

i P TEIP+AES/ .
dlink-5GHz-2 6CT2203FSD90 157 o o sk 100% | O
i P TKIP+AES/
ldlink F139 74-DA-DA:1D:F1:3B36 WPA-WPANPSK 100% | O
D-Link DSL4320L ||\ 5 - oo < TKIP+AES/ .
=3 60-72-203F-5DSE (44 WPA-WPAZ)PSK 100% | O
) e rra TRIP+AES/
D-Link-Guest 78:54.2E:B0:56:B8 |36 WPA-WPADPSK 100% || O
I PR TRIP+AES/ .
dlink-6664-5GHz  |[40-0B-CD-2C-66:66 |40 DR 97% ||O
BKSV [F8:c0:01:A6:4F:83 |44 [NONE 52% |[O
BKmobile |[F8:co:01:A6:4F:87 |4 [TKIP/WPAPSK 2% |[O
P TKIP+AES/ n
WKA-SGHZ HFS.EQ.(B.CA.BS.EA 199 || wparwpANPSK 71% ||O
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Please enter Wi-Fi Password to establish wireless connection.

Wi-Fi Password : ]

[Lcmeel ] [erev ] [[mex ]
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By default, your new D-Link Access Point does not have a password configured for administrator access to the Web-
based configuration pages. To secure your new networking device, please set and verify a password below:

Passa) | T
L R r—
Enable Graphical Authentication : [ ]

[[concel | [prev | [[nee |
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Below is a detailed summary of your Wi-Fi security settings. Please print this page out, or write the information on a
piece of paper, so you can configure the correct settings on your Wi-Fi devices.

'Wi-Fi Network Name (SSID) : D-Link DSL-4320L

Wi-Fi Password : eggfieail,

a D hitp://192.168.0.50/bsc_wlan. £~ ¢ D D-LINKSYSTEMS, INC. | Wl.. % | || & {5 8

SETUP WIZARD Helpful Hints.

m Use this section to configure the wireless settings for your D-Link Access Point. Please note that . Clhﬂﬂgmg your
e

METWORK SETTINGS changes made in this section may also need to be duplicated on your wireless client. ik ﬁmftﬂ?f;pﬂr Name

o To protect your privacy you can configure wireless security features. This device supports three securing your wirele:
wireless security modes including: WEP, WPA and WPA2. netwo recommend
p— - - that you change it to a
‘ Save Settings H Don't Save Settings ‘ familiar name that does
not contain any personal
information.

WIRELESS MODE SETTINGS
Enable Auto Channel

n let the AP ca

Wireless Mode : TR AL e T
Radio Schedule : Hre—~ channel for your wirele:

[Always ][ New Schedule network to operate on.

a I http://192.168.0.50/bsc_wlan.php £ = & D D-LINKSYSTEMS, INC. |Wl... % | | & o v

DAP-1650 .!' SETUP ADVANCED MAINTENANCE STATUS HELP

Use this section to configure the wireless settings for your D-Link Access Point. Please note that = Changing your
changes made in this section may also need to be duplicated on your wireless client. w & ‘Eﬁ 't‘ef ork Name
is the first step
o To protect your privacy you can configure wireless security features. This device supports three securing your wireless
wireless security modes including: WEP, WPA and WPA2. networ recommend
i A - - that you change it to a
Bl G | | save Settings || Don't Save Seftings | familiar name that does

nat contain any personal

'WIRELESS MODE SETTINGS information.
« Enable Auto Channel

n let the AP can

Wireless Mode : select the best possible
- channel for your wireless
Radio Schedule : New Schedule network to operate .
« Visibility Statu:
‘Wireless Network Settings (2.4 GHz) anather m‘r;r to secure

Wireless Band : 2.4GHz Band
Enable Wireless :

NETWORK SETTINGS

43}
Wireless Network Name : (Also called the SSID)

802.11 Mode : [Mixed 802.11n, 802.11g and 802.11b |

reless devices
onnect to your AP,
Enable Auto Channel Scan : [/ you will need to

. ) manually enter the
Wireless Channel : [2.412GHz - CH1 v less Network Name

Rate : [Best (automatic] v (Mbit/s) e

« If you have enabled

Channel Width : Sy o
Visibility

sure you write down the
: @ visible O Invisible Key or Passphrase

'WIRELESS SECURITY MODE

Security Mode : [wpa-Personal v that you connect to your

wireless network.




I hitp://192.168.0.50/bsc_wlan php

D hitp://192.168.0.50/bsc_wlan.php
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WIRELESS SECURITY MODE

Security Mode :

Use WPA or WPA2 maode to achieve a balance of strong security and best compatibility. This mode
uses WPA for legacy dlients while maintaining higher security with stations that are WPA2 capable.
Also the strongest cipher that the client supports will be used. For best security, use WPA2 Only
mode. This mode uses AES{CCMP) dpher and legacy stations are not allowed access with WPA
security. For maximum compatibility, use WPA Only. This mode uses TKIP cipher. Some gaming
and legacy devices work only in this mode.

To achieve better wireless performance use WPA2 Only security mode (or in other words AES
cipher).

WP Hode :
Cipher Type :

PRE-SHARED KEY

Enter an 8- to 63-character alphanumeric pass-phrase. For good security it should be of
ample length and should not be a commonly known phrase.

pre-shard Key
Wireless Network Settings (5 GHz)

Wireless Band

: 5GHz Band

Enable Wireless

[
{Also called the SSID)

Wireless Network Name :
802.11 Mode : [Mixed 802.11ac, 802.11n and 802.11a /|
Enable Auto Channel Scan : ||
Wireless Channel : [5.180 GHz - CH3s v
T ission Rate : [Best (sutomatic) | (Mbit/s)
Channel Width : [20/20/80 MHz{Auto) V|

Wireless Channel : [5.180 Gz - G 36 v
Transmission Rate (Mbit/s)
Channel Width : [20/40/80 MHz{Auto) v

Visibility Status : @) visible O Invisible

£~ & I D-LINK SYSTEMS, INC. [Wl.. % | &

configured. You will need

to enter this information

on any wireless device

that you connect to your
rk.

'WIRELESS SECURITY MODE

Security Mode

Use WPA or WPA2 mode to achieve a balance of strong security and best compatibility. This mode
uses WPA for legacy clients while maintaining higher security with stations that are WPA2 capable.
Also the strongest cipher that the dlient supports will be used. For best security, use WPA2 Only
mode. This mode uses AES{CCMP) cipher and legacy stations are not allowed access with WPA
security. For maximum compatibility, use WPA Only. This mode uses TKIP cipher. Some gaming
and legacy devices work only in this mode.

To achieve better wireless performance use WPA2 Only security mode (or in other words AES
cpher).

WeA Hode :
Cipher Type :

PRE-SHARED KEY

Enter an 8- to 63-character alphanumeric pass-phrase. For good security it should be of
ample length and should not be a commonly known phrase.

o share ey

Save Settings || Don't Save Settings |
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DAP-1650 n

SETUP WIZARD

WIRELESS SETUP

WETWORK SETTINGS

STORAGE

MEDIA SERVER

a I hitp://192.168.0.50/bsc_web_access.php

Use this section to configure the internal network settings of your AP.

Device Name allows you to configure this device more easily when your network using TCP/IP
protocol. You can enter the device name of the AP into your web browser to access the instead of
1P address for configuration. Recommend to change the device name if there're more than one
D-Link devices within the subnet.

| save settings || Don' save Settings |

DEVICE NAME

Device Name allows you to configure this device more easily. You can enter "http://device name”
into your web browser instead of IP address for configuration. (Default: hitp://dlinkap)

LAN IPV4 CONNECTION TYPE

Choose the IPv4 mode to be used by the Access Point.
My LAN Connection is :

LAN IPV6 CONNECTION TYPE

Choose the IPv6 mode to be used by Access Point.
My TPv6 Connection i :

LAN IPV6 ADDRESS SETTINGS

Use this section to configure the internal network settings of your AP. The LAN IPv6 Link-Local
Address is the IPv6 Address that you use to access the Web-based management interface.

LAN IPv6 Link-Local Address : fe80::¢2a0:bbff:fed2:404 /64

Save Settings | Don't Save Settings

DAP-1650 .I.

SETUP WIZARD

WIRELESS SETUP

MNETWORK SETTINGS

MEDIA SERVER

SETUP STATUS

ADVANCED MAINTENANCE

Web File Access allows you to use a web browser to remotely access files stored on an SD card or
USB storage drive plugged into the access point. To use this feature, check the Enable Web File
Access checkbox, then create user accounts to manage access to your storage devices or use the
Admin or Guest account (Guest/guest) to access the Guest Folder. After plugging in an SD card or
USE storage drive, the new device will appear in the list with a link to it. You can then use this link
to connect to the drive and log in with a user account.

| Save Settings || Don't Save Settings |

WINDOWS FILE SHARING (SAMBA)

Windows File Sharing (SAMBA) @ Require access point's admin password

O Allow all users to access (no password)

SHAREPORT WEB ACCESS

5]

Enable SharePort Web Access

BTN a—
e —

USER CREATION
User Name : == |User Name v

USER LIST

Access Path
!

NUMBER DEVICES:0

No. User Name
1 Admin

Permission Edit Delete

Read/Write

ADVANCED MAINTENANCE STATUS HELP

O - & || D D-LINK SYSTEMS, INC. | Wl... % | &

Helpful Hints...

o referred to as
private setti
settings allow
configure the LAN
interface of the access
point. The LAN IP
address is privat to your
internal nebwork and is

N

Internet. The default IP
addre: 192.168.0.50,
with a subnet mask of
255.255.255.

nnection - The
factory default setting is
DHCP)" to

automatically assign the
ss point an IP
that conforms to
ied local area
network requirements.
P to
allow the IP address of
e ac it to be
figured in
accordance with the local
area network
requirements.

= When configuring the

he comect IPv6

nection Type from
the drop down menu.If
you are unsure of wi
aption to choose,contact
your intemet Servi
Provider(I5P.)
= If you are having
trouble accessing the
1Pv6 intemet through the
device, doubk J

Helpful Hints...

= The Storage page
information

currently plugged into
the devi



USER CREATION
User Name : | << [User Name v]
N
e —

USER LIST

No. User Name Access Path Permission Edit Delete
1 Admin I Read/Write

NUMBER DEVICES:0

SHAREPORT ACCESS LINK

You can then use this link to connect to the drive and log in with a user account.
htip://192.168.0.50:8181

https://192.168.0.50:4433

| save settings || Don't save settings |

3 I hitp://192.168.0.50/bsc_media_server.php £ = & | D D-LINKSYSTEMS, INC.|Wl.. % &

AP ADVANCED MAINTENANCE STATUS HELP

Helpful Hints.

DLNA (Digital Living Network Alliance) is the standard for the i ity of Metwork Media = After adding new
Devices (NMDs). The user can enjoy multi-medi ications (music, pictures and videos) on your media content to the
network connected PC or media devices. The iTunes server will allow iTunes software to EREREE LA 1

automatically detect and play music from the access point.

NOTE: The shared media may not be secure. Allowing any devices to stream is
recommended only on secure networks.

| save settings || Don't Save Settings |

DLNA SERVER

DLNA Server : @)gnable O Disable

DLNA Server Name : |DAP1650

Folder : rgot

ITUNES SERVER

iTunes Server : @) gnable O Disable
Folder : (/] g0t

Save Settings | | Don't Save Seftings |




I htp://192.168.0.50/acvanced php

w
ACCESS CONTROL

ADVANCED WIRELESS
‘GUEST ZONE
Qos

‘WIFI PROTECTED
SETUP

USER LIMIT

I nttp://192.168.0.50/achv_network.php

£ - & || D D-LINK SYSTEMS, INC. | W1

The MAC (Media Access Controller) Address filter option is used to control netwark access based on
the MAC Address of the network adapter. A MAC address is a unique ID assigned by the
manufacturer of the network adapter. This feature can be configured to ALLOW or DENY
network/wireless access.

“reate a list of MAC

addresses and choos
whether to allow or deny
them access to your

| save seitings

| Don't save settings |

NETWORK/WIRELESS ACCESS SETTINGS

Configure MAC Filtering below:

| Turn MAC Filtering OFF v|
MAC Address

1 Clear
B Clear
| Clear
4 Clear
5 Clear
6 Clear
7 Clear
8 Clear
9 Clear
10 Clear
11 Clear

[T -

ACCESS CONTROL

ADVANCED WIRELESS

GUEST ZONE

Qo

WI-FI PROTECTED
SETUP

USER LIMIT

ADVANCED MAINTENANCE

These options are for users that wish to change the behaviour of their 802.11n wireless radio from
the standard setting. D-link does not recommend changing these settings from factory default.
Incorrect settings may impair the performance of wireless radio. The default settings should provide
the best wireless radio performance in most enviroments.

Helpful Hints...

» Itis recommended

the performance of your
etwork. The
ons on this page
should be changed by
advanced users or if you
by

[ save settings || Don't save Settings |

ADVANCED WIRELESS SETTINGS

Wireless Band : 2.4GHz Band
Transmit Power : affect the performance of
WMM Enable : Pt
Short GT

WLAN Partition
Ethernet to WLAN Access
HT20/40 Coexistence

®Enable O Disable

ADVANCED WIRELESS SETTINGS

Wireless Band : 5GHz Band

Transmit Power :
‘WMM Enable :
Short GI : ]

WLAN Partition :
Ethernet to WLAN Access :

ADVANCED WIRELESS SETTINGS

IGMP Snooping : ]

Cosim Cottimn || P G bt |
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CONTROL
CED WIRELESS
Q

1 PROTECTED
SETUP

USER LIMIT

ID http://192.168.0.50/adv_qos.php

Product Page : DAP-1650

ADVANCED MAINTENANCE

Use this section to configure the guest zone settings of your access point. The guest zone provide a
separate network zone for guest to access Internet.

[ save settings || Don't Save settings |

SESSION 2.4GHZ

Enable Guest Zone : [
Wireless Band : 2.4GHz Band
Wireless Network Name : |dlink-guest (Also called the SSID)
Security Mode : |none v
Enable Guest Zone : []
Wireless Band : 5GHz Band
Wireless Network Name : | diinl5GHz guest (Also called the SSID)
Security Mode : |none v

WLAN PARTITION

Enable this function to prevent guest dients accessing other guest dlients in the Guest Zone.

WLAN Partition :

Save Settings || Don't Save Setfings

O = & | IDD-LINKSYSTEMS, INC. | WI.

Hardware Version : AL

your acce

point. The guest zone
provides a separate

zone for gues
ess Internet.

—
- x| L @ ve 8

FHrmware Version : 1.02

B

e -

ADVAMNCED WIRELESS

GUEST ZONE

WI-FI PROTECTED
SETUP

SETUP

Qas stands for Quality of Service for Wireless Intelligent Stream Handling, a technology developed
to enhance the experience of using a wireless network by prioritizing the traffic of different
applications The DAP-1650 supports four priority levels.

| save settings || Dontsave settings |

ENABLE QOS

Enable Qos : [
QOS Type : Priority By Lan Port

PORT PRIORITY

Backaround v

LanPort1 :

Lan Port 2 : BestEfforit v

Video e

LanPort3 :

Lan Port 4 : Voice &

[ save Settings | [ Don't save Settings |

ADVANCED MAINTENANCE STATUS “

Helpful Hints.
« Enable this option if
u want to allow QOS
prioritize wireless
traffic.

» There are two options
for QOS Type

lected,such as priority
by Lan port and by
protocol which en:
the right priorities
available for your spedal
applicatio

re
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ACCESS CONTROL

Wi-Fi Protected Setup is used to easily add devices to a network using a PIN or button press.
Devices must support Wi-Fi Protected Setup in order to be configured by this method.

If the PIN changes, the new PIN will be used in following Wi-Fi Protected Setup process. Clicking on
“Don't Save Settings” button will not reset the PIN.

However, if the new PIN is not saved, it will get lost when the device reboots or loses power.

ADVANCED WIRELESS

GUEST ZONE

'WI-FT PROTECTED
SETUP

USER LIMIT

[ save setings || Don't Save settings |

WI-FI PROTECTED SETUP

Enable : [
Lock WPS-PIN Setup

PIN SETTINGS

Current PIN : 43481807

[ Reset P to Defaut | [ Generate mew P |

ADD WIRELESS STATION

Save Settings | | Don't Save Settings |

D hitp://192.168.0.50/adv_userlimit.php

Product Page : DAP-1650 Hardware Version : A1

Please Apply the settings to limit how many wireless stations connecting to AP.

| save settings || Don't save settings |

USER LIMIT SETTINGS

Wireless Band : 2.4GHz Band
Enable User Limit : [

WI-FI PROTECTED
SETUP

USER LIMIT

User Limit{1 - 32) : 20

USER LIMIT SETTINGS

Wireless Band : 5GHz Band
Enable User Limit : [

User Limit{1 - 32) : 20

Save Seltings || Don't Save Settings |

O - & I D-LINK SYSTEMS, INC. [Wl.. = | &

£ - & | D D-LINKSYSTEMS, INC. | Wl % ||| &

Helpful Hints.

= Enable if other
wireless devices you wish
to include in the local
network support Wi-Fi
Protected Setup.

= Cick Add Wireless
Device With WPS to
i

devices to the
network.

FHrmware Version : 1.02

Helpful Hi

» User Limit can set a
upon the number of
dinet. Using
user limit, you can
prevent scenarias where
the DAP-1650 in y
network shows

heavy wireless traffic.
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Product Page : DAP-165
D-Link

Helpful Hints...

Hardware Version : AL Firmware Version : 1.02

Enter the new password in the "New Password” field and again in the next field to confirm. Click on » For sequrity reasons,
FIRMWARE "Save Settings” to execute the password change. The Password is case-sensitive, and can be made | LER G Ed
Rln N | ) of any keyboard characters. The new passwerd must be between 0 and 15 characters in length. u change the

password for the Admin
Bl SIS | [ save settings || ont save settings | account. Be sure to write
YSTEM CHECK down the new password

_ ta avoid having to reset
EDULES PASSWORD the AP or wirek

L
they

TIME

Please enter the same password into both boxes, for confirmation.

New Password

Verky aseword :

Gateway Name : |pap-1650

ADMINISTRATION

Enable Graphical : []
Authentication

Save Settings | [ Don't Save Settings |

, )| ID hetp://192.168.0.50/t00ls_systemn.php

L-c HD D-LINK SYSTEMS, INC. | Wl... % |_ ‘@|

Product Page : DAP-1650
D-Link

ADMIN Helpful Hints...

Hardware Version : AL Firmware Version : 1.02

The current system settings can be saved as a file onto the local hard drive. You can upload any Once your AP ar
[— save settings file that was created by the DAP-1650. reless dient is
configured the way you
want it, you can save
these seftings to a
configuration file that

—| «can later be loaded in
[EDULES Save Settings To Local Hard Drive : the event that the acc

Load Settings From Local Hard Drive :

SAVE AND RESTORE

are restored. To do this,
- dick the Save button
Upload Settings next to where it says
Restore To Factory Default Settings : | Restore Device aa‘ﬁ E‘:::f:“ to Local
Rehoot The Device :

Remove Language Pack :
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There may be new firmware for your access point to improve functionality and performance. » Firmware U_pll_ale
Click here to check for an uparade on our support site. are released periodically

to ve the
To upgrade the firmware, locate the upgrade file on the local hard drive with the Browse button. .;,:R?)r:;ﬁ,. :fwur AP
Once you have found the file to be used, dick the Upload button to start the firmware upgrade. or wireless diient and
EEIER L C The language pack allows you to change the language of the user interface on the actess point. We | ikl

you run into a pro

suggest that you upgrade your current language pack if you upgrade the firmware. This ensures with a specific featu
int,

eI that any changes in the firmware are displayed correctly.

the access p
To upgrade the language pack, locate the upgrade file on the local hard drive with the Browse our support site by
button. Once you have found the file to be used, click the Upload button to start the language pack ing on the Check
upgrade. Mow and see if an

updated version of

FIRMWARE INFORMATION

Current Firmware Version : 1.02
Current Firmware Time : 11/21/2014 10:58:00

Check Online Now for Latest :

Firmware Version

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory defaults.
Before performing an upgrade, be sure to save the current configuration.

To upgrade the firmware, your PC must have a wired connection to the access point.
Enter the name of the firmware upgrade file, and click on the Upload button.

Upload :

LANGUAGE PACK UPGRADE

Upload :

- o
; ID hitp://192.168.0.50/t00ls_time.php £~ & | I D-LINKSYSTEMS, INC. | Wl.. % & o ve &

SETIE The Time and Date Configuration option allows you to configure, update, and maintain the correct « Either enter ﬂge time
FIRMWARE time on the internal system clock. From this section you can set the time zone you are in and set manually by dicking the
the NTP (Network Time Protocol) Server. Daylight Saving can also be configured to adjust the time | [yl vl

or use the Automatic

SYSTEM CHEGK [ save settings || Dont save settings | me Configuration
= optian to have your AP
ireless client

or

TIME AND DATE CONFIGURATION synchronize with a time
server on the Intemet.

Time : 2000/01/01 00:29:47

Time Zone : [(GMT+10:00) Canberrs, Malbourns, Sydney ~]

SCHEDULES

Enable Daylight Saving : []

Daylight Saving Offset : | +01:00 v

Daylight Saving Dates : Month Week Day of Week  Time
DST Start [Jan V| [1st v Sun WV 12:00 AM v
DSTEnd [Jan w| 1st w| |Sun w| |12:00 AM v

AUTOMATIC TIME AND DATE CONFIGURATION

O Automatically synchronize with D-Link's Internet time server

NTP Server Used : [select NTP Server V|| Update How

SET THE TIME AND DATE MANUALLY

Year 2003 ¥ Month
Minute

Day

Hour Second

I Sync. your computer's time settings
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Product Page : DAP-16! Hardware Version : AL Firmware Version : 1.02

Helpful Hints.

Ping Test sends "ping" packets to test a computer on the Internet. = "Ping" checks whether

a computer an the
Internet is running and
responding. Enter either
the IP address of the

SYSTEM CHECK HostNameorIP Address : [ | el iobibead

SCHEDULES

HostName or IPV6 Address : [ |

Enter a host name or IP address above and dick 'Ping"

b \D hittp://192.168.0.50/tools_sch.php pP-c || D D-LINK SYSTEMS, INC. | Wl... % | (1 ‘E‘|

Product Page : DAP-1650 Hardware Version : A1 Firmware Version
D-Link

Helpful Hints.

The Schedule configuration option is used to manage schedule rules for Wireless Lan Control = Schedules are used
features. with a number of ather
features to define when

features are in
ADD SCHEDULE RULE 3

STEM CHECK + Give each schedule a
Name : I:l name that is meaningful
Day(s) : () all week @ Select Day(s)
through Friday from
Csun CIMon CITue Clwed Clthu Tl Clsat 3:00pm to 9:00p:

m,
might be called "After
ool".

All Day - 24 hrs :
Time Format
Start Time : (hour:minute)
End Time

(hour:minute)
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SETUP ADVANCED MAINTENANCE
DEVICE INFO Helpful Hints...

ey All of your wireless and network connection details are displayed on this page. The firmware version | JERGIEISCITEETT
is also displayed here. Intemnet and WIRELESS

STATISTICS .11 N connection
ed

WIRELESS GENERAL

1PvE
Time : 2000/01/01 00:32:47

Firmware Version : 1.02 Fri 21 Nov 2014

MAC Address : c0:a0:bb:d2:04:04
Connection : DHCP Client
1P Address :
Subnet Mask :
Gateway Address :

WIRELESS LAN (2.4 GHz)

MAC Address : c0:a0:bb:d2:04:04

Network Name (SSID) : dlink-0404
Channel : 10
Security Mode : WPA/WPA2-PSK
'Wi-Fi Protected Setup : Enabled/Configured

‘Guest Zone Wireless Radio : Disabled

Guest Zone Network Name : dlink-guest
(SSID)
Guest Zone Security : Disabled

‘Guest Zone Wireless Radio : Disabled

Guest Zone Network Name : dlink-guest
(SSID)
Guest Zone Security : Disabled

WIRELESS LAN (5 GHz)

MAC Address : c0:30:bb:d2:04:06

Network Name (SSID) : dlink-0404-5GHz
Channel : 161
Security Mode : WPA/WPA2-PSK
'Wi-Fi Protected Setup : Enabled/Configured

‘Guest Zone Wireless Radio : Disabled

Guest Zone Network Name : dlink-5GHz-guest
(SSID)
Guest Zone Security : Disabled

WIRELESS
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Helpful Hints.

Use this option to view the device logs. You can define what types of events you want to view and
the event levels to view.

LOG OPTION
lect what type of

¥ Debug Information M attacks would like to
[ Dropped Packets ] Motice Level e

frequently to detect
unautharized network
LOG DETAILS usage.

Previous Page || MextPage

g.

Page 1 of 30

Time Message

Sat Jan 1 00:34:02
2000

Sat Jan 1 00:34:00
2000

Sat Jan 1 00:33:48
2000

Sat Jan 1 00:33:46
2000

Sat Jan 1 00:33:34
2000

Sat Jan 1 00:33:32
2000

DHCP: Client send DISCOVER.

DHCP: Client send DISCOVER.

DHCP: Client send DISCOVER.

DHCP: Client send DISCOVER.

DHCP: Client send DISCOVER.

DHCP: Client send DISCOVER.

, )| I http://192.168.0.50/t_stats.php 0+ ¢ || D D-UNKSYSTEMS, INC. | wi.. = ]| &

ADVANCED MAINTENANCE

Traffic Statistics displays Receive and Transmit packets passing through the device. « This is @ summary

displaying the number of

STATISTICS packets that have passed
WIRELESS R | ‘ EEalaE ‘ between the Wirele:

— and the LAN since the AP

Pv6 LAN STATISTICS or g:lrel:-s dient was last
Sent: 1451 Received: 971
TX Packets Dropped: 0 RX Packets Dropped: 0

Collisions: 0 Errors: 0

WIRELESS STATISTICS : 2.4GHZ

Sent: 3697 Received: 85729
TX Packets Dropped: 0 RX Packets Dropped: 0
Collisions: 0 Errors: 0

WIRELESS STATISTICS : 5GHZ

Sent: 3439 Received: 117563
TX Packets Dropped: 0 RX Packets Dropped: 0

Collisions: 0 Errors: 0
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Product Page : DAP-1650 Hardware Version : A1 Firmware Version : 1.02
DLink
DAP-1650 AP SETUP VANCED MATNTENANCE STATUS “

DEVICE INFO Helpful Hints..

Les The Wireless Client table below displays Wireless clients connected to the AP(Access Paint). In This is & list of all
STATISTICS Wireless Client mode it displays the connected AP’'s MAC address and connected Time. wireless clients that are

your AP.
M NUMBER OF WIRELESS CLIENTS(2.4G): 0

NUMBER OF WIRELESS CLIENTS(5G): 0

WIRELESS

a ©) I hitp://192.182.0,50/5t puS.chp p-c HDD-UNKSVSTEMS,IN[‘\W\.‘. x ._:'|g‘

Product Page : DAP-1650 Hardware Version : A1 Firmware Version : 1.02
D-Link
DAP-1650 AP SETUP VANCED MATNTENANCE STATUS “

DEVICE INFO Helpful Hints.

Less All of your IPv6 network connection details are displayed on this page. = Al of your TPv6

p—— k connection
STATISTICS ils are displayed

IPV6 CONNECTION INFORMATION

IPv6 Connection Type : Link-local Only

LAN IPV6 Address : None
1Pv6 Default Gateway : None

LAN IPv6 Link-Local Address : fe80::c2a0:bbff:fed2:404/64
Primary DNS Server : None
Secondary DNS Server : None

WIRELESS



