
D-Link DI-804V to DFL-500/1000 VPN Configuration Manual 
 
Network Configuration: 

1. DI-804V WAN IP Address is 192.168.100.100 255.255.255.0 
2. DI-804V LAN IP Address is 192.168.1.99 255.255.255.0 
3. DFL-500 WAN IP Address is 192.168.100.99 255.255.255.0 
4. DFL-500 LAN IP Address is 192.168.0.99 255.255.255.0 
5. PC behind DI-804V with IP Address of 192.168.1.100 255.255.255.0 

and Default Gateway of 192.168.1.99 255.255.255.0 (DI-804V LAN IP) 
6. PC behind DFL-500 with IP Address of 192.168.0.167 255.255.255.0 

and Default Gateway of 192.168.0.99 255.255.255.0 (DFL-500 LAN IP) 
 
1. Under System/Network configure DFL-500/1000 IP addresses 

 
 
2. Under Firewall/Address configure your Internal network IP address 



 
 
3. Under Firewall/Address configure your External network IP address 

 
 
4. Under VPN/IPSec/Autokey IKE configure your Tunnel (Remote Gateway is DI-
804V WAN 



IP Address, Authentication Key should match DI-804V PreShared Key, Incoming 
NAT must be 
ticked) 

 
 
5. Create a VPN Policy (Incoming NAT must be unticked) 

 



 
6. Configure DI-804V IP internal address 

 
 
7. Configure your ISP Settings 

 
 



8. Configure your VPN settings (Remote Network is DFL-500/1000 Remote 
Network, while 
Remote Gateway is DFL-500/1000 External IP address) 

 
 
9. Try to ping a computer behind your DI-804V from your DFL-500/1000 internal 
network (both computers must have default gateways as DI-804V or DFL-500/1000 
according 
to their network) 

 
 
10. Go to Device Status and check your VPN STATUS, WAN Ethernet should 
have 1 Connection Active 



 
 
11. Click on VPN Status, your will get Active Status and M->Q-Estab Status. Your 
VPN 
Tunnel is up and running 

 
 
You have successfully configured a VPN Tunnel between DI-804V and DSL-
500/1000. 
Congratulations! 



 


