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Login to the router :
User Name : admin

password : [ ] [[oan |
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'WELCOME HE INK SETUP WIZARD

This wizard will guide you through a step-by-step process to configure your new D-Link router and
connect to the Internet.

Step 1: Configure your Internet Connection
Step 2: Configure your Wi-Fi Security

Step 3: Set your Password

Step 4: Select your Time Zone

Step 5: Confirm WI-FI settings

Step 6: mydlink Registration
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STEP 1: CONFIGURE YOUR INTERNET CONNECTION

Please connect the gray cable to the DSL port on the back of the router, then connect the other end to
the your wall mounted phone jack. If you live in AU or NZ you will need to connect the microfilter
splitter that we supplied to your wall mounted phone jack first. Then connect the gray cable to the
ADSL port on the microfilter splitter
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STEP 1: CONFIGURE YOUR INTERNET CONNECTION

Routers is detecting your Internet connection type, please wait...

e 0 |
(ot ] [ |

BROADBAND

2013-2016 D-Link Corporation. Al rights reserved.
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STEP 2: SELECT YOUR TIME ZONE

Select the appropriate time zone for your location. This information is required to configure the time-
based options for the router.

Time Zone : [(GMT+10:00) Canberra, Melbourne, Sydney v
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STEP 3: CONFIGURE YOUR INTERNET CONNECTION

Configure an ATM PVC identifier

Country : [T v
VPI : 5
VCI @ 35
Encapsulation : @ ¢ O vcMux

Please select the Internet connection type below:

) DHCP Connection (Dynamic IP Address)

Choose this if your Internet connection automatically provides vou with an IP Address. Most Cable Modems use
this type of connection.

@® username / Password Connection (PPPOE)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

© username / Password Connection (PPPoA)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

© static IP Address Connection

Chaose this aption if your Internet Setup Provider provided you with 1P Address information that has to be
manually configured.

) Bridge Connection
Chaose this option if the madem can be configured to act as a bridging device between your LAN and yaur ISP.
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SET USERNAME AND PASSWORD CONNECTION (PPPOE)

To set up this connection you will need to have a Username and Password from your Internet Service
Provider. If you do not have this information, please contact your ISP.

User Name :

—
T —
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STEP 3: CONFIGURE YOUR INTERNET CONNECTION

Configure an ATM PVC identifier

Country : [Australa ]
VPI : g
VI : (35

Encapsulation : @) c Oy MUX

Please select the Internet connection type below:

@) DHCP Connection (Dynamic IP Address)

Choose this if your Internet connection automatically provides you with an IP Address. Mast Cable Madems use
this type of connection.

) username / Password Connection (PPPOE)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

) Username | Password Connection (PPPoA)

Choose this option if your Intermet connection requires a username and password to get online. Most DSL
modems use this type of connection.

© static IP Address Connection

Choose this option if your Internet Setup Provider provided you with IP Address information that has to be
manually configured.

© Bridge Connection
Choose this option if the modem can be configured to act as a bridging device between your LAN and your ISP.

(v ] [wea |

Connect
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DHCP CONNECTION (DYNAMIC IP ADDRESS)

To set up this connection, please make sure that you are connected to the D-Link Router with the PC

that was to your If you are, then dick the Clone MAC
button to copy your computer’s MAC Address to the D-Link Router.

T —
Clone Your PC's MAC Address
Host name :

Note: You may also need to provide a Host Name.If you do not have or know this information, please contact your
ISP,

Primary DNS Address :
Secondary DNS Address : [0.0.00 | (optional)

gy
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STEP 3: CONFIGURE YOUR INTERNET CONNECTION

Configure an ATM PVC identifier

Country : [Austraia |
VPI : &
VCI ¢ [35

Encapsulation = @ ¢ Oy MUX

Please select the Internet connection type below:

) DHCP Connection (Dynamic IP Address)

Choose this if your Internet connection automatically provides you with an IP Address. Most Cable Modems use
this type of connection.

) username / Password Connection (PPPOE)

Choose this option if your Internet connection requires a username and password to get online, Most DSL
modems use this type of connection.

O username / Password Connection (PPPoA)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

® static IP Address Connection

Choose this option if your Internet Setup Provider provided you with 1P Address information that has to be
manually configured.

) Bridge Connection

Choose this option if the modem can be configured to act as a bridging device between your LAN and your ISP.
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SET STATIC IP ADDRESS CONNECTION

To set up this connection you will need to have a complete list of IP information provided by your

Internet Service Provider. If you have a Static IP connection and do not have this information, please
contact your ISP.

1 Address :
Subret Mask :
Default Gateway

DNS SETTINGS

primory DNS Addres
secondary DN Addess : [so0s | (anteal)
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STEP 3: CONFIG YOUR INTERNET CONNECTION

Configure an ATM PVC identifier

Country :
VPI : g
VCI : 35
Encapsulation : @ i c O veMux

Please select the Internet connection type below:

) DHCP Connection (Dynamic IP Address)

Choose this if your Internet connection automatically provides you with an IP Address. Most Cable Modems use
this type of connection.

) Username f Password Connection (PPPoE)

Choose this option if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

) username / Password Connection (PPPoA)

Choose this aption if your Internet connection requires a username and password to get online. Most DSL
modems use this type of connection.

O static IP Address Connection

Choose this option if your Internet Setup Provider provided you with IP Address information that has to be
manually configured.

@ Bridge Connection
Chaoose this option if the madem can be configured to act as a bridging device between your LAN and your ISP.
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SETUP COMPLETE!

The Internet Connection Setup Wizard has completed. Click the Connect button to save your settings.
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STEP 1: WELCOME TO THE D-LINK WIRELESS SECURITY SETUP WIZARD

‘Give your network a name, using up to 32 characters.

Network Name (SSID) 2.4GHz :
Network Name (SSID) 5GHz :

@® Automatically assign a network key (Recommended)

To prevent outsiders from accessing your network, the router will automatically assign a security (also called
WEP or WPA key) to your netwark.

) Manually assign a network key
Use this options if you prefer to create our own key.

Note: All D-Link wireless adapters currently support WPA.
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SETUP COMPLETE!

Below is a detailed summary of your wireless security settings. Please print this page out, or write the
information on a piece of paper, so you can configure the correct settings on your wireless client

adapters.

Wireless Band :

Wireless Network Name (SSID) :
Security Mode :
cipher Type :

Pre-Shared Key :

Wireless Band :

Wireless Network Name (SSID) :
Security Mode :

Cipher Type :

2.4GHz Band

D-Link DSL-2890AL
Auto (WPA or WPA2) - Personal
TKIP and AES

d27d319f8f

5GHz Band

D-Link DSL-2890AL_5GHz
Auto (WPA or WPA2) - Personal

TKIP and AES

Pre-Shared Key : d27d319fsf

Next
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STEP

ET YOUR WIRELESS SEC

PASSWORD

You have selected your security level - you will need to set a wireless security password.
The WPA (Wi-Fi Protected Access) key must meet one of following guidelines:

- Between 8 and 63 characters (A longer WPA key is more secure than a short one )

- Exactly 64 characters using 0-9 and A-F

VI Use the same Wireless Security Password on both 2.4GHz and 56Hz band

Wireless Security Password :

Note: You will need to enter the same password as keys in this step into your wireless dients in order
to enable proper wireless communication.
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DSL-ZBBDAI.H. SETUP ADVANCED MAINTENANCE STATUS HELP

VIRELESS SETTINGS Use this section to configure your DSL ATM intarface and Internet Connection type.There are » Internet
NETWORK SETTINGS several connection types to choose from: Static IP, DHCP, PPPoE, PPPoA and Bridge. If you are Connecti

unsure of your connection method, please contact your Intemet Service Provider. ‘;::Ci‘r‘tz“:i'f"?}:‘e
HIaEE Note : If using the PPPOE option, you will need to remove or disable any PPPOE client software on | FEeseempmiye

MEDIA SERVER your computers.

MYDLINK uns
———[] WAN CONNECTION TYPE

LOGOUT

DSL-2890AL could be a ADSL Router that use ADSL as uplink interface or Residential e Bl
Gateway that use one Ethemnet port as upline interface. « Support:
1f you are having trouble
- essing the Internet
® ADSL Router (O Residential Gateway (NEN/UFB Mode) through the router,

e

Rebooting is required to make new WAN connection type settings take effect.

Modulation
Bitswap : V]
SRA: []

Interface :
Country :

tatency :

a 2| I http://192.168.1.1/bsc_wan php £ = & || D D-LINKSYSTEMS, INC. | WI... 7 &
VCI : [35
Latency =
Encapsulation : @) ¢ OveMUX

ATMQuS :
Choose the mode to be used by the router to connect to the Internet.
My Internet Connection is : | PPPoE (Username / Password) v

Enter 802.1Q VLAN ID and 802.1P Priority.

VIANID : Ekg.uqugq)
'VLAN Priority : E{umy)

For untagged connection, set -1 to both 802.1Q VLAN ID and 802.1P Priority.

PPPOE INTERNET CONNECTION TYPI

Enter the information provided by your Internet Service Provider (ISP).

Address Mode : @ pynamic 1P O Static 1P
1P Address :
serame :
pasowoa
Verify Password :
Service Name : : (optional)
Recomect ot -
O on demand O Manual
Maximum Idle Time : 5 (minutes, O=infinite)

DNS Mode : @ Receive DNS from ISP () Enter DNS Manually
Primarv DNS Server :
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Enter 802.1Q VLAN ID and 802.1P Priority.
VLANID : [|~4n94)
'VLAN Priority : Duq)

For untagged connection, set -1 to both 802.1Q VLAN ID and 802.1P Priority.

Enter the information provided by your Internet Service Provider (ISP).
Address Mode : (@) pynamic 1p O Static IP

1P Address :

Usermame ;

Password
Verify Password

Service Name : |:| (optional)
Reconnect Hade : ©[ahays on v e sciedule |
© on demand O Manual
Maximum Idle Time : |5
DNS Mode :
Primary DNS Server :
Secondary DNS Server
MTU
MAC Address

(minutes, 0=infinite)

®) Receive DNS from ISP ) Enter DNS Manually

(optional)

Clone Your PC's MAC Address

PPPOE INTERNET CONNECTION TYP

Save Seitings || Don't Save Settings

Encapsulation : ® ¢ Ove Mux

ATH QoS : [GERvEEou 7o ]

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.

My Internet Connection is : ~

Enter 802.1Q VLAN ID and 802.1P Priority.
VLANID : Ek0~4094)
VLAN Priority : Buwy)

For untagged connection, set -1 to both 802.1Q VLAN 1D and 802.1P Priority.

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE

Use this Internet connection type if your Internet Service Provider (ISP) didn't provide
you with IP Address i ion and/or a and

Host Name :
Use Unicasting =[] (compatibility for some DHCP Servers)
PrimaryDNSServer : [ |
Secondary DNSServer : [ |{optional)
i
T —

Save Settings || Don't Save Settings

BROADBAND

x
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LOGOUT
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‘WAN CONNECTION TYPE

DSL-2890AL could be a ADSL Router that use ADSL as uplink interface or Residential
Gateway that use one Ethernet port as upline interface.

@® ADSL Router () Residential Gateway (NBN/UFB Mode)

Rebooting is required to make new WAN connection type settings take effect.

SETTING
Modulation :
Bitswap : /]
SRA: []

Interface : [pvci(3/35) v

Country [t v
T —
N a—

Latency :
Encapsulation : ®)1c ()yc Mux
ATM QoS :

INTERNET CONNECTION TYPE

‘Choose the mode to be used by the router to connect to the Internet.
is © [Bridge v
Enter 802.1Q VLAN ID and 802.1P Priority.

VIANID : [ |(0~4094)

VLAN Priority : an)

My Internet Ce

£~ & || I D-LINK SYSTEMS,
Encapsulation :
ATM QoS :

®uc OveMux

UBR Without PCR_ v

INTERNET CONNECTION TYPE

‘Choose the mode to be used by the router to connect to the Internet.
My Intemmet Connection s

Enter 802.1Q VLAN ID and 802.1P Priority.
VIANID : B“"‘W'“)
VLAN Priority : Enwy)
For untagged connection, set -1 to both 802.1Q VLAN ID and 802.1P Priority.

STATIC IP ADDRESS INTERNET CONNE TYPI

Enter the static address information provided by your Internet Service Provider (ISP).

T —
Subnet Mask :
Default Gateway : |:|
Primary DNS Server : |:|
Secondary DNS Server : |:| (optional)
i -
e E—

Save Settings || Don't Save Settings

INC. [ WI...

which option
to chaose, please contact
your Internet Se
Provider (ISP).

« Support:
If you are having trouble
ceessing the Internet
through the router,
double check any
settings you have
entered on this page and
werify them with your ISP
if needed.

x
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SETUP

INTERNET

WIRELESS SETTINGS

NETWORK SETTINGS

STORAGE

MEDIA SERVER
IPVE

MYDLINK SETTINGS

LOGOUT

9 )| I hiep:/192.168.1.1/bsc_wan,php

Use this section to configure your DSL ATM interface and Internet Connection type.There are
several connection types to cheose from: Static IP, DHCP, PPPoE, PPPoA and Bridge. If you are
unsure of your connection method, please contact your Internet Service Provider.

Note : If using the PPPE option, you will need to remove or disable any PPPoE dlient software on
Yyour computers,

Save Settings || Don't Save Settings

DSL-2890AL could be a ADSL Router that use ADSL as uplink interface or Residential
Gateway that use one Ethernet port as upline interface.

() ADSL Router ®) Residential Gateway (NBN/UFB Mode)

WAN tagged VLAN : [
Rebooting is required to make new WAN connection type settings take effect.

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.
My Intarnet Connection is :

NNECTION TYPE

P2 - & | D D-LINK SYSTEMS, INC. | Wl...

|DSL-ZB§DAI.

SETUP

WIRELESS SETTINGS

NETWORK SETTINGS

STORAGE
MEDIA SERVER
IPVE

MYDLINK SETTINGS

LOGOUT

IPVG

MYDLINK SETTINGS

LOGOUT

Use this section to configure your DSL ATM interface and Internet Connection type.There are
several connection types to choose from: Static IP, DHCP, PPPoE, PPPoA and Bridge. If you are
unsure of your connection method, please contact your Internet Service Provider.

Note : If using the PPPoE option, you will need to remove or disable any PPPoE dlient software on
your computers.

WAN CONNECTION TYPE

DSL-2890AL could be a ADSL Router that use ADSL as uplink interface or Residential
Gateway that use one Ethernet port as upline interface.

PORTL
PORT2
PORT3

© ADSL Routs ential Gateway (NBN/UFB Mode)

Rebooting is required to make new WAN connection type settings take effect.

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.
My Internet Connection is :

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE :

Use this Internet connection type if your Internet Service Provider (ISP} didn't provide
vou with IP Address i ion and/or a and

‘ Save Settings || Don't Save Settings.
WAN CONNECTION TYPE

DSL-2890AL could be a ADSL Router that use ADSL as uplink interface or Residential
Gateway that use one Ethernet port as upline interface.

() ADSL Router ®) Residential Gateway (NBN/UFE Mode)
WAN Port :
WAN tagged VLAN : ¥

Rebooting is required to make new WAN connection type settings take effect.

INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.
i5 : [Dyna (DHCP)
Enter 802.1Q VLAN ID and 802.1P Priority.
VLANID : l:kgn.qog-ﬂ
VLAN Priority : Buwy)

‘You must restart the device manually to take effect the settings when you finish to configure VLAN
1D and Priority.

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE

Use this Internet connection type if your Internet Service Provider (ISP) didn't provide
you with IP Address ii ion and/or a and

DSL-2890AL

[ (compatibility for some DHCP Servers)

My Internet C

Host Name
Use Unicasting

et
'WAN CONNECTION TYPE

Firmware Version : AU_

ADVANCED MAINTENANCE STATUS “

Helpful Hints...

+ Internet
Connectior

When configuring the
router to access the
Intemet, be sure to
choose the correct
Internet Connection
Type from the drop
down menu. If you are

Provider (ISP).
+ Support:
I you are having trouble
accessing the Internet
through the router,

entered on this page and
verify them with your ISP
if needed.

| ADVANCED MAINTENANCE STATUS “

Connect
When configuring the
router to access the
Internet, be sure to
oose the comrect

v
hoose, please contact

your Internet Service

Provider (ISP).

»+ Support:

If you are having trouble

accessing the Internet

through the router,

entered on this page and
verify them with your ISP
if needed.

Provider {ISP).
» Support:
If you are having trouble
accessing the Internet
through the router,
double any
seffings you have
entered on this page and
verify them with your ISP

neede
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INTERNET CONNECTION TYPE

Choose the mode to be used by the router to connect to the Internet.

My Internet C Dynamic IP (DHCP)

DYNAMIC IP (DHCP) INTERNET CONNECTION TYPE

Use this Internet connection type if your Internet Service Provider (ISP) didn't provide
nd

you with IP Address it andfora ai

Host Name : [psL-2890AL

Use Unicasting : [} (compatibility for some DHCP Servers)
Primary DNS Server :
Secondary DNSServer = [ |{optional)
Hu
e —

Save Setfings | | Don't Save Settings

BROADBAND

’ I http://192.168.1.1/bsc_wan.php O~ & | I D-LINKSVSTEMS, INC. | Wl... % o xE
Choose the mode to be used by the router to connect to the Internet.

My Tnternet Connection s :

Enter 802.1Q VLAN ID and 802.1P Priority.
VLANID : Ekgmmgq)
'VLAN Priority : Du”ﬂ

You must restart the device manually to take effect the settings when you finish to configure VLAN
1D and Priority.

PPPOE INTERNET CONNECTION TYPE

Enter the information provided by your Internet Service Provider (ISP).

Address Mode : @ pynamic1p () Static IP
1P Address :
Usemame
passwrs
Verify Password :
ServiceName : [ |(optional)
Recomnect Hode : @ s 5 ]| st |
Con demand O Manual
Maximum Idle Time : 5 (minutes, D=infinitz)
DNS Mode : @ Receive DNS from ISP () Enter DNS Manuzlly
Primary DNS Server :
Secondary DNS Server : (optional)
MTU : 1492

e —
Clone Your PC's MAC Address
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BI0AL // ADVANCED MAINTENANCE STATUS HELP

The following Web-based wizards are designed to assist you in your wireless network setup and . 11 you ﬂ"eﬂ%’ have a
TR ST wireless device connection. :.:::ﬁ = nieé‘r;(tleél-‘:;uu

e Before launching these wizards, please make sure you have followed all steps outlined in the Quick | RN S T 1

Installation Guide included in the package. Wireless Device with

MEDIA SERVER 'WPS to add new device

ve || WIRELESS NETWORK SETUP WIZARD to your wireless network.

« If you are new to

MYDLINK SETTINGS This wizard is designed to assist you in your wireless network setup. It will guide you through step-
LOGOUT by-step instructions on how to set up your wireless network and how to make it secure.

ck or
‘Wireless Connection Setup Wizard ‘Connection Setup

rd and the router
Note: Some changes made using this Setup Wizard may require you to change some settings on will guide you through a
your wireless client adapters so they can still connect to the D-Link Router. few ! ps to get

your vireles
and running.
D WIRELESS DEVICE WITH WPS (WI-FI PROTECTED SETUP) WIZARD

= If you consider

yourself an advanced
This wizard is designed to assist you in connecting your wireless device to your wireless router. It user and have configured
will guide you through step-by-step instructions on how to get your wireless device connected. Click | EREEESINEg TN
the button below to begin. Manual Wireless
n Setup to

Connecti
manually.
MAN WIRELESS NETWORK SETUP

1f your wireless network is already set up with Wi-Fi Protected Setup, manual configuration of the
wireless network will destroy the existing wireless network. If you would like to configure the
wireless settings of your new D-Link Systems Router manually, then dick on the Manual Wireless

Network Setup button below.

a ©) DD hitg://192.168.1.1/wiz_wlen php £+ ¢ || D Lk svsTEMS, INC. WL % |._: "Ef|
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STEP ELCOME TO THE D-LINK WIRELESS SECUI SETUP WIZARD

Give your network a name, using up to 32 characters.

Network Name (SSID) 2.4GHz :
Network Name (SSID) 5GHz :

@ Automatically assign a network key (Recommended)
To prevent outsiders from accessing your network, the router will automatically assign a security (also called
WEP or WPA key) to your network.

) Manually assign a network key
Use this options if you prefer to create our own key.

Note: All D-Link wireless adapters currently support WPA.

BROADBAND
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D-Link

STEP 2: SET YOUR WIRELESS SECURITY PASSWORD

You have selected your security level - you will need to set a wireless security password.
The WPA (Wi-Fi Protected Access) key must meet one of following guidelines:
- Between 8 and 63 characters (A longer WPA key is more secure than a short one )
- Exactly 64 characters using 0-9 and A-F
[l Use the same Wireless Security Password on both 2.4GHz and 5GHz band

Wireless Security Password : l:l

Note: You will need to enter the same password as keys in this step into your wireless dients in order
to enable proper wireless communication.
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STEP 1: SELECT CONFIGURATION METHOD FOR YOUR WIRELESS NETWORK
Please select one of following configuration methods and click next to continue.
Auto @ Select this option if your wireless device supports WPS (Wi-Fi Protected Setup)

Manual O Select this option will display the current wireless settings for you to configure the wireless device
manually

e e

a G I http://192.168.1.1/bsc_wlan.php o~ G”DD-UNKSVSTEMS, NG Wi u_"|@‘
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DSL-289 Dan. SETUP ADVANCED MAINTENANCE STATUS “

Use this section to configure the wireless settings for your D-Link router. Please note that changes = Changing your
NETWORK SETTINGS made in this section may also need to be duplicated on your wireless dient.

To protect your privacy you can configure wireless security features. This device supports 4 wireless
security modes including: WEP, WPA only, WPA2 only, and WPA/WPA2 (auto-detect).

When making changes to the WLAN interface, it will be restarted and the WLAN g;\‘"arung::ﬁa‘: t;n:,
interface might temporarily disconnect. -

any persanal

| save Settings || Don't Save Settings |

MYDLINK SETTINGS = Enable Auto Channel

LOGOUT Selection let the router
= | WIRELESS NETWORK SETTINGS o seloct the best
passible channel for your
Wireless Band : 2.4GHz Band wireless network to
operate on.

Enable Wireless : [ « Enabling Hidden Mode

- is another way to secure
Wireless Network Name : [p-Link D5L-2690AL (Also called the SSID) your nebwo " With this

802.11 Mode : [Mixed 802.11n, 802.11g and 802.11b | ‘\fj'i"" enabled, "‘“ﬁ be

Enable Auto Channel Scan : [ able to see your wireless
network when they

Wireless Channel : 2412 6Hz-G11 v perform a to see
o what's available. In order
T Rate : [Best (automatic) | (Mbit/s) for your wireless devices
~ to connect to your
Channel width : router, you will need to
Visibility Status : @ visible O Invisible etwork Name

WIRELESS SECURITY MODE

Securty Hode

gured. You will need

on any wireless device
Use WPA or WPA2 mode to achieve a balance of strong security and best compatibility. This mode | [eEa Gyt o3 LIS
uses WPA for legacy clients while maintaining higher security with stations that are WPA2 capable. varek etwork.

Also the strongest cipher that the dient supports will be used. For best security, use WPA2 Only .

mode. This mode uses AES{CCMP) cipher and legacy stations are not zllowed access with WPA
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e [t
to enter this information
Use WPA or WPA2 maode to achieve a balance of strong security and best compatibility. This mode | ek
uses WPA for legacy dlients while maintaining higher security with stations that are WPA2 capable.
Also the strongest cipher that the client supports will be used. For best security, use WPA2 Only
mode. This mode uses AES{CCMP) dpher and legacy stations are not allowed access with WPA

security. For maximum compatibility, use WPA Only. This mode uses TKIP cipher. Some gaming
and legacy devices work only in this mode.

To achieve better wireless performance use WPA2 Only security mode (or in other words AES
cipher).

WP Hode -
Cipher Type :
Group Key Update Interval : (seconds)

PRE-SHARED KEY

Enter an 8- to 63-character alphanumeric pass-phrase. For good security it should be of
ample length and should not be a commonly known phrase.

pre-shared ey -
WIRELESS NETWORK SETTINGS

Wireless Band : 5GHz Band

Enable wirelss 7
Wireless Network Name : (also called the SSID)

802.11 Mode : [Mixed 802.11ac, 802.11n and 802.11a |
Enable Auto Channel Scan : [/
‘Wireless Channel : 5180 GHz - CH 36 v
Transmission Rate : (Mbit/s)
Channel Width :

Visibility Status : @) visiple O Invisible

0O - & || D D-LINK SYSTEMS, INC. | Wl... > | | &

92.168.1.1/bsc_wlan.php

Transmission Rate : (Mbit/s)
Channel Width : [20/40/80 MHz(Auto) v

Visibility Status : @ vigile O Invisible

'WIRELESS SECURITY MODE

Security Mode

Use WPA or WPA2 mode to achieve a balance of strong security and best compatibility. This mode
uses WPA for legacy dients while maintaining higher security with stations that are WPA2 capable.
Also the strongest cipher that the client supports will be used. For best security, use WPA2 Only
mode. This mode uses AES{CCMP) cipher and legacy stations are not allowed access with WPA
security. For maximum compatibility, use WPA Only. This mode uses TKIP cipher. Some gaming
and legacy devices work only in this mode.

To achieve better wireless performance use WPA2 Only security mode (or in other words AES
apher).

WeA Hods :
Cipher Type :
Group Key Update Interval : (seconds)

PRE-SHARED KEY

Enter an 8- to 63-character alphanumeric pass-phrase. For good security it should be of
ample length and should not be a commonly known phrase.

o share ey

Save Seitings || Don't Save Settings |
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INTERNET
'WIRELESS SETTINGS
STORAGE

MEDIA SERVER

PVE

MYDLINK SETTINGS

LOGOUT
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DSL-2890AL / l ADVANCED MAINTENANCE STATUS HELP

Use this section to configure the internal network settings of your router and also to configure the
built-in DHCP server to assign IP addresses to computers on your network. The IP address that is
configured here is the IP address that you use to access the Web-based management interface. If
you change the IP address in this section, you may need to adjust your PC's network settings to
access the network again.

Please note that this section is optional and you do not need te change any of the
settings here to get your network up and running.

| save settings || Don't save Settings |

ROUTER SETTINGS

Use this section to configure the internal network settings of your router. The IP address that is
configured here is the IP address that you use to access the Web-based management interface. If
you change the IP address here, you may need to adjust your PC's network settings to access the
network again.

Router IP Address :
Default Subnet Mask :
Host Name :

Local Domain Name l:l (optional)

Enable DNS Relay : ]

DHCP SERVER SETTINGS

Use this section to configure the built-in DHCP server to assign IP address to the computers on your
network.

Enable DHCP Server or Relay : [/
Enable DHCP Relay : []
DHCP IP Address Range : Elto addresses within the LAN subnet)

DHCP Lease Time (minutes)

Always broadcast =[] (compatibility for some DHCP Clients)

Enable DHCP Relay : [ ]
DHCP IP Address Range : [z |to

DHCP Lease Time : (

Alwrays broadcast : [7] (compatibility for some DHCP Clients)

DD DHCP RESERVATION

Enable : []

‘Computer Name :
wadess: |
R —

(addresses within the LAN subnet)
utes)

Computer Name ™

DHCP RESERVATIONS LIST

Enable  Host Name

NUMBER OF DYNAMIC DHCP CLIENTS

Host Name IP Address MAC Address Expired Time

-65:ec:70:70: 23 Hours 30
Joseph-DJ 102.168.1.2 30:65:e:70:79:d1 Minutes

| save Settings || Don't Save settings

e

Helpful Hints...

« If you already have a
DHCP server on your
network or are using
static IP addresses on all
the devices an your
network, unche

Enable DHCP Server to
disable this feature.

« If you have devices
on your network that
should always have fced
1P addresses, add a
DHCP Reservation for
each such device.
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INTERNET

WIRELESS SETTINGS

NETWORK SETTINGS

MEDIA SERVER
TPVE

MYDLINK SETTINGS

LoGOUT

BROAOBAND

, I hitp://192.168.1.1/bsc_media_server.php

B90AL //

INTERNET
'WIRELESS SETTINGS
NETWORK SETTINGS
STORAGE

Pve

MYDLINK SETTINGS
LOGOUT

Storage File Access allows you to use a web browser or fip dient to remotely access files stored on
an SD card or USB storage drive plugged into the router. After plugging in an SD card or USB
storage drive, the new device will appear in the list with a link to it. You can then use this link to
connect to the drive and log in with a user account.

| sove Settings || Don't Save Settings |

Helpful Hints...

« The Storage page

drivers or 5D car
currently plugged into
the device.

If you would like to configure the Web Access Service settings or create user accounts, then dlick on

the button below.

You can then use this link to connect to the drive and log in with a user account.
http://192.168.1.1:8181

https://192.168.1.1:4433

SHAREPORT WEB ACCESS

If you would like to configure the FTP Access Service settings or create user accounts, then dick on

the button below.

You can then use this link to connect to the drive and log in with a user account.

ftp://192.168.1.1

WINDOWS FILE SHARING (SAMBA)

Windows File Sharing : [Allow all users to access (No password) |

WINDOWS FILE SHARING (SAMBA)

Windows File Sharing : [Allow all users to access (No password) Vv

NUMBER DEVICES:0

Device

Save Seitings || Don't Save Seftings

FTP SERVER ACCESS

0O = & || D D-LINK SYSTEMS, INC. | Wl... > | &

ADVANCED MAINTENANCE STATUS

DLNA (Digital Living Network Alliance) is the standard for the interoperability of Network Media
Devices (NMDs). The user can enjoy multi-media applications (music, pictures and videos) on your
network connected PC or media devices. The iTunes server will allow iTunes software to
‘automatically detect and play music from the router.

NOTE: The shared media may not be secure. Allowing any devices to stream is
ly on secure

| save settings || Dun't Save settings |

DLNA SERVER

DLNA Server : @ gnable O Disable

DLNA Server Name : |DsL-2890AL_DMS

Folder : [ gqt
[r

ITUNES SERVER

iTunes Server :
Folder

OEnable ® Disable

root

USB 3.0 © (JEnable ®) Disable

Save Settings || Don't Save Settings |

Helpful Hints...

« After adding new
media content to the
router, click the Enable
or Disable button and
then save settings.
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INTERNET Helpful Hints...

LoLELE There are two ways to set up your IPv6 Internet connection. You can use the Web-based IPvé = I you are r:]evh-' to
NETW 5 5 Internet Connection Setup Wizard, or you can manually configure the connection. networking and have
NETWORK SETTINGS e ¥ a never configured a router

e before, click on IPv6
i IPV6 INTERNET CONNECTION SETUP WIZARD Internet Connection
MEDIA SERVER Setup Wizard and the

If you would like to utilize our easy to use Web-based Wizard to assist you in connecting your new
D-Link Systems Router to the IPv6 Internet, click on the button below.

steps b ¥
MYDLINK SETTINGS - network up and running.
i S [ 18v6 Intemet Connaction Setup Wizard | ;
e « Tf you consider
B | Note: Before launching the wizards, please make sure you have followed all steps outlined in the

‘Quick Installation Guide included in the package.

a router before,dick
Manual IPv6 Internet
Connection Setup to

input all the settings
MANUAL IPV6 LOCAL CONNECTIVITY SETUP manually.

1f you would like to configure the IPv6 local connectivity settings of your D-Link Router, then click
on the button below.

IPv6 Local Connectivity S

MAN IPV6 INTERNET CONNECTION SETUP

1f you would like to configure the IPv6 Internet settings of your new D-Link Router manually, then
dick on the button below.

[ Manual 1v6 Internet Connection Setup |

’ D http://192.168.1.1/bsc_mydlink.php £ - & || DY D-LINK SYSTEMS, INC. | Wl... > | |7 |8 o ve &

Product Page : DSL-2890AL Site Map  Firmware Version : Al

Build Timestamp :
D-Link

INTERNET

R L Setting and registering your product with mydlink will allow you to use its mydlink doud services
NETWORK SETTI features, including online access and management of your device through mydlink portal website.

STORAGE

MEDIA SERVER
mydlink Service : Non-Registered

REGISTER MYDLINK SERVICE

Register mydlink Service
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VIRTUAL SERVER
PORT FORWARDING
PORT TRIGGERING
QOS5 ENGINE
NETWORK FILTER
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ACCESS CONTROL

WEBSITE FILTER
INBOUND FILTER
FIREWALL SETTINGS
ROUTING

ADVANCED WIRELESS

WI-FI PROTECTED
SETUP

ADVANCED NETWORK
GUEST Wi-Fi

IPVE FIREWALL

TPVE ROUTING

LoGoUT

, I htp://192.168.1.1/ach_pfud.php

TR | v DTN e | e | e |

VIRTUAL SERVER

PORT FORWARDIMN(

PORT TRIGGERING

QOS ENGINE
NETWORK FILTER
ACCESS CONTROL
'WEBSITE FILTER
INBOUND FILTER
FIREWALL SETTINS
ROUTING

ADVANCED WIRELESS

'WI-FT PROTECTED
SETUP

ADVANCED NETWORK
GUEST Wil

TPV6 FIREWALL

1PV6 ROUTING

LOGOUT

The Virtual Server option allows you to define a single public port on your router for redirection to he
an internal LAN IP Address and Private LAM port if required. This feature is useful for hosting online | [GUEIEEIEITER
services such as FTP or Web Servers. down menu for a list of
- edefined server types.
\ Save Settings H Don't Save Settings \ ct one of the
d server types,
the arrow button
24 - VIRTUAL SERVERS LIST next to the drop down
menu to fill out the
esponding field.
Remaining number of rules that can be created: 24 e
» You can select a
P computer from the list of
LEafSclType) DHCP dlients in the
Name Public Port Protocol Schedule gnmpulﬂ Name drop
— lowin menu, or you can
o o o]
1P Address Private Port Inbound Fiter | R
] at which you would like
Name public Part scheduis | KA
— - « Select a schedule for
5! s rane V]
1P Address Private Port Inbound Filter wilt\ be enabled. If you do
Computerhame _ v| [ | Alow All_v| | [P
Name Public Port Schedule schedules, go
Application name v
| = eate a new
IP Address Private Port TInbound Filter Select a fiter that
« Selecta
[ <[ computer Name /] Alov Al | | [
Name public Port Schedule el s
- L JEdwpictonvame v] [ | hosts that you st
ou do not see the filter
1P Address Private Port Inbound Filter :uu need in t;e
ComputerName _~| [ | FTTTRRAR fiter, go to the
Name Schedule screen and create
0 ] sdlsopbcation rome ] 3 new fter.
IP Address Private Port Inbound Filter
£ = ¢ || D) D-LINK SYSTEMS, INC. | WL... | | & o ve &

Helpful Hints...

This option is used to open multiple ports or a range of ports in your router and redirect data » Check the
through those ports to a single PC on your network. This feature allows you to enter ports in the Application Name
format, Port Ranges (100-150), Individual Ports (80, 68, 888), or Mixed (1020-5000, 689). This e
‘option is only applicable to the INTERNET sessit ist of |;;]r»:n Elh"ai e
jons that you c;
| save settings || pon't save settings | from. If you select
ane of the pre-defined
applications; dick the
24 — PORT FORWARDING RULES arrow button next to the
drop-down menu to fill
i out the appropriate
Remaining number of rules that can be created: 24 eld:
can select your
Ports to Open mputer from the lst o
e Tcp EHCP tlilentsNin thed
. omputer Name drop-
| Ed[toslcation tame ] | e oo
1P Address uoe Tnbound Fiker | FAA A
\ [Computer tame _ ~] | [ECTETIRARR 1 o open the specficd
art to.
Name TCcP Schedule pa ‘( <t 2 scheshue f
. « Select a schedule for
[pslicationtame _ ~] [ | wihen the mortFarwardng
1P Address UDP Inbound Filter
] [Computer Name | [ | [alowar v
Name TCP Schedule
| E[avplcation ame ] | |
create a new
1P Address UDP Inbound Filter can enter ports in
Computer Name v LUUE B AN v2rious formats:Range
Name TCp Schedule | | N
o Application Name Always v 689)
1P Address UDP Inbound Filter
J [Computer Name | [ | [alow Al v
Name TCP Schedule
- | [ed [appication Hame ] | |
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VIRTUAL SERVER

ADVANCED MAINTENANCE
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P RTINS The Port Triggering option is used to open single or multiple ports in your firewall when the router
senses data sent to the Internet on an outgaing "Trigger” port or port range (100-150). Spedal Port
Triggering apply to all computers on your internal network.
05 ENGINE
o | Save Settings H Don't Save Settings |
NETWORK FILTER
ACCESS CONTROL 24 — PORT TRIGGERING
WEBSITE FILTER
Remaining number of rules that can be created: 24
INBOUND FILTER
Port Traffic Type Schedule
FIREWALL SETTINGS
S ——— Name
ADVANCED WIRELESS O Firewall
WI-FI PROTECTED
SETUP
I —— Trigger
ADVANCED NETWORK - l_il
T o p—
IPVE FIREWALL [
IPV6 ROUTING Trigger
LOGOUT Name Port. Triggering I:l
== =
Trifer
Name Port Triggering
o —
Trigger
O Name Port. Triggering I:l Al v
==

a )| I hitp://192.168.1.1/2chv_gos.phip
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Helpful Hints..

= Use this feature if you
are trying to execute one
of the listed network
ons and it is not
ating as

 the Application
Name drop-down menu
to view a list of pre-
defined applications that
lect from. 1f

the arrow buttan
it to the drop-down
menu to fill out the
appropriate fields.
- Select a schedule for
when the service will be
enabled. If you da not
see the schedule you
need in the list of
schedules, go to the

|
=]

=] & vr 8

_ ADVANCED MAINTENANCE STATUS HELP

VIRTUAL SERVER

FEATFIL S Use this section to configure D-Link's QoS Engine powered by QoS Engine Technology. This QoS
Engine improves your online gaming experience by ensuring that your game traffic is prioritized
‘over other network traffic, such as FTP or Web.For best performance, use the Automatic
Classification option to automatically set the priority for your applications.

PORT TRIGGERING

QOS ENGINE

NETWORK FILTER

| save Settings || pon't Save Settings |

ACCESS CONTROL
WEBSITE FILTER
INBOUND FILTER Enable QoS : ]

Use adsl upstream speed as : ||
uplink speed

Uplink Speed : |2048 kbps << [Select Transmission Rate v
Downlink Speed : [s132 kbps << [Select Transmission Rate v

QueueType : (O gtrict Priority Queue ® Weighted Fair Queus

FIREWALL SETTINGS
ROUTING

ADVANCED WIRELESS

'WI-FI PROTECTED
SETUP

ADVANCED NETWORK Queue Weight
GUEST Wi-Fi

1PV6 FIREWALL
TPV6 ROUTING

LOGOUT

32 - CLASSIFICATION RULES

Remaining number of rules that can be created: 18

performance
measurement may be
required to converge an
the optimal value.
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VIRTUAL SERVER
PORT FORWARDING
PORT TRIGGERING
QOS5 ENGINE

ACCESS CONTROL
WEBSITE FILTER.
INBOUND FILTER
FIREWALL SETTING!
ROUTING

ADVANCED WIRELESS

WI-FI PROTECTED
SETUP

ADVANCED NETWORK
GUEST Wir-A
TPVE FIREWALL

IPVE ROUTING

LOGOUT
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Name

Youtube

ueue ID
1-Highest v

32 — CLASSIFICATION RUL

Remaining number of rules that can be created: 18

Local IP Range
™

network/Internet access.

| save Settings || pon't Save Settings |

Jto | Application Port
ALL
Remote IP Range
Jto] |
Name ueue ID
Google_talk 1-Highest v
Local IP Range
M| o] |
Remote IP Range
Jto] |
Mame Queue ID
Weh_audio 1-Highest
Local IP Range
l o] |
Remote IP Range
Jto] |
Name ueue 1D Protocol
Web_video 2-Higher v
Local IP Range
] I Jto] | Application Port
[ <<
Jto] |
Name Fueue D Protocol
Web_download 4 - Best Effort v
Local IP Rai
[ e PRange Tom T 1 Annlication Port

DO = ¢ || I D-LINK SYSTEMS, INC. | Wl... = &

The MAC (Media Access Controller) Address filter option is used to control network access based on
the MAC Address of the network adapter. A MAC address is a unigue ID assigned by the
manufacturer of the network adapter. This feature can be configured to ALLOW or DENY

Helpful Hints...
« Create a list of MAC
addre: ind ch

them access to y
network.

« Computers that have

24 — MAC FILTERING RULES

Configure MAC Filtering below:

| Turn MAC Filtering OM and ALLOW computers listed to access the network V|

Remaining number of rules that can be created: 24

MAC Address DHCP Client List Schedule
[ [s0:65:ec:70:79:d1 | [Joseph-D1 v]  [Aways ] [ Mew Schedule |
O] | [Computer Name  ~]  [Always | | Mew Schedule |
O Computer Name W Always V| | New Schedule
O ] [ComputerName  ~|  [Ahways ] | Mew schedule |
O Computer Name v Aways V| | New Schedule
O | [Computer iame v [always | | mew Schedule |
O Computer Name W Always V| | New Schedule
O ] [ComputerName  ~|  [Ahways ] | Mew schedule |

|

Computer Name v

Always | | New Schedule

m] |

[computer name v |

[Always ] | mMew schedule |

obtained an IP address
from the rot

device from the drop

down menu and dick the

amow to add that

device’s MAC to the i
the ched

the left to cither enable

or disable a particular

se the Always drop

menu f you have
previously defined a
schedule in the router. If
not, diick on the New
Schedule button to add
one.




a |]) hitp://192.168.1.1/adv_access_ctrl.php P-c ”DD—LINK SYSTEMS, INC. [ Wl... % | [ |e‘
S ———
o v F I~~~ | I N

PRI The Access Control option allows you to control access in and out of your network. Use this feature | JRleE=d S E11L
PORT TRIGGERING as Access Controls to only grant access to approved sites, limit web access based on time or dates,
PR 5 \()/0r block internet access for applications like P2P utilities or games.

QOS5 ENGINE

L S S | [ save sertings || pan't save settings | from specific LAN
NETWORK FILTER computers.

« dick Add Py t
ACCESS CONTROL e

VEBSITE FILTER eating a nule.
—_— | Enable Access Control : [7]

INBOUND FILTER

—_———— finished creating a rule it
FIREWALL SETTII viill be added to the

Policy Table below.
ROUTIN

» dick the Edit icon to
CED WIRELESS ROLICYATARLE modify an existing rule

using the P

‘PPF'OTEL‘FED Enable Policy Machine Filtering Logged Schedule » dick the Delete icon

to permanently remove a
] @sc Block All Access No Avays H O ru\':. ! ?

GuesTwiR | save Settings || Dont Save Settinas

IPV6 FIREWALL
1PV6 ROUTING

L uT

/192.168.1.1/adv_access_ctrl.php

D-Link

EETN)] | o BT e | o | o
VIRTUAL SERV
w STEP 3: SELECT MACHINE

PORT FORWARDING
e — Select the machine to which this policy applies.

QOS ENGINE Spedify a machine with its IP or MAC address, or select ‘Other Machines' for machines that do not have a policy.

NETWORK FILTER Address Type : @i 1p (O mMaC O Other Machines

ACCESS CONTROL IP Address : [192.168.1.2 PZq|705eph-D1 (192.165.1.2) %
VEBSITE FILTER. Machine Address : << | Computer Name

INBOUND FILTER Clone Your PC's MAC Address

FIREWALL SETTII

ROUTIN

TPVE FIREWALL

IPVE ROUTING
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D-Link
R | e BT eowe | e

T e
VIRIUALSSVER I gyEp 4: SELECT FILTERING METHOD
PORT FORWARDING

PORT TRIGGERIN Select the method for filtering.

QOS5 ENGINE Method : () Laq Web Access Only ® Block All Access () Block Some Access
MNETWORK FILTER

o] e (o]

VEBSITE FILTER

INBOUND FILTER
FIREWALL SETTII

ROUTING

TPV6E FIREWALL

IPYE ROUTING

a : |]) hitp://192.168.1.1/adv_web_filter,php P-c ”DD—LINK SYSTEMS, INC. | Wl... %

&

PR The Website Filter option allows you to set up a list of Web sites you would like to allow or deny * Create a list of
PORT TRIGGERING through your network. To use this feature, vou must also select the "Apply Web Filter” checkbox in at v

" like the device Y
the Access Control section. network to be allowed or

|| save settings || Don't save settings | il T

40 — WEBSITE FILTERING RULES

Configure Website Filter below:

[DENY computers access to ONLY these sites |
FIREWALL SETTT

| Clear the list below.
ROUTING

ADVANCED WIRELESS Website URL/Domain

QOS ENGINE

NETWORK FILTER

Al CONTF

'WEBSITE FILTER

INBOUND FILTER.

FI PROTECTED
SETUP

ADV D NETV

GUEST Wi-F

TPV6 FIREWALL

1PV6 ROUTING

L uT
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PRI The Inbound Filter option is an advanced method of controlling data received from the Interet. = Give each rulea
PORT TRIGGERING With this feature you can configure inbound data filtering rules that control data based on an IP Name that is meaningful
to you.

P | ;| dress range.

RESIERCTHE Inbound Filters can be used for limiting access to a server on your network to a system or group of

METWORK FILTER systems. Filter rules can be used with Virtual Server, Port Forwarding, or Remate Administration
e | features.

ACCESS CONTROL » Up to eight ranges of

WEBSITE FILTER ADD INBOUND FILTER RULE
lame : used to disable ranges

FIREWALL SETTING: Action : already defined.

= Each rule can either
Allow or Deny access
from the WAN.

ROUTING Remote IP Range : Enable Remote IP Start  Remote IP End = The starting and
— | ending IP addresses are

ADVANCED WIRELESS [0.0.00 |[255.255.255.255 WAN-side address.

» Click the Add button
to store a finished rule in
I ———— [0.0.00 |[255.255.255.255 the Rul below.

ADVANCED NETWORK g Bttt
= [0.0.00 |[255.255.255.255

WI-FI PROTECTED [0.0.00 |[255.255.255.255
SETUP

GUEST Wi-Fi

[0.0.00 |[255.255.255.255
IPV6 FIREWALL

= ick the Delete icon

[0.0.00 |[255.255.255.255 in the Rules List to

permanently remove a
e.

1PV6 ROUTING

LOGOUT [0.0.00 |[255.255.255.255

[0.0.00 |[255.255.255.255
[ add || cancel |

24 — INBOUND FILTER RULES LIST

Remaining number of rules that can be created: 24

Name Action Remote IP Range

, )| I hitp://192.168.1.1/ad_firewall.php £ - & | I D-LINK SYSTEMS, INC. | W

—

VIRTUAL SERVER Helpful Hints...

FEARTTENLS DMZ means "Demilitarized Zone™. DMZ allows computers behind the router firewall to be accessible * DMZ:

to Internet traffic. Typically, your DMZ would contain Web servers, FTP servers and others. Only enable the DMZ
OB IATRIGGERTNG bl option as a last resort. If

QOS5 ENGINE Save Settings H Don't Save Settings you are having trouble
° using an application from

NETWORK FILTER

ACCESS CONTROL ports assodiated with the
— application in the
WEBSITE FILTER Enable SPT
Forwarding sectian.

INBOUND FILTER

FIREWALL SETTINGS

ROUTING

Enable NAT

ADVANCED WIRELESS
NAT ENDPOINT FILTERING
WI-FI PROTECTED
SETUP
o] Endpoint Independent
UDP Endpoint Filtering : () pddress Restricted

® port And Address Restricted

ADVANCED NETWORK

GUEST Wi-Fi

IPV6 FIREWALL
(7 Endpaint Independent

TCP Endpoint Filtering : () pddress Restricted

® port And Address Restricted

IPV6 ROUTING

LOGOUT

ANTI-SPOOF CHECKING

Enable anti-spoof checking

The DMZ (Demilitarized Zone) option lets you set a single computer on your network outside of the
router. If you have a computer that cannot run Internet applications successfully from behind the
router, then you can place the computer into the DMZ for unrestricted Internet access.




=/ POIt And Address Restricted

ANTI-SPOOF CHECKING

Enable anti-spoof checking : ]

HOST

The DMZ (Demilitarized Zone) option lets you set a single computer on your network outside of the
router. If you have a computer that cannot run Internet applications successfully from behind the
router, then you can place the computer into the DMZ for unrestricted Internet access.

Note: Putting 2 computer in the DMZ may expose that computer to a variety of security risks. Use
of this option is only recommended as a last resort. Checking the DMZ port confliction with
Shareport Web Access and Remote Management settings. When the port confliction occurs, the
priority of DMZ would lower than Shareport Web Access and Remote Management.
Enable DMZ : []
DMZ IP Address :

Computer Name

APPLICATION LEVEL GATEWAY (ALG) CONFIGURATION

PPTP : [
PSec (VPN) : 7]
RTSP : [/

SIP : 7]

| save Settings || Don't Save Settings |

I http://192.168.1.1/adv_routing.php D = & || D D-LINK SYSTEMS, INC. | Wl... %

FEATFERLERILE The Routing option allows you to define static routes to spedfic destinations.
PORT TRIGGERING | save settings || Don't save Settings |
QOS ENGINE -
NETWORK FILTER 32 - ROUTE LIST Spec e—
- that the TP
breadd @ sl Remaining number of rules that can be created: 32 packet must use to
transit out of the router,
CEaErEs Metric  Interface when this route is used.
INBOUND FILTER . inati :
oo | S Destnsion e
FIREWALL SETTINGS - | ] packets that will take this
ROUTING Netmask Gatew
ADVANCED WIRELESS | |
WI-FI PROTECTED Name Destination IP
SETUP
B —
ADVANCED NETWORK L Netmask Gateway D way:
— | | | The gateway TP addres:
GUEST Wi-Fi is the IP address of the
prem—— Name Destination IP rw)utf‘r,ﬂlf any, used to
IPvs ROUTING O | ] —
T Netmask Gateway 0
Name Destination [P
0 :
Netmask Gatew:
[ —
Name Destination IP
1 PVCL v
Netmask Gateway




, 01| I hitp://192.168.1.1/3¢chv_wlan.php

RTUAL SERVER
PORT FORWARDING
PORT TRIGGERING
QOS ENGINE
NETWORK FILTER

VEBSITE FILTER
INBOUND FILTER.
FIREWALL SETTINGS

ROUTIN

ADVANCED WIRELESS

ADVANCED WIRELESS SETTINGS

GUEST Wi-Fi
TPV6 FIREWALL

IPV6 ROUTING

, I hitp://192.168.1.1/adv_wps.php

VIRTUAL SERVER

PORT FORWARDING
PORT TRIGGERING
QOS ENGINE
NETWORK FILTER
ACCESS CONTROL

NEBSITE FILTER
INBOUND FILTER
FIREWALL SETTINGS
ROUTING

ADVANCED WIRELESS

D NETV
GUEST Wi-Fi
IPV6 FIREWALL
1PV6 ROUTING

LOGOUT

SETUP

O = & I D-LINK SYSTEMS, INC. | W

ADVANCED MAINTENANCE STATUS HELP

These options are for users that wish to change the behavior of their 802.11n wireless radio from
the standard settings. We do not recommend changing these settings from the factory defaults.
Incorrect settings may impact the performance of your wireless radic. The default settings should
provide the best wireless radio performance in most environments.

[ save settings || Don't Save settings |

WANCED WIRELESS SETTINGS

Wireless Band : 2.4GHz Band
Transmit Power :
WLAN Partition : [ ]
WMM Enable :
HT 20/40 Coexistence : ® gnable O Disable

Wireless Band : 5GHz Band
Transmit Power :
WLAN Partition : []

WMM Enable :

Save Settings || Don't Save Setfings

O~ & | D D-LINKSYSTEMS, INC. | Wl % &

Wi-Fi Protected Setup is used to easily add devices to a network using a PIN or button press.
Devices must support Wi-Fi Protected Setup in order to be configured by this method.

If the PIN changes, the new PIN will be used in following Wi-Fi Protected Setup process. Clicking on
"Don't Save Settings” button will not reset the PIN.

However, if the new PIN is not saved, it will get lost when the device reboots or loses power.

| save settings || Don't save Settings |

WI-FI PROTECTED SETUP

Enable
WiFi Protected Setup
Lock WPS-PIN Setup

]
Enable/Configured

PIN SETTINGS

PIN : 87874815

| Resct PIN to Defauit | | Generate tew P |

ADD WIRELESS STATION

Connect your Wireless Device

Save Settings | | Don't Save Settings |

< |O[E

Helpful Hints..

» It is recommended
that you leave these
parameters with their
default values. Adjusting
them could limit the
performance of your
wireless network.

« Enabling WMHM can
help control latency and
Jitter when transmitting
multimedia content over
a wircless connection.

Helpful

« Enable if other
wireless devices you wish
to indude in the local
network support Wi-Fi
Pratected Setup.

Admin” account
can change security
settings.

« Lock WPS-PIN
Setup Lacking the WPS
PIN Method prevents the
settings from being
anged by any new
cternal registrar using
its PIN. Devic

network using Wi-Fi
Pratected Setup Push
Button Configuration
(WPS-PIN).
k Connect your

Wireless Device to use

i Protected Setup to
add wireless devices to
the wireless network.



VIRTUAL SERVER
PORT FORWARDING
PORT TRIGGERING
QOS ENGINE
NETWORK FILTER
ACCESS CONTROL
WEBSITE FILTER
INBOUND FILTER
FIREWALL SETTINGS
ROUTING
ADVANCED WIRELESS

WI-FI PROTECTED
SETUP

GUEST Wi-Fi
IPV6 FIREWALL
IPVE ROUTING

LoGOUT

O - & || I D-LINK SYSTEMS, INC. [ Wl... % | | |&

These options are for users that wish to change the LAN settings. We do not recommend changing
these settings from factory default. Changing these settings may affect the behavior of your
network.

| save settings || Don't save settings |

Universal Plug and Play(UPnP) supparts peer-to-peer Plug and Play functionality for network
devices.

Enable UPnP IGD : [/]

If you enable this feature, the WAN port of your router will respond to ping requests from the
Internet that are sent to the WAN IP Address.

[Enable WAN Ping Response : [ |

TPV4 MULTICAST STREAMS

Enable 1Pv4 Multicast Streams

IPV6 MULTICAST STREAMS

Enable IPv6 Multicast Streams :

Save Settings || Don't Save Settings

ID hittp://192.168.1.1/2dv_gzone.php

VIRTUAL

PORT FORWARDING

PORT TRIGGERING
QOS ENGINE
NETWORK FILTER
ACCESS CONTROL
WEBSITE FILTER
INBOUND FILTER
FIREWALL SETTIN(

ROUTING

ADVANCED WIRELESS

WI-FI PROTECTED
SETUP

ADVANCED NETWORK
IPVE FIREWALL
IPVE ROUTING

LoGoUT

£ - & D D-LINKSYSTEMS, INC. |Wl... > | || &

Helpful Hints.

« UPnP helps other
UPRP LAN hosts
interoperate with the
rauter. Leave the UPnP
option enabled as long
as the LAN has ather
UPnP applications.

« For added security, it
recommended that you

disable the WAN Ping

Response option. Ping

ic often used by

malicious Internet use:

to locate active network:

usually detected
automatically. If you are
having problems
nnecting to the WAN,
lecting the speed
manually.

« Ifyou are having
trouble receiving video
on demand type of
senvice from the
Intemet, make sure the
Multicast Stream opfion
is enabled.

Use this section to configure the GUEST Wi-Fi settings of your router. The GUEST Wi-Fi provide a
separate network zone for guest to access Internet.

[ save settings || Don't save settings |

Enable Routing Between Zones :

SESSION 2.4GHZ

Enable GUEST Wi-Fi : [ [ijays v

Wireless Band : 2.4GHz Band

New Schedule

Wireless Network Name :
Security Mode :

D-Link DSL-2830AL_GUI| (Also called the SSID)

None v

Enable GUESTWi-Fi : [ [uways || New Schedule
Wireless Band : 5GHz Band
Wireless Network Name :

Security Mode :

D-Link DSL-2890AL_5Gt| (Also called the SSID)

None v

Save Settings | [ Don't Save Settings

your router.
The quest zone pravide a

rate netwark zone
for guests to acce
Intemet.




I http://192.168.1.1 /adv firewallvé.php

£~ & D D-LINKSYSTEMS, INC. |Wl... % | || &

VIRTUAL SERVER

PORT FORWARDING

The firewall settings section is an advance feature used to allow or deny traffic from passing
through the device. It works in the same way as IP Filters with additional settings. You can create

PORT TRIGGERING
more detailed rules for the device.

QOS5 ENGINE Save Seltings |[_Don't Save Settings |

NETWORK FILTER

Helpful Hints...

+ For each rule you can

ACCESS CONTROL IPV6 SIMPLE SECURITY

WEBSITE FILTER Enable IPv6 Simple Security : []

INBOUND FILTER

protocol and a port:
rang

« In order to apply a
schedule to a Firewall

FIREWALL SETTIN(

ROUTING
Remaining number of rules that can be created: 20

ADVANCED WIRELESS
Configure IPV Filtering below:

WI-FI PROTECTED
SETUP

ADVANCED NETWORK

Always v

Tum IPv6 Filtering OFF
Turn IPv6 Filtering ON and ALLOW rules listed
Turn IPvé Filtering ON and DENY rules listed

GUEST Wi-Fi
S —
IPV6 ROUTING Source 5
= L ]
LOGOUT
1P Address Range
Port Range
Dest s L
Name Schedule
1P Address Range
Source C
O

L ]

I http://192.168.1.1/acv_routingvs.php

VIRTUAL SERVER

Rl | This Routing page allows you to specify custom routes that determine how data is moved around
PORT TRIGGERING UL I
EEEn | save Settings || Don't Save Settings |
NETWORK FILTER
10 — ROUTE LIST
ACCESS CONTROL
S Destination IPv6 / Prefix Lel
WEBSITE FILTER Name ’—ng—‘f
INBOUND FILTER 0 61
FIREWALL SETTINGS
Metric Interface Gatew:
ROUTING NULL v ’_ay—‘
ADVANCED WIRELESS 1Pv6 / Prefix Length
——— | Name [ L 5 i
i prorec —
SETUP O 64
ADVANCED NETWORK Metric Interface Gateway.
GUEST Wi-Fi L ~| ‘
1Pv6 / Prefix Leng
IPVE FIREWALL Name ‘ / I/
s TG —
rsrome | g
LOGOUT -
Metric Interface Gateway
NULL V] | |
Destination IPv6 / Prefix Length
Name /
0 64
Metric Interface Gateway
NULL v| J
Destination IPv6 / Prefix Lel
Name /
O 64

20 - TPV6 FIREWALL RULES

define a schedule on the

page.

O~ & I D-LINK SYSTEMS, INC. | Wl... %

MAINTENANCE STATUS HELP

e

Helpful Hints...

- Each route has a
k box next to it

k thi you
want the route to be
enabled.

« The name field alk
You to specify a name for
identification of this
raute, e.g. ‘Network 2
« The destination IPv6
address is the add

the hast or network you
wish to reach.

= The prefix length field
identifies the portion of
the destination 1P in

« The gateway IP
address is the IP address
of the router, if any,
used to reach the
speified destination.



a I http://182.168.1.1/tools.php

2~ & | I D-LINKSYSTEMS, INC. |Wl.. % || T &

oo ]

EMAIL SETTINGS
SYSTEM
FIRMWARE
DYNAMIC DNS
DIAGNOSTICS
SCHEDULES

LoGOUT

92.168.1.1/tools.php

The "admin’ account can access the management interface. The admin has read/write access and
can change password.

By default there is no password configured. It is highly recommended that you create a password to
keep your router secure.

| save Settings || Don't Save Settings |

MIN PASSWORD

Please enter the same password into both boxes, for confirmation.

pasewrd :
verty password

Gateway Name : |psi-28904L

Enable Graphical
Authentication

Enable HTTPS Server

Enable Remote Management
Remote Admin Port

Remote Admin Inbound Filter
Details

SSH Local Management

Kemote AQMIN LNDOUNG FITer : | Allow All
Details = ajlow a1

SSH MANAGEMENT

SSH Local Management : [ ]
‘§SH Remote Management : [7]
SSH Remote Port : 2000
$SH Remote Inbound Filter :  allow All v

Details :  allow all

TELNET MANAGEMENT

Telnet Local Management : [ ]

Telnet Remote Management : [ ]
Telnet Remote Port © 2323
Telnet Remote Inbound Filter : | allow Al
Details = ajlow a1

TFTP MANAGEMENT

TFTP Local Management : [ ]
TFTP Remote Management : []
TFTP Remote Port : 5959

TFTP Remote Inbound Filter : | allow All v
Details :  allow all

Save Settings | | Dont Save Settings

O - & || ID D-LINK SYSTEMS, INC. | Wl... % | | &

Helpful Hints.

+ For security reasons,
it is recommended that
you change the
passward for the Admin
account. Be sure to write
down the new passwar:
to avoid having to reset
the router in case they
R ———

« When enabling
Remote Manag

want to have acc

your router, or leave it
blank to allow access to
any computer on the
Intemet.

= Select a filter that

If you do not see
the fiiter you need in the
list of filters, go to the

screen and create
a new filter.




a D hitp://192.168.1.1/to0ls_time php

ADMIN
TIME
SLOG
EMAIL SETTINGS

LOGOUT

BROAOBAND

The Time and Date Configuration option allows you to configure, update, and maintain the correct
time on the internal system clock. From this section you can set the time zone you are in and set

the NTP (Network Time Protocol) Server. Daylight Saving can also be configured to adjust the time
when needed.

| save Settings || Don't Save Settings |

TIME AND DATE CONFIGURATION

Time : 2000/01/04 00:04:28
Time Zone : [(GMT+10:00) Canberra, Melbourne, Sydney ~]

Enable Daylight Saving : []

Daylight Saving Offset : 0100 v

Daylight Saving Dates : Month Week Dayof Week  Time
DST Start [Jan Vv [1st v Sun VvV 12:00 AM v
DSTEnd [Jan ¥ |1st ¥| |Sun ¥ |12:00 AM v

AUTOMATIC TIME AND DATE CONFIGURATION

[¥] automatically synchronize with D-Link's Internet time server

NTP Server Used © [y dinccom ]| Update Now |

NTP Server Used : [ripTdriccon ]| Updetehon |

SET THE TIME AND DATI

Year 209V

Hour 0 had Minute

Sync. your computer's time settings

Save Seifings || Don't Save Seftings

P - | I D-LINKSYSTEMS, INC. [ Wl... % &

Helpful Hints.

« Either enter the time
manually by dicking the
Sync. Your Computers
Time Settings button,
or use the Automatic
Time Configuration
option to have your
router synchronize with a
time server on the
Intemnet

’ I http://192.168.1.1/tools_syslog.php

EMAIL SETTINGS
TEM
FIRMWARE
DYNAMIC DNS
DIAGNOSTICS
[EDULES

LoGouT

Product Page : DSL-2890AL

£ = & || I D-LINK SYSTEMS, INC. | Wl... % || &

Site Map

The SysLog options allow you to send log information to a Syslog Server.
[ save settings || Don'tsave Settings |

Firmware Version : Al

collects in one place the
logs from different

Enable Logging To Syslog : [/
Server

Syslog Server IP Address : << |[Computer Name v

SYSLOG SETTINGS c

the LAN

og server,
you can use this option
ta send the router’s logs
to that server.

| save settings || Don't save Settings |
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Helpful Hints...

The Email feature can be used to send the system log files and router alert messages to your email » You may want to
address. make the email settings
06 similar to those of y

ur
EMAIL SETTINGS | Save Settings || Don't Save Settings \ email client program.

EM

EMAIL NOTIFICATION

FIRMWARE
DYNAMIC DNS Enable Email Notification : [

DIAGNOSTICS

SCHEDULES EMAIL SETTINGS

LogouT FromEmail Address : [ |
- | To Email Address : l:l
Email Subject : [ ]

SMTP Server Address : l:l
SMTP Server Port :

Enable Authentication : []
Account Name

Password :

Verify Password :

SCHEDULE
On Log Full : ]
On Schedule : []
Schedule :

Detail :

Save Setfings || Don't Save Settings |

, =) | 1P http://192.168.1.1/tools_system.php £~ ¢ DY D-LINKSYSTEMS, INC. | Wl.. % | | | & &y 7y B

Product Page : DSL-2B90AL Site Map  Firmware Version : AU_1.02.10

Helpful

Once the router is configured you can save the configuration settings to a configuration file on your « Once your router is
hard drive. You also have the option to load configuration settings, or restore the factory default configured the way you
settings. want it, you can save
these settings to a
configuration file that
the event that the
router's default settings

Save Settings To Local Hard Drive : are restored. To do this,

dlick the Save button

next to where it says
Load Settings From Local Hard Drive : Save Settings to Local
File

Hard Drive.
Restore Configuration From

Restore To Factory Default Settings :
Reboot The Dovie:




, )| I http://192.168.1.1/tools firmware.php

ADMIN

TIME

SYSLOG

EMAIL SETTIN

£ - & | I D-LINK SYSTEMS, INC. [ Wl.., x || &

Site Map

Firmware Version : AU_1.02.10

Build Timestamp : 06172016

There may be new firmware for your router to improve functionality and performance.

Click here to check for an upgrade on our support site.

To upgrade the firmware, locate the upgrade file on the local hard drive with the Browse button.
‘Once you have found the file to be used, dick the Upload button to start the firmware upgrade.

Helpful Hints...

« Firmware Update
are released periodically
to improve the
functionality of your
router and also to add

f you run into
a specific
feature of the router,
check our support site by
kang on the Check

Now and see if an
updated version of
firmware s available for
your router.

FIRMWARE INFORMATION

AU_1.02.10
06/17/2016 1

DYNAMIC DNS Current Firmware Version :
DIAGNOSTICS ‘Current Firmware Time :

Check Online Now for Latest :
Firmware Version

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory defaults.
Before performing an upgrade, be sure to save the current configuration.

Check Now

To upgrade the firmware, your PC must have a wired connection to the router. Enter the
name of the firmware upgrade file, and click on the Upload button.

Upload :

Browis:

— o
a I nttp://192.168.1.1/tools_ddns.php £ = & | D D-LINK SYSTEMS, INC. |W... > | & i se B

SETUP ADVANCED MAINTENANCE HELP

Helpful Hints...

o zoon ]

The Dynamic DNS feature allows you to host a server (Web, FTP, Game Server, etc...) using a » Touse ghls feature,
‘domain name that you have purchased (www.whateveryournameis.com) with your dynamically
assigned IP address. Most broadband Internet Service Providers assign dynamic (changing) IP
‘addresses. Using a DDNS service provider, your friends can enter your host name to connect to
your game server no matter what your IP address is.

Sign up for D-Link's Free DDNS service at www.DLinkDDNS.com.

SYSLOG
m one of the

praviders in the drop

e

EMAIL SETTINGS

= We could also use
DDNS function for 1Pv6
with the same account
as TPvd.

DYNAMIC DNS SETTINGS .

¥

linkddns. com(Free)
DynDns.org{Custom)
DynDns.org(Free)

DynDns.org{Static

| save settings || Don't save settings |

DIAGNOSTICS

SCHEDULES
Enable Dynamic DNS :

Server Address :

Host Name :

or Key :

Password or Key : |

Verify Password or Key : |

L —

Status : Disconnected

DYNAMIC DNS FOR IPV6 HOSTS

Enable : ]
1Pv6 Address :

Host Name : (e.q.: ipve.mydomain.net)

IPV6 DYNAMIC DNS LIST

Enable Host Name

Save Settings \ | Don't Save Settings




a I hitp://192.168.1.1/tocls_check.php

D-Link

O - || D D-LINK SYSTEMS, INC. [ Wl... % = &

o ]

ADMIN

L This Diagnostics supports ICMP Ping Test and OAM F4/F5 Ping Test. It also display the connection
(SLOG status to local networks.

Helpful Hints.

= "Ping” checks whether
a computer on the

EMAIL SETTINGS THE CONNECTION TO L

DYNAM

DIAGNOSTI

HEDULES

LoGOUT

its fully qualified domain
name.

THE CONNECTION TO DSL SERVICE PROVIDER

Host Name or IP Address : I:l
Host Name or IPv6 Address : l:l

Enter 2 host name or IP address above and dick 'Ping’

D hitp://192.168.1.1/t00ls_sch.php

£ = & I D-LINK SYSTEMS, INC. W, X

CEN)) | e | oo DTN o [ w |

ADMIN

= The Schedule configuration option is used to manage schedule rules for "WAN", “Wireless", "Virtual
(5LOG Server”, "Port Forwarding”, "Applications™ and "Network Filter™.

EMALL SETTINGS 10 - ADD SCHEDULE RULE

Day(s) : (O all week ® Select Day(s)
Csun ClMon ClTue Clwed Cthu DR Csat

Allpay-24hrs : []

Time Format :
Start Time : ED (hour:minute)

(hour:minute)

10 — SCHEDULE RULES LIST

Remaining number of rules that can be created: 10

Name Day(s)

Helpful Hints...

= Schedules are used
with a number of other
features to define when
those features are in
effect.

ve cach schedule a
name that is meaningful
to you. For example, a
schedule for Monday
through Friday from
0pm to 9:00pm,
might be called "After

School".

« Click Add to add a
completed schedule to
the list below.

« Click Edit icon to
change an existing
schedule.

« Click Delete icon to
permanently delete a
schedule.
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DSL-2890AL, // SETUP ADVANCED MAINTENANCE STATUS “
DEVICE INFO Helpful Hints...

w All of your Internet and network connection details are displayed on this page. The firmware version | JERGICRCIIETE
STATISTICS. is also displayed here. Ir!t:_mel and WIRELESS

INTERNET SESSIONS GENERAL

'WIRELESS

, I http://192.168.1.1/status.php

Time : 2000/01/04 00:16:39
Firmware Version : AU_1.02.10 Fri 17 Jun 2016

ROUTING

IPvE
DSL Firmware Version : A2pG038i.d24h

DSL Line State : Disabled

1PV6 ROUTING

GOUT
DSL Line Rate - Upstream : 0 (Kbps)

DSL Line Rate - Downstream : 0 (Kbps)
mydlink Service : Non-Registered

Interface
‘Connection Type : PPPoE
Network Status : Disconnected
T
‘Connection Up Time : 0 Day 0 Hour 0 Min 0 Sec
MAC Address : b0:c5:54:d5:40:37
Local address : 0.0.0.0
Subnet Mask : 0.0.0.0
Peer address : 0.0.0.0
Primary DNS Server : 0.0.0.0
Secondary DNS Server : 0.0.0.0

92.168.1.1/status.php O - C || I D-LINK SYSTEMS, INC. [ Wl... % | | &

MAC Address : b0:c5:54:d5:40:35
IP Address : 192.168.1.1
Subnet Mask : 255.255.255.0

DHCP Server : Enabled

'WIRELESS LAN

Wireless Radio : Enabled
MAC Address : b0:c5:54:d5:4¢:35
802.11 Mode : Mixed 802.11n, 802.11g and 802.11b
Channel Width : 20/40MHz
Channel : 1

Network Name (SSID) : D-Link DSL-2830AL
Wi-Fi Protected Setup : Enabled/Configured
Security : WPA/WPA2-PSK
Guest Zone Wireless Radio : Disabled
‘Guest Zone Network Name : D-Link DSL-2890AL_GUEST

(SSID)
‘Guest Zone Security : Disabled

'WIRELESS LAN2

Wireless Radio : Enabled
MAC Address : b0:c5:54:d5:4¢:36

802.11 Mode : Mixed 802.11ac, 802.11n and 802.11a
Channel Width : 20/40/80MHz
Channel : 149




e
L
v

, I hittp://192.168.1.1/status.php O~ & | I D-LINKSYSTEMS, INC. |WI... x [T &
Guest fone Network Name : U-Link DSL-Z88UAL_GUES
(Ss1D)
‘Guest Zone Security : Disabled

‘WIRELESS LA

Wireless Radio : Enabled
MAC Address : b0:c5:54:d5:4c:36

802.11 Mode : Mixed 802.11ac, 802.11n and 802.11a
Channel Width : 20/40/80MHz
Channel : 149

Network Name (SSID) : D-Link DSL-2890AL_5GHz
Wi-Fi Protected Setup : Enabled/Configured
Security : WPA/WPA2-PSK

Guest Zone Wireless Radio : Disabled
‘Guest Zone Network Name : D-Link DSL-2890AL_5GHz_GUEST
(sSII

D)
‘Guest Zone Security : Disabled

LAN COMPUTERS

MAC Address IP Address MName(if any)
30:65:e:70:79:d1 192.168.1.2 Joseph-DJ
IGMP MULTICAST MEMBERSHIPS

IPv4 Multicast Group Address

TPv6 Multicast Group Address

ID http://192.168.1.1/5t_log.php

£+ & | I D-LINKSYSTEMS, INC. | WL, > | & oy ve

DSL-2890AL, /I m ADVANCED MAINTENANCE STATUS

LOGS

Helpful Hints...

The View Log displays the activities occurring on the router. « dick on the Save
e log file to

STATISTICS

[ save settings || Don't save settings |

INTERNET SESSIONS

WIRELESS
SAVE LOG FILE

ROUTING

IPv6 Save Log File To Local Hard Drive.

IPVE ROUTING = Check the log

frequently to detect

LoGouT LOG TYPE & LEVEL unautharized network
Log Type: | System [ Firewall & security | [ Router status | e el e
Log Level: O Critical I warning (®) Information

LOG FILES

Link To Email Log Settings

Previous

Time Message

Tue Jan 4 00:09:39
2000

Tue Jan 4 00:03:12
2000

Web logout from 192.168.1.2
Web logout from 192.168.1.2

;‘6‘5‘013" 323:4738  \weh logout from 192.168.1.2

;"6'0"0]““ 3233634 \wah logout from 192.168.1.2

Mon Jan 3 23:17:05
2000

Man Tan 2 320437

Web logout from 192.168.1.2




a I http://192.168.1.1/5t_stats php £ - & I D-LINKSYSTEMS, INC. [ Wl... > | _ &

LOGS

Traffic Statistics displays Receive and Transmit packets passing through the device. 1 ﬂl hsummagy 5
isplaying the number of
STATISTICS || Refresh statistics | | Reset statistics | packets that have passed

INTERNET SESSIONS between the Intemet

- | and the LAN since the
WIRELESS XDSL STATISTICS router was last initialized.

ROUTING Mode:
IPv6 Status: Disabled
IPVE ROUTING Link Power State:
LOGOUT
Downstream Upstream
Line Coding(Trellis):
SNR Margin (0.1 dB):
Attenuation (0.1 dB):
‘Qutput Power (0.1 dBm):
Attainzble Rate (Kbps):
Rate (Kbps)

Super Frames:

Super Frame Errors:

RS Words:

RS Correctable Errors:
RS Uncorrectable Errors:

HEC Errors:
‘OCD Errors:
LCD Errors:

192.168.1.1/5t _stats.php
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Total Cells:
Data Cells:
Bit Errors:

Total ES:
Total SES:
Total UAS:

xDSL BER Test

_
| vastansues _____________________|

LAN STATISTICS
Sent : 24718 Received : 8698
TX Packets Dropped : [] RX Packets Dropped : 1]
Collisions : 0 Errors : 0
‘WAN STATISTICS
Sent : 4 Received : 12
TX Packets Dropped : [} RX Packets Dropped : 0
Collisions : 0 Errors :
'WIRELESS STATISTICS - 2.4GHZ BAND
Sent : 17143 Received : 20
TX Packets Dropped : 1] RX Packets Dropped : 0
Collisions : 0 Errors : 20
| Collisions : L] Errors : 0 ‘
WIRELESS STATISTICS - 2.46HZ BAND
Sent: 17143 Received : 20
TX Packets Dropped : 0 RX Packets Dropped : a
Collisions : 0 Errors: 20
WIRELESS STATISTICS - 5GHZ BAI
Sent: 17174 Received : 60
TX Packets Dropped : 0 RX Packets Dropped : 0
Collisions : 0 Errors: 6
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D-Link

DEVICE INFO

Loy View the wireless dlients that are connected to the router. (& client might linger in the list for a few

STATISTICS minutes after an unexpected disconnect.)

INTERNET 0]

WIRELESS

ROUTING

NUMBER OF WIRELESS CLIENTS - 2.4GHZ BAND : 0

IP Address Mode Rate (Mbps) Signal (%)

NUMBER OF WIRELESS CLIENTS - 5GHZ BAND
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Site Map  Firmware Version : AU_1.02.10

DSL-2B90AL // SETUP ADVANCED MAINTENANCE STATUS

Loes Routing Table « Thisis a list of all
ting rules on router.
STATISTICS This page displays the routing details configured for your router. L L= T

———————————| ROUTING TABLE

Y Metric Iface
192.168.7.0 0.0.0.0 255.255.255.0 LAN
192.168.1.0 0.0.0.0 255.255.255.0 ] LAN
239.0.0.0 0.0.0.0 255.0.0.0 LAN
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DEVICE INFO Helpful Hints...

Lo All of your IPv6 Internet and network connection details are displayed on this page. = All of your WAN and

LAN connection det:

are displayed here.
pr— IPV6 CONNECTION INFORMATION i

STATISTICS

WIRELES! IPv6 Connection Type : Link-Local

ROUTING IPv6 Default Gateway : Mone
LAN IPv6 Link-Local Address : feB80::b2c5:54ff:fed5:4¢35 /64

LAN IPV6 COMPUTERS
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DEVICE INFO Helpful Hints.

LOGS » This is a list of all

1PV routing rules on
router.

STATISTICS
INTERMET S| IPV6 ROUTING TABLE
WIRELESS

ROUTING

IPvé

1PV6 ROUTING

LOGOUT




