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Package Contents

Contents of Package:

¢ One DCS-900 Internet Camera
*  One Installation CD-ROM

« OneAC power adapter

e One Camera Stand

¢ One Category 5 Ethernet Cable

If any of the above items are missing, please contact your reseller.

System Requirements:

Local Area Network: 10Base-T Ethernet or 100BaseTX Fast Ethernet
Recommended: PC, Mac or Notebook to access the Internet Camera

Web Configuration
¢ Java Enabled and Compliant Web Browser (recommended)
* CPU: Pentium Ill, 450 MHz or above
* Memory Size: 64 MB recommended
* VGA card resolution: 800x600 or above

IPView Lite Configuration
* Windows XP, Me, 2000, 98SE

* CPU: Pentium Ill, 450 MHz or above
* Memory Size: 128 MB (256 MB recommended)
* VGA card resolution: 800 x 600 or above
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Introduction

Congratulations on your purchase of the DCS-900 Internet Camera! The DCS-900is a
versatile and unique solution for your small office or home. Unlike a PC Camera, the
DCS-900 is a stand-alone system with a built-in CPU and Web server that transmits
high quality video images for monitoring. The DCS-900 can be accessed remotely, and
controlled from any PC/Notebook over the Intranet or Internet via a web browser. The
simple installation procedure and intuitive web-based interface offer easy integration
with your Ethernet or Fast Ethernet network. The DCS-900 also comes with remote
monitoring capability for a complete and cost-effective solution.

Features & Benefits

Simple to Use

The DCS-900 is a stand-alone system with a built-in CPU, requiring no special hardware
or software such as PC frame grabber cards. The DCS-900 supports both ActiveX mode
for Internet Explorer and Java mode for Internet Explorer and Netscape Navigator. All that
is required is a computer with current Web browser software.

Supports a Variety of Platforms

Supporting TCP/IP networking, HTTP, and other Internet related protocols, the DCS-900
can be utilized in a mixed operating system environment such as Windows, Unix, and
Macintosh. It can also be integrated easily into other Internet/Intranet applications because
of its standards-based features.

Ethernet or Fast Ethernet Support

The DCS-900 supports traditional wired transmission, making the DCS-900 easy to
integrate into your existing network environment. The DCS-900 works with a 10Mbps
Ethernet based network or 100Mbps Fast Ethernet based network.



Features & Benefits (continued)

Web Configuration

Using a standard Web browser, Administrators can configure and manage the Internet
Camera directly from its own Web page via the Intranet or Internet. This means anytime,
anywhere access to your DCS-900 from anywhere in the world!

Remote Monitoring Utility

The IPView Lite application adds enhanced features and functionality for the Internet
Camera and allows administrators to configure and access the Internet Camera from a
remote site via Intranet or Internet. Other features include image monitoring, recording
images to a hard drive, viewing up to 4 cameras on one screen, and taking snapshots.

Broad Range of Applications

With today’s high-speed Internet services, the Internet Camera can provide the ideal
solution for live video images over the Intranet and Internet for remote monitoring. The
Internet Camera allows remote access from a Web browser for live image viewing and
allows the administrator to manage and control the Internet Camera anytime, anywhere
in the world. Many applications exist, including industrial and public monitoring of homes,
offices, banks, hospitals, child-care centers, and amusement parks.



Connections

Rear Panel view

Ethernet Cable
Connector

[ DC Power Connecto:}

[ Reset Button }

Network Cable Connector
The DCS-900 features an RJ-45 connector for connections to 10Base-T Ethernet cabling
or 100Base-TX Fast Ethernet cabling (which should be Category 5 UTP twisted-pair
cable). The port supports the NWay protocol, allowing the DCS-900 to automatically
detect or negotiate the transmission speed of the network.

DC Power Connector
The DC power input connector is labeled DC 5V with a single jack socket to supply
power to the DCS-900.

Reset Button
Reset will be initiated when the reset button is pressed once and Power LED begins to
flash.

Factory Reset will be initiated when the reset button is pressed continuously for three
seconds or when the Power LED begins to light up. Release the reset button and the
Power LED will begin to flash indicating that the DCS-900’s settings are reverting back
to the factory settings. The IP address will also return to the default setting of 192.168.0.20.



Connections (continued)

Bottom Panel view

Stand Connector




LEDS
LED stands for Light-Emitting Diode.

Front view

Power LED

LANLED

Power LED
The Power LED is positioned on the right side of the DCS-900 lens. Steady green confirms
that the DCS-900 is powered ON.

Note:

There are three settings for the Power LED for monitoring purposes: Normal / Off /
Dummy. Please refer to the DCS-900 Camera Configuration section for detailed
information and usage.

LAN LED
The LAN LED is positioned on the right side of the DCS-900’s lens. It is located below
the Power LED.

Steady orange confirms a good connection to the LAN.

Depending on the data traffic, the LED will begin to flash to indicate that the DCS-900 is
receiving/transceiving from/to the LAN network.



Hardware Installation

Attach the Swivel Stand

Locate the stand connector on the bottom panel of the
DCS-900 and screw on the swivel stand to the base of
the DCS-900.

Attach the External Power Supply

Attach the external power supply to the DC power input
connector located on the rear panel of the

DCS-900 and connect it to your local power supply.
Note: Power source is confirmed when the green LED
Power Indicator located to the right of the lens on the
DCS-900 is illuminated.

Connect the Ethernet Cable

Connect the included Ethernet cable to the network
cable connector located on the back panel of the
DCS-900 and attach it to the network. Network
Connectivity is confirmed when the orange LED
Indicator on the DCS-900 located below the Power LED
is illuminated.




Security

To ensure the highest security and prevent unauthorized usage of the DCS-900, the
Administrator has the exclusive privilege to authorize all users. The DCS-900 supports
multi-level password protection/access to the DCS-900 that can be restricted by the
Administrator for defined users who have a User Name and User Password.

The Administrator can release a public User Name and Password so that when remote
users access the DCS-900 they will be allowed to view the images transmitted by the
DCS-900.

Note:

When the DCS-900 is used for the first time, it is highly recommended that the Administrator
set the Admin ID and Admin Password to constrain user access to the DCS-900 since
the Default settings are Null String (no password). Once the ID and Password are defined,
only the Administrator has access to the management of the DCS-900. This procedure
should be done as soon as possible since the security features of the DCS-900 will not
be enabled until the Admin ID and Admin Password is defined.
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Using the Setup Wizard

Follow the simple steps below to run the Setup Wizard to guide you quickly through
the installation process. Insert the D-Link DCS-900 Driver CD into your CD-ROM
drive. When the autorun screen appears, click Install Wizard to begin the installa-
tion.
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Using the Setup Wizard (continued)
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To run the Setup Wizard, click on
Start->Programs->DCS-900 Series Setup

Wizard.

Your camera’s IP Address will be w Setup Wizard

displayed here if it is valid.

Click Wizard to l@'
]
=

begin

12



Using the Setup Wizard (continued)

You must change the Admin ID and
Password immediately to protect
your camera against unauthorized
access. By default, the Admin ID and
Password are blank. To change the
Admin ID and Password, select both
Change boxes and enter a New ID
and New Password.

Click Next
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The IP Address, Subnet Mask of
your camera and Gateway must
correspond with your network settings
for you to access the camera. If you
are unsure of what these settings
should be, please check with your
network administrator.

Click Next
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If you need to make any changes,
click Back to modify your camera
settings. Otherwise, click Restart to
save and apply your settings.
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Click Restart

Your setup is now complete! Click
Link to automatically launch your
web browser and view your images.

Click Link
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DCS-900 Configuration

Web Configuration

After completing the Setup Wizard, you are ready to use your camera. The web
configuration utility is designed to easily access and configure your DCS-900.

From the Web Browser, enter the IP address that you assigned to your DCS-900 to
access the Welcome screen of the DCS-900. Press Enter.

/3 D-Link Systems, Inc. - Microsoft Internet Explorer i [
Elle Edit ‘iew Favorites Tools Help | ﬁ'
= ® — n .
- EY - ) <z i i ’ »
a Back \_J |ﬂ @ ._l\l ‘ P Search “}\(‘ Favarites w Media {3
Address | http:fj192.168.0.20 | B |Links >

D-Link

Building Networks For People

Note:

The PC’s IP address must correspond with the DCS-900’s IP address in the same
segment (i.e. PC=192.168.0.5, Camera=192.168.0.20) for the two devices to
communicate. For instructions on how to do this, please access instructions for
installing any of the D-Link Broadband Gateway products from support.dlink.com/

products.

Home Screen

After the camera’s IP address is entered in the Browser, the DCS-900 Home screen will
appear with a stillimage from your camera. There will be three options to choose from to
set up and view your Internet Camera:

- ActiveX
= Java
. Setup
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DCS-900 Configuration (continued)
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Configuration

Click on Setup from the Home screen to access the settings required for the DCS-900.

There will be several options in the Configuration page to choose from to setup your
DCS-900 and they are as follows:

Advanced

. System
. Video
Tools

. Admin

. Time

. Default
Status

Help
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DCS-900 Configuration (continued)

Advanced > System

The System menu allows you to configure and set up your DCS-900 for operation. If you
already set up your camera using the Setup Wizard, you may view/change your settings
here.

To access the System menu, click on the Advanced Tab in the menu bar, then the
System tab in the left hand bar and the System screen will appear as illustrated below:
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DCS-900 Configuration (continued)

Advanced > System

Camera Name:

This field is used for entering a descriptive name for the camera. The default setting for
the Camera Name is CS-xxxxxx, where xxxxxx are the last six digits of the MAC
Address. The maximum length is 32 characters (Printable ASCII).

Location:
This field is used for entering a descriptive name for the location used by the DCS-900.

IP Assignment:

Important Information
Access to the Internet Camera is gained by assigning a proper IP Ad-
dress. Please make sure to use a vacant IP address when you assign the
IP Address for the Internet Camera. This will prevent IP Address conflicts.

There are two options to select from the IP Assignment, either Manually Assign or
Assign Automatically Using.

Manually Assign

You can click Manually Assign and directly enter a valid IP Address for your camera.
Remember that your camera’s IP Address must correspond to your network settings
if you wish to change it here.

The default settings are as follows:

. Default IP —192.168.0.20

= Subnet Mask —255.255.255.0
= Default Gateway — 0.0.0.0
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DCS-900 Configuration (continued)

Advanced > System

Assign Automatically Using

Important
This options is recommended only for advanced users and network administrators
since it may be difficult to determine the IP Address of the unit after the IP Address
has been automatically asssigned. Itis recommended that an IP Address be assigned
manually.

If your network is using RARP, BOOTP, or DHCP Server you can Click Assign
Automatically Using and click on RARP, BOOTP or DHCP. Under this setting the
DCS-900 will automatically assign an IP Address from the RARP, BOOTP or DHCP
Server. Each time the DCS-900 starts up, be sure the RARP, BOOTP or DHCP Server

is set up to assign a static IP to your DCS-900.

If your application requires direct connection from an ADSL modem through the DCS-
900’s RJ-45 LAN port and you also have an ISP PPPoE account, click on PPPoE and
enter the Service Name, User ID and Password into the respective fields.

The DCS-900 will get an IP Address from the ISP each time it starts up.
DNS IP Address:

DNS (Domain Name Service) is an Internet service that translates domain names (ie.
www.dlink.com) into IP Addresses (ie. 192.168.0.20). The DNS |IP Address can be
obtained from your ISP.

LED Control:
The LED control allows you to set up the LED illumination as desired. This feature
provides flexibility when surveillance activity is ON.

There are three options as follows:

. Normal
Power -LED indicator is steady ON.
LAN- When LAN activity is present, the LED indicator will flash steadily
ON.

. OFF
Power - LED indicator is off.
LAN — LED indicator is off.

= Dummy
Power - LED indicator is steady ON.
LAN - LED indicator is ON with random flashing.

18



DCS-900 Configuration (continuea)

Advanced > System

The default setting for the LED control is Normal. When you have configured the LED
control the correct illumination will be applied after 1 minute.

Note: The three LED options allow the Administrator to customize the LEDs for
discreet camera operation in surveillance scenarios. In Normal Mode, the LED
indicator functions normally. Under Off Mode, the LED indicators are both OFF during
active monitoring. In Dummy Mode, the LEDs are active and monitoring is either
active or inactive.

Loading ActiveX From:

This field is used to specify the location of Xplug Control (ActiveX) plug-in program. Enter
the information as required in .ocx format, for example: http://www.<your company>.com/
xplug.ocx where <your company> must be replaced with your company’s DNS server.

Instructions for installing ActiveX from the driver CD is included in this manual. Please
refer to the Appendix.

Open Second Port:

The Open Second Port option is used when multiple cameras are being installed on a
network OR if you need to use a port other than the default Port 80 and 8481 for image
viewing. If you are installing only one camera and wish to use the default ports, you do
not have to open a second port on your camera. If you are installing a camera behind a
router, you must also open a port on your router for remote viewing of your camera. For
detailed instructions on how to do this, please refer to the next section of this manual on
how to install the DCS-900 with a router. For each additional camera that is installed,
you must select the Open Second Port option and assign the approriate Web server and
Transfer Image Ports for each camera to enable remote viewing.

For example, for a multiple camera installation, you can open the second port for each
additional DCS-900 from Port 81 to Port 85 as follows:

Internet Camera 1 —IP 192.168.0.101, second Web Port 81
Internet Camera 2 —IP 192.168.0.102, second Web Port 82
Internet Camera 3 —IP 192.168.0.103, second Web Port 83
Internet Camera4 — IP 192.168.0.104, second Web Port 84
Internet Camera 5 —IP 192.168.0.105, second Web Port 85
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DCS-900 Conflg uration (continued)

Advanced > System

The Transfer Image Port must also be assigned a port number for multiple camera
installation, beginning with Port 8482:

Internet Camera 1 — IP 192.168.0.101, second Web Port 8482
Internet Camera 2 — IP 192.168.0.102, second Web Port 8483
Internet Camera 3 — IP 192.168.0.103, second Web Port 8484
Internet Camera 4 — IP 192.168.0.104, second Web Port 8485
Internet Camera 5-IP 192.168.0.105, second Web Port 8486

Note: If you are installing multiple DCS-900 and wish to use the default 192.168.0.20
address, remember to assign this address to the LAST camera that you plan to install
to avoid conflict of IP Address.

IMPORTANT: You MUST also set up your router/gateway for Port Mapping--this will
enable remote viewing of your camera via the Internet. Please refer to your router’s
instruction manual on how to open up Ports. For additional help on configuring your
camera to work with your router, please refer to the next section on setting up your
camera for use with a router. For installing multiple cameras, TWO ports per camera
must be opened on your router, the Web server and image transfer port.

Apply/Cancel:

After making sure all your settings are correct, click on the Apply button to store the
settings. You can alternatively click on the Cancel icon to restore all settings to the
values last saved to or retrieved from the DCS-900.
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DCS-900 Configuration (continued)
Installing the DCS-900 Behind a Router

Single Camera Installation

If you are installing a single camera on your network the installation is an easy 4—step
procedure:

1) Identify Your Camera on the Network

2) Assign a Local IP Address for Your Camera

3) Determine Your Router’'s WAN IP Address (Enable Remote Viewing)
4) Open Virtual Server Ports for Your Router (Enable Remote Viewing)

Multiple Camera Installation

If you are installing multiple cameras on your network, the installation is an easy 5-
step procedure:

1) Identify Your Camera on the Network

2) Assign a Local IP Address for Your Camera

3) Opena Second Port on the Camera

4) Determine Your Router’s WAN IP Address (Enable Remote Viewing)
5) Open Virtual Server Ports for Your Router (Enable Remote Viewing)

21



DCS-900 Configuration (continued)
Installing the DCS-900 Behind a Router

1) ldentify Your Camera on the Network

Once you are logged into the camera via a web browser on your network PC,click
on the Advanced Tab, and select System. Enter a unique Camera Name and
Location. These settings are important if you are installing several cameras on your
network.

DCs-900

Internet Camera

I@] T Advanced W

_ Unique
- "“"‘""—E"‘"']":' st camera
I [t k]
e ;"“'”‘ o : name and
System — location
IF Asegnment & Manally Arsign
IF Address 108 164025
Subnei Mlnk  |25A 2 2660

Confrul Gabmway - 1EAE01
Identify Your Camera on Your Network

2) Assign a Local IP Address for Your Camera

AlLocal IP Address is required to configure your camera and to view your

camera within your local (home) network. You may use the default camera IP
Address of 192.168.0.20. If you wish to use a different IP Address, be sure that the
camera settings correspond to your network settings. The Default Gateway will be
the IP Address of your router’s Local IP Address(i.e.192.168.0.1 if you are using a D-
Link router)

Enter a valid

oCs-900 IP address
Intarnet Camera for your
camera.

@ | S awvences

y System Sehting
A Camern Hame CE1GEAE
Location
Syatem
IF Assgnment & Marnalhy Assign
oo ¥ Addrees 16216026

Fubret bk 2EG2E2EN
Deafak Gabmwray - (1H21EANA

Assign a Local IP Address
22




DCS-900 Conflguratlon (continued)

Installing the DCS-900 Behind a Router

Assigning and opening second port in the DCS-900

( For Installing Multiple Cameras)

Opening ports will allow users to view the camera via the Internet. The ports that
are opened must be unique for each camera in order to successfully view the
images remotely.

3) Open Second Port
The Open Second Port option is used when multiple cameras are being
installed on a network OR for using a port other than the default port for
image viewing. For each additional camera that is installed, you must
select the Open Second Port Option and assign the appropriate Web
server and Transfer Image ports for each camera to enable remote
viewing.

By default, ports 80 (Web server port) and 8481 (for camera image
viewing) are open. If these ports are available for use, you DO NOT have
to open a second port and can proceed to the next section. If port 80 is
not available (for example, if you are already using port 80 to run a
webserver or your ISP blocks access on port 80%) you MUST open a
second port and designate a new Web server port (81, 82, 83,...etc) AND
anew image transfer port (8482, 8483,...etc). IMPORTANT: Be sure to
take note of these settings since these same settings will be used to

configure your router.
open Second Pot O ¥es EHe | Enter the
1 Web Server - Tiefult 00 desired port
i .
2 Transfer Image - Defanlt 5481 SettlngS for
B4E1 your camera
‘ here.
@ O
Apply  Comcel
] D

Open a Second Port for Your Camera

*IMPORTANT NOTE: Some ISPs block traffic on commonly used ports like port
80 to conserve bandwidth. Be sure to check with your ISP so that you can open
the appropriate ports accordingly. If your ISP does not pass traffic on port 80, you
will need to change the service port the camera uses from 80 to something else,
like 800. If you are behind a residential gateway, you will need to open the
corresponding port on your gateway as well. Not all gateways are the same, so
refer to your user’s manual for specific instructions on how to forward ports.

23



DCS-900 Configuration (continued)
Installing the DCS-900 Behind a Router

ROUTER SET-UP AND INSTALLATION

The following steps generally apply to any router that you have on your network. The
D-Link DI-614+ is used as an example to clarify the configuration process.

-6 2+ - PMcrinl Ieiet Eriphiies iS5 x|

EM L T S e B

FHEE s SR A Y et e O T SRR e |
Rk (e

dvars (2] (Co0wens o Settigehdy eshioplsBI1 1+ hivds_deachind

DI-614+
Enhonced 2.4GHz Wireless Router
: o Funmwain Vession: |
=
BEAC Bl dress u
e — 1P Arfrlresss
Salert ] Mask
DHCPE Sermr
Your WAN |P
WA
AL Arddress Address.
s information
I Al peess will be listed
Soulieei] Mgk
s - @ here.

Determine Your Router’s WAN IP Address

Note: Because a dynamic WAN IP can change from time to time depending
on your ISP, you may want to obtain a Static IP address from your ISP. A
Static IP address is a fixed IP address that will not change over time and will
be more convenient for you to use to access your camera from a remote

location.
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DCS-900 Configuration (continued)
Installing the DCS-900 Behind a Router

ASSIGNING AND OPENING VIRTUAL SERVER PORTS

5) Open Virtual Server Ports To Enable Remote Image Viewing
The Virtual Server Ports of your router must be opened for remote access to
your camera. This is also referred to as port forwarding. Please proceed as
follows:

Select Enabled to enable virtual server settings.

Enter your camera’s Local IP Address (Step @) in the Private IP
field.

Select TCP under Protocol Type.

If you are using the default camera port settings, enter 80 in to the
Public and Private Port section®.

Schedule should be set to Always so that the camera images can
be accessed at any time.

In the Virtual Servers List, a check mark appearing before the
camera name will indicate that the ports are enabled.

Click Apply to save your settings. Note: If you are installing multiple
cameras, be sure to open TWO ports per additional camera installed:
port 81, 82, etc. for web server and port 8482, 8483, etc for image
transfer.

¢

[ Home INTCTITLBR Tools Status Help

Virtual Server is used to allow Internet users access to LAN serices

Virtlual Server
@ Enabled © Disabled

T kLo ke
Private IP 192168025 |
Protocol Type ‘ TEP T‘
' Filters Frivate Pot |82 |
Public Pot (82|
lm’ Schedule @ Always
O From time |00 (%] |00 v || AM %[0 |00 v || 00 v || AM ¥
' DMZ day |iu_n vh” Sun_ v‘
J— @ 9O
Performance 3
al Servers List Apply Cancel Help
MName Private [P Protocol Schedule
Local Security Camera 1 192.168.0.35 TCP 84/84 aways [0
Local Security Camera 1 192.168.0.35  TCP B485/8485  always  [4f
Local Security Camera 2 192.168.0.30 TCP 83/83 always Qﬂ[
Local Security Camera 2 192 168030 TCP B484/8484  always [ 4T

Mame ‘Lucal Security Camera 3 |

Opening Virtual Server Ports on Your Router
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DCS-900 Configuration (continued)
Installing the DCS-900 Behind a Router

*IMPORTANT NOTE: Some ISPs may block access to port 80. Be sure to check
with your ISP so that you can open the appropriate ports accordingly. Some ISPs
block traffic on commonly used ports to conserve bandwidth. If your ISP does not
pass traffic on port 80, you will need to change the service port the camera uses from
80 to something else, like 800. If you are behind a residential gateway, you will need
to open the corresponding port on your gateway as well. Not all Gateways are the
same, so refer to your user’s manual for specific instructions on how to forward ports.

Viewing Your Camera

After all settings have been entered correctly, a user inside or outside your
network will have access to the camera through a standard web browser. To
access from the Internet, simply type in the Static IP Address of the router
given to you by your ISP (Step 4), a colon, and the port number that you gave
your camera. (Ex. http://205.163.122.96:83). To access from a computer on
your local (home) network, simply enter the local IP Address of your camera
(i.e.192.168.0.35).

Vi w e e —— ‘\ﬂ_ll
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Viewing Your camera
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DCS-900 Configuration (continued)

Advanced > Video

The Video menu allows you to control and adjust the image settings for your DCS-900.
Click on Video on the left hand panel and the Image screen will appear as shown in the
following illustration:

DCs-900
Internet Camera

[ﬂ [ Home [TPTRTY
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Sanpratien Coral |_'|_E| Ijl B4 |E| |F_I

Lght Frequancy D 50Hz &&0He

@ 9

Apply  Comcel

Video Resolution:
Select the desired video resolution format: 320x240 (default) or 640x480.

Compression Rate:

Select the desired compression rate ranging from very low to very high. Higher video
compression rates will generate more compact file sizes with less video quality, and lower
video compression will result in larger files with higher video quality. The default setting is
Medium.

Frame Rate:

Select the frame rate desired. Use the default setting of Auto for optimal results.

Brightness Control:
Allows you to adjust the brightness level. The default setting is 64.

Contrast Control:
Allows you to adjust the contrast level. The default setting is 64.

Hue Control:
Allows you to adjust the hue level. The default setting is 64.
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DCS-900 Configuration (continued)
Advanced > Video

Light Frequency:

Adjust the light frequency to suit your area of operation. 50 Hz and 60 Hz variants are
available to accommodate the different light frequencies found in USA (60 Hz) and Europe
(50 Hz) for optimal image quality.

Apply/Cancel:

After making sure all your settings are correct, click on Apply to store the settings. You
can alternatively click on Cancel to restore all settings to the values last saved to or
retrieved from the DCS-900.

Tools > Admin

The Tools->Admin menu allows the system administrator to assign users permission
to monitor the DCS-900 from a remote site.

Click on Tools, then Admin in the left hand panel to access the Admin menu.

DCs-900
Intarnat Camara
- Amin T
Adren Pecogond
Cophirm Faspwerd | Bew |
e
— Tizer Mame
| Detautt Daer Passugld |
Dielore Us
= Ll i
The default setting
for Admin ID is
blank (Null String).
. : . You need to key in
IEnter the Adl_mn To confirm the Alen the Admin ID with a
assword with a Password, type in your maximum lenath of
maximum length of 8 password again. 12 (Printable ESCII)
(Printable ASCII) characters
characters. '
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DCS-900 Configuration (continued)

Tools > Admin

Add User

User Name:

Enter the user name in this field. A maximum of 8 user names are allowed, however
each user name must be different. Each user name can be used as a group. For
example, if the User Name is Guest and the User Password is Guest, anyone can
access the DCS-900 using this information. The maximum length for the User Name is

12 characters (Printable ASCII).

User Password:
Enter the user’s password you want to assign to the specific user-name. The maximum

password length is 8 characters (Printable ASCII).

To add a new user name, input the necessary information first and click on Add.

Delete User: Select the user you wish to delete from the pull down menu and click on
the delete icon.

Important Information
Once the administrator has added users for the DCS-900, users will be required to
enter a login password to access the video image from the DCS-900. The passwor
dialog box is illustrated below.

e N [
'E’:__\ Flaszs bps you 1o neee snd pusead.
ks 142 1EB0 254
Pyl Ahren
Lkt Here |
Bamresd |
F Liren b parssardin g pazsveard ind

[ ] cee
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DCS-900 Configuration (continued)

Tools > Time

The Time menu sets the DCS-900’s time and date requirements to provide correct
information to users who are accessing from a remote site. The two options in the Time
settings are Synchronized with Time Server or Set Manually.

Click on Time in the left hand panel and this screen will appear as illustrated below:

DC3-900
Internat Camaera

@) [ Home _ Advanced R T BN Status  Help |

. Diare & Time
* ) Smecheonieed with Ture Sareer
= -
Bdemiin
Pratocal BHTF  C Time
TaneZ e +0 * How
Thme
= Tat Mannaly
- = D= - [2003H-12 Gyvy-mm-did
I-M'" Time ; 6163 (bhmmss)
9 9
Apply  Coneel

DateTime:

Select Synchronized with Time Server and the time will be based on the GMT setting.
This is the default setting for the DCS-900. Using a time server with your camera is
recommended for time/date accuracy for your recorded video images and is critical for
surveillance applications. Public time servers are available on the web. You must choose
the appropriate time server matching your region of operation.

The NTP server web addresses listed below will set the time server.
http://www.eecis.udel.edu/~mills/ntp/clock1a.htm
http://www.eecis.udel.edu/~mills/ntp/clock2a.htm

IP Address:
Enter the IP Address of the Time Server in this field. The IP address will be listed with
the time server information on the web.
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DCS-900 Configuration (continued)

Tools > Time

Protocol:
Two options are available for linking with the Time Server. The default setting is NTP.

TimeZone:
The System administrator must select the time zone for the region. Please refer to the
Appendix for the time zone selection table.

To set the Time manually select Set Manually. The system administrator must then
enter the Date and Time in the respective field manually. When Set Manually is selected,
each time the DCS-900 is powered off, the time must be reset manually at reboot.

Apply/Cancel:

After making sure all settings are correct, click on the Apply icon to store the settings
in the DCS-900. You can alternatively click on the Cancel icon to restore all settings to
the values last saved to or retrieved from the DCS-900.
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DCS-900 Configuration (continued)

Tools > Default

The Default tab contains commands for restarting the DCS-900.
Click on Tools, then the Default tab in the left hand panel and the Tools screen will
appear as illustrated below

DC3-900
Internot Camaera
. Heret
- Do you really wank b ceset this dewce? [EE |
I Admin Fartory Fenet
Tin wou renlly wank to Eactory reset this device? | ‘|E5_|
[ Time
Ginfaule

Factory Reset:

A factory reset restarts the DCS-900 and returns all settings to their default values. The
Factory Reset panel contains the message “Do you really want to factory reset this
device?” and a YES button. If you do not want to carry out a factory reset command, exit
the panel without clicking YES, otherwise click on the “YES” icon and factory reset will
be initiated.

Warning
The Network settings must be reconfigured after a
Factory Reset!

Status

The Status menu displays information about your DCS-900.
Click on Status and the Information screen will appear as illustrated below:

DCs-900

Internat Camara

[q status EETI

i Enfarmatinn
é Mol L5300
Frorwnre Wersen 2.06 [2003-02-12)
Mac Address ODFF 1111 66 88
IP Addrass 192 168.0.23

The Information table provides detailed information about the DCS-900 such as the Model
Name, Firmware Version, Mac Address, and IP Address.
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DCS-900 Configuration (continued)
Status

Completing Your Camera Configuration

Once the configuration is completed, click on Home to return to the Home screen and
select the desired Viewing Image using either ActiveX Mode or Java Mode as described

in the next section.
The last step is to position the DCS-900 and adjust the focus, by manually turning the

lens clockwise or counter-clockwise to the desired image quality.

ActiveX

To view video images from the browser, click on ActiveX in the Home screen, and the
following screen appears below:

%]

Fle Edb Wes Fenoies  Took  Help A
Qe - D (] (8 € Do Sireons @ren @3- 5 E

& httpefj192. 168, 0. 20y Harss b Lo 5“ it

DC3-900
Internat Camara
-
Home

] Prae: 17, TERA SRR P2 P B Irturat

7% start 8 Wndoes Eapl = 8 .
Camera Name - The Camera name will be displayed in the top bar located above the

camera image when the Camera Name field is entered in the Web Configuration setting
under Advanced > System.

Location- The location of the DCS-900 will be displayed when the Location
field is changed in the Web Configuration settings under Advanced > System.

33



DCS-900 Configuration (continued)
ActiveX

Date/Time - The date/time of the DCS-900 will be displayed according to your time
server settings or from settings you have made manually.

Note:
Please refer to the Appendix for instructions on how to install ActiveX.

Java

Click on Java from the Home screen to access the video images from the Internet
Explorer or Netscape browser as illustrated below:

Fe Edt Vew Fewiss Toks Heo o
Qe - © (o [& ) Peen e @ive @3- 5 E
Sk | 8] htpe ({150, 188 0L 2T Horss hire w -ﬂsu W
DC3-900
Internat Camera

o
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DCS-900 Configuration (continued)

Java

Camera Name - The Camera name will be displayed when the Camera Name field is
changed in the Web Configuration setting under Advanced > System.

Location - The location of the DCS-900 will be displayed when the Location field is
changed in the Web Configuration settings under Advanced > System.

Date/Time - The date/time of the DCS-900 will be displayed according to your time
server settings or from your manual settings.

IPView Lite Application
Installation

IPView Lite software is included for administrators to manage up to 4 DCS-900s
remotely, record to hard drive, and configure advanced settings for the DCS-900.
IPView Lite is a complete software management tool for the DCS-900 and includes all

configurable settings available in the web configuration utility.

Insert the CD-ROM into the CD-ROM
drive to initiate the auto-run program.

A menu screen will appear as shown
on the right.

Click Install
IPView Lite

[nféhet Eafnera
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IPView Lite Application Installation (continued)

‘welcoma bz the Inctall hedd 'S'oed Te
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T | rctalhuakd® ifird wllriall Pl s on por
OO T ponkrwss okl Hest

Click Next

Click Yes

Click Next
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IPView Lite Application Installation (continued)

Click Next

Tpiect Pezgpram Foude
Plshid il & Drogees bikds

Cghups vl el progeans cone ko b Progeans Folde ieted bakow. o res bps s raes Folde
it 0 feshsol vt W e swisbing) Fodckess Bl Tk Mt s Contine.

Preguars Fridan-

Exting Foldarz

et Setaon
EMITY

Click Finish

Incial b '<orond

Tnstalf ekl 'w'ausd Complons

Esghupihan firichad nctaling | Famed e onipos compoler

T L

After successfully installing the IPView Lite, the application program for the DCS-900
is automatically installed to \Programs\IPView Directory.

To start running the IPView Lite click on windows Start > Programs > IPViewLite >

IPViewLite.

Enter the default User Name:
admin into the respective field
and click on OK to log into the
application.

Click OK

D Login

D-Link

Pl Petworks for Progle

Usger Mame: |

Pazzword: ]

Cancel
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IPView Lite Application Installation (continued)

Once logged in, the IPView Lite application is executed and the IPView Lite interface
will appear as follows in the default List View format:

D IPViewLite - [New Configuration] M=
File “ew Camera Tools About
LaEEUHE SSEAGOR
I Marme: IF Address MAC Address Location Local Tirme Stakus
< | =
8/1742003 1:02 P
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IPView Lite - Getting
Started

This section describes the operation of the IPView Lite application User Interface with
detailed procedures for using the application.

IPView Lite

IPView Lite allows you to manage your cameras by enabling you to search, configure
and preview all the DCS-900s from one location.

Itis designed with a user-friendly interface for ease of control and navigation.

D IPViewLite - [New Configuration] M=

Eile Wwiew Camera Tools About

OAEE UHE &&FEM®
Mame IP Address MAC Address Location Local Time Status

DR Link DCS-900 | 192,168.0,20 000316080800 | | z002-1-1 1:10:53

List view format

| =
9172003 1:02 P

|
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IPView Lite - Getting Started (continued)

How to Change the Password

Change Password

When IPView Lite is used for the first time, it is highly recommended that the Administrator
change the User Name and Password for security purposes. Once the User Name
and Password are defined, only the Administrator has access to the management of
IPView Lite applications. This procedure should be done as soon as possible to prevent
unauthorized usage of the IPView Lite application.

User Mame: |

Pazzword: l

{B]; | Cancel

To change the administrator User Name and Password, select Tools > Options. The
Options dialog box will appear (see below).

Arcount |5¢dln|:m.lﬂ| Flatwrdag Confpuaston

Lt Hiine: | e

Fars i |
Corbm: |

:ﬂ|Lm-|

Enter a User Name and enter the Password twice. Once all the new details are
entered click OK.
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IPView Lite - Getting Started (continued)
How to Change the IP Address

Changing the IP Address

To change an IP Address for a camera, select Camera > Add. An Add Camera dialog
box will appear (see below).

I Add Camera [‘$_<|

|P Address: |

Cancel | Browse... |

Click on Browse. The Browse Camera dialog box will appear with a blank screen (see
below).

Name: |M.°.C address |IP Address

Search Cancel
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IPView Lite- Getting Started (continued)
How to Change the IP Address

Click Search. IPView Lite will detect and search all the available cameras that are
installed on the local area network (example below.)

D Browse Camera g|

Tom kest 0.255.248:41.51.92 3
LEC-Y300-355538 0.128.200,53,85.56 192.168.0.20
LEC-3000 0.3.27.22.128.170 192.168,0,245

Add

Highlight the camera you wish to change and click Change IP. If you have already
chnaged the administrator user ID and password, you will be prompted to enter your
admin ID and password before IPView Lite will allow you to change the IP Address for
the DCS-900.

D Change IP Address [5_<|

|F Address: “

Subriet Mask: ‘

Diefault Gateway: ‘

| ar ! Cancel

Enter the new IP Address, the Subnet Mask and the Default gateway into the respective
fields and click OK. IPView Lite will apply the new IP Address to the camera.
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IPView Lite- Getting Started (continued)
How to Add a Camera

To add a new camera select Camera > Add from the IPView Lite. An Add Camera
dialog box will appear. (See below.)

| | G | Erosss |

Enter the IP Address of the camera in the specified field and click Add. If the IP Address
is entered incorrectly or if you have a bad network connection, a dialog box will appear
to notify you of the error. To add cameras in IPView Lite, check that you have your
network configured correctly. To add a remote camera, you need to have Internet access.

L) "_n,, Inwalid IP Address.
)

If you are unsure of the IP Address of the camera, you can click on Browse to search
for cameras on your local area network. The Browse Camera dialog box will appear

with a blank screen. (See below.)

Note: Only cameras on your local area network can be located using Browse
in IPView Lite. If you want to add a camera via the Internet, you must enter in
a physical IP Address. Remember that if your camera is behind a router, you
will need to key your router’s WAN IP followed by a colon, then the port number
that is assigned to your camera, i.e. 10.10.10.80:800, where 10.10.10.80 is
your router’s WAN IP and :800 is the port that your camera is using. Please
refer to the DCS-900 Configuration, Installation Behind a Router section of this

manual for details.

hisw: | T [P tediest

| | geah | Lewd |
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IPView Lite - Getting Started (continued)
How to Add a Camera

Click on Search. IPView Lite will detect and search for all the available cameras that
are installed on the local area network.

D Browse Camera @
Fikdranm Fikdrann
EC-# 305 1), L3 2000 5 45 5 1321580 20
EC-430T L] L3170 142,15 4 295

| _owms |[]_omt |

Highlight the camera you wish to add and click on Add. The Add Camera dialog box
will appear once again with the IP Address entered. Click on Add. The camera will be
automatically added into the IPView Lite list view format.

Alternatively, you can double-click on the camera you wish to add and the Add Camera
dialog box will appear once again with the IP Address entered. Click on Add, and the
camera will be automatically added into the IPView Lite list view format.

I) Add Camera E|

|P fddress: |1 92.168.0.20

Add Cancel | Browsze. . |
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IPView Lite- Getting Started (continueq)

How to Add/Delete a Camera

If the Login Camera dialog box appears, make sure to enter the correct User Name
and Password. Click OK. The camera will be added into IPView Lite, in list format. If
the User Name and Password are entered incorrectly, the camera will not be added

into IPView Lite.

The Login Camera dialog box will appear only if your have already set the User Name
and Password during the Web Configuration setting.

How to Delete a Camera

To delete a camera you must highlight the camera you wish to delete from IPView Lite
list view format. From the menu bar select Camera > Delete. A Delete Camera dialog
box will appear. Click Yes to delete the camera, or click No if you do not wish to delete

the camera.

Delete Camera |

Dl yiou want o delete the camera?

Click Yes
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IPView Lite- Getting Started (continued)

How to Format the Camera view

From the menu bar select View > 4 Cameras. You may also choose to view 1 camera
on one screen. The viewing screen will appear with the video image. (See below.)

The icon on the upper left corner of the screen will appear with the camera number
that is being displayed.

To return to the IPView Lite list view format, right-click on the icon located on the upper
left corner of the screen and a case sensitive menu will appear. Select List and the
viewing image will return to the list view format.

A maximum of 4 cameras are available for viewing with the IPView Lite application.
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IPView List - Getting Started (continued)

How to Rotate the Video view

In View Mode format, click on the icon located on the upper left corner of the screen and
a pop-up menu will appear.

0
E « Enable Fa

Iﬁ Raokake F!.ight
-
" &7 Rotate Lefk

I'EI Snap shat F5
[®] Start F7
s List Chrl+F1
[ ] 1 camera Chrl+F3

m 4 Cameras Ckrl+F4

Previous Page F11
Mext Page Flz

Once you click Rotate Right or Rotate Left in the menu, the video will rotate 90 degrees
to the right or left.

How to take a Snap-Shot with the Camera

To take a snap shot with the camera, you must highlight the camera you wish to use
from the IPView Lite list view format. From the menu bar select Camera > Snap
shot. A Save Image dialog box will appear for you to save the snap shot picture.

Alternatively, select from the viewing mode either 1 or 4 cameras. Click on the icon
located on the upper left corner of the screen. A case sensitive menu will appear. Select
the Snap shot icon. A Save Image dialog box will appear for you to save the snap shot
picture.
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IPView Lite- Getting Started (continueq)
How to Start Recording

To start recording with a camera you must highlight the camera you want to use from the
list view format. From the menu bar select Camera > Start. An AVI file will appear in
your IPView Lite folder to save the recorded videos.

Alternatively, in the viewing mode (using either 1 or 4 cameras), right-click on the icon
located on the upper left corner of the screen. A case sensitive menu will appear. Select
the Start icon. An AVI file will appear in your IPView Lite folder to save the recorded
videos.

Note :
You must stop recording before changing any camera settings.

How to Stop Recording

To stop recording with a camera, you must highlight the camera you wish to stop from the
list view format. From the menu bar select Camera > Stop. The recording function will be
stopped.

The other alternative is to right-click the icon located on the upper left corner of the screen

under the viewing mode of either 1 or 4 cameras; a case-sensitive menu will appear.
Select Stop. The recording task will be stopped.
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IPView Lite - Getting Started (continued)

Camera Property Settings > General

Once you have completed the initial configuration of the DCS-900 using the Web-based
interface, you can review or change your configuration using either the Web-based
configuration utility or the Property Settings in the DCS-900 IPView Lite.

To access the Property Settings menu, select Camera > Property from the main menu.
A dialog box will appear which allows for Web Configuration settings and upgrading
firmware. The Camera Property dialog box will appear. Select the desired options from
the tab selections to configure the camera.

General

Allows settings for the camera name, location and administrator information such as
administrator ID and password. Please refer to the DCS-900 Configuration section under
Advanced - System for further details.

ID Camera Property

Information l Tools ] Recording 1
General ‘IP Assignment | DMS ] WirElEss ] Misc ] Image 1 User l Date)Tirne |
Camera Mame: |E5-1 16688
Location: |
Admirigtrator
Amin 10 |

Adrmin Password: |

Pazaward Confirm: |

]S LCancel Apply
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IPView Lite - Getting Started (continued)

Camera Property Settings > IP Assignment

IP Assignment

If you need to change your IP Address, select the IP Address tab in the Camera
property window. There are two options: Manually Assign or Assign Automatically
Using. Please refer to theDCS-900 Configuration section: Advanced — System for
further details.

ID Camera Property [g|
nformation | Tocls l Recording |
General | 1P Assignmertt || pus | Wicless | misc | mage | user | Datefrime |

* Manually Assign

P Address: |1 92.168.0.25
Subnet Mask: |265.255.255.0
Default G ateway: |1 92168.0.1

7 Automatic Assign

[l = Fiy 1 Ezl
i A0TR il r

Service Mame: |

UszerlD: |

Pazzword: |

ak Cancel Apply
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IPView Lite - Getting Started (continued)
Camera Property Settings > DNS

DNS
DNS (Domain Name System) server is an Internet service that translates domain names

into IP Addresses. Please refer to the DCS-900 Configuration section under Advanced
- System for further details.

ID Camera Property X

Information Tools ] Recording l
Gaeneral ] IP Assignment Nireless ] Misc ] Image ] User ] Dake|Time ]
DNS Server 1: |n.n.n.n
DNS Server 2 |n.n.n.n
ok Cancel Apply
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IPView Lite- Getting Started (continued)
Camera Property Settings > Misc, Image
Misc

Configure the LED Control, ActiveX control location, and second port in this menu. Please
refer to the DCS-900 Configuration section under Advanced- System for further details.

B Camesa Prageriy
Irfcivtion | Tcks: Aegeding
e | [Plegrwent | 06 [#e | roge | Low | Dwelfioss
LED Cortel
= Howssd  OEF I~ Dy
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™ Eesoor] Port

ety Sy |0 whek 20}
Trwreiu irnagem [0 ket 3451
EE ] I

Image

Brightness, contrast, hue, resolution, compression, frame rate, and light frequency can
be adjusted for your camera. Please refer to the DCS-900 Configuration section under
Advanced - Video for further details.

I Camesa Pragoriy
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IPView Lite - Getting Started (continued)

Camera Property Settings > Users

Users
Set up user accounts with user name and password for camera access. Please refer to

the DCS-900 Configuration Setting under Tools-Admin for more detailed information.

ID Camera Property

Infarmation ] Tools ] ing ]
General l IP Assignment ] DS ] ] Misc ] Image | ] Date/Time ]
e J | 1/ Control Add.
Delete
(5] 4 Cancel Apply

To add a user click on the Add icon and the Add User dialog box will appear. Enter the
User Name and Password into the specific field.

To delete a user, select the user and click Delete.
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IPView Lite - Getting Started (continued)

Camera Property Settings > Date/Time

Date/Time

Set the camera’s time and date to provide correct time information for remote users by
selecting Synchronized with Time Server or Set Manually. Please refer to the

DCS-900 Configuration section under Tools-Time for further details.

ID Camera Property

Information
General ] IP Assignment ] DMS ]

- Synchronized with Time Server

P Address:
Protocol:

Time £one:

f* SetManually

Tools ] Recu:uru:lipg
Mireless ] Misc ] Image ] User
I
o NTP " Time
{+EI Li Hours

Date 2003 - 18 12 [wyy-rrimn-cld]
Time ]5 : 111 : ]5 [hh:ram: sz
OF | LCancel Apply
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IPView - Getting Started (continued)

Camera Property Settings > Information

Information

Displays information about the camera such as the model, firmware version, MAC address,
and IP address. Please refer to the DCS-900 Configuration section under Status for
further details.

ID Camera Property

General ] IP Assignment 1 DNS l iIg=i = ] Misc ] Irmage ] L=ser ] DatefTime l
Information Tools Recording
Model: CLCS-900
Firrare Version: 206
MaLC Address: O0FF 11171 BB 88
IP &ddress: 192.168.0.25
BOOT ROM Mersion: 1.20
Hw Wersion; Al
ak, Lancel Apply
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IPView Lite- Getting Started (continueq)

Camera Property Settings > Tools

Tools
Reset the camera and update firmware in this section. Please refer to the DCS-900

Configuration section under Tools-Default for further details.

I Camera Property EJ
General l IP Assignment l DS ] Mireles ] Misc ] Image ] User l Date/Time l
Information Taols ] Recording |

Reset

Rebaoot the camera server Reset

Reboot and rezet properties to default walue:
Factom Reset

L e

|Ipdate Firrmware -

Firrnveare:

Browsze. . Update

Upgrade Firmware

Enter the full path of the firmware binary file name in the Update Firmware field or you
can click on the Browse button to select the file. Once the firmware file is entered click
on the Update button to proceed with the update process. Once completed, click OK.

4 w
Warning
The download firmware procedure cannot be interrupted. If the
network connection is broken during the download procedure it
could cause serious damage to the Internet Camera.
\ J
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IPView Lite- Getting Started (continued)

Camera Property Settings > Recording

Recording Options

Manual Recording

If the Manual Recording option is chosen, you must manually start recording in the
List view of the DCS-900 in the Menu Bar or by clicking on the Record Icon. Choose
Round the Clock to enable the DCS-900 to record all video frames continuously to
your hard drive. Larger files will be generated if Round-the-Clock Manual Recording is
chosen. The Motion-Based Recording option uses movements to record only relevant
video frames and will generate much smaller files to save your hard disk drive space.
Click on Sensitivity Setting to set the sensitivity levels for the DCS-900.

Gerernl | [Passgraert | 05 | hec | rege | ues | Dawsimiees |
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EIPstl  wiodiey  eDocaenid g Reing P Desking
Orats [ Progaem Flash Pyl is
Orsta D AProgears Fles Pyl ie
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I} Sessicivicy Sefilag
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IPView Lite- Getting Started (continued)

Camera Property Settings >

Scheduled Recording

Recording

Select Schedule Recording to record based on specific times and dates. Click Schedule
Setting to set the time and date for recording your files. Select By Date and enter in the
dates, Start, and Stop Times. The camera will start to record according to the specified
date and time period entered. Select By Weekday to indicate specific days to record
and the time period. Larger files will be generated if Round-the-Clock Manual Recording
is chosen. The Motion-Based Recording option uses movements to record relevant
video frames and will generate much smaller files to save your hard disk drive space.

Click on Sensitiviti Settinﬂ to set the sensitiviti levels for the DCS-900.
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IPView Lite - Getting Started (continued)

Camera Property Settings > Recording

File Options

You can adjust the maximum file size by clicking on By File Size from the Recording
File Options field. The file size must be between 10 and 50MB. If the recorded video files
reach the file size allocated, video images will be recorded into another file automatically.
Be sure to click Apply to save your settings, then click OK to exit this screen.

Note: If you are using Windows Media Viewer to view your recorded videos, make sure
that you have the most up-to-date version in order to view the videos correctly.

¥ Camera Fregorly
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File Path

The software will create a folder in the Recording File Path specified and record the
video images with the file name by date and time. Multiple file paths can be specified to
store your video images. The current path where recorded images are being stored is
designated as “Working”. Once this path has reached full capacity, the images will then
be stored in the next designated file path. To change file paths, highlight the file path and
double-click to select a new drive/directory to store your video images.

The screen below will appear. Click Browse to select a drive/directory, and place a
check mark in the Path box to enable the drive/directory for use. Click OK to save your
changes.
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IPView Lite- Getting Started (continueq)

Menu Bar

The menu bar makes it easier to navigate IPView Lite. All Management functions can
be accessed from the menu bar.

Menu Bar > File

New > Opens a new camera list. Cameras must then be added to the list for
configuration .

Open > Opens saved camera lists.
Save/Save As > Saves your current list of cameras and configurations.
Exit > Exits the IPView Lite Application.

D IPViewLite - [New Configuration] =13

File Wiew Camera Tools About

|__‘:]Mew... Chrl+H &AM

=N open...  Chrko

@ | g MAC Address Location Local Time Skatus

[ 2Ave Chri+s 00031B080G00 | | 2002-1-1 1:10:53
Save As...
Exit

|l

| W

9/17/2003 12:53 PM
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IPView Lite - Getting Started (continued)
Menu Bar > View

View on the menu bar provides users with management capabilities for Columns,
List, Camera and Refresh. You can view the Camera in 1 Camera or 4 Camera

mode. The View menu bar is pictured below.

2| IPViewl ite - [New Configuration]

File | View Camera Tools About
[Y ¥ Toolbar a&@m
+ Status B
Mame s Bar MAC Address Laocation Local Time Status
&D- Columns. .. 000316030800 2002-1-1 1:10:53 Enable
List ChrH+F1
[] 1camera Chrl+F3
m 4 Cameras Chrl+F4
Refresh F12

When Columns is launched, a dialog box will appear displaying the Column
Settings. Select the columns that you wish to appear in the List View as illustrated

below.
S
_ Hoetom|

W T addram
' AL ficddran
' Locatian

i Local Torm
W S

o™ Lol

Viewing Format

You can view the format in List view. The List viewing format allows easy management
and control of each camera.
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IPView Lite- Getting Started (continued)

List View

All the cameras and their properties, such as the camera name, IP Address, user name,
and location, will be displayed in the list view.

I} il ing - FHew Conllgnreies)
Fls fhea Cprevn ook Spout
ol SUHE 28aBE=E

f I'-l - .." S LR ..“. Ln:- — I.-:-:-i1n ...I

BT - IEF

Note:
Right click on any camera to bring up a menu of actions you can apply to the selected
camera.

Double-clicking on the desired camera will bring up the Property dialog box.

You can click the Refresh icon to update the camera list view.
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IPView Lite- Getting Started (continued)
Menu Bar > Camera, Tools

Camera on the menu bar provides options to manage the camera. Add up to 4 additional
Cameras for viewing. The Camera menu also allows you to Delete a camera, manage
the Property, Enable real-time video capture, or take a Snap shot image.

D IP¥iewl ite - [New Configuration]

Eile ‘iew | Camera Tools  About

[ & [E&P add..  shift+Ins b EF) [3) (3]
Mame & Delet= Cel MaC Address Location Local Time Status
&D-Link DC Property... Fz 0003 16 05 05 00 2002-1-1 1:10:53 Enable
+ Enable F3
@ Snap shot F5
(] start F7

Enable Function

By default, the video image is enabled. There will be a check next to the Enable command
to show that the Enable function is working. To disable the real-time image select
Camera > Enable and the real-time video image will stop and shutdown.

Menu Bar > Tools

Tools on the menu bar allows you to change account information and system
configuration. From the menu bar, select Tools > Options.

D | IPYiewl ite - [New Configuration]

File Wiew Camera | Tools Abouk

LA @@ o o biE
Mame IP Address MAC Address Location Local Time Skatus
&D-Link DC5-900  192,165.0,20 00 03 16 05 05 00 2002-1-1 1:10:53 Enable
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IPView Lite- Getting Started (continueq)

Menu Bar > Tools

Account
The account menu is for administrators to change user name and password.

Ar:purd |5¢.u|ln|:nri|l\.l‘n1 Pt weradang Configuaston

Liiei e | i

Eea i |
Cgpebm |

E":|Ln=i|

System Configuration

This menu allows you to set overwrite options to overwrite old recorded files with new
recorded files. Check the Load Last Configuration When Program Starts to load all
your configured settings each time you run IPView Lite. It is highly recommended
that you select this option to save your camera settings in IPView Lite.

Arcounl  Traten Confgauration | pletsdang Confpaston

| Lo Ll Conwmastmn i fmn Fragraen 5 lari

Singh HOD Resved Space |70 HE

T Rroml=

W Ehamm Fawp Moo Fecang Flar

;-t|r.m-|

In order to allow old video files to be overwritten and replaced by new recorded files, place
a check mark in the Recycle Box and click on By HDD Reserved Space or By Time.
The Single HDD Reserved Space field refers to the amount of space left on your drive
before overwrite takes place. For instance if you enter 1000 MB, and your total hard drive
space is 3000 MB, as soon as your drive reaches 2000 MB capacity, your files will be
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IPView Lite - Getti ng Started (continued)
Menu Bar > Tools
overwritten. You can specify between 500MB to 5GB hard drive reserve space. Click on

By Time to overwrite old files with new files once the time frame that you specify has
been reached.

Arcoun st Conbouuat atwrdag L

FF Lo Laxt Confguaston \Whan Pragren S ai

Singhs HOD: Ressved Space. || 000 HE

Clicking on By HDD Reserved Space
allows new files to overwrite old files. You | |
can reserve 500MB to 5GB HDD for the
program.

' Reopols
a HrHDfIFI-.llnudSpI:-
[RCR L]
. ]

W ikame P MeenFeoatng Flan

_ % | e |

Arcound  Fystem Conbouura Fatwrdang L

F  Lesadlay Configuaation 'Winen Pragran S

Sgk HED Ressved 5 oce |00 HE
Click on By Time (Time: 1-240 Hours) to ki T
overwrite old files with new files once the m :
time frame that you specify has been E '
reached.

W Geame Famp MotenFecang Fla

- N

Note: Selecting the Recycle option will disable the Recording File Path Settings in
the Recording menu. Itis recommended to specify the Recording File Path Settings
for each camera before selecting the Recycle option.
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IPView Lite - Getting Started (continued)

Menu Bar > Tools

Networking Configuration

If your LAN uses a Proxy server to connect to the Internet, select Use a proxy for
HTTP Protocol, and click OK. If you choose this option, you must enter the IP
address and port that your Proxy server uses to connect to the Internet.

A Proxy server is a computer on your LAN that connects to the Internet without
compromising the security of your internal network. A proxy server is normally used
on a network to more efficiently manage Internet traffic for groups of users. If you are
not sure how your LAN connects to the Internet, contact your system administrator.

dccound | Systam Conkgusion  Webaarking Conlrursion
Prosy teres
T Umw perg b HT TP Praiocol
T — T T—

Menu Bar > About

Under About on the menu bar, click About for camera details such as software version.

D/ IPViewl ite - [New Configuration]

File ‘iew Camera Tools | About

0o @@ 0 A DEEEE &

Mame IP Address MAC Address Location Local Time Status
&D-Link [ZS-900  192,168.0.20 0003 16 08 08 00 2002-1-1 1:10:53 Enable
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IPView Lite Icon Description

4 Open a new file. The hot key is Ctri+N.

aﬁi Open an existing file. The hot key is Ctrl+O.
|E] Save afile. The hot key is Ctrl+S.

[ Listview format. The hot key is Ctrl+F1.

D 1 Camera view format. The hot key is Ctrl+F3.

il 4 Camera view format. The hot key is Ctrl+F4.

%] Refresh IPView Lite application. The hot key is F12.

&> Add a camera. The hot key is Shift+Ins.

& Delete a camera. The hot key is Del.

5= Property setting to configure the camera. The hot key is F2.

2] Snap shot to capture a single still image. The hot key is F5.

|.4] Options to modify the User Name and Password for IPView Lite.
The hot key is F10.

(2] Start recording video image. Alternatively the hot key is F7.

[@] Stop recording video image. Alternatively the hot key is F9.
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IPView Lite - Getting Started (continued)

Context Sensitive Menu

In List View format, highlight a camera and right-click to bring up a context sensitive
menu for features such as Add, Delete, Property, Enable, and Snap shot and Start/
Stop recordings.

D | IPYiewl. ite - [New Configuration]

J File View Camera Tools About
|ca@a0de epaans=
‘Tame | 'IF Address | MALC Address | Locatian | Local lime | =otatus
. _ 2002-1-1 0:5:15 Er.'I:I:.

& add...  Shift+Ins =
& Delete Cel
Property... F&
|7 Enahle F3
@ Snap shot FS
[®] Start F?
[®] stop Fa

In View mode format click on the icon located on the upper left corner of the screen and
a case sensitive menu will appear (see below).

These features will be available: Enable, Rotate Right, Rotate Left, Snap Shot, Start,
List, 1 Camera or 4 Cameras, Previous Page and Next Page.
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Uninstall IPView Application

Click on windows Start Menu / Programs / IPView / Uninstall IPView. A new
prompt screen will be displayed like the one below confirming the removal.

InstaliShield Wizard
Setup Type

Choose the setup type that best suits your needs.

# Uninstall

" Reinstall

< Back Next > Cancel |
s

Choose the option that you want and click Next to continue the process or click on
Cancel to reject the uninstall process.

After you click on Next, a Confirm Uninstall dialog box will appear. Click OK to
continue the process.

Confirm Uninstall

Do ol wank to complekely remove the selected application and all of its components?

| Ik | Cancel
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Uninstall IPView Application (continued)

The InstallShield Wizard prompt will appear. Click Finish to complete the uninstallation
procedure.

InstallShield Wizard

. InstallShield Wizard Complete

The InstallShield Wizard has successfully installed IPView.
Before you can use the program, you must restart your
computer.

& Yes, | want to restart my computer now.
" Mo, | will restart my computer later.

Remove any disks from their drives, and then click Finish to
complete setup.

< Back Finish Cancel
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Appendix A

Frequently Asked Questions
Internet Camera Features

Q: What is an Internet Camera?

A:The Internet Camera is a standalone system connecting directly to an Ethernet or
Fast Ethernet network and supported by the wireless transmission based on the IEEE
802.11b standard. It is different from the conventional PC Camera, the Internet Camera
is an all-in-one system with built-in CPU and web-based solutions providing a low cost
solution that can transmit high quality video images for monitoring. The Internet Camera
can be managed remotely, accessed and controlled from any PC/Notebook over the
Intranet or Internet via a web browser.

Q: What is the maximum number of users that can be allowed to access DCS-
900 simultaneously?

A: Maximum number of users that can log onto the Internet Camera at the same time is
8. Please keep in mind the overall performance of the transmission speed will slow down
when multiple users are logged on.

Q: What algorithm is used to compress the digital image?

A: The Internet Camera utilizes JPEG image compression technology providing high
quality images. JPEG is a standard forimage compression and can be applied to various
web browser and application software without the need to install extra software.

Q: Can | capture still images from the Internet Camera?

A: Yes you are able to capture still images with the snapshot function from the IPView
Lite application supplied with the Internet Camera CD-ROM. You may also use the
first page that shows up when you type in the IP Address of the camera. When
viewing this page, press the “refresh” button on your web browser to update the
image. Please refer to the User’s Guide for detailed information.
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Frequently Asked Questions (continued)

Internet Camera Installation

Q: Can the Internet Camera be used outdoors?
A: The Internet Camera is not weatherproof. It needs to be equipped with a weatherproof
case to be used outdoors and it is not recommended.

Q: What network cabling is required for the Internet Camera?
A: The Internet Camera uses Category 5 UTP Twisted-pair cable allowing 10 Base-T and
100 Base-T networking.

Q: Can the Internet Camera be setup as a PC-cam on the computer?

A: No, the Internet Camera is used only on Ethernet and Fast Ethernet network and
supported by wireless transmission. The D-Link DSB-C110, DSB-C310 can be used as
a PC Camera (Webcam).

Q: Can the Internet Camera be connected on the network if it consists of only
private IP Addresses?
A: Yes, the Internet Camera can be connected to a LAN with private IP Addresses.

Q: Can the Internet Camera be installed if a firewall exists on the network?
A: If a firewall exists on the network, port 80 is open for ordinary data communication.
However, since Internet Camera transmits image data, the default port 8481 is also
required. Therefore, it is necessary to open port 8481 of the network for remote users to
access the Internet Camera.

Troubleshooting

Q: | cannot access the Internet Camera from a web browser.

A1: The possible cause might be the IP Address for the Internet Camera is already being
used by another device. To correct the possible problem, you need to first disconnect
the Internet Camera from the network. Then run the PING utility (follow the instructions
in Appendix B - PING Your IP Address.)
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Troubleshooti Ng (continued)

Internet Camera Installation

A2: Another possible reason is the IP Address is located on a different subnet. To fix the
problem, run the PING utility (follow the instructions in Appendix B - PING Your IP
Address). If the utility returns “no response” or similar, the finding is probably correct,
then you should proceed as follows:

In Windows 98SE and 2000, check that the IP Address of the Internet Camera is within

the same subnet as your workstation.

" Click Start, Setting, Control Panel, and the Network icon.

] Select TCP/IP from the Network dialog box and from the TCP/IP Properties
dialog box click on Specify an IP address.

" If the Internet Camera is situated on a different subnet than your workstation, you
will not be able to set the IP Address from this workstation. To verify, make sure
the first 3 sections of the IP Address of the Internet Camera corresponds to the
first 3 sections of the workstation. Therefore the IP Address of the Internet Camera
must be set from a workstation on the same subnet.

A3: Other possible problems might be due to the network cable. Try replacing your
network cable. Test the network interface of the product by connecting a local computer
to the unit, utilizing a standard Crossover (hub to hub) Cable. If the problem is not solved
the Internet Camera might be faulty.

Q: Why does the Power LED not light up constantly?

A: The power supply used might be at fault. Confirm that you are using the provided
power supply, which is DC 5V, for the Internet Camera and verify that the power supply
is well connected.

Q: Why does the LAN LED not light up properly?

A1: There might be a problem with the network cable. To confirm that the cables are
working, PING the address of a known device on the network. If the cabling is OK and
your network is reachable, you should receive a reply similar to the following (...bytes =
32 time = 2 ms).

A2: The network device utilized by the Internet Camera is not functioning properly, such

as hubs or switches. Confirm the power for the devices are well connected and functioning
properly.
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Troubleshooting (continued)

Internet Camera Installation

Q: Why does the Internet Camera work locally but not externally?

A1: Might be caused from the firewall protection. Check the Internet firewall with your
system administrator. The firewall may need to have some settings changed in order for
the Internet Camera to be accessible outside your local LAN.

A2: Make sure that the Internet Camera isn’t conflicting with any web server you may
have running on your network.

A3: The default router setting might be a possible reason. Check that the configuration
of the router settings allow the Internet Camera to be accessed outside your local LAN.

Q: Why does a series of broad vertical white lines appear through out the image?
A: It could be that the CMOS sensor (a square panel situated behind the lens that
measures the light signals and changes it into a digital format so your computer can
present it into an image that you are familiar with) has become overloaded when it has
been exposed to bright lights such as direct exposure to sunlight or halogen lights.
Reposition the Internet Camera into a more shaded area immediately as prolonged
exposure to bright lights will damage the CMOS sensor.

Q: The focus on the Internet Camera is bad, how can | correct it?
A1: Adjust the Internet Camera focus manually as described in “Adjusting the Internet
Camera Focus” in the Appendix section of this manual on page 89.

A2: If you have previously changed the supplied CS-type lens, you may have
unintentionally installed a C-type lens without fitting the adaptor first.

Q: Noisy images occur. How can | solve the problem?

A1: The video images might be noisy if the Internet Camera is used in a very low light
environment. To solve this issue you need more lighting.
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Troubleshooti NJ (continued)

Q: The images are poor quality, how can | improve the image quality?

A1: Make sure that your computers display properties are set to at least 15-bit color.
Using 16 or 256 colors on your computer will produce dithering artifacts in the image,
making the image look as if it has bad quality.

A2: The configuration on the Internet Camera image display is incorrect. Through the
Web Configuration Video section of the web management you need to adjust the image
related parameters for improved images such as: brightness, contrast, hue and light
frequency. Please refer to the Web Configuration section for detailed information.

Q: There are no images available through the web browser?

A1: The ActiveX might be disabled. If you are viewing the images from Internet Explorer
make sure ActiveX has been enabled in the Internet Options menu. Alternatively, you
can use the Java Applet for viewing the required images.

A2: If you are using Windows XP, please make sure that you have downloaded Java and
installed it properly.

A3: Make sure that your web browser supports Java. If you are using Internet Explorer or
Netscape Navigator with a version number of lower than 4, then you will need to upgrade

your web browser software in order to view the streaming video transmitted by the Internet
Camera.

Appendix B

How to PING Your IP Address

The PING (Packet Internet Groper) command can determine whether a specific IP Address
is accessible by sending a packet to the specific address and waiting for a reply. It is a
very useful tool to confirm if the IP Address conflicts with the Internet Camera over the
network.

Follow the step-by-step procedure below to utilize the PING command.
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How to Ping your IP Address (continued)

Start a DOS window Start>Program>Accessories>Command Prompt
Type ping x.x.x.x, where x.x.x.x is the IP Address of the Internet Camera.

1) Asuccessful connection to the camera will be indicated by 4 reply statements
(above). If you fail to connect to your camera you will see the following:

2) Check to see if you have entered your camera’s |IP Address correctly or reassign yor
camera’s IP Address.
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Time Zone Table

GMT stands for Greenwich Mean Time, which is the global time that all time zones
are measured from.

(3MT-12:00) Inkernational Date Line YWesk
(EMT-11:00) Midway Island, Samoa

(EMT-10:00) Hawaii

{EGMT-09:007 Alaska

(EMT-0G:00) Pacific Time (US & Canada); Tijuana
(EMT-07:00) Arizona

(EMT-07:00) Chihuahua, La Paz, Mazatlan
(EMT-07:00) Mountain Time ()5 & Canada)
(EMT-06:00) Central America

(EMT-06:00) Central Time (U3 & Canada)
(EMT-06:00) Guadalajara, Mexico Citv, Monkerrey
(EMT-06:00) Saskatchewan

(EMT-05:00) Bogaoka, Lima, Quito

(EMT-05:00) Eastern Time (U5 & Canada)
(EMT-05:00) Indiana (Eask)

(EMT-04:00) Atlantic Time {Canada)

(EMT-04:00) Caracas, La Paz

(EMT-04:00) Santiago

(EMT-03:30) Newfoundland

(3MT-03:00) Brasilia

(EMT-03:00) Buenos Aires, Georgekown
(EMT-03:00) Greenland

(E3MT-02:007 Mid-Aklankic

(EMT-01:00) Azores

(EMT-01:00) Cape Verde Is,

(3MT) Casablanca, Monrovia

(EMT) Greenwich Mean Time ; Dublin, Edinburgh, Lisbon, London
(EMT+01:00) Amsterdam, Berlin, Bern, Rome, Stockhaolm, Yienna
(3MT+01:00) Belgrade, Bratislava, Budapest, Ljubljana, Prague
(GMT+01:00) Brussels, Copenhagen, Madrid, Paris
(EMT+01:00) Sarajevo, Skopje, \Warsaw, Zagreb
(EMT+01:00) West Central Africa

(EMT+02:00) Athens, Iskanbul, Minsk
(EMT+02:00) Bucharest

(EMT+02:00) Cairo

(EMT+02:00) Harare, Pretoria

(EMT+02:00) Helsinki, Kyviv, Riga, Sofia, Tallinn, Yinius
(EMT+02:00) Jerusalem

(EMT+03:00) Baghdad

(EMT+03:00) Kuwait, Rivadh

(EMT+03:00) Mascaw, Sk, Petersburg, Walgograd
(EMT+03:00) MNairohi
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Time Zone Table (continued)

(EMT+03:30) Tehran

[EMT+04:00) Abu Dhabi, Muscat
(EMT+04:00) Baku, Thilisi, yerevan
FEMT+04:300 Kabul

[EMT+05:00) Ekaterinburg

(EMT+05:00) Islamabad, Karachi, Tashkent
[EMT+05:30) Chennai, Kolkata, Mumbai, New Delbi
[EMT+05:45) Kathrmandu

(EMT+06:00) Almaky, Movosibirsk,
[EMT+06:00) Astana, Dhaka

(EMT+06:00% 3 Jayvawardenspura
[EMT+06:30) Rangoon

[EMT+07:00) Bangkok, Hanoi, Jakarta
(EMT+07:00) Krasnowar sk,

[EMT+08:00) Beijing, “hongging, Hong Kong, Uramgi
(EMT+03:00) Irkotsk, Ulaan Bataar
[EMT+08:00) Kuala Lurmpur, Singapore
FEMT+05:000 Perth

(EMT+03:00) Taipei

[EMT+09:00) Osaka, Sapporo, Tokyo
[EMT+09:00) Seoul

FEMT+09: 007 Yakutsk

[EMT+09:30) Adelaide

(EMT+0%:30) Darwin

[EMT+10:00) Brishane

(EMT+10:00) Canberra, Melbourne, Sydney
(EMT+10:00) Guam, Port Maoreshey
(EMT+10:00) Hobark

(EMT+10:00) vladivoskok,

[EMT+11:00) Magadan, Saolorman Is,, Mew Caledonia
(GEMT+12:00) Auckland, welington
(EMT+12:00) Fiji, Kamchatka, Marshall Is.
[EMT+13:00) Muky'alofa

78



Xplug Control Installation

Installation to a Web Server

Important Information
Itis highly recommended to install the Xplug Control application to the Web Server
for Internet Explorer 5.0. It must be installed to a Public Domain with a Fixed IP
Address.

1. Installation:
Copy the “xplug.ocx” file to any Web Server table. Note the web address of the
file location so that you can use it in the next step.

2. Configuration:
From the Web Configuration menu, select “System” and under the “Loading
ActiveX From” input web server location, type:
http://www.web server location.com/.

Once the settings are completed, you should now be able to access the Internet Camera
from the web browser by selecting ActiveX mode.
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Installation of the X-Plug to a Local PC

(continued)

Insert the CD-ROM into the CD-ROM drive to initiate the auto-run program. Once
completed, a menu screen will appear as follows:

o install Xplug Control click on the
‘Xplug Control” button to activate
he installation procedure for the plug-
n program. Once executed a prompt
ill appear requesting the input of the
Jesired language selection. Make the
Jesired selection and click on “OK?”
lo continue.
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Installation of the X-Plug to a Local PC

(continued)

Click Next
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Installation of the X-Plug to a Local PC

(continued)

Irct el bl “Seras
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Click Finish : |E l [

Adjusting the Camera Focus

To help you get the best image quality, keep in mind that while adjusting the DCS-900
focus you can preview the image quality from your Web browser.

-
-
H._______"_"‘-u
Camera Lens
Adjust by turning
clockwise or
counter-clockwise




Adjusting the Camera Focus (continued)

Note:

You can further adjust the Internet Camera’s image quality through the
Web Configuration under Advanced-Video. Please refer to the Web
Configuration section for further details.

.

Warning

Direct exposure to sunlight may cause permanent damage to the CMOS
sensor. Therefore do not expose the Internet Camera’s lens directly to
sunlight. When operation is required in glaring light environment, it is rec-
ommended to use an iris lens.

The Internet Camera is designed for indoor usage and if your application
requires prolonged exposure to sunlight, a sun visor is recommended to
protect the Internet Camera.
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Technical Specifications

Video specification
Resolution:

Sensor:

Gain control:

Exposure:

White Balance:

Shutter:

Minimum Illumination:
Focal Length:

Aperture:

Image (Video Setting)
Image compression:
Frame rate:

Compression Rate selection:

Frame rate setting:
Video resolution:
Brightness control:
Contrast control:
Hue control:

System Hardware
LAN Connector:

640 x 480 pixel

1/3" color CMOS sensor
Automatic

Automatic

Automatic

Electronics 1/60 ~ 1/15000 sec
2.5lux@f1.4, 3000K color

6.0 mm

F=1.8

JPEG

20fps@SIF, 10fps@VGA

5level (Very Low, Low, Medium, High, Very High)
1,5,7,15, 20, auto (depends on the video format)
320x240, 640x480

Range 1- 128

Range 1- 128

Range 1- 128

One RJ-45 port to connect to 10/100Mbps
Ethernet, auto-sensed
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Technical Specifications (continued)

LED Indicator: Power LED (Green)
LAN Activity LED (Orange)
(Normal / Off / Dummy)
Power Supply: DC 5V/2.5A, switching type
Power Communication: 4.5 Watt (900mA x 5V)

Communication Support
Communication: 10/100Mbps Ethernet and Fast Ethernet only
Communication protocol: HTTP, TCP/IP, UDP, ARP,

ICMP, BOOTP, RARP, DHCP, PPPoE

Web Configuration Requirements:

* Internet Explorer 5.0 or above or Netscape 6.0 or above

+ CPU: Pentiumll, 266 MHz or above

*  Memory Size: 32 MB (64 MB recommended)

* VGA card resolution: 800x600 or above

» ActiveX Control requires IE4.0 or above (Windows)

» JavaApplet requires IE4.0 or above (Windows/Mac) or Netscape 4.0 or above

(Windows/Mac/Linux)

PC Requirements for IPView Lite:

*  Windows XP, Windows 2000, Windows Me, Windows 98SE
«  Pentiumlll, 450 MHz CPU or above
128 MB (256 MB Recommended)

EMI & Safety FCC, CE, VCCI
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Contacting Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and
within Canada for the duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link technical support through our
website, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877)453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 8:30am to 9:00pm EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca
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Warranty and Registration

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

. D-Link or its authorized reseller or distributor and
. Products purchased and delivered within the fifty states of the United States, the District of

Columbia, U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an
APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described
below will be free from material defects in workmanship and materials from the date of original retail
purchase of the product, for the period set forth below applicable to the product type (“Warranty
Period”), except as otherwise stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

. Hardware (excluding power supplies and fans) One (1) Year
. Power Supplies and Fans One (1) Year
. Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is properly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically
terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products, will not be applied to and does not cover any product purchased through the
inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or the liquidators
expressly disclaim their warranty obligation pertaining to the product and in that case, the product is
being sold “As-Is” without any warranty whatsoever including, without limitation, the Limited Warranty
as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: Any claim under this limited warranty must be submitted in writing before the end
of the Warranty Period to an Authorized D-Link Service Office.

. The customer must submit as part of the claim (a written description of the Hardware defect
or Software nonconformance) in sufficient detail to allow D-Link to confirm the same.

. The original product owner must obtain a Return Material Authorization (“RMA”) number from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of
the product (such as a copy of the dated purchase invoice for the product) before the
warranty service is provided.
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Warranty and Registration (continued)

. After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and
the RMA number must be prominently marked on the outside of the package. Do not include any
onaaecassories in the shipping package. D-Link will only replace the defective portion of

and WAPAEEtship back any accessories.

. The customer is responsible for all shipping charges to D-Link. No Cash on Delivery (“COD”)
is allowed. Products sent COD will either be rejected by D-Link or become the property of D-
Link. Products should be fully insured by the customer and shipped to D-Link Systems, Inc.,
53 Discovery Drive, Irvine, CA 92618. D-Link will not be held responsible for any packages
that are lost in transit to D-Link. The repaired or replaced packages will be shipped via UPS
Ground or any common carrier selected by D-Link, with shipping charges prepaid. Expedited
shipping is available if shipping charges are prepaid by the customer.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined
by D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FORAPARTICULAR PURPOSE
AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPTAS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS
WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDERANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FORANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-
LINK’S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATACONTAINED IN, STORED ON,
OR INTEGRATED WITHANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEENADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FOR ABREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES
éRE EX%LUSIVE ANDARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
TATUTORY

Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.
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Warranty and Registration (continued)

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this Product may
be reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior

notice. Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses, and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.
. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

. Consult the dealer or an experienced radio/TV technician for help.

Register your D-Link product online at http://support.dlink.com/
register/
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