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Package Contents

Contents of Package:

B D-Link AirPlus Xtreme G"'DWL-2100AP
802.11g Wireless 108Mbps Access Point

B PowerAdapter-DC 5V, 2.0A

B Manual and Warranty on CD

B Quick Installation Guide

B Ethernet Cable

If any of the above items are missing, please contact your reseller.

Note: Using a power supply with a different voltage rating than the one included with the
DWL-2100AP will cause damage and void the warranty for this product.

System Requirements for Configuration:

B Computers with Windows, Macintosh, or Linux-based
operating systems with an installed Ethernet adapter

B Internet Explorer Version 6.0 or Netscape Navigator Version
6.0 and Above



Introduction

At up to fifteen times the speed of previous wireless devices (up to 108Mbps in Super G
mode), you can work faster and more efficiently, increasing productivity. With the DWL-
2100AP, bandwidth-intensive applications like graphics or multimedia will benefit
significantly because large files are able to move across the network quickly.

The DWL-2100AP is capable of operating in one of 5 different modes to meet your
wireless networking needs. The DWL-2100AP can operate as an access point; in access
point-to-access point bridging mode; access point-to-multipoint bridging mode; wireless
client mode; or repeater.

The DWL-2100AP is an ideal solution for quickly creating and extending a wireless local
area network (WLAN) in offices or other workplaces, trade shows and special events.

Unlike most access points, the DWL-2100AP provides data transfers at up to 108 Mbps
in Super G mode when used with other D-Link AirPlus Xtreme G products. The 802.11g
standard is backwards compatible with 802.11b devices.

The DWL-2100AP has the newest, strongest, most advanced security features available
today. When used with other 802.11g WPA (WiFi Protected Access) compatible products
in a network with a RADIUS server, the security features include:

WPA: Wi-Fi Protected Access which authorizes and identifies users based on
a secret key that changes automatically at regular intervals. WPA uses
TKIP (Temporal Key Integrity Protocol) to change the temporal key
every 10,000 packets (a packet is a kind of message transmitted over a
network.) This insures much greater security than the standard WEP
security. (By contrast, the previous WEP encryption implementation
required the keys to be changed manually.)

For home users that will not incorporate a RADIUS server in their network, the security
for the DWL-2100AP, used in conjunction with other WPA-compatible 802.11 products,
will still be much stronger than ever before. Utilizing the Pre-Shared Key mode of
WPA, the DWL-2100AP will obtain a new security key every time it connects to the
802.11 network. You only need to input your encryption information once in the
configuration menu. No longer will you have to manually input a new WEP key frequently
to ensure security. With the DWL-2100AP, you will automatically receive a new key
every time you connect, vastly increasing the safety of your communication.



Connections

Receptor
for the
Power
Adapter

Pressing the
Reset Button
restores the
DWL-2100AP to
its original
factory default
settings.

The LAN Port is
Auto-MDI/MDIX. You
can insert either a
straight-through or
a crossover
Ethernet cable in
this port in order to
connect the DWL-
2100AP to the local
network.




LEDs

LED stands for Light-Emitting Diode. The DWL-2100AP Wireless Access Point has 3
LEDs as shown below:

Power: Solid green light indicates connection

LAN: Blinking green light indicates ac-
tivity on the Ethernet Port; solid
green light indicates connection

WLAN: Blinking green light indicates wireless ac-
tivity; solid green light indicates connection




Features

5 Different Operation modes - Capable of operating in one of five different
operation modes to meet your wireless networking requirements: Access Point;
AP-to-AP Bridging; AP-to-Multipoint Bridging; Wireless Client; or Repeater.

Faster wireless networking with the 802.11g standard to provide a wireless
data rate of up to 54Mbps (108Mbps in Super G mode).

Compatible with the 802.11b standard to provide a wireless data rate of up to
11Mbps - that means you can migrate your system to the 802.11g standard on
your own schedule without sacrificing connectivity.

Better security with WPA. The DWL-2100AP can securely connect to wireless
clients on the network using WPA (Wi-Fi Protected Access) providing a much
higher level of security for your data and communications than has previously
been available. AES is also supported by the DWL-2100AP to maximize the
network security with data encryption.

SNMP for Management. The DWL-2100AP is not just fast but it also supports
SNMP v.3 for a better network management. Superior wireless AP manager soft-
ware is bundled with the DWL-2100AP for network configuration and firmware
upgrade. Systems administrators can also setup the DWL-2100AP easily with
the Web-based configuration. A D-Link D-View module will be downloadable for
network administration and real-time network traffic monitoring with D-Link D-
View software.

Utilizes OFDM technology (Orthogonal Frequency Division Multiplexing)

Operates in the 2.4GHz frequency range
Easy Installation with the Setup Wizard

Web-based interface for Managing and Configuring



Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and
compatible high-speed wireless connectivity within your home, business or public access
wireless networks. D-Link wireless products will allow you access to the data you want,
when and where you want it. You will be able to enjoy the freedom that wireless networking
brings.

AWireless Local Area Network (WLAN) is a computer network that transmits and receives
data with radio signals instead of wires. WLANSs are used increasingly in both home and
office environments, and public areas such as airports, coffee shops and universities.
Innovative ways to utilize WLAN technology are helping people to work and communicate
more efficiently. Increased mobility and the absence of cabling and other fixed
infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless
adapter cards used on laptop and desktop systems support the same protocols as
Ethernet adapter cards.

People use WLAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any location
within the operating range of the WLAN. Management decisions based on real-time
information can significantly improve worker efficiency.

Low Implementation Costs - WLANSs are easy to set up, manage, change and
relocate. Networks that frequently change can benefit from WLANs ease of
implementation. WLANSs can operate in locations where installation of wiring may be
impractical.

Installation and Network Expansion - Installing a WLAN system can be fast and
easy and can eliminate the need to pull cable through walls and ceilings. Wireless
technology allows the network to go where wires cannot go - even outside the home or
office.

Inexpensive Solution - Wireless network devices are as competitively priced as
conventional Ethernet network devices.

Scalability - WLANs can be configured in a variety of ways to meet the needs of
specific applications and installations. Configurations are easily changed and range
from Peer-to-Peer networks suitable for a small number of users to larger Infrastructure
networks to accommodate hundreds or thousands of users, depending on the number
of wireless devices deployed.



Wireless Basics (continued)

The DWL-2100AP is compatible, in default mode, with the following wireless products:

B D-Link AirPlus Xtreme G""DWL-G650
Wireless Cardbus Adapters used with laptop computers

B D-Link AirPlus Xtreme G DWL-G520
Wireless PCI cards used with desktop computers

B The DWL-2100AP is also interoperable with other 802.11g and 802.11b
standards-compliant devices.

Standards-Based Technology
The DWL-2100AP Wireless Access Point utilizes the 802.11b and the 802.11g standards.

The IEEE 802.11g standard is an extension of the 802.11b standard. It increases the
data rate up to 54 Mbps (108Mbps in Super G mode) within the 2.4GHz band, utilizing
OFDM technology.

This means that in most environments, within the specified range of this device, you will
be able to transfer large files quickly or even watch a movie in MPEG format over your
network without noticeable delays. This technology works by transmitting high-speed
digital data over a radio wave utilizing OFDM (Orthogonal Frequency Division Multiplexing)
technology. OFDM works by splitting the radio signal into multiple smaller sub-signals
that are then transmitted simultaneously at different frequencies to the receiver. OFDM
reduces the amount of crosstalk (interference) in signal transmissions. The D-Link DWL-
2100AP will automatically sense the best possible connection speed to ensure the
greatest speed and range possible.

802.11g offers the most advanced network security features available today, including:
WPA , TKIP, AES and Pre-Shared Key mode.



Wireless Basics (continued)

Installation Considerations

The D-Link AirPlus Xtreme G™ DWL-2100AP lets you access your network, using a
wireless connection, from virtually anywhere within its operating range. Keep in mind,
however, that the number, thickness and location of walls, ceilings, or other objects that
the wireless signals must pass through, may limit the range. Typical ranges vary depending
on the types of materials and background RF (radio frequency) noise in your home or
business. The key to maximizing wireless range is to follow these basic guidelines:

4 Keep the number of walls and ceilings between the DWL-2100AP and other
network devices to a minimum - each wall or ceiling can reduce your DWL-
2100AP’s range from 3-90 feet (1-30 meters.) Position your devices so that the
number of walls or ceilings is minimized.

2 Beaware of the direct line between network devices. Awall that is 1.5 feet thick
(.5 meters), at a 45-degree angle appears to be almost 3 feet (1 meter) thick. At
a 2-degree angle it looks over 42 feet (14 meters) thick! Position devices so that
the signal will travel straight through a wall or ceiling (instead of at an angle) for
better reception.

3 Building materials canimpede the wireless signal - a solid metal door or aluminum
studs may have a negative effect on range. Try to position wireless devices and
computers with wireless adapters so that the signal passes through drywall or
open doorways and not other materials.

4 Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices
or appliances that generate RF noise.



Getting Started

On the following pages we will show you an example of an Infrastructure Network
incorporating the DWL-2100AP.

An Infrastructure network contains an access point or a wireless router. The

Infrastructure Network example shown on the following page contains the following D-
Link network devices (your existing network may be comprised of other devices):

B Awireless access point -
D-Link AirPlus Xtreme G" DWL-2100AP

B Awireless router - D-Link AirPlus Xtreme G" DI-624

B Alaptop computer with a wireless adapter -
D-Link AirPlus Xtreme G"DWL-G650

B Adesktop computer with a wireless adapter -
D-Link AirPlus Xtreme G" DWL-G520

B Acable modem - D-Link DCM-201



Getting Started (continued)

O— RV
®

Setting up a Cable/DSL Modem

Wireless

Infrastructure P ol O it @ vy 4
Network K/

gﬂ VI;\r-e Essj;\gegléf (WR;SD?Mhmn System)

Please remember that D-Link AirPlus Xtreme G™wireless devices are pre-
configured to connect together, right out of the box, with their default settings.

For a typical wireless setup at home (as shown above), please do the
following:

You will need broadband Internet access (a Cable or DSL-subscriber line into
your home or office).

e Consult with your Cable or DSL provider for proper installation of the modem.

Connect the Cable or DSL modem to the DI-624 Router (see the printed Quick
Installation Guide included with your router.)

Connect the Ethernet Broadband Router to the DWL-2100AP (See the printed
Quick Installation Guide included with the DWL-2100AP.)

If you are connecting a desktop computer to your network, install the D-Link
AirPlus Xtreme G™DWL-G520 wireless PCI adapter into an available PCI slot on
your desktop computer.

(See the printed Quick Installation Guide included with the network adapter.)

6 Install the drivers for the D-Link DWL-G650 wireless Cardbus adapter into a
laptop computer.
(See the printed Quick Installation Guide included with the DWL-G650.)



Using the Configuration Menu

After you have completed the Setup Wizard (please see the Quick Installation Guide that
came with the product) you can access the Configuration menu at any time by opening
the Web browser and typing in the IP address of the DWL-2100AP. The DWL-2100AP

default IP address is shown below:

u Open the Web browser
u Type in the IP address of the
DWL-2100AP

File Edit W¥iew Favorites Tools  Help

Qus- O WD |

Address | &] http://192.168.0.50

Note: if you have changed the default IP address assigned to the DWL-2100AP, make sure

to enter the correct IP address.

[ | Type admin in the User Name field

[ ] Leave the Password blank.
(However, if you have changed
the password, please enter the
correct password.)

] Click OK

Home > Wizard
D-Link

i Building Networks for People

The Home>Wizard

screen will appear. DWL-2 100AP
}

Please refer to the

High-Speed 2.4GHz Wireless Access Point

Home Advanced ools Status Help

Connect to 192.168.0.50

«m “\‘

DWLZ100AP

User name: | admin vI

Password: |

[IRemember my password
— -
“AirPlus Y
Xoremels

Quick Installation
Guide for more infor-

mation regarding the

[em———
LAN

The DWL-2100AP is a Wireless Access Point. The setup wizard will guide you
through the configuration of the DWL2100AP. The DWL-2100AP s easy setup will

1 FrTEmeree allow you to have wireless access within minutes, Please follow the setup wizard
Setup Wizard. i step by step to configure the DWL2100AP.

Help



Using the Configuration Menu (continued)

Home > Wireless

D\\'L-? 100AP

.

Wizard

D-Link

Building Networks for People

Wireless

LAN

Wireless
Band-

SSID-

SSID
Broadcast-

Channel-

Radio
Frequency-

Apply-

:‘Air,Pﬁ Il.é%' =

High-Speed 2.4GHz Wireless Access Point

Home
Wireless Settings
Wireless Band EEE&DZ11g
SSID deteut |
SSID Broadcast [Enable v
Charnnel :|

Radio Freguency

9 9O

Apply Cancel Help

Select 802.11g or 802.11b and 802.11g.

Service Set Identifier (SSID) is the name designated for a specific wire-
less local area network (WLAN). The SSID’s factory default setting is
default. The SSID can be easily changed to connect to an existing
wireless network or to establish a new wireless network.

Enable or Disable SSID Broadcast. Enabling this feature broadcasts the
SSID across the network.

6 is the default channel. All devices on the network must share the same
channel.

The radio frequency will remain at 2.437 GHz .

Click Apply to save the changes.



Using the Configuration Menu (continued)

Home > LAN

D-Link

Building Networks for People

__Ai’ipﬁ Il'}ls'%r ="

High-Speed 2.4GHz Wireless Access Point

DWL-2100AP -
| Home Advanced Tools Status Help
" - LAN Settings
Get IP From lStatic(ManuaI) .
IP Address |192.168.0.50
Subnet Mask [255 255
JOIST— ubnet Mas |255.255.255.0
Default Gateway 0000
m— 9 9O
: Apply Cancel Help

LAN is short for Local Area Network. This is considered your internal network. These are
the IP settings of the LAN interface for the DWL-2100AP. These settings may be referred
to as private settings. You may change the LAN IP address if needed. The LAN IP
address is private to your internal network and cannot be seen on the Internet.

Get IP From- Select Static (Manual) or Dynamic (DHCP) as the method you
will use to assign an IP address to the DWL-2100AP.

IP Address- The IP address of the LAN interface. The default IP address is:
192.168.0.50

Subnet Mask- The subnet mask of the LAN interface.

The default subnet mask is 255.255.255.0

Default Gateway-  Thisfield is optional. Enter in the IP address of the router on your
network.

Apply- Click Apply to save the changes.



Using the Configuration Menu (continued)

Advanced > Mode

The DWL-2100AP can be

configured to perform in R@M‘,}& 74!'% e
any of five modes: a Wire- High-Speed 2.4GHz Wireless Access Point
less Access Point; a DWL-21004P ST Advanced 3
Wireless Client; a Wire- % w Tools Status____Help
less Bridge; a Multi-Point AccessPant @
Bridge; or a Repeater. | ST PiF Bridae o
Rermate AP MAC Address /:
Access Pointisthe de- PIME Bidge )
fault setting. This mode RemAEAR MAGAN B
is used to create a wire- | ‘ | ‘
3 4
less LAN. | ‘ N ‘
; ; 7] | 8| |
PtP Bridge will allow L 5
yOU tO ConneCt tWO LANS Raoot AP MAC Address ‘7
together. The wireless A8 Cliont o
bridge will only work with Root AP IMAC Address
another DWL-2100AP. 2 O O
Click to enable and enter Apply Cancel Help

the MAC address of the
remote bridge.

PtMP Bridge will allow you to connect multiple wireless LANs together. Other wireless
LANs must be using DWL-2100APs. Click to enable and enter up to 8 remote AP MAC
addresses.

AP Repeater will allow you to repeat the wireless signal of the root AP. Click to enable
and enter the MAC address of the root AP.

AP Client will transform any IEEE 802.3 Ethernet device (e.g., a computer, printer, etc.)
into an 802.11b wireless client when it communicates with another DWL-2100AP that is
acting as an AP. Click to enable and enter the MAC address of the root AP.

Apply - Click Apply if you have made any changes.

Find the MAC address of the DWL-2100AP that is acting as a Remote Access
Point or a Remote Bridge, by going to Status > Device Info in the configura-
tion utility of the remote DWL-2100AP. There you will find the MAC address.

MAC Address - Media Access Control Address

A unique hardware address that identifies a device on a network. It is assigned at
the factory and cannot be changed. Usually you will find this address on a sticker
on the device or on the packaging.




Using the Configuration Menu (continued)

Wireless Band-

Select 802.11g only or
802.11g and 802.11b.

D-Link

Building Networks for People

Advanced > Performance

ﬂir,lg |I.é%’ G

High-Speed 2.4GHz Wireless Access Point

"‘ BT Advanced
Frequency- S ——
The frequency remains at - Wirsless Band
Frequency Camone |
2.437 GHz. — Chanrel FE
Data Rate
- - Beacon Interval (20 - 1000) """—‘
ghlant?el hannels 1-11 et - |
electirom channeils 1-11. —— Fragment Length 258 - 2346)  [p3a6 |
RTS Length (255 - 2346) EZ:Z ‘
- Transmit Power
Data Rate B oo
The Data Rates are Auto, 502 1g Only
1Mbps, 2Mbps, 5.5Mbps, Recio Wovs
6Mbps, 9Mbps, 11Mbps, 2 90
ancel Hel
12Mbps, 18Mbps, 24Mbps, Apply Cancel Help

36Mbps, 48Mbps, 54Mbps.

Beacon Interval-

DTIM-

Fragment
Length-

RTS Length-
Transmit

Power-

Super G Mode-

Disabled-

Beacons are packets sent by an access point to synchronize a
network. Specify a beacon interval value. The default (100) is rec-
ommended.

(Delivery Traffic Indication Message)- 3 is the default setting. DTIM
is a countdown informing clients of the next window for listening to
broadcast and multicast messages.

The fragmentation threshold, which is specified in bytes, determines
whether packets will be fragmented. Packets exceeding the 2346
byte setting will be fragmented before transmission. 2346 is the
default setting

This value should remain at its default setting of 2,346. If you en-
counter inconsistent data flow, only minor modifications to the value
range between 256 and 2,346 are recommended

Choose full, half (-3dB), quarter (-6dB), eighth (-9dB), minimum power.

Super G is a group of performance enhancement features that in-
crease end user application throughput in an 802.11g network. Su-
per G is backwards compatible to standard 802.11g devices. For
top performance, all wirelss devices on the network should be Super
G capable. Select either Disabled, Super G without Turbo, Super G
with Dynamic Turbo, or Super G with Static Turbo.

Standard 802.11g support, no enhanced capabilities.



Using the Configuration Menu (continued)

Super G Mode (continued)

Super G without Capable of Packet Bursting, FastFrames, Compression, and no
Turbo- Turbo mode.

Super G with Capable of Packet Bursting, FastFrames, Compression, and

Dynamic Turbo-  Dynamic Turbo. This setting is backwards compatible with non-
Turbo (legacy) devices. Dynamic Turbo mode is only enabled
when all devices on the wireless network are configured with
Super G with Dynamic Turbo enabled.

Super G with Capable of Packet Bursting, FastFrames, Compression, and

Static Turbo- Static Turbo. This setting is not backwards compatible with non-
Turbo (legacy) devices. Static turbo mode is always on and is
only enabled when all the devices on the wireless network are
configured with Super G with Static Turbo enabled.

Advanced > Filters

D-Link =
Building Hmu!kst!}hm AI%E G""

High-Speed 2.4GHz Wireless Access Point
" Home BT LU IR Tools  Status Help

Wireless Access Settings / WLAN Pariition

DWL-2100AP
|

Mode Wireless Band

Access Caontral

Performance c i
Mac Address Mac Address

Filters

Encryption

L

@ oM @ ot e oW K o

HCP Server

\ | |
\ | |
\ | |
\ | |
\ | 13 | |
\ | |
\ | |
\ | |

9O

Apply Cancel Help

The following fields are available for configuration in this window:

Access Control- Select Disabled to disable the filters function.
Select Accept to accept only those devices with MAC addresses
in the Access Control List.
Select Reject to reject the devices with MAC addresses in the
Access Control List.

Access Control The MAC addresses in this list can be accepted or rejected for
List- inclusion in the network, depending upon the Access Control
selection.

Apply- Click Apply to save the changes



Using the Configuration Menu (continued)

Hexadecimal
digits consist of
the numbers 0-9
and the letters A-F

ASCII (American
Standard Code
for Information
Interchange) is a
code for repre-
senting English
letters as num-
bers from 0-127

Wireless Band-

Authentication-

Encryption-
Key Type-
Key Size-
Valid Key-

Key Table-

Apply-

Advanced > Encryption

Hm J‘J‘ul}mlo& ‘AI%EGW
High-Speed 2.4GHz Wireless Access Point
DWL-2 100AP . -
Advanced W[5 Status Help

Security Settings
Wireless Band

Mode —
@ Open System O Shared Key © Open System / Shared key

O WPA
O Disabled @ Enabled

[Te8Bis ¥

|First V‘

Authentication

Performance Encryption
Key Type
Key Size
Walid Key
Key Table

Filters

E ti
SEFE, First Key

|
Second Key |
Third Key |
|

HCP Server

e

Fourth Key

|
|
|
o0

Apply Cancel Help

802.11g is selected here

Select Open System to communicate the key across the network.

Select Shared Key to limit communication to only those devices
that share the same WEP settings.

Select Open System/Shared Key to communicate the key and
require identical WEP settings to communicate.

When you select WPA, you will be directed to the screen shown on
the next page.

Select Disabled or Enabled.

Select HEX or ASCII.

Select 64-, 128-, 152-bits.

Select the 1st through the 4th key to be the active key.

Input up to four keys for encryption. You will select one of these
keys in the valid key field.

Click Apply to save changes.



Using the Configuration Menu (continued)

Advanced > Encryption > WPA

WPA mode- D-Link =
Select PSK (the aulldingﬂemo}esl;}-mm _Air,pﬁlu%’E e
Pre-Shared Key High-Speed 2.4GHz Wireless Access Point
mode of WPA DWL-2 100AP il ik )
does not require BTN  Advanced [RPTE Status____Help
the inclusion of a WPA Setiings
RADIUS server in e MR Mide OPSK OEAP
your network) or = e L

H ipher Type TEIF
EAP (EXtenSIbIe Ll Group Key Update Interval 1800

Authentication

Security Server Setting

H | E

PrOtOCOI lS a gen_ Filters Domain Mame Server IP address '7

eral authentication e |

protocol that is Eneryption S —

used in conjunc- RADILE Pan [Ez__|

tion with a RA- DHCP Server RADIUS Secret

DIUS server in the 92 OO

network). Apply Cancel Help

Passphrase- If you selected PSK you will need to enter a Passphrase in this
field.

Cipher Type- If you selected EAP you will need to select a Cipher (EAP) Type:

Auto, AES, or TKIP.

Group Key
Update Interval- If you selected PSK you will need to enter a figure in this field.

Security Server Settings (required with EAP)

Domain Name
Server IP
address- Input the IP address of the DNS server.

Domain Name

Server- Enter the domain name of the server.
RADIUS
Server- Enter the IP address of the RADIUS server.

RADIUS Port- Enter the port on your AP dedicated to the RADIUS server.
RADIUS Secret- Enterthe secret phrase..

Apply- Click Apply if you have made any changes.



Using the Configuration Menu (continued)

DHCP Server
Control-

Select Enabled to
configure the Dy-
namic settings for
the network.

IP Assigned
From-

Input the first IP
address available
for assignment in
your network.

The Range of
Pool (1-255)-
Enter the number of
IP addresses avalil-
able for assign-
ment.

SubMask-

Gateway-

Wins-

DNS-

Domain Name-

Lease Time (60-
31536000 sec)-

Status-

Apply-

Advanced > DHCP Server

B«; L1g}ml§ -‘Alﬂr-,I:'5 |Lé%' =
High-Speed 2.4GHz Wireless Access Point

| Home BT TR Tools Status Help
Dynamic Pool Settings / Static Pool Settings / Current [P Mapping List
DHCP Server Control
Funciion Enable/Disable 3Enaﬁed V‘

DWL-2100AP
|

Maode

Dynamic Pool Settings
'Performance IP Assigned From 1192 166.0.56
The Range of Pool (1-255) 1100

il {111y

™ Fiters AL, eszss2e0 ]

Galeway 1192.168.0.1
Treryptin Wins o000 |

oS oo ]

DHCP Server 2Rl \—
Lease Time (B0 - 31536000 31536000
sec)

I

Status | oM VI

9 9O

Apply Cancel Help

Enter the subnet mask.

Enter the IP address of the router on the network.

Windows Internet Naming Service is a system that determines the
IP address of a network computer that has a dynamically assigned
IP address.

Enter the IP address of the DNS server. The DNS server translates
domain names such as www.dlink.com into IP addresses.

Enter the Domain Name of the DWL-2100AP.

Enter the number of seconds before the IP addresses will be changed.

Turn the Dynamic Pool Settings ON or OFF here.

Click Apply if you have made any changes.



Using the Configuration Menu (continued)

Tools > Admin

Buflding Networks for People

D-Link =
Air, Pﬁ us —_r="
High-Speed 2.4GHz Wireless Access Point

[_Home __ AdvancediliE IS Status___Help

Administrator Settings

DWL-2100AP
|

User Mame admin |

Qld Password |
Mew Password |

Canfirm Mew Passward | |

9 OO

Apply Cancel Help

User Name- Enter a user name; admin is the default setting.

Old Password-  To change your password, enter your old password here

New Password- Enter your new password here.

Confirm New
Password- Enter your new password again.

22



Using the Configuration Menu (continued)

Apply Settings
and Restart-

Click Restart to
apply the system
settings and restart
the DWL-2100AP.

Restore to Fac-
tory Default Set-
tings-

Click Restore to
return the DWL-
2100AP to its fac-
tory default set-
tings.

Update File-
After you have
downloaded the
most recent version
of the firmware from
wwwi.support.dlink.com
you can browse
your hard drive to
locate the down-
loaded file and

click OK to update
the firmware.

Tools > System

D-Link

Building Networks for People

System

1t

T
' Cfg File

.
Misc.

—‘Aliripﬁ “é-;sw ="

High-Speed 2.4GHz Wireless Access Point

Tools

System Settings

Apply Settings and Restart

Restare to Factory Default Settings

Help

Tools > Firmware

System
Firmware
e

Cfg File

Misc.

BIEL IR

:‘Alnvrjl:'5 IuE% -

High-Speed 2.4GHz Wireless Access Point

Home Advanced Tools m
Update Firmware From Local Hard Drive
Firmware Version: v1.00
Update File |[ Browse... ]
Help




Using the Configuration Menu (continued)

Update File-
Browse for the con-
figuration settings
that you have saved
to your hard drive.
Click OK when you
made your selec-
tion.

Load Settings to
the Local Hard
Drive-

Click OK to load
the selected set-
tings.

Telnet Settings

Status-

Click to Enable a
Telnet session.

Timeout-

Select atime period
after which a ses-
sion timeout will
occur.

Tools > Cfg File

D-Link

Building Networks for People

System

[

Firmware

Cfg File

?Airjps lus _r="

High-Speed 2.4GHz Wireless Access Point

LR Stotus___Help |
Update Configuration File
Update File | |(Browss.. ]
Download Confiquration File
Load settings ta Local Hard Drive
4

Tools > Misc.

[y

Firmware

Cfg File

Misc.

:‘Airjp5 |I.é% —_r="

High-Speed 2.4GHz Wireless Access Point

Home  Advanced Tools m
Telnet Settings
Status Enabled
Timeout | IMing ¥

Apply Cancel Help

Telnet is a program that allows you to control your network from a single PC.




Using the Configuration Menu (continued)

Status > Device Info

“AirPlus
Xrren

="
High-Speed 2.4GHz Wireless Access Point
DWL-2100AP —
| Home Advanced Tools Status m
‘ - Device Information
Firmware Version: v1.00
Tievice Iilo MAC Address: 00:05:5d:9a:10:0c
L Ethernet
Get IP From: Manual
IP address: 182.168.0.50
Subnet Mask: 255.255.255.0
Gateway: 0.000
Wireless ( 802.11q)
S3ID: 21008
Channel: 1
Super G Mode: Disabled
Rate: Auto
Security Level: Open System / WEP Enabled
Help

This window displays the settings of the DWL-2100AP, as well as the Firmware version
and the MAC address.



Using the Configuration Menu (continued)

Status > Stats

DWL-2100AP
|

©

I D

evice Info

Stats

“AirPlus

XorremE

High-Speed 2.4GHz Wireless Access Point

Home Advanced Tools Status m
WLAN 802.11G Traffic Statistics
ThroughPut
Transmit Success Rate 70 %
Transmit Retry Rate: 7 %
Receive Success Rate: 100 %
Receive Duplicate Rate: 0 %
RTS Success Count: 11057
RTS Failure Count: 0
Transmitted Frame Count
Transmitted Frarme Count 1092
hiulticast Transmitted Frame Count 0O
Transmitted Error Count: 476
Transmitted Total Retry Count: 28
Transmitted Multiple Retry Count: 2801
Received Frame Count
Received Frame Count ]
Multicast Received Frame Count 0
Received Frame FCS Error Count: 0
Received Frame Duplicate Count: o
Ack Rev failure Count: 0
Wep Frame Error Count
WWEP Excluded Frame Count 476
WWER ICY Error Count il

@

Refresh

This window displays the statistics of the wireless local area network.

9

Help




Using the Configuration Menu (continued)

Help

D-Link

Buflding Networks for People

:'AII‘JPE |I.5.w —_r="

High-Speed 2.4GHz Wireless Access Point

DWL-2100AP = _
| Home  Advanced  Tools Status Help
‘ ' Home

o Setup Wizard
o Yireless

o LAN Settings

Advanced

« Mode
Performance
Filters

Encryption
DHCP

Tools
« Administrator Settings
« Systemn Settings
Firmware Upgrade

« Configuration File
« Misc.

Status

« Device Information
o Statistics

At this window you can access the help screens for the topics listed.



Using the

The AP Manager is a
convenient tool to man-
age the configuration of
your network from a cen-
tral computer. With the
AP Manager there is no
need to configure each
device separately.

AP Manager

Discover the devices

- 43 |23 O

1P Address
192.170.0.50

Dievice Harae
D-link Corp...

FIW Version
¥1.00

Hetmask
A3525525..

Nlode]l Narne
DWL-Z21004F

Ilac Address
O0055D9410...

Click on this icon to
begin discovering
the devices on the
network for configura-
tion.

Click on this icon to
configure the IP ad-
dress inthe dialogue
box shown here.

Discover the devices

Digcovering devices...

[ ] ]

er

ae

IP Setting

Status
0K

DWL-21004F  00035D2410.. 192170050  25525525.. «1.00 D-link Cozp... Read Config

P Addiess .

x|

Click on this icon to
access the configu-
ration properties as
shown here. Shown
here is the General
configuration screen.

IP Metmask
0K Cancel

[¥ DeviceMame  [Diink Corp. Access Point

LAN

I 1P Addhess 52 170 0 &0 % Goteway T
Manager IP Hstmask 255 255 255 O ¥ DHCF client disable =

[~ Telnet

Please refer to Using
the Configuration
Menu in the previous
chapter, for more de-
tailed information about
any of the configura-
tion properties in the
AP Manager.

[¥ Telnet Suppott

enable ~
3 = minutels)

[¥ Telnet Timeout

» AP Manager

Action Message

1 devive(s) discovered
11:21 25'12 00055094 1008 Digg
11:21 25'16 00055D94 100B Dia
11 100E Digy

Clear Checks Open Save Exxit

Refresh |

I Check All




Using the AP Manager (continued)

Q| e[ T)e o

Q

Click on this icon in
the AP Manager
menu bar to access
the Device Con-
figuration screens
shown on this page.

The Wireless con-
figuration screen is
shown here.

The Security con-
figuration screen is
shown here.

Device Configure>Wireless

. Device Config x|
General ‘Wireless Security | Filkers | AP Mode | DHCP Server ‘
IEEfB02110
551D |21DDB ¥ DTIM 1
¥ Channel 1 - [¥ Fragment Length| 2346
¥ DataRate auto 4 [¥ RTS Length 2345
¥ TuPower full =]
¥ Beacon Interval {100 ¥ 11g only enable =
¥ 551D Broadcast Ienable 'I ¥ superG disable =
Check All Clear Checks Refresh Open Save Exit
Device Configure>Security
‘;._. Device Configure x|
General | Wireless ll Filters | AP Mode | DHCP Server |
¥ Authentication Iopen vI
‘wep Status Idisable - I
v ictive Kep Index |1 'l
W wepkey1 1z -] [iz3455 78501234 sE 78 9012 34 55
W wepkey2  [NULL -] Jempty
W WepKey3  [nuLL x| [emety
WV wepKeyd  [MULL =] Jempty
Check &ll Clear Checks: Refresh Open Save Exit




Using the AP Manager (continued)

Click on this icon in
the AP Manager
menu bar to access
the Device Con-
figuration screens
shown on this page.

The Filters configu-
ration screen is
shown here.

The AP Mode con-
figuration screen is
shown here.

Device Configure>Filters

";, Device Configure

General | Wireless | Security | Filters AP Mode | DHCP Server

WLAN Partition

IEEEB0Z11g
¥ Internal Station hection -

Iv Broadcast fr themet to W'LANIenabIe -

IEEE®UZ 110 Access Setting

Access Control [ disable vl

Check all Clear Checks Refresh Apply Open Save

Exxit

Irepeater -
Root AP Mac Address  |00:05:5¢ 9a:10:0c

Check Al Clear Checks Refrezh Apply Open Save

Exit




Using the AP Manager (continued)

Device Configure>DHCP Server

Click on this icon in
the AP Manager menu
bar to access the
Firmware Down-
load screen shown
here.

Manager

P Manager

*;:. Device Configure x|
General | Wireless | Security | Filters | AP Mode |
¥ DHECP Server Ienabla A
¥ Dynamic Pool Settings [ Static Pool Settings
Click on this icon in IP &ssigned From: ﬂl ﬂlﬂl
- Mac Address | IP Address | Status I
the AP Manager e o e <2 AL 0080:c810:9110 1921700215 ON
menu bar to access SubMask
the Device Con- Gateway
figuration screens Wwins I
shown on this page. DNS [5z 152 & 1
Dom. Idl\nk.curn
3 Time(B0~31536000 sec) |31 536000
Status Iﬁ
The Filters configu-
ration screen is
shown here.
Check All Clear Checks Refresh Apply Open Save Exit
Firmware

DWL-21004F

ANNSSHO&IN 107190050 25595595 =
select firmware image file 2lxl
Lookin: | 3 Firmivare x| = &k E-
File narne: || Open I
Files of type: |’ * j Cancel
o




Using the AP Manager (continued)

D-Link

Buldire tenmris farPeagic

| pAT2000AF  0005SDIALD..

Acoess Pagsword

Click on this icon in

Setting Timeaut (2]

11 WL

the AP Manager menu (treme G Reboot Time (<)

bar to access the Sys- — Configuration Upload Time (s)
tem Set“ n g screen Configuration Download Time (5]
shown here.

Configuration Flazh Update Time (3]
Factory Reset Time [z]

FAw Download Time (2]

F/w Flash Update Time [z

Timing Tolerance [3]

Dizcovery Timeout (2]

s AP Manager

Dizcovery Packets Mumber

Action Message

T

T — Defaut | ok |

11:21 2512 000550241008 Diap:Put confiz

About
D-Link

Bl e Hesmrks i Peaole

Hetmask
25525525

FIW Wersion
w1.00

000550410 192170050 K

Click on this icon in
the AP Manager menu
bar to access the
About screen shown
here.

D-Link AirPlus Xtreme G AP Manager
= Wersion 1.04.R14 (Build 2003410/3)
. Copyright 2003 D-Link Corporation,

5
e




Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work, using
Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000,/Me/98SE.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Network Setup Wizard

Welcome to the Network Setup
Wizard

Thiz wizard will help you 2et up thiz computer ba run an Yaur
nebwiork, Witk a network, you carn;

Share an Intemet connection

Set up Internet Connection Firewal
Share filez and falders

Share a printer

L I N

To continue, click Mext.

' et [ Cancel

When this screen appears, click Next.



Networking Basics (continued)

Please follow all the instructions in this window:

Hetwork Setup Wizard
Before you continue. .. %
o

Before you continue, review the chec

Then, complete the following steps:

+ |nstall the network cards, modems, and cables.

* Turn on all computers, printers, and external modems.
+ Connect to the Internst,

When you click Mest, the wizard will search for a shared Intemet connection on your network.

’ < Back “ Nest » ]’ Cancel ]

Click Next.

In the following window, select the best description of your computer. If your computer
connects to the Internet through a router, select the second option as shown.

Network Setup Wizard
Select a connection method. %

Select the statement that best describes this computer;

() This computer connects directly to the Intermet, The ather computers onh my netwark connect
to the Internet through this computer.

‘iew an example.

(#) This computer connects b the Intermet thraugh anather computer an my netwark o thraugh
a residential gateway.

igw an examgle.

Learn more about home o small office network. configurations.

< Back ]I' Mest > "[ Cancel

Click Next.



Networking Basics (continued)

Enter a Computer description and a Computer name (optional.)

Network Setup Wizard

Give this computer a description and name. g

Fomputel description; | Mary's Computer !
EVETEIES TSI P CorGuNer of TAaries § Comper

[Cgmputer narme: | Office |

wamples: ar

The curent computer name i Office

Lear mare about computer names and descriptions.

Click Next

Enter a Workgroup name. All computers on your network should have the same
Workgroup name.

Network Setup Wizard

Hame your network. .%

Mame pour network. by zpecifying a workgroup name below. All computers on your network
should have the zame workgroup name.

“wiorkgroup name: I_Agmumng |
Examples: HOME or OFFICE

[ < Back Mext » [ Cancel ]

Click Next




Networking Basics (continued)

Please wait while the Network Setup Wizard applies the changes.

Network Setup Wizard

Ready to apply network settings... .%

The wizard will apply the following setings. This process may take a few minutes to complete
and cannot be interupted.

Settings:
Metwork, settings: ~
Computer description: Mary's Computar
Computer harne: Office
Warkgroup name: Accounting
The Shared Documents folder and any printers connected to this computer have been I
shared.
|
|

To apply theze settings, click Mext.

-

[ < Back il MHest » I[ Cancel

When the changes are complete, Click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Network Setup Wizard

Please wait._.

Pleaze wait while the wizard configures this computer for hame or small office netwarking. Thiz
process may take a few minutes.

L LT




Networking Basics (continued)

In the window below, select the option that fits your needs. In this example, Create a
Network Setup Disk has been selected. You will run this disk on each of the
computers on your network. Click Next.

Network Setup Wizard

You're almost done...

= You need to run the Metwork Setup \Wizard once on each of the computers on your
‘!{J network, To mn the wizard on computers that are not running 'Windows =P, pou can uze
the Windows =P CD or a Network Setup Disk.

What do pou want bo do?

(=) Lreate a Metwark Setup Diski

() Use the Metwark Setup Disk | already have
() Use mp windows <P CD

() Just finish the wizard: | dom't need to run the wizard on other computers

Insert a disk into the Floppy Disk Drive, in this case drive A.

Metwork Setup Wizard

Ingert the disk you want to use. .

Inzert a dizk the into the following disk drive, and then click Mest.
3% Floppy [&:]

If pou want ta farmat the disk, click Farmat Disk.

< Back ‘ Mewt » H'

Click Next.



Networking Basics (continued)

%

Copying...

9 _J

Please wait while the wizard copies files...

[ ]| iZancel |

Please read the information under Here's how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network
Setup Wizard once on each of the computers on your network. Click Next.

Network Setup Wizard

To run the wizard with the Metwork Setup Dizk. ..

®  Complete the wizard and restart this computer. Then, uze the Metwark, Setup Disk to un
\!-') the Metwork, Setup "Wizard once on each of the other computers an your network:.

Here's how:
1. Inzert the Metwork Setup Dizk into the next computer pou want to network,

2. Open My Computer and then open the Metwark, Setup Digk.
3. Double-click "netzetup."’

< Back I‘ Mest i




Networking Basics (continued)

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Network Setup Wizard

Completing the Network Setup
% wWizard

Y'ou have succeszfully zet up thiz computer far home ar zmall
office networking.

For help with home ar small office networking, see the
following topics in Help and Suppart Center:

+ Uzing the Shared D ocuments folder

To zee ather computers on pour network, click Start, and then
click My Metwork Places.

To cloze thiz wizard, click Finizh,

| <Back || Finsh |

The new settings will take effect when you restart the computer. Click Yes to restart
the computer.

System Settings Change

P You must restart wour compuker before the new setkings will take effect,
&7

Do wou wank to restart vour compuber now?

You have completed configuring this computer. Next, you will need to run the Network
Setup Disk on all the other computers on your network. After running the Network
Setup Disk on all your computers, your new wireless network will be ready to use.



Networking Basics (continued)

Naming your Computer

To name your computer using Windows XP, please follow these directions:
B Click Start (in the lower left corner of the screen)

B Right-click on My Computer

B Select Properties

Internet _,J My Documents
Internet Explorer
k]
™ Emnail [ 9 My Recent Documents »
Cutlook Express &
n Command Prompk -.3 My Music
(L]
\! MSH Explorer ._I My Computer
= Open
q My Metwork  Explore
Windows Media Player " i

o & Control Panel Manage
@ windows Movie Maker

a Map Metwork Drive. ..
= Ehywe Ta Disconnect Metwork Drive. ..

@ Tour Windows XP -
.k#? Prinkers and F Show on Desktop
Files and Settings Transfer Rename
Weind @) Help and Supy Properties
B Selectthe C_:om puter System Properties
Name Tab in the System N v np
Properties window. Spztem Restg tic U_pdates Remate
' _Genetd Hodaye | Advanced

Windows uses the following information to identify your computer
on the nebwark,

B You may enter a Com- Computer description:
P uter Descri ptl on if you Eor exam?lle: "Kitchen Computer” or "Man's
wish; this field is optional. g

Full computer name:  Office

whorkgroup: Accounting
To uze the Metwaork ldentification \Wizand to join a

B Torename the Computer domain and create a local user account, click Metwark, Mehak 1D
0.

and join a domain, click

Ch ange. To rename this computer or join a domain, click Change. |




Networking Basics (continued)

Naming your Computer

B |n this window, enter the
Computer name

Bl Select Workgroup and enter
the name of the Workgroup

B All computers on your network

Computer Hame Changes

Computer name:

Yiou can change the name and the memberzhip of this
computer. Changes may affect access to network resources.

[Ol'ﬂoe

must have the same
Workgroup name.

B Click OK

Full computer name:

Office
Member of
() Domair:
1
|
() Workgroup:
: Accounting |

=

Checking the IP Address in Windows XP

The adapter-equipped computers in your network must be in the same IP address range
(see Getting Started in this manual for a definition of IP address range.) To check on the
IP address of the adapter, please do the following:

B Right-click on the
Local Area
Connection icon
in the task bar

B Click on Status

Disable

F.epair

Wiew Available Wireless Nebworks

Qpen Metwork Connections




Networking Basics (continued)
Checking the IP Address in Windows XP

This window will appear.

Wireless Network Connection f Status |E||g|
m Click the | Generall Suppart I
Support tab Intemet Pratacal (TCP/P)
Address Type: Agzigned by DHCF
IP Address: 192168.0114 ]
Subnet Mask: 255, 255.255.0
Drefault G ateway: 192.168.01
e
|
[ | Click Close n
Cloze

Assigning a Static IP Address in Windows XP/2000

Note: DHCP-capable routers will automatically assign IP addresses to the computers on
the network, using DHCP (Dynamic Host Configuration Protocol) technology. If you are
using a DHCP-capable router you will not need to assign static IP addresses.

If you are not using a DHCP capable router, or you need to assign a static IP address,
please follow these instructions:

m Go to Start @ Tour Windows %P
" Prinkers and Faxes
4} Files and Settings Transfer =
Wfizard
t_“) Help and Support

Paint
[} Double-click on w '.) Search

Control Panel

All Programs D Eﬂun...
.| Liog OFf rﬁ: Turn OFF Computer




Networking Basics (continued)
Assigning a Static IP Address in Windows XP/2000

B Double-click on
Network
Connections

B Right-click on Local Area
Connections

B Double-click on
Properties

43

B Control Panel

Edit  View Fawortes  Took

o

File

O Back

Help

Folders

;I:J Search {

Y Accessibility Options
Add Hardware
Add or Remave Programs
4 Administrabive Tools

See Also

" Windows Update
@) Help and Support

‘&= Game Controllers
Internet Options
Keyboard
Mouse

Phone and Modem Cpkions
B Power Options

“2aPrinters and Faxes

Feegional and Language Cptions
Scanners and Cameras
Scheduled Tasks

Sounds and Audio Devices

Taskbar and Start Menu
User Accounts

'y Start

* Network Cor

File Edit Wiew Favorites Tools Advanced  Help
Qe - (D (¥ Dseach [ roders

Address I‘ Network Connections

A Mame
LAN or High-Speed Internet

[5] Create anew
connection Disable

Network Tasks

% Setup a ome or smal Status
office network: Repair
& Disable this network
device Bridge Connections

&, Repair this connection
®} Rename this connection

© view vy of this Rename
conrection

[#) Change settings of this
connection

Create Shorkeut




Networking Basics (continued)

Assigning a Static IP Address
in Windows XP/2000

B Click on Internet Protocol
(TCP/IP)

B Click Properties

B Input your IP address and
subnet mask. (The IP
addresses on your network
must be within the same
range. For example, if one
computer has an IP address
of 192.168.0.2, the other
computers should have IP
addresses that are
sequential, like 192.168.0.3
and 192.168.0.4. The subnet
mask must be the same for
all the computers on the
network.)

B Inputyour DNS server
addresses. (Note: If you are
entering a DNS server, you
must enter the IP Address of
the Default Gateway.)

The DNS server information will be supplied

by your ISP (Internet Service Provider.)

B ClickOK

PIX

-4 Wireless Network Connection 6 Properties

General | Wireless Networks | Authentication | Advanced |

Connect usmg

‘ |5 DLnkOWL-GEs0 1‘

i 2 g Client for Microsoft Networks
|

. .Q Flle and Printer Shanng for Microsoft Networks
Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

This connection uses the following |lems

[ 'Im lntcrm:t Pruh.u,r:l |TLF’J|F]

Show icon in notification area when connected

0K ][ Cancel ]

Internet Protocol (TCP/IP) Properties

General

‘Y'ou can get |P ssttings assigned automatically if your netwark, supparts
thiz capability. Otherwise, pou need to ask your netwaork, adrinistrator far
the appropriate [P settings.

(73 Obtain an IP address automatically
( () Use the following IP addless:)
IP address:

192 .168. 0 . B2
Subnet mask: 200 280 . 200 0

Default gateway: 182 168 0 ;. 1

( () Use the following DMNS server addresses:)
Frefened DNS server f92.168. 0 .4

Alternate DNS server:

]l Cancel ]

[ o«




Networking Basics (continued)
Assigning a Static IP Address with Macintosh OSX

8o System Preferences e
e
Show All Displays Sound Network Startup Disk

B Go to the Apple Menu and se- ™™ = =
lect System Preferences ... B ® 1A B

Desktop Dock General International  Login Items My Account  Screen Effects
Hardware
M Click on Network . -1 - .
Yy @ = Y ESE
CDs&DVDs  ColorSync Displays Energy Keyboard Mouse Sound

Internet & Network

Interner QuickTime  Sharing

System
5 e 1 )
4 9@ & M ¢ 0 e
Accounts Classic Date & Time  Software Speech Startup Disk  Universal
Update Access
Other

B Select Built-in Ethernet in the
Show pull-down menu irlss Adpior

B Select Manually in the Con- 80 Network =

X w [ -
figure pull-down menu Sk ve o

Displays Sound Network Startup Disk
Location: = Automatic i

show: | Built-in Ethernet )

e xies
HCP Router
Configure v Using DHCP l

Using BootP
;

Servers (Optional)

IP Address: 192.168.10.7
(Provided by DHCP Server)

Subnet Mask: 255.255.255.0
Router: 192.168.10.1 Search Domains (Optional)

DHCP Client ID:
(Optional)

Example: apple.com, earthlink.net
Ethernet Address: 00:50:ba:b0:00:05

@ o Apply Now
\5 Click the lock to pre«/anlfm*.g)m_n . W pply

‘880c Network [=)

B Inputthe Static IP Address,  Wa0 B
the Subnet Mask and the e AT o)
Router IP Address inthe ap- Show: | PCi Ethernet Sior C1 =
propriate fields poror | Appietaik | Proxies

Configure: | Manually =

Domain Name Servers (Optionaly

IP Address: 192.168.0.19

Subnet Mask: 255.255.255.0

Router: [192.168.10.1 | Search Domains (Optional)

B Click Apply Now

Example- apple.com, earthlink net
Ethernet Address: 00:50:ba:b0:00:05

@ Click the lock to prevent fuigog o 5gs e o « - 4 & Apply Neow
O l J

45




Networking Basics (continued)
Selecting a Dynamic IP Address with Macintosh OSX

B Go to the Apple Menu and select

System Preferences

B Click on Network

B Select Built-in Ethernet in the
Show pull-down menu

B SelectUsing DHCP inthe
Configure pull-down menu

B Click Apply Now

B ThelP Address, Subnet
mask, and the Router’s IP
Address will appear in a few
seconds

46

[=Xs) System Preferences (=)
w =A@ 3
Personal

Deskiop Dock General  Imernational  Login ltems My Account  Screen Effects
Hardware
P —
5 @ E 9 w O 48
CDs&DVDs Colorsync  Displays  Energy  Keyboard  Mouse ound
Saver

Internet & Network

Internet QuickTime  Sharing

System
K 2 G @
Accounms  Classic Date&Time Software  Speech  StartupDisk  Universal
Update Access
Other
Wireless Adaptor
80cC Network =)
" - m
=A@ 3
WS =
Show All  Displays Sound Network Startup Disk
Location: | Automatic ™
Show:  Built-in Ethernet ?‘
“oxies |

| Manualy

srrdame Servers (Optional)

IP Address: 192.168.10.7
(Pravided by DHCP Server)

Subnet Mask: 255.255.255.0

Router: 192.168.10.1 Search Domains — Oyskomals
DHCP Client ID:
(Optional)

Example: apple.com, earthlink.net
Ethernet Address: 00:50:ba'b0:00:05

@ o Apply Now
6 Click the lock to prevent '"'*‘?)'M.“. .7 & w poly
‘80 Network (=]
« =A@ 4
Show All Displays Sound Newwork Startup Disk
Location Automatic § }

Show: | PCI Ethernet Slot C1 i

repiip ) pppok | AppleTalk | Proxies |
Configure: | Manually i )

Domain Name Servers (Optional)

IP Address: 192.168.0.19

Subnet Mask:  255.255.255.0

Router: 192.168.10.1 | Search Domains (@ptional)

Example: apple.cam, earthlink net
Ethernet Address: 00:50:ba:b0:00:05

o) o .
(&) click the lock to prevent A& . X W

l Apply Now '




Networking Basics (continued)

Checking the Wireless Connection by Pinging in Windows XP/ 2000

B Goto Start > Run >
type cmd. Awindow
similar to this one
will appear. Type
ping
XXX XXX XXX XXX,
where xxx is the IP
address ofthe
wireless router or
access point. A good
wireless connection
will show four replies
from the wireless
router or access
point, as shown.

Checking the Wireless Connection by Pinging in Windows Me/98

B Goto Start > Run
> type command.
A window similar to
this will appear.
Type ping
XXX XXX . XXX XXX
where xxx is the IP
address of the
wireless router or
access point. A
good wireless
connection will
show four replies
from the wireless
router or access
point, as shown.

F:AWINDOWS\System32\cmd.exe

Microsoft Windows XP [Uersion 5.1_.26881
(C> Copyright 1985-2081 Hicrosoft Corp.

[F:“\Documents and Settings>lab3>ping 192_.168.8.508

Pinging 192 _168_.8.58 with 32 bytesz of data:

Reply from 192.168.08.58: time{ins TTL=64
Reply from 192.168.8.58: time<ims TIL=64
Reply from 192.168.8.58: time{ims TTL=64

Reply from 192 _168_0.58: bytes=32 time<{ims TTL=64

Ping statistics for 192_168.0.58:

Packets: Sent = 4. Received = 4, Lost = B (8% loss).
fipproximate round trip times milli—seconds:

Minimum = Bms, Maximum = Bms, Average = Bms

[F:“\Documents and Settingsslab3>_

5 M5-DOS5 Prompt =




Troubleshooting

This Chapter provides solutions to problems that can occur during the installation and
operation of the DWL-2100AP Wireless Access Point. We cover various aspects of the
network setup, including the network adapters. Please read the following if you are having
problems.

Note: Itisrecommended that you use an Ethernet connection to
configure the DWL-2100AP Wireless Access Point.

1.The computer used to configure the DWL-2100AP cannot ac-
cess the configuration menu.

B Check that the Ethernet LED on the DWL-2100AP is ON. If the LED
is not ON, check that the cable for the Ethernet connection is
securely inserted.

B Checkthat the Ethernet adapter is working properly. Please see item
3 (Check that the drivers for the network adapters are installed
properly) in this Troubleshooting section to check that the drivers
are loaded properly.

B Check that the IP address is in the same range and subnet as the
DWL-2100AP. Please see Checking the IP Address in Windows
XP in the Networking Basics section of this manual.

Note: The IP address of the DWL-2100AP is 192.168.0.50. All the computers on
the network must have aunique IP address in the same range, e.g., 192.168.0.x.
Any computers that have identical IP addresses will not be visible on the
network. They must all have the same subnet mask, e.g., 255.255.255.0

M Do aPing test to make sure that the DWL-2100AP is responding.
Go to Start>Run>Type Command>Type ping 192.168.0.50. A
successful ping will show four replies.
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Note: If you have
changed the default IP
address, make sure to
ping the correct IP
address assigned to the
DWL-2100AP.




Troubleshooting (continued)

2. The wireless client cannot access the Internet in Infrastructure
mode.

Make sure the wireless client is associated and joined with the correct access point. To
check this connection: Right-click on the local area connection icon in the taskbar>
select View Available Wireless Networks. The Connect to Wireless Network screen
will appear. Please make sure you have selected the correct available network, as shown

in the illustration below.

Disable
Status
Repair

Connect to Wireless Network

The following network( ] are available To access a network, select
it from the list, and then click Connect.

Avallable networks:
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Open Network Connections
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If you are having difficulty connecting to a netwark, chek Advanced.

L Connect ][ Cancel ]

B Check that the IP address assigned to the wireless adapter is within the

same IP address range as the access point and gateway. (Since the DWL-
2100AP has an IP address of 192.168.0.50, wireless adapters must have
an IP address in the same range, e.g., 192.168.0.x. Each device must have
a unigue IP address; no two devices may have the same IP address. The
subnet mask must be the same for all the computers on the network.) To
check the IP address assigned to the wireless adapter, double-click on
the local area connection icon in the taskbar > select the Support tab
and the IP address will be displayed. (Please refer to Checking the IP
Address in the Networking Basics section of this manual.)

If it is necessary to assign a static IP address to the wireless adapter,
please refer to the appropriate section in Networking Basics. If you are
entering a DNS server address you must also enter the default gateway
address. (Remember that if you have a DHCP-capable router, you will not
need to assign a static IP address. See Networking Basics: Assigning a

Static IP Address.)



Troubleshooting (continued)

2. The wireless client cannot access the Internet in the

Infrastructure mode (continued).

B Checkto make sure that the router in your network is functioning properly by
pinging it. If the router is not functioning properly, it will not connect to the
Internet. If you need to find out how to ping network devices, please refer to
Checking the Wireless Connection by pinging in the Networking Basics

section of this manual.

B Checkto make sure that the DNS server in your network is functioning properly
by pinging it. If the DNS server is not functioning properly, you may be unable
to access the Internet. Typically, your ISP (Internet Service Provider) will be

able to give you the DNS server information.

3. Check that the drivers for the network adapters are installed

properly.

You may be using different network adapters than those illustrated here, but this procedure
will remain the same, regardless of the type of network adapters you are using.
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Troubleshooting (continued)
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Troubleshooting (continued)

4. What variables may cause my wireless products to lose reception?

D-Link products let you access your network from virtually anywhere you want. However,
the positioning of the products within your environment will affect the wireless range.
Please refer to Installation Considerations in the Wireless Basics section of this
manual for further information about the most advantageous placement of your D-Link
wireless products.

5. Why does my wireless connection keep dropping?

B Antenna Orientation- Try different antenna orientations for the DWL-2100AP.
Try to keep the antenna at least 6 inches away from the wall or other objects.

B Ifyou are using 2.4GHz cordless phones, X-10 equipment or other home secu-
rity systems, ceiling fans, and lights, your wireless connection will degrade dra-
matically or drop altogether. Try changing the channel on your router, access
point and wireless adapter to a different channel to avoid interference.

B Keep your product away (at least 3-6 feet) from electrical devices that generate
RF noise, like microwaves, monitors, electric motors, etc.

B When deploying several access points and wireless devices, please make sure
that access points in close proximity do not have overlapping channels. Nearby
access points should be assigned channels that are at least 4 channels apart to
prevent interference. For example, with a group of 3 access points you could
assign the first to channel 1, the second to channel 6, and the third to channel 11.

6. Why can’t | get a wireless connection?

If you have enabled encryption on the DWL-2100AP, you must also enable encryption on
all wireless clients in order to establish a wireless connection.

B The encryption settings are: 64-, 128-, or 152-bit. Make sure that the encryption
bit level is the same on the access point and the wireless client.

B Make sure that the SSID on the access point and the wireless client are exactly
the same. If they are not, wireless connection will not be established.

B Move the DWL-2100AP and the wireless client into the same room and then test
the wireless connection.

B Disable all security settings. (WEP, MAC Address Control)



Troubleshooting (continued)

6. Why can’t | get a wireless connection? (continued)

Turn off your DWL-2100AP and the client. Turn the DWL-2100AP back on again,
and then turn on the client.

Make sure that all devices are set to Infrastructure mode.

Check that the LED indicators are indicating normal activity. If not, check that the
AC power and Ethernet cables are firmly connected.

Check that the IP address, subnet mask, and gateway settings are correctly
entered for the network.

If you are using 2.4GHz cordless phones, X-10 equipment or other home security
systems, ceiling fans, and lights, your wireless connection will degrade dramati-
cally or drop altogether. Try changing the channel on your DWL-2100AP, and on
all the devices in your network to avoid interference.

Keep your product away (at least 3-6 feet) from electrical devices that generate
RF noise, like microwaves, monitors, electric motors, etc.

7. 1 forgot my encryption key.

Reset the DWL-2100AP to its factory default settings and restore the other de-
vices on your network to their default settings. You may do this by pressing the
Reset button on the back of the unit. You will lose the current configuration set-
tings.



Troubleshooting (continued)

8. Resetting the DWL-2100AP to Factory Default Settings

After you have tried other methods for troubleshooting your network, you may choose to
Reset the DWL-2100AP to the factory default settings.

Reset

To hard-reset the D-Link DWL-2100AP to the Factory Default Settings, please do the
following:

B Locate the Reset button on the back of the
DWL-2100AP

B Use a paper clip to press the Reset button

B Hold for about 5 seconds and then release

B After the DWL-2100AP reboots (this may take a few
minutes) it will be reset to the factory Default settings

54



Technical Specifications

Standards

IEEE 802.11g
IEEE 802.11
IEEE 802.11b
IEEE 802.3
IEEE 802.3u

Device Management

B Web-Based- Internet Explorer v6 or later; Netscape Navigator v6
or later; or other Java-enabled browsers

B DHCP Server and Client

Wireless Operating Range

B Indoors — up to 328 feet (100 meters)

B Outdoors — up to 1312 feet (400 meters)
Temperature

B Operating: 32°F to 149°F (0°C to 55°C)

B Storing: 4°F to 167°F (-20°C to 75°C)
Humidity:

B 95% maximum (non-condensing)
Safety and Emissions:

B FCC

m UL
Wireless Frequency Range:

B 2.4GHzto 2.4835GHz

Wireless Data Rates with Automatic Fallback:

B 54 Mbps m 11 Mbps
m 48 Mbps m 9Mbps
m 36 Mbps m 6 Mbps
B 24 Mbps m 5.5Mbps
B 18 Mbps H 2Mbps
B 12 Mbps B 1Mbps



Technical Specifications (continued)

Receiver Sensitivity:

54Mbps OFDM, 10% PER, -68dBm
48Mbps OFDM, 10% PER, -68dBm
36Mbps OFDM, 10% PER, -75dBm
24Mbps OFDM, 10% PER, -79dBm
18Mbps OFDM, 10% PER, -82dBm
12Mbps OFDM, 10% PER, -84dBm
11Mbps CCK, 8% PER, -82dBm
9Mbps OFDM, 10% PER, -87dBm
6Mbps OFDM, 10% PER, -88dBm
5.5Mbps CCK, 8% PER, -85dBm
2Mbps QPSK, 8% PER, -86dBm
1Mbps BPSK, 8% PER, -89dBm

Physical Dimensions:

B L =5.6inches (142mm)
B W = 4.3 inches (109mm)
B H=1.2inches (31mm)

Wireless Transmit Power:
B 15dBm (32mW) * 2dB

Security:

B WPA-WIFi Protected Access
(64-,128-, 152-bit WEP with TKIP, MIC, IV Expansion, Shared Key
Authentication)
External Antenna Type:

B 1.0dBm gain with reverse SMA connector

Modulation Technology:
B Orthogonal Frequency Division Multiplexing (OFDM)

B Complementary Code Keying (CCK)



Technical Specifications (continued)

Media Access Control:
B CSMA/CAwith ACK

Power Input:

B Ext. Power Supply DC 5V, 2.0A
Weight:

B .44 1Ibs. (200 g)
Warranty:

B 3year



Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and
within Canada for the duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link technical support through our web
site, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 8:30am to 9:00pm EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca




D-Link

Building Networks for People

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

. D-Link or its authorized reseller or distributor and

. Products purchased and delivered within the fifty states of the United States, the District of Columbia,
U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described
below will be free from material defects in workmanship and materials from the date of original retail
purchase of the product, for the period set forth below applicable to the product type (“Warranty
Period”), except as otherwise stated herein.

3-Year Limited Warranty for the Product(s) is defined as follows:

. Hardware (excluding power supplies and fans) Three (3) Years
. Power Supplies and Fans One (1) Year
. Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is properly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically
terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products will not be applied to and does not cover any refurbished product and any product
purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case,
the product is being sold “As-Is” without any warranty whatsoever including, without limitation, the
Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its
return policy. In case the return policy period has expired and the product is within warranty, the
customer shall submit a claim to D-Link as outlined below:

¢ The customer must submit with the product as part of the claim a written description of the Hardware
defect or Software nonconformance in sufficient detail to allow D-Link to confirm the same.



¢ The original product owner must obtain a Return Material Authorization (“‘RMA”) number from the
Authorized D-Link Service Office and, if requested, provide written proof of purchase of the
product (such as a copy of the dated purchase invoice for the product) before the warranty
service is provided.

«  After an RMA number is issued, the defective product must be packaged securely in the original or
other suitable shipping package to ensure that it will not be damaged in transit, and the RMA number
must be prominently marked on the outside of the package. Do notinclude any manuals or accessories
in the shipping package. D-Link will only replace the defective portion of the Product and will not
ship back any accessories.

¢« The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD") is allowed. Products sent COD will either be rejected by D-Link or become the property of
D-Link. Products shall be fully insured by the customer. D-Link will not be held responsible for any
packages that are lost in transit to D-Link. The repaired or replaced packages will be shipped to the
customer via UPS Ground or any common carrier selected by D-Link, with shipping charges prepaid.
Expedited shipping is available if shipping charges are prepaid by the customer and upon request.

. Return Merchandise Ship-To Address
USA: 17595 Mt. Herrmann, Fountain Valley, CA 92708
Canada: 2180 Winston Park Drive, Oakville, ON, L6H 5W1 (Visit http://www.dlink.ca for detailed
warranty information within Canada)

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined
by D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FORA PARTICULAR PURPOSE
AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPTAS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS
WITHTHE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FORANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-
LINK'S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON,
OR INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FOR ABREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES
ARE EXCLUSIVEANDARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
STATUTORY.



Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this
Product may be reproduced in any form or by any means or used to make any derivative
such as translation, transformation, or adaptation without permission from D-Link
Corporation/D-Link Systems, Inc., as stipulated by the United States Copyright Act of
1976. Contents are subject to change without prior notice. Copyright® 2002 by D-Link
Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses, and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

. Consult the dealer or an experienced radio/TV technician for help.

For detailed warranty outside the United States, please contact corresponding local
D-Link office.

Register your D-Link product online at http://support.dlink.com/register/

(11/20/03)
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